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[bookmark: _Toc492651601][bookmark: _Toc526330994]5.2	Structure and coding of TERMINAL PROFILE
Direction: ME to UICC.
The command header is specified in TS 31.101 [13].
Command parameters/data:

	Description
	Clause
	M/O/C
	Length

	Profile
	-
	M
	lgth



-	Profile:
Contents:
-	The list of USAT facilities that are supported by the ME.
Coding:
-	1 bit is used to code each facility:
-	bit = 1: facility supported by ME.
-	bit = 0: facility not supported by ME.
NOTE:	several bits may need to be set to 1 for the support of the same facility. This is because of backward compatibility with SAT: several options existed in SAT for a given facility, and they are mandatory in USAT when this facility is supported.
First byte (Download):

…
Thirty sixth byte:
	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Data Connection Status Change Event support – PDU Connection

	
	
	
	
	
	
	
	
	
	
	Event: Network Rejection for NG-RAN

	
	
	
	
	
	
	
	
	
	
	Non-IP Data Delivery support (if class "e" and class "ai" are supported)

	
	
	
	
	
	
	
	
	
	
	"Privacy Info Update" REFRESH supportReserved for 3GPP (for future usage)

	
	
	
	
	
	
	
	
	
	
	Reserved for 3GPP (for future usage)



Thirty seventh byte:
	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Reserved for 3GPP (for future usage)



Thirty eighth byte:
	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Reserved for 3GPP (for future usage)



Subsequent bytes:
-	See ETSI TS 102 223 [32] clause 5.2.
Response parameters/data:
-	None.
***** Next change *****
[bookmark: _Toc492651614][bookmark: _Toc526331007]6.4.7	REFRESH
See ETSI TS 102 223 [32] clause 6.4.7 except for:
- "eUICC Profile State Change" and "Application Update" which are not required by 3GPP;
- "3G Session Reset" and, "Steering of Roaming" and "Privacy Info Update" which are defined as follows.
3G Session Reset:
This mode causes the ME to reset the 3G session, in accordance with the 3G session reset procedure defined in TS 31.102 [14]. Subsequently, the ME performs the "USIM Initialization and File Change Notification" procedure and the MM Restart procedure as defined in TS 23.122 [7].
Steering of Roaming:
This mode triggers a steering of roaming procedure as defined in TS 23.122 [7] or a steering of roaming for I-WLAN procedure as defined in TS 24.234 [42].
Privacy Info Update:
This mode triggers an acknowledgement to the ME that the secure packet containing the data used for SUCI calculation sent by the ME via SMS-PP ENVELOPE command as specified in TS 24.501 [70] clause 5.4.5.3.3, has been successfully processed by the UICC and the corresponding data and/or EFSUCI_Calc_Info has been updated unambiguously in the USIM.
…
[bookmark: _Toc526331012]6.4.7.5	Steering of roaming via NAS messages
When the ME receives an SOR transparent container, as specified in 3GPP  TS 24.501  [70] clause 9.10.3.49, via a REGISTRATION ACCEPT message (see 3GPP TS 23.122 [7] Annex C.2 ) or via a DL NAS TRANSPORT message (see 3GPP TS 23.122 [7] Annex C.3 ), with the indication that the transparent container shall be forwarded to the USIM using SMS-PP data download, and the integrity check of the message was successful, the ME shall pass the transparent container to the USIM by using the procedure for SMS-PP data download via REGISTRATION ACCEPT or DL NAS TRANSPORT messages as described in section 7.1.1.1a
6.4.7.6	Privacy Info Update via NAS messages
When the ME receives a secure packet in UE parameters update transparent container with UPU data type set to Routing ID update data as specified in 3GPP  TS 24.501 [70] clause 9.11.3.xx, via a DL NAS TRANSPORT message, and the integrity check of the message was successful, the ME shall pass the transparent container to the USIM by using the procedure for SMS-PP data download via DL NAS TRANSPORT messages as described in section 7.1.1.1a. The UICC shall return a response indicating that it received the secure packet. Upon successfully decoding the data from the secure packet, if the decoded data is in a form that can unambiguously overwrite all or part of the privacy information set (Routing ID and associated Public Key and Protection Scheme to use) on the USIM, the UICC shall issue a Privacy Info Update REFRESH.
NOTE:	If the decoded data is in a form that cannot unambiguously overwrite all or part of the privacy information set (Routing ID and associated Public Key and Protection Scheme to use) on the USIM, the UICC and ME behaviour are implementation specific.
[bookmark: _Toc492651617][bookmark: _Toc526331010]6.4.7.7	SUCI calculation information changing procedure
The UICC shall issue a Privacy Info Update REFRESH as specified in clause 6.6.13 when:
· the SUCI calculation is performed by the ME and the EFSUCI_Calc_Info is changed changed in the USIM via Data Download or a USAT application, or
· the SUCI calculation is performed by the USIM and the Routing indicator or the Home network public key or the Home network public key identifier or the Protection scheme idenfier stored on the USIM are changed in the USIM via Data Download or a USAT application
Upon receiving such REFRESH, the ME shall decide whether to perform a re-registration with the SUCI calculated using the new data or not, based on the value of the REG bit received by the ME in the UE parameters update transparent container specified in 3GPP TS 24.501 [70] clause 9.11.3.xx.


***** Next change *****
[bookmark: _Toc492651686][bookmark: _Toc526331080]6.6.13	REFRESH
For all REFRESH modes except "Steering of Roaming", see ETSI TS 102 223 [32] clause 6.6.13.
For "Steering of Roaming":

	Description
	Clause
	M/O/C
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D+E+F+G+H)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Alpha identifier
	8.2
	O
	N
	C

	Icon identifier
	8.31
	O
	N
	D

	Text Attribute
	8.70
	C
	N
	E

	Frame Identifier
	8.82
	O
	N
	F

	PLMNwAcT List
	8.90
	C (see Note 1)
	N
	G

	PLMN List
	8.97
	C (see Note 2)
	N
	H

	Note 1: This parameter is required in case of steering of roaming (according to TS 23.122 [7]).
Note 2: This parameter is required in case of steering of roaming for I-WLAN (according to TS 24.234 [42]).



The Text attribute applies to the Alpha Identifier. It may be present only if the Alpha Identifier is present.
For "Privacy Info Update":

	Description
	Clause
	M/O/C
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D+E+F+G+H)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Alpha identifier
	8.2
	O
	N
	C

	Icon identifier
	8.31
	O
	N
	D

	Text Attribute
	8.70
	C
	N
	E

	Frame Identifier
	8.82
	O
	N
	F



The Text attribute applies to the Alpha Identifier. It may be present only if the Alpha Identifier is present.

***** Next change *****

[bookmark: _Toc492651753][bookmark: _Toc526331147]7.1	Data download to UICC
[bookmark: _Toc492651754][bookmark: _Toc526331148]7.1.1	SMS-PP data download
[bookmark: _Toc492651755][bookmark: _Toc526331149]7.1.1.1	Procedure
If the service "data download via SMS Point-to-point" is allocated and activated in the USIM Service Table (see TS 31.102 [14]), then the ME shall follow the procedure below:
-	when the ME receives a Short Message with:
protocol identifier = SIM data download; and
data coding scheme = class 2 message; or
-	when the ME receives a Short Message with:
protocol identifier=ANSI-136 R-DATA (see TS 23.040 [5]); and
data coding scheme = class 2 message, and the ME chooses not to handle the message (e.g. Mes not supporting EGPRS over TIA/EIA-136 do not need to handle the message).
-	then the ME shall pass the message transparently to the UICC using the ENVELOPE (SMS-PP DOWNLOAD) command as defined below;
-	the ME shall not display the message, or alert the user of a short message waiting;
-	the ME shall wait for an acknowledgement from the UICC; 
- 	When receiving a secured Command Packet (as specified in TS 31.115 [41]) requesting a Proof of Receipt (PoR), the UICC shall verify the authenticity of the sender. If the authentication of the sender fails, no further processing related to the Proof of Receipt shall take place.
-	if the UICC responds with '90 00' or '6F XX' or '62 XX' or '63 XX', the ME shall acknowledge the receipt of the short message to the network using an RP-ACKmessage. The response data from the UICC will be supplied by the ME in the TP-User-Data element of the RP-ACK message it will send back to the network (see TS 23.040 [5] and TS 24.011 [10]). The values of protocol identifier and data coding scheme in RP-ACK shall be as in the original message;
-	if the UICC responds with '93 00', the ME shall either retry the command or send back an RP-ERROR message to the network with the TP-FCS value indicating 'SIM Application Toolkit Busy' (see TS 23.040 [5]).
If the service "data download via SMS-PP" is not available in the USIM Service Table, and the ME receives a Short Message with the protocol identifier = SIM data download and data coding scheme = class 2 message, then the ME shall store the message in EFSMS in accordance with TS 31.102 [14].
[bookmark: _Toc526331150]7.1.1.1a	Procedure for SMS-PP data download via REGISTRATION ACCEPT or DL NAS TRANSPORT messages
If the service "data download via SMS Point-to-point" is allocated and activated in the USIM Service Table (see 3GPP TS 31.102 [14]), then the ME shall follow the procedure below:
-	when the ME receives a REGISTRATION ACCEPT message or a DL NAS TRANSPORT message that includes an SOR transparent container information element with list type with value "0"= secure packet; or:
-	when the ME receives a DL NAS TRANSPORT message that includes an UE parameters update transparent container information element with UPU data type with value "1"=Routing ID update data

list type with value "0"= secure packet 
· containing a the secure packet is constructed as an SMS-Deliver (as specified in 3GPP TS 23.040  [5]) with:
protocol identifier = SIM data download; and
data coding scheme = class 2 message
-	and the integrity check of the message was successful
-	then the ME shall pass the message transparently to the UICC using the ENVELOPE (SMS-PP DOWNLOAD) command as defined below;
-	the ME shall not display or alert the user
- 	the secure packet is coded as a Command Packet formatted as Short Message Point to Point (as specified in 3GPP TS 31.115  [41])) 
NOTE:	The command packet should not request a Proof of Receipt (PoR) 
[bookmark: _Toc492651756][bookmark: _Toc526331151]7.1.1.2	Structure of ENVELOPE (SMS-PP DOWNLOAD)
Direction: ME to UICC.
The command header is specified in TS 31.101 [13].
Command parameters/data.

	Description
	Clause
	M/O/C
	Min
	Length

	SMS-PP download tag
	9.1
	M
	Y
	1

	Length (A+B+C)
	-
	M
	Y
	1 or 2

	Device identities
	8.7
	M
	Y
	A

	Address
	8.1 or 8.108
	M
	N(see note
	B

	URI truncated
	8.135
	C
	N
	2

	SMS TPDU (SMS-DELIVER)
	8.13
	M
	Y
	C

	Originating Address
	8.108
	C
	N (see note)
	D

	NOTE:	The UICC shall be able to manage the situation when the address field is not present, in order to ensure backwards compatibility with previous releases of this specification.



-	Device identities: the ME shall set the device identities to:
-	source:		Network;
-	destination:	UICC.
-	Address: The address data object holds the RP_Originating_Address of the Service Centre (TS‑Service-Centre-Address), as defined in 3GPP TS 24.011 [10]. If the USIM or the ISIM Service Table indicates URI support for SMS-PP DOWNLOAD, then this address data object may contain the Public Service Identity of the Service Center. If the URI is longer than the maximum length that can be transmitted to the UICC, then the URI shall be truncated to the maximum length that can be transmitted to the UICC and the request shall contain a URI truncated tag.
-	Originating Address: If the USIM or the ISIM Service Table indicates URI support for SMS-PP DOWNLOAD, then the Originating Address data object may be present and contain the Public Identity (IMPU) of the sender of the short message. If the URI is longer than the maximum length that can be transmitted to the UICC, then the Originating Address data object shall not be sent.
Response parameters/data.
It is permissible for the UICC not to provide response data. If the UICC provides response data, the following data is returned.

	Byte(s)
	Description
	Length

	1‑X (X128)
	UICC Acknowledgement
	X




***** Next change *****

[bookmark: _Toc492651844][bookmark: _Toc526331240]8.6	Command details
The content and the coding of the Command Details TLV object is defined in ETSI TS 102 223 [32] clause 8.6, except for the following.
The coding of the Command Qualifier is defined for the following commands:
-	SEND SS:
this byte is RFU.
-	SEND USSD:
this byte is RFU.
-	PROVIDE LOCAL INFORMATION. The following additional values are defined:
	'00' = Location Information (MCC, MNC, LAC/TAC, Cell Identity and Extended Cell Identity).
	'02' = Network Measurement results.
	'05' = Timing Advance.
	'0C' = current WSID.
	'11' = CSG ID list and corresponding HNB name.
	'12' = H(e)NB IP address.
'13' = H(e)NB surrounding macrocells.
'14' = current WLAN identifier.
'15' to '19' = reserved for 3GPP (for future usage)
The following values do not apply
	'07' = Reserved by ETSI (ESN)
	'0B' = Reserved by ETSI (MEID)
-	REFRESH.  The following additional values are defined:
'07' = Steering of Roaming as defined in TS 23.122 [7].
[bookmark: _GoBack]'08' = Steering of Roaming for I-WLAN as defined in TS 24.234 [42].
'0B' = Privacy Info Update.
-	Geographical Location Request:
this byte is RFU.
-	OPEN CHANNEL related to CS bearer, GPRS/UTRAN packet service/E-UTRAN, local bearer, Default (network) bearer, I-WLAN bearer, WLAN bearer, Terminal Server Mode, UICC Server Mode:
-	As defined in ETSI TS 102 223 [32]
-	OPEN CHANNEL for IMS:
-	This byte is RFU
