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	Reason for change:
	It must be possible to support a Mission Critical Services (MCS) access identity to control access attempts for MCS, similar to control for Multimedia Priority Services.

	
	

	Summary of change:
	Bit b2 of EFUAC_AIC (UAC Access Identities Configuration) is allocated to MCS.
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	It will not be possible to provide an access identity that differentiates Mission Critical Services from Multimedia Priority Services with regard to access attempts.
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***** Begin change *****
4.2.118
EFUAC_AIC (UAC Access Identities Configuration)
If service n° 127 is "available", this file shall be present.
This EF contains the configuration information pertaining to access identities allocated for specific high priority services that can be used by the subscriber. The assigned access identities are used, in combination with an access category, to control the access attempts. For more information see TS°22.261°[106] and TS°24.501°[104].

	Identifier: '6F05'
	Structure: transparent
	Optional

	File size: X bytes (X > 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	UAC access identities configuration
	M
	X bytes


‑
UAC access identities configuration

Contents:

‑
Unified Access Control (UAC) access identities configuration according to TS°24.501°[104]°subclause°4.5.2.

Coding:

‑
Each access identity configuration is coded on one bit. 

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: UE is not configured for Multimedia Priority Service in the country of its HPLMN.

b1=1: UE is configured for Multimedia Priority Service in the country of its HPLMN.

	
	
	
	
	
	
	
	
	
	
	b2=0: UE is not configured for Mission Critical Services in the country of its HPLMN.

b2=1: UE is configured for Mission Critical Services in the country of its HPLMN.

	
	
	
	
	
	
	
	
	
	
	RFU


Byte(s) 2 to X:

Bits b1 to b8 are RFU.

***** End change *****
