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[bookmark: _Toc485378105]3.7	Table of optional features
Support of several features is optional or release dependent for the terminal equipment. However, if an ME states conformance with a specific 3GPP release, it is mandatory for the ME to support all mandatory functions of that release, as stated in table A.1 with the exception of the functions:
-	"Support of ACL"; and
-	"Support of local phonebook";
The supplier of the implementation shall state the support of possible options in table A.1.
Table A.1: Options
	Item
	Option
	Status
	Support
	Mnemonic

	
	[…….]
	
	
	

	13
	Supported of unselected user MMS connectivity parameters
	O
	
	O_NO_USER_MMS_CONF_SELEC

	37
	Terminal does support NB-IoT
	O
	
	pc_NB

	XX
	MS maintains a list of PLMN-specific attempt counters
	O
	
	O_PLMN_specific_attempt_counters

	C001	If terminal is 3G terminal then M else N/A
C002	If terminal is 2G terminal then M else O
C003	If Higher priority PLMN selector with Access Technology service is implemented according to Rel-6 or later then O else M
C004	If (A.1/18 is supported) AND (A.1/31 is supported) AND (A.1/32 is supported) AND (terminal is implemented according to Rel-6 or later) then M, else O
C005	If ((A.1/11 is NOT supported) OR (terminal is implemented according to R99)) then N/A else if terminal is implemented according to Rel-4 then O else M 
C006 	void

NOTE 1: 	The support of this feature was made optional by CR#0214. See conditions in TS 31.102 [4]
NOTE 2: 	The support of this feature was made optional by CR#0200.
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[bookmark: _Toc485378106]3.8			Applicability table
Table B.1: Applicability of tests
	Item
	Description
	Tested feature defined in Release
	Test sequence(s)
	R99 ME
	Rel-4 ME
	Rel-5 ME
	Rel-6 ME
	Rel-7 ME
	Rel-8 ME
	Rel-9 ME
	Rel-10 ME
	Rel-11 ME
	Rel-12 ME
	Rel-13 ME
	Rel-14-ME
	Network Dependency
	Support
	Additional test case execution recommendation

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	112
	Correct storage of an SM on the UICC
	Rel-8
	8.2.X
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	C046
	C046
	NB System Simulator only
	
	

	113
	Access Control information handling for NB-IoT
	Rel-8
	5.2.X
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	C046
	C046
	NB System Simulator only
	
	

	XX
	Updating the Forbidden PLMN list  after receiving non-integrity protected reject message – UTRAN
	Rel-13
	7.1.X
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	C0XX
	C0XX
	UMTS System Simulator
	
	AER0XX

	YY
	Updating the Forbidden PLMN list  after receiving non-integrity protected reject message – E-UTRAN
	Rel-13
	7.1.Y
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	N/A
	C045
	C045
	E-UTRAN System Simulator or
NB System Simulator 
(See Note 2)
	
	AER0XX



	
	[….]
	

	C046
	IF A.1/37 THEN M ELSE N/A
	-- pc_NB

	C0XX
	IF A.1/3 THEN M ELSE N/A
	--  O_UTRAN

	
	[…….]
	

	AER0XX
	If A.1/XX is supported set the implementation specific counter to small value to reduce the test execution time. 
	



[bookmark: _Toc477531804][bookmark: _Toc477531830]7	PLMN related tests
[bookmark: _Toc477531805]7.1	FPLMN handling
[bookmark: _Toc477531806]7.1.1	Adding FPLMN to the Forbidden PLMN list
[bookmark: _Toc477531807][…..]
7.1.X	Updating the Forbidden PLMN list  after receiving non-integrity protected reject message – UTRAN 
7.1.X.1	Definition and applicability 
A list of forbidden PLMNs stored in the USIM and providing storage for at least 4 entries is managed by the UE. In automatic PLMN selection mode the UE controls registration attempts to appropriate networks with respect to this list of forbidden PLMNs. As a result of a registration reject with the cause "PLMN not allowed" the UE stores the PLMN which rejected the update request in the USIM.
7.1.X.2	Conformance requirement
After receipt of a not integrity-protected LOCATION UPDATING REJECT and/or ATTACH REJECT message during registration on CS/PS with the cause "PLMN not allowed" the Terminal shall update the EFFPLMN in the USIM thereafter that VPLMN will not be accessed by the MS in automatic mode: 
· if the MS is not configured to use timer T3245, and the MS maintains a list of PLMN-specific attempt counters and the value of the PLMN-specific attempt counter for that VPLMN is equal to the MS implementation specific maximum value or;
· if the MS is not configured to use timer T3245, and the MS is not maintain a list of PLMN-specific attempt counters
Reference:
- 	TS 23.122 [31], subclause 3.1.
-	TS 22.011 [6], subclause 3.2.2 2.3;
-	TS 31.102 [4], subclauses 5.1.1 and 5.2.7.
[bookmark: _Toc477531809]7.1.X.3	Test purpose
To verify in automatic PLMN selection mode and after receipt of a LOCATION UPDATING REJECT and/or ATTACH REJECT message with cause "PLMN not allowed" during registration that the UE correctly updates EFFPLMN, in the following cases:
· if the UE maintains a list of PLMN-specific attempt counters, and the value of the PLMN-specific attempt counter for that VPLMN is equal to the MS implementation specific maximum value.
·  if the UE does not maintain a list of PLMN-specific attempt counters.
To verify that the UE correctly updates the EFFPLMN, i.e. fill up existing gaps in the elementary file before overwriting any existing entries.
[bookmark: _Toc477531810]7.1.X.4	Method of test
[bookmark: _Toc477531811]7.1.X.4.1	Initial conditions
The USS transmits on the BCCH, with the following network parameters:
-	Attach/detach:	disabled.
-	LAI (MCC/MNC/LAC):	234/002/0001.
-	RAI (MCC/MNC/LAC/RAC):	234/002/0001/05. 
-	Access control:	unrestricted.
The default UICC is used with the following exception:
EFFPLMN (Forbidden PLMNs)
Logically:	PLMN1:	234 001 (MCC MNC)
	PLMN2:	empty
	PLMN3:	234 003
	PLMN4:	234 004
	PLMN5:	234 005
	PLMN6:	234 006

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	32
	14
	00
	FF
	FF
	FF
	32
	34
	00
	32
	44
	00

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	B13
	B14
	B15
	B16
	B17
	B18
	
	
	
	
	
	

	
	32
	54
	00
	32
	64
	00
	
	
	
	
	
	



[bookmark: _Toc477531812]7.1.X.4.2	Procedure
a)	The UE is powered on.
b)	Depending on which domain the UE is going to be registered on, the UE attempts to perform CS, PS or CS/PS registration to the USS.
c)	During registration and after receipt of a LOCATION UPDATING REQUEST and/or ATTACH REQUEST from the UE, the USS sends a not integrity-protected LOCATION UPDATING REJECT and/or ATTACH REJECT to the UE with cause "PLMN Not Allowed", followed by RRC CONNECTION RELEASE, followed by RRC CONNECTION RELEASE COMPLETE sent by the UE to the USS.
d) ) if the UE supports A.1/XX, perform step e) after the expiry of timer T3247, otherwise perform step f).
e)	Using the settings declared in table B.1/AER0XX, repeat step c) – d) until the PLMN-specific attempt counters has reached the maximum value for that VPLMN.
f)	The UE is powered down
[bookmark: _Toc477531813]7.1.X.5	Acceptance criteria
1) After step b) the terminal shall send a LOCATION UPDATING REQUEST and/or AttachRequest during registration.
2)	After steps c) the UE shall start the timer T3247 before the next registration attempt.
3) Depending on the support of A.1/XX, either after step d) or step e), the EFFPLMN in the USIM shall be updated as specified below.
EFFPLMN (Forbidden PLMNs)
Logically:	PLMN1:	234 001 (MCC MNC)
	PLMN2:	234 002
	PLMN3:	234 003
	PLMN4:	234 004
	PLMN5:	234 005
	PLMN6:	234 006

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	32
	14
	00
	32
	24
	00
	32
	34
	00
	32
	44
	00

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	B13
	B14
	B15
	B16
	B17
	B18
	
	
	
	
	
	

	
	32
	54
	00
	32
	64
	00
	
	
	
	
	
	



or
EFFPLMN (Forbidden PLMNs)
Logically:	PLMN1:	234 001 (MCC MNC)
	PLMN2:	234 003
	PLMN3:	234 004
	PLMN4:	234 005
	PLMN5:	234 006
	PLMN6:	234 002

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	32
	14
	00
	32
	34
	00
	32
	44
	00
	32
	54
	00

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	B13
	B14
	B15
	B16
	B17
	B18
	
	
	
	
	
	

	
	32
	64
	00
	32
	24
	00
	
	
	
	
	
	



7.1.Y	Updating the Forbidden PLMN list after receiving non-integrity protected reject message – E-UTRAN
[bookmark: _Toc477531831]7.1.Y.1	Definition and applicability
A list of forbidden PLMNs stored in the USIM and providing storage for at least 4 entries is managed by the UE. In automatic PLMN selection mode the UE controls registration attempts to appropriate networks with respect to this list of forbidden PLMNs. As a result of a registration reject with the cause "PLMN not allowed" the UE stores the PLMN which rejected the update request in the USIM.
[bookmark: _Toc477531832]7.1.Y.2	Conformance requirement
After receipt of a not integrity-protected ATTACH REJECT message during registration with the cause "PLMN not allowed" the Terminal shall update the EFFPLMN in the USIM thereafter that VPLMN will not be accessed by the MS in automatic mode: 
· if the MS is not configured to use timer T3245, and the MS maintains a list of PLMN-specific attempt counters and the value of the PLMN-specific attempt counter for that VPLMN is equal to the MS implementation specific maximum value or;
· if the MS is not configured to use timer T3245, and the MS is not maintain a list of PLMN-specific attempt counters
Reference:
- 	TS 23.122 [31], subclause 3.1.
-	TS 22.011 [6], subclause 3.2.2 2.3;
-	TS 31.102 [4], subclauses 5.1.1 and 5.2.7.
[bookmark: _Toc477531841]7.1.Y.3	Test purpose
To verify in automatic PLMN selection mode and after receipt of ATTACH REJECT message with cause "PLMN not allowed" during registration that the UE correctly updates EFFPLMN, for the following cases:
· if the UE maintains a list of PLMN-specific attempt counters, and the value of the PLMN-specific attempt counter for that VPLMN is equal to the MS implementation specific maximum value.
·  if the UE does not maintain a list of PLMN-specific attempt counters.
To verify that the UE correctly updates the EFFPLMN, i.e. fill up existing gaps in the elementary file before overwriting any existing entries.
[bookmark: _Toc477531842][bookmark: _Toc477531844]7.1.Y.4	Method of test
[bookmark: _Toc477531843]7.1.Y.4.1	Initial conditions
The E-USS transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	234/002/0001.
-	Access control:	unrestricted.
The NB-SS transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	234/002/0001.
-	Access control:	unrestricted.
The default E-UTRAN UICC is used with the following exception:
EFFPLMN (Forbidden PLMNs)
Logically:	PLMN1:	234 001 (MCC MNC)
	PLMN2:	empty
	PLMN3:	234 003
	PLMN4:	234 004
	PLMN5:	234 005
	PLMN6:	234 006

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	32
	14
	00
	FF
	FF
	FF
	32
	34
	00
	32
	44
	00

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	B13
	B14
	B15
	B16
	B17
	B18
	
	
	
	
	
	

	
	32
	54
	00
	32
	64
	00
	
	
	
	
	
	



The UICC is installed into the Terminal and the UE is set to automatic PLMN selection mode.
7.1.Y.4.2	Procedure
a)	The UE is powered on.
b)	After receipt of a RRCConnectionRequest/RRCConnectionRequest-NB from the UE, the E-USS/NB-SS sends RRCConnectionSetup/RRCConnectionSetup-NB to the UE, followed by RRCConnectionSetupComplete/RRCConnectionSetupComplete-NB sent by the UE to the E-USS/NB-SS.
c)	During registration and after receipt of a AttachRequest from the UE, the E-USS/NB-SS sends non-integrity protected AttachReject message to the UE with cause "PLMN Not Allowed", followed by RRCConnectionRelease/RRCConnectionRelease-NB.
d) ) if the UE supports A.1/XX, perform step e) after the expiry of timer T3247, otherwise perform step f).
e)	Using the settings declared in table B.1/AER0XX, repeat step c) – d) until the PLMN-specific attempt counters has reached the maximum value for that VPLMN.
f)	The UE is powered down.
[bookmark: _Toc477531845]7.1.Y.5	Acceptance criteria
1)	After step b) the terminal shall send AttachRequest during registration.
2) After steps c) the UE shall start the timer T3247 before the next registration attempt.
3) Depending on the support of A.1/XX, either after step d) or step e), the EFFPLMN in the USIM shall be updated as specified below.
EFFPLMN (Forbidden PLMNs)
Logically:	PLMN1:	234 001 (MCC MNC)
	PLMN2:	234 002
	PLMN3:	234 003
	PLMN4:	234 004
	PLMN5:	234 005
	PLMN6:	234 006

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	32
	14
	00
	32
	24
	00
	32
	34
	00
	32
	44
	00

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	B13
	B14
	B15
	B16
	B17
	B18
	
	
	
	
	
	

	
	32
	54
	00
	32
	64
	00
	
	
	
	
	
	



or
EFFPLMN (Forbidden PLMNs)
Logically:	PLMN1:	234 001 (MCC MNC)
	PLMN2:	234 003
	PLMN3:	234 004
	PLMN4:	234 005
	PLMN5:	234 006
	PLMN6:	234 002

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	32
	14
	00
	32
	34
	00
	32
	44
	00
	32
	54
	00

	
	
	
	
	
	
	
	
	
	
	
	
	

	
	B13
	B14
	B15
	B16
	B17
	B18
	
	
	
	
	
	

	
	32
	64
	00
	32
	24
	00
	
	
	
	
	
	





