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1. Introduction

Definition of the impact of 5G system on EFs stored in the USIM application
2. Reason for Change

Impact of 5G system on EFs stored in the USIM application is not defined
3. Proposal

It is proposed to agree the following changes to 3GPP TR 31.890
2
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6
EFs specific for 5G system

6.1
Existing EFs

6.1.1
Introduction

The following clauses describe the impact of 5G system on existing EFs stored in the USIM application.
6.1.2
EFs related to PLMN selection
6.1.2.1
PLMN selection

According to TR 24.890 [xx] clause 5.2.2, the same procedures for PLMN selection applicable for the GSM, UTRAN and E-UTRAN access technologies as described in 3GPP TS 22.011 [yy] and 3GPP TS 23.122 [zz] also apply for 5G-RAN, with only few exceptions.
6.1.2.2
EFHPPLMN (Higher Priority PLMN search period)

According to the text in TS 31.102 [3] clause 4.2.6, the EFHPPLMN contains the interval of time between searches for a higher priority PLMN. The coding of this EF varies depending on the device that reads it. In particular for those MEs that only support NB-IoT, GERAN EC-GSM-IoT and Category M1 of E-UTRAN enhanced-MTC, or a combination of those, the values calculated from the EFHPPLMN are much longer.
Based on existing text in TR 24.890 [xx], no changes are anticipated due to the introduction of 5G.
Editor’s Note:
It is for further evaluation if any special coding needs to be applied for specific conditions.

6.1.2.3
EFPLMNwAcT (User controlled PLMN selector with Access Technology)
According to the text in TS 31.102 [3] clause 4.2.5, the EFPLMNwAcT contains the list of PLMNs and access technologies controlled by the user to be used during PLMN selection procedure. This access technology of each PLMN is coded as a bitmask.
5G system needs to be added to the coding of the access technology, using one of the exising RFU bits. At the present time, it is assumed that a single entry for 5G is sufficient, without the need to further differentiate among possible "modes" or variants.
Editor’s Note:
It is for further evaluation if more differentiation is needed within the 5G system. At the present time, it is assumed that a single entry for 5G is sufficient for Rel.15.
6.1.2.4
EFOPLMNwACT (Operator controlled PLMN selector with Access Technology)
The file EFOPLMNwACT specified in TS 31.102 [3] clause 4.2.53 is coded in the same way as the EFPLMNwAcT described in clause 6.1.3 of this document. For this reason, the same conclusions and coding apply to this EF as well.
6.1.3
Other EFs

6.1.3.1
CSG Lists

TS 31.102 [3] clause 4.4.6 contains the description of several EFs related to the usage of CSG functionality.
Editor’s Note:
It is for further evaluation if 5G system has any requirement or impact on CSG functionality.
6.2
New EFs

6.2.1
Forbidden areas
According to TR 24.890 [xx] clause 5.2.2, the UE maintains a list of "forbidden areas" where the UE shall not send any signalling or user data. Anyway, according to the current text, this list is deleted when the UE is switched off or the USIM is removed.

In order to properly implement the last requirement, such list cannot be stored in the USIM, and in general, there would not be any advantage in storing it inside the USIM application.
6.2.2
Network slices
According to TR 24.890 [xx] clause 13.2, a network slice is identified by an S-NSSAI, which is comprised of a slice/service type (SST) and an optional slice differentiator (SD). A set of S-NSSAI is called NSSAI and there are multiple types of NSSAI, that may be provided by the HPLMN to the UE per PLMN.
Section 13.2.2 further clarifies the details for the storage of the NSSAI, indicating that the configured NSSAI(s) and/or allowed NSSAI(s) shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM per PLMN, and that the configured NSSAI(s) and/or allowed NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them.
6.2.3
Multimedia Priority Services
TS 22.153 [ww] specifies the service requirements for Multimedia Priority Service (MPS). MPS allows certain subscribers priority access to system resources in situations such as during congestion, creating the ability to deliver or complete sessions of a high priority nature.
According to TS 22.153 [ww], MPS subscription entitles a USIM with special Access Class(es).
Editor’s Note:
Work on MPS still need to be done by CT1, and it is not clear if this would have any impact on the USIM or if the existing configuration of access classes would be re-used.
6.2.4
Subscriber Permanent Identifier
According to TS 23.501 [ww] clause 5.9.1, each subscriber in the 5G system shall be allocated one 5G Subscription Permanent Identifier (SUPI). The SUPI can be the IMSI or a Network Access Identifier (NAI).

Editor’s Note:
It is for further study if the definition of the SUPI requires any work in the USIM. At the present time, it is assumed that usage of IMSI is sufficient in Rel.15.
According to TR 33.899 [ww] clause E.7.2.1.2, SA3 agreed that privacy for the 5G permanent subscription identifier is part of 5G system Phase 1. Furthermore, SA3 also agreed that subscription identifier privacy shall be based upon HN asymmetric key solution, as indicated in TR 33.899 [ww] clause E.7.2.6.2. Anyway, SA3 has not concluded in which entities (e.g. ME, USIM) the keys related to concealing the permanent subscription identifier are allowed to be stored, as per TR 33.899 [ww] clause E.7.2.9.2.
6.2.5
5G Globally Unique Temporary Identity
In all previous access technologies, the temporary identities, in the form of TMSI, P-TMSI or GUTI, was stored in the USIM. TS 23.501 [ww] clause 5.9.4 defines a new 5G-GUTI, that is allocated by the AMF and is common to both 3GPP and non-3GPP access.
Editor’s Note:
It is for further study if the 5G-GUTI is required to be stored in the USIM.
