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1. Introduction

Justification for requirement for storage needs to be added
2. Reason for Change

No sufficient justification in the TR.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 31.801
4.1
 File Storage
4.1.1
Introduction

In recent 3GPP releases, the number of configuration files for new 3GPP features that need to be stored in the UICC has consistently increased. In many of these cases, a complex and large XML schema is defined in 3GPP to provision the configuration into the device with OMA-DM. Due to existing requirements to have the possibility to configure the device also using the USIM, CT6 had to define ways to store the same information in the files of the USIM application or ISIM application.

In the past, most configuration files were coded in proprietary ways defined by CT6 (for example, using nested TLV objects). Anyway, that approach presented several drawbacks:

· A change in the specification that define the XML schema can have a potential large impact on the representation of the data in the UICC
· A device vendor is forced to implement two separate parsing functions to read the same configuration (i.e., using the XML schema and using the method defined by CT6)

· Some configuration files are so large and complex that it is difficult to convert them into a different format.
As a consequence of this, CT6 has started storing the configuration directly in XML format in the files of the USIM application or ISIM application. While this certainly solves the problems described above, it introduces new ones. More specifically, the access to the configuration files becomes problematic, due to the large size of the XML files.

CT6 is currently widely using the BER-TLV files defined in ETSI TS 102 221, but this approach has limitations, in the ability to retrieve the data. Access to the configuration files requires several commands that are performed in sequence. While the terminal can still perform some other operations that don’t impact the file pointer (for example, authentication algorithm), the device would not be able to perform several other operations, thus leading to a potential bad user experience or even to failure of specific procedures.
Moreover, 3GPP had cases where the UICC was used as secure storage, to keep data that had to be transmitted to the server on the network while the device was unable to do (for example, out of coverage). When this occurs, the UICC needs to have sufficient space to internally store the data, waiting for the conditions to transmit it to the network.

4.1.2
Examples from 3GPP specifications

4.1.2.1
Configuration Parameters for MCPTT

The parameters stored in the USIM follow the specification of the Management Object for the ME as defined in 3GPP TS 24.383 [3]. The structure of the Management Object is, depending on the required services, complex and may therefore contain a large amount of data. The description of the Management Object is in XML, and the structure of the data cannot be easily reflected with the current file system design.

4.1.2.2
ProSe (Proximity Services) - Usage information storage

In the case of direct device to device communication without network coverage, the UE has to store the usage information according to the related configuration as specified in 3GPP TS 24.334 [4] and 3GPP TS 32.277 [5]. Depending on the configuration of which information needs to be included in the report, the amount of data to be stored may be large. On top of this, the longer the UE is out of coverage while using direct communication, the more likely it is that more than one report needs to be stored in the USIM. The data to be stored follows the specification of the related usage information Management Object as specified in 3GPP TS 24.333 [6]. With the current solution defined in 3GPP TS 31.102 [7] the ME sends the usage information report to the USIM and the USIM has to cater for storing in a secure way the data received. The structure of the data cannot be easily reflected with the current file system design and due to the potential large amount of data the transmission of data may take a long time with the current interface between ME and UICC.

4.1.2.3
V2X (Vehicle-to-Everything)

V2X requires to store configuration to enable the communication between a vehicle and other elements, such us other vehicles or infrastructure. The structure of the configuration is defined in TS 24.385 [xx]: its structure is complex and may therefore contain a large amount of data. The description of the Management Object is in XML, and the structure of the data cannot be easily reflected with the current file system design.

