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1. Summary
This document proposes an additional section 6.x Additional devices in TR 31.801.
* * * Change * * *

6.x
Additional devices
Biometrics could be a candidate to provide improved Secure Platform user authentication. In most actual cases a dedicated chip can be used to retrieve biometrics data and perform associated security verifications (e.g. false fingerprint detection, life detection…). As security of biometrics data are a major point of concern, a Secure Platform is good candidate to manipulate and store biometrics data retrieved from theses dedicated chips. Therefore the Secure Platform should be considerate as possibly driving external dedicated hardware. This would imply for the Secure Platform to embed, additionally of physical and protocol related interface to drive external components, services for Secure Platform applications.

This use could also apply for non biometric sensors that manipulate sensitive information where a good level of security is expected, e.g. on IoT devices use for charging.

