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1. Summary
The document proposes an example to section 4.6 and additional section 6.x on multiple application environment.
4. Proposal

It is proposed to agree the following changes to 3GPP TR on the new secure platform.
* * * First Change * * * *

4.6
 Concurrent operation of applications

The existing platform supports multiple applications on different channels, with the limitation of one command at a time. This may result in the interface to the card being blocked by one of these applications, potentially causing disruption in the operation of 3GPP applications.


For instance, some non-telecomunication applications require the execution of cryptographic algorithms that can potentially take a long time, sometimes in the order of tens of seconds. This possibility is supported by the standard, using NULL procedure bytes. The card can send NULL procedure bytes in order to request additional work waiting time and avoid that the transaction timer expires on the terminal.

It is critical and essential for the correct functionality of the terminal and of the telecomunication applications residing on the UICC that the interface between the terminal and the UICC is never blocked for a long time that exceeds a few seconds. Consequences of blocking this interface include, but are not necessarily limited to:

· User cannot originate any voice call or send any text messages due to the fact that the required call control ENVELOPE command cannot be sent to the UICC

· Network authentication cannot be executed and this has some very strict timing requirements

· User cannot access the content on the UICC (phonebook, SMS, ...)

· User cannot navigate the toolkit menu (even if menu is present in the UI of the UE)

* * * Next Change * * * *

6.x
 Multiple application environment
Multiple applications may be hosted by the Secure Platform and may be active at the same moment in some deployments. Applications such as transportation, banking, mobile payment may be executing concurrently on a Secure Platform. 

For instance, the user may be using these applications at the same moment: The user may be consulting her banking account when she is going through a public transportation gate just after validating a purchase on an e-commerce website. The applications may simultaneously be communicating with their remote services to perform the transactions.

In such a situation, multiple non-telecommunication applications in addition to the Network Access Application may send or receive commands at the same moment in a time critical manner: For instance to perform authentication to their respective services or perform time critical transportation payment. An application cannot afford to wait for other applications to terminate their communications before starting or terminating the application’s own transaction.

Consequently, it is essential that the Secure Platform communication protocol allows multiple applications to communicate over the common communication interface.
