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[bookmark: _Toc428287471][bookmark: _Toc430077491][bookmark: _Toc430092361][bookmark: _Toc430115170][bookmark: _Toc429749114][bookmark: _Toc430077494][bookmark: _Toc430092364][bookmark: _Toc430115173][bookmark: _Toc429749307][bookmark: _Toc430077687][bookmark: _Toc430092557][bookmark: _Toc430115366]2.1	Normative references
References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the reference document (including any amendments) applies.
In the case of a reference to a TC SCP document, a non specific reference implicitly refers to the latest version of that document in the same Release as the present document.
Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.
NOTE:	While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee their long term validity.
The following referenced documents are necessary for the application of the present document.
[bookmark: REF_TS123038][1]	ETSI TS 123 038: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Alphabets and language-specific information (3GPP TS 23.038)".
[bookmark: REF_TS131102][2]	ETSI TS 131 102: "Universal Mobile Telecommunications System (UMTS); LTE; Characteristics of the Universal Subscriber Identity Module (USIM) application (3GPP TS 31.102)".
[bookmark: REF_TS101220][3]	ETSI TS 101 220: "Smart Cards; ETSI numbering system for telecommunication application providers".
[bookmark: REF_TS102223][4]	ETSI TS 102 223: "Smart Cards; Card Application Toolkit (CAT)".
[bookmark: REF_ITU_TE118][5]	Recommendation ITU-T E.118: "The international telecommunication charge card".
[bookmark: REF_ISO639][6]	ISO 639 (all parts): "Codes for the representation of names of languages".
[bookmark: REF_ISOIEC7810][7]	ISO/IEC 7810: "Identification cards - Physical characteristics".
[bookmark: REF_ISOIEC7811_1][8]	ISO/IEC 7811-1: "Identification cards - Recording technique - Part 1: Embossing".
[bookmark: REF_ISOIEC7816_1][9]	ISO/IEC 7816-1: "Identification cards - Integrated circuit(s) cards with contacts - Part 1: Physical characteristics".
[bookmark: REF_ISOIEC7816_2][10]	ISO/IEC 7816-2: "Identification cards - Integrated circuit cards - Part 2: Cards with contacts - Dimensions and location of the contacts".
[bookmark: REF_ISOIEC7816_3][11]	ISO/IEC 7816-3: "Identification cards - Integrated circuit cards - Part 3: Cards with contacts - Electrical interface and transmission protocols".
[bookmark: REF_ISOIEC7816_4][12]	ISO/IEC 7816-4: "Identification cards - Integrated circuit cards - Part 4: Organization, security and commands for interchange".
[bookmark: REF_VOID][13]	Void.
[bookmark: REF_VOID_14][14]	Void.
[bookmark: REF_VOID_15][15]	Void.
[bookmark: REF_VOID_16][16]	Void.
[bookmark: REF_ISOIEC10646][17]	ISO/IEC 10646: "Information technology - Universal Multiple-Octet Coded Character Set (UCS)".
[bookmark: REF_TS102600][18]	ETSI TS 102 600: "Smart Cards; UICC-Terminal interface; Characteristics of the USB interface".
[bookmark: REF_TS102613][19]	ETSI TS 102 613: "Smart Cards; UICC - Contactless Front-end (CLF) Interface; Part 1: Physical and data link layer characteristics".
[bookmark: REF_TS102484][20]	ETSI TS 102 484: "Smart Cards; Secure channel between a UICC and an end-point terminal".
[bookmark: REF_TS102225][21]	ETSI TS 102 225: "Smart Cards; Secured packet structure for UICC based applications".
[bookmark: REF_TS124008][22]	ETSI TS 124 008: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Mobile radio interface Layer 3 specification; Core network protocols; Stage 3 (3GPP TS 24.008)".
[bookmark: REF_JEDECJESD22_A101C][23]	JEDEC JESD 22-A101C: "Steady State Temperature Humidity Bias Life Test".
[bookmark: REF_OMASMARTCARD_WEB_SER][24]	OMA Smartcard-Web-Server Approved Version 1.1 - 12 May 2009 (OMA-TS-Smartcard-Web-Server-V1-1-20090512-A).
[bookmark: REF_ISOIEC15948][25]	ISO/IEC 15948:2003: "Information technology - Computer graphics and image processing - Portable Network Graphics (PNG): Functional specification".
[bookmark: REF_IETFRFC2046][26]	IETF RFC 2046: "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types".
NOTE:	Available from http://www.ietf.org/rfc/rfc2046.txt.
[bookmark: REF_TS102671][27]	ETSI TS 102 671: "Smart Cards; Machine to Machine UICC; Physical and logical characteristics".
[bookmark: REF_ANSIX919][28]	ANSI X9.19: "MAC calculator".
[xx]	ETSI TS 102 226: "Smart Cards; Remote APDU structure for UICC based applications".


3.1	Definitions
For the purposes of the present document, the following terms and definitions apply:
1,8 V technology smart card: smart card operating at 1,8 V ± 10 % and 3 V ± 10 %
1,8 V technology terminal: terminal operating the smart card - terminal interface at 1,8 V ± 10 % and 3 V ± 10 %
[...]
application protocol: set of procedures required by the application
application: set of security mechanisms, files, data and protocols (excluding transmission protocols)
NOTE:	An application can be a first level application and/or a second level application.
bearer independent protocol: mechanism by which the terminal provides the UICC with access to the data bearers
supported by the terminal and the network
NOTE:	Part of CAT.
card session: link between the card and the external world, using APDUs, starting with the ATR and ending with a subsequent reset or a deactivation of the card
NOTE:	A card session may take place either over the electrical interface specified in the present document or over the Smart Card functional interface specified in ETSI TS 102 600 [18].
CAT Application Toolkit procedures: Card Application Toolkit as specified in See ETSI TS 102 223 [4].
 [...]
plug-in UICC: second format of UICC
proactive UICC: UICC which is capable of issuing commands to the terminal
NOTE:	Part of CAT.
proactive UICC session: sequence of related CAT commands and responses which starts with the status response
'91XX' (proactive command pending) and ends with a status response of '90 00' (normal ending of command) after
Terminal Response
NOTE:	Part of CAT.
record number: number which identifies a record within an EF
[...]


10.1.2	Coding of Instruction Byte
Table 10.5 depicts coding of instruction byte of the commands.
Table 10.5: Coding of Instruction Byte of the Commands 
for a telecom application
	COMMAND 
	CLA 
	INS

	Command APDUs 
	
	

	SELECT FILE
	'0X' or '4X' or '6X'
	'A4'

	STATUS
	'8X' or 'CX' or 'EX'
	'F2'

	READ BINARY
	'0X' or '4X' or '6X'
	'B0'

	UPDATE BINARY
	'0X' or '4X' or '6X'
	'D6'

	READ RECORD
	'0X' or '4X' or '6X'
	'B2'

	UPDATE RECORD
	'0X' or '4X' or '6X'
	'DC'

	SEARCH RECORD
	'0X' or '4X' or '6X'
	'A2'

	INCREASE
	'8X' or 'CX' or 'EX'
	'32'

	RETRIEVE DATA
	'8X' or 'CX' or 'EX'
	'CB'

	SET DATA
	'8X' or 'CX' or 'EX'
	'DB'

	VERIFY
	'0X' or '4X' or '6X'
	'20'

	CHANGE PIN
	'0X' or '4X' or '6X'
	'24'

	DISABLE PIN
	'0X' or '4X' or '6X'
	'26'

	ENABLE PIN
	'0X' or '4X' or '6X'
	'28'

	UNBLOCK PIN
	'0X' or '4X' or '6X'
	'2C'

	DEACTIVATE FILE
	'0X' or '4X' or '6X'
	'04'

	ACTIVATE FILE
	'0X' or '4X' or '6X'
	'44'

	AUTHENTICATE
	'0X' or '4X' or '6X'
	'88', '89'

	GET CHALLENGE
	'0X' or '4X' or '6X'
	'84'

	TERMINAL CAPABILITY
	'8X' or 'CX' or 'EX'
	'AA'

	TERMINAL PROFILE
	'80'
	'10'

	ENVELOPE
	'80'
	'C2'

	FETCH
	'80'
	'12'

	TERMINAL RESPONSE
	'80'
	'14'

	MANAGE CHANNEL
	'0X' or '4X' or '6X'
	'70'

	MANAGE SECURE CHANNEL
	'0X' or '4X' or '6X'
	'73'

	TRANSACT DATA
	'0X' or '4X' or '6X'
	'75'

	SUSPEND UICC
	'80'
	XX

	
	
	

	Transmission oriented APDUs
	
	

	GET RESPONSE
	'0X' or '4X' or '6X'
	'C0'

	
	
	




[bookmark: _Toc429749325][bookmark: _Toc430077705][bookmark: _Toc430092575][bookmark: _Toc430115384]10.2.1.6	Application errors
Table 10.15: Status byte coding - application errors
	SW1
	SW2
	Error description

	'98'
	'50'
	-	INCREASE cannot be performed, max value reached

	'98'
	'62'
	-	Authentication error, application specific

	'98'
	'63'
	-	Security session or association expired

	'98'
	'64'
	-	Minimum UICC suspension time is too long

	NOTE:	Applications may define their own error codes.




[bookmark: _Toc429749326][bookmark: _Toc430077706][bookmark: _Toc430092576][bookmark: _Toc430115385]10.2.2	Status words of the commands
Table 10.16 shows for each command the possible status conditions returned (marked by an asterisk *).
Table 10.16: Commands and status words
	Status words
	SELECT
	STATUS
	UPDATE BINARY
	UPDATE RECORD
	READ BINARY
	READ RECORD
	SEARCH RECORD
	INCREASE
	VERIFY PIN
	CHANGE PIN
	DISABLE PIN
	ENABLE PIN
	UNBLOCK PIN
	DEACTIVATE FILE
	ACTIVATE FILE
	AUTHENTICATE
	GET CHALLENGE
	TERMINAL PROFILE
	ENVELOPE
	FETCH
	TERMINAL RESPONSE
	MANAGE CHANNEL
	RETRIEVE DATA
	SET DATA
	TERMINAL CAPABILITY
	MANAGE SECURE CHANNEL
	TRANSACT DATA
	SUSPEND UICC

	90 00
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	91 XX
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	

	93 00
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	
	
	
	
	
	

	98 50
	
	
	
	
	
	
	
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	98 62
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	
	
	
	
	
	
	*
	
	

	62 00
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	
	
	*
	*
	*
	*

	62 81
	
	
	
	
	*
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	62 82
	
	
	
	
	*
	*
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	62 83
	*
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	62 85
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	
	
	

	62 F1
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	
	
	
	*
	
	
	*
	*
	

	62 F2
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	*
	

	62 F3
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	
	
	
	
	
	
	*
	
	

	63 F1
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	
	
	
	
	*
	
	*
	
	

	63 F2
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	
	

	63 CX
	
	
	*
	*
	
	
	
	*
	*
	*
	*
	*
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*

	64 00
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	65 00
	
	
	*
	*
	
	
	
	*
	*
	*
	*
	*
	*
	*
	*
	*
	
	*
	*
	*
	*
	*
	
	*
	
	*
	
	*

	65 81
	
	
	*
	*
	
	
	
	*
	*
	*
	*
	*
	*
	
	
	*
	
	
	
	
	
	
	
	*
	
	*
	
	*

	67 XX
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	68 00
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	68 81
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	68 82
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	69 00
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	
	*
	*
	*

	69 81
	
	
	*
	*
	*
	*
	*
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	*
	
	
	
	

	69 82
	
	
	*
	*
	*
	*
	*
	*
	 
	
	
	
	
	*
	*
	*
	
	
	
	
	
	
	*
	*
	
	
	
	

	69 83
	
	
	
	
	
	
	
	
	*
	*
	*
	*
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	69 84
	
	
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	
	
	*
	
	
	
	
	
	
	*
	*
	
	
	
	

	69 85
	*
	
	*
	*
	*
	*
	*
	*
	
	
	
	
	
	*
	*
	*
	
	
	
	
	
	*
	*
	*
	
	*
	*
	*

	69 86
	
	
	*
	*
	*
	*
	*
	*
	
	
	
	
	
	*
	*
	
	
	
	
	
	
	
	*
	*
	
	
	
	

	69 89
	*
	
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	
	
	

	6A 80
	
	
	
	
	
	
	*
	
	
	
	
	
	
	*
	*
	
	
	
	
	
	
	
	*
	*
	*
	*
	*
	*

	6A 81
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	6A 82
	*
	
	*
	*
	*
	*
	*
	*
	
	
	
	
	
	*
	*
	
	
	
	
	
	
	
	*
	*
	
	
	
	

	6A 83
	
	
	
	*
	
	*
	*
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	6A 84
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	
	
	*
	*

	6A 86
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	6A 87
	*
	
	
	
	
	
	
	
	
	
	
	
	
	*
	*
	
	
	
	
	
	
	
	
	
	
	
	
	

	6A 88
	
	
	
	
	
	
	
	
	*
	*
	*
	*
	*
	
	
	*
	
	
	
	
	
	
	*
	
	
	
	
	

	6B 00
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	6E 00
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	6F XX 
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*
	*

	92 XX
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	

	98 63
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*
	*
	

	98 64
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	*



The responses '91 XX', and '93 00' can only be given by a UICC to a terminal supporting CAT (see ETSI TS 102 223 [4]).
The behaviour of the terminal when receiving the response APDU from the ENVELOPE command with status word '6FXX', '62XX' and '63XX' is defined in clause 7.4.2.2.

[bookmark: _Toc429749403][bookmark: _Toc430077783][bookmark: _Toc430092653][bookmark: _Toc430115462]11.1.X	SUSPEND UICC
[bookmark: _Toc429749404][bookmark: _Toc430077784][bookmark: _Toc430092654][bookmark: _Toc430115463]11.1.X.1	Functional description
This function is used to store the internal status of the UICC so that the power supply to the UICC can be switched off, and to subsequently restore the UICC status. The mechanism therefore allows restoring to a new card session certain states saved at suspension of a previous card session.
The terminal does not issue the command if the UICC suspension mechanism is not indicated as supported by the UICC in the UICC Maximum Power Consumption file (EFUMPC).
The terminal shall not use this mechanism if it supports an interface in addition to the interface defined in the present document (e.g. the UICC-CLF interface as defined in ETSI TS 102 613 [19]).
The following P1 values are defined:
Table 11.X: Coding of P1
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1
	Meaning

	-
	-
	-
	-
	-
	-
	-
	0
	Suspend the UICC

	-
	-
	-
	-
	-
	-
	-
	1
	Resume the UICC

	X
	X
	X
	X
	X
	X
	X
	-
	RFU (shall be set to 0)



NOTE:	the execution of this command might take a significant amount of time.

11.1.X.2	UICC suspension
11.1.X.2.1	Introduction
Clause 11.1.X.2 defines the SUSPEND UICC function and coding when P1 = 'Suspend the UICC'.
11.1.X.2.1	Functional description
When the UICC receives the command to suspend, it stores the complete UICC status to a non-volatile memory. The UICC status includes all data that is required to resume the UICC in the exact same condition, so that it is equivalent as if the power supply was not removed. For example, this includes:
· status of selected applications on each logical channel
· security context related to PIN verification status for each application
· selected EF, record pointer and tag pointer for each logical channel
· status of toolkit applications
The UICC shall reject the command with status word '6985' during an active proactive UICC session, or if there is any open BIP channel, or if a secure channel (including those defined in this specification or in ETSI TS 102 225 [21] and ETSI TS 102 226 [xx]) is in use. The UICC can also use the status word '6985' to reject the command due to internal reasons.
The UICC shall reject the command with status word '9864' if the minimum duration requested by the terminal is too large to be accepted.
The UICC generates a random Resume token of 8 bytes and stores it with the complete status in its non-volatile memory. The UICC also indicates the maximum time duration for which it can be suspended, using a value between the minimum and the maximum proposed by the terminal.
NOTE:	In case of successful execution, the UICC is not allowed to respond with '91 XX' status word to immediately initiate a new proactive session.
Upon reception of the response indicating successful execution of the SUSPEND UICC command, the terminal shall deactivate the contacts of the UICC, following the sequence specified in clause 4.5.2.
Input:
Minimum duration of the suspension proposed by the terminal
Maximum duration of the suspension proposed by the terminal
Output:
Maximum duration of the suspension negotiated by the UICC, in the range proposed by the terminal
Resume token
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	Code
	Value

	CLA
	As specified in clause 10.1.1

	INS
	As specified in clause 10.1.2

	P1
	'00'

	P2
	'00'

	Lc
	Length of the subsequent data field = '04'

	Data
	Minimum and maximum duration of the suspension proposed by terminal

	Le
	Length of the response data = '0A'



Command data:
	Byte(s)
	Description
	Length

	1 to 2
	Minimum duration of the suspension proposed by the terminal.
	2

	3 to 4
	Maximum duration of the suspension proposed by the terminal.
	2



Response data:
	Byte(s)
	Description
	Length

	1 to 2
	Maximum duration of the suspension negotiated by the UICC
	2

	3 to 10
	Resume token
	8



Where all durations in the command and in the response are encoded as:
	Byte(s)
	Description
	Length

	1
	Time unit:
· 0: seconds
· 1: minutes
· 2: hours
· 3: days
· 4: 10 days
	1

	1
	Length of time, expressed in units.
	1




11.1.X.3	UICC resume
11.1.X.3.1	Introduction
Clause 11.1.X.3 defines the SUSPEND UICC function and coding when P1 = 'Resume the UICC'.
11.1.X.3.1	Functional description
This function is used to restore the status of the UICC that was previously stored to non-volatile memory of the UICC using the SUSPEND UICC command with P1 = 'Suspend the UICC'. The UICC shall delete the stored UICC status after execution of the command, irrespective of the result.
Only the following commands can be issued by the terminal before resuming the UICC, with the status resulting from the use of these commands being lost after a successful resume:
SELECT with P1  '04'
READ BINARY
READ RECORD
TERMINAL CAPABILITY
If the UICC receives any other command, it deletes the stored status and continues with its current status.
The UICC rejects the RESUME UICC command if it does not have a valid status to resume returning status word '6985'.
The UICC compares the Resume token passed by the terminal with the token stored in the non-volatile memory. The UICC responds with an error if the Resume token passed by the terminal does not match, returning status word '6982'. The UICC restores the previous status and return '9000' if the Resume token passed by the terminal is validated.
If the terminal sent a TERMINAL CAPABILITY command before suspending the UICC, it shall send the TERMINAL CAPABILITY command with same content before resuming the UICC.
Input:
Resume token
Output:
None
11.1.X.3.2	Command parameters and data
	Code
	Value

	CLA
	As specified in clause 10.1.1

	INS
	As specified in clause 10.1.2

	P1
	'01'

	P2
	'00'

	Lc
	Length of the subsequent data field = '08'

	Data
	Resume token

	Le
	Not present



Command data:
	Byte(s)
	Description
	Length

	1 to 8
	Resume token
	8
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This EF provides the value of the UICC maximum power consumption during the UICC session within the limits of clause 6.2.3 of the present document. In addition, this EF contains the value of the Operator defined time-out for the execution of any commands by the UICC if the terminal is not able to indicate it can supply the UICC maximum power consumption.
Table 13.8: EFUMPC at MF-level
	Identifier: '2F08'
	Structure: transparent
	Mandatory

	SFI: Mandatory
	

	File size: 5 bytes
	Update activity: low

	Access Conditions:
	READ	ALW
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM

	Bytes
	Description
	M/O
	Length

	1
	UICC maximum power consumption
	M
	1 byte

	2
	Operator defined time-out (T_OP)
	M
	1 byte

	3
	UICC increased idle currentAdditional information
	M
	1 byte

	4 to 5
	RFU
	M
	2 bytes



UICC maximum power consumption:
Contents:	Maximum power consumption of the UICC during the UICC session within the limits of clause 6.2.3 of the present document.
Coding:	Coded in hexadecimal as below:
Bit 8:	RFU, shall be set to '0'.
Bit 7-1:	'0A' to '3C'. Maximum power consumption of the UICC in mA.
Operator defined time out (T_OP):
Contents:	Operator defined minimum time-out value the terminal shall set for the execution of any commands by the UICC if the terminal is not able to indicate it can supply the UICC maximum power consumption. The value is expressed in seconds.
Coding:	Coded in hexadecimal between '01' and 'FF'.
UICC increased idle currentAdditional information:
Contents:	Indicates that if the UICC requires an increased idle current during clock-stop-mode and if the UICC supports the UICC suspension procedure.
NOTE:	In the scope of Release 12 drivers for increased idle current are e.g. high security capabilities together with extended features like additional crypto coprocessors, SWP interface and larger amount of volatile memory.
Coding:
Bit 8-2:	RFU, shall be set to '0'
Bit 1:		'0': UICC does not require increased idle current,
	'1': UICC requires increased idle current.
Bit 2:		'0': UICC does not support the UICC suspension procedure,
		'1': UICC supports the UICC suspension procedure.
Bits 3-8:	RFU, shall be set to '0'
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UICC suspension can be used by the terminal to suspend the UICC when access is not required for long periods of time, in order to reduce the overall power consumption. When the UICC is suspended, the terminal deactivates the contacts of the UICC, following the sequence specified in clause 4.5.2.
The procedure can be used only when it is indicated as supported by the UICC in the UICC Maximum Power Consumption file (EFUMPC).
The terminal shall maintain the logical status as before the suspension and it shall resume the UICC for any event for which it had previously registered: this includes events registered with SET UP EVENT LIST or TIMER MANAGEMENT proactive command, as specified in ETSI TS 102 223 [4].
When the terminal needs to resume the UICC, it first performs the initial communication establishment procedures, as described in clause 6. The terminal can optionally check if the content of the EFICCID matches the value used before the UICC was suspended. The terminal sends the SUSPEND UICC command with P1 = '01' and the Resume token received when the UICC was suspended earlier. The resume operation does not have impact on the parameters negotiated as part of the initial communication establishment procedures.

ETSI
