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In the LS The GSMA ESIM Subgroup asks 3GPP CT6 to evaluate the requirement to create a new mechanism to allow the UICC to request the ME to check the availability of a specific 3GPP network while connected to another 3GPP network. 

The background of the question is related to the concepts of the so called embedded SIM and especially the following scenario:

An embedded SIM is used in e.g. a machine to machine device. The embedded SIM contains 2 so called “profiles” that contain each the network access application(s) of different Mobile Network Operators. So Profile 1 contains all NAAs related to MNO1 and Profile 2 contains all NAAs of MNO2. MNO1 is the chosen service provider for the subscriber whereas MNO2 is only providing a fall back subscription. There are probably related business agreements between the involved MNOs and the subscriber in which MNO1 is selected as the main provider and MNO2 is only providing service for fallback, probably with dedicated tariffs.
In normal operation the network of MNO1 is seen as the HPLMN that the device will always try to select.

The use case for this setup is mainly for M2M applications that require a high service availability. In the case that the network of MNO1 for whatever reasons is temporarily not available (e.g. power outage), the embedded UICC can switch internally to the profile of MNO2 and use this subscription to provide service. Now, after the switch to the profile of MNO2, the network of MNO2 is the HPLMN and the device always try to connect to this network.
It is also necessary to mention that this scenario applies to situations where no roaming is possible between MNO1 and MNO2. This is for example the situation in several countries that do not allow national roaming.

The problem highlighted by the GSMA is then the situation when the network of MNO1 becomes available again. Still the profile of MNO2 is active and the device is using this as the HPLMN. But the intention is to be able to switch the profile back to the main MNO, MNO1. To be able to perform the switch in the embedded SIM, the embedded SIM needs to be informed about the availability of the network of MNO1.
Unfortunately there is currently no mechanism between the device and the embedded SIM defined  that would allow the device to provide the necessary information to the embedded SIM in an efficient way.

There are certainly possible solutions for the embedded SIM to force the device to periodically perform a full network scan, e.g. the embedded SIM could periodically switch the profile back to MNO1, ask for a full reset and then the device would search for the network of MNO1. If the network is still not available and no service is provided, the embedded SIM could switch back to the profile of MNO2 and ask again for a full reset and so on. But this seems to be not a very efficient solution and most probably will consume a lot of power and network resources.
The idea is to define a more efficient solution. E.g. when the embedded SIM switches to MNO2 (fallback) it informs the device that it needs to be informed as soon as possible when the network of MNO1 is available again. This could be done by defining a related mechanism by which the embedded SIM can inform the device about the network identifier and a related event that allows the device to inform the embedded SIM when the desired network is available.
One issue that needs to be considered are the currently defined procedures for RAN selection. It is not clear if the current procedures support that the device is scanning for other networks while registered with the HPLMN. If this is possible there should be no impacts on the RAN procedures. In this case only CT6 would need to be involved in the definition of a mechanism.
There is additionally also the question, could the switch between the profiles not be done by the device itself?

This would cause in the first step the same issue about the RAN procedures as above. Secondly it would require several changes to the device. The embedded SIM basically acts with an enabled profile as a today’s UICC towards the device. In other words the device just sees a “normal” UICC with the NAAs that belong to the MNOs profile. The device has basically no knowledge about profiles. There would then be a need to define mechanisms that an embedded SIM can indicate the support of profiles and, the device needs to understand this. Also there would be the need for a mechanism to indicate which profile is the main profile and which one the fallback. Then the device would need to be enabled (i.e. it would need the required credentials and mechanisms) to switch between profiles. And also the criteria on which a switch should happen and a related mechanism to define and configure these criteria needs to be specified.
