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	Reason for change:
	Precence of editor’s note to check the size of some ProSe fields. Both ProSe Layer-2 Group ID and ProSe UE ID are confirmed to be 24 bits (R2-144707).

Group related security parameters were left as editor’s note, pending definition from SA3.

	
	

	Summary of change:
	Added definition of Group related security parameters in EF-PROSE_POLICY.
Changed size of ProSe fields.

	
	

	Consequences if not approved:
	TS 31.102 is not aligned with parameters specified in other technical specifications and impossible to pre-configure UICC for ProSe Direct Communication for Public Safety.
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	Other comments:
	Requires approval of CR 0019 for TS 33.303 with the definition of Algorithm Info


4.4.8.8
EFPROSE_POLICY (ProSe Policy Parameters)

If service n°106 is "available", this file shall be present.

This EF contains the policy paramenters to be used for ProSe direct communication for public safety, as described in TS 24.334 [70]. This file shall be used only if the ME is authorized as per content of EFAD or received service authorization from the ProSe Function.

Editor’s note: The condition to use this file needs to be further confirmed.

Each record shall be associated with a different ProSe group.
	Identifier: '4F07'
	Structure: linear fixed
	Optional

	SFI: '07'
	

	Record size: Z bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to Z
	ProSe Policy parameters TLV data object
	M
	Z bytes


ProSe Policy parameters information:

	Description
	Value
	M/O
	Length (bytes)

	ProSe Policy parameters Tag
	'A0'
	M
	1

	Length
	X
	M
	Note

	ProSe Layer-2 Group ID tag
	'80'
	M
	1

	Length
	3
	M
	1

	ProSe Layer-2 Group ID
	--
	M
	3

	ProSe UE ID tag
	'81'
	M
	1

	Length
	3
	M
	1

	ProSe UE ID
	--
	M
	3

	ProSe Group IP multicast address tag
	'82'
	M
	1

	Length
	A
	M
	1

	ProSe Group IP multicast address
	--
	M
	A

	Address type tag
	'83'
	M
	1

	Length
	1
	M
	1

	Address type
	--
	M
	1

	IPv4 address as source tag
	'84'
	O
	1

	Length
	4
	O
	1

	IPv4 address as source
	--
	O
	4

	Group related security tag
	'85'
	M
	1

	Length
	B
	M
	Note

	Group related security contents
	--
	M
	B

	Note:
The length is coded according to ISO/IEC 8825-1 [35]


-
ProSe Layer-2 Group ID tag '80'
Contents:

Contains the ProSe Layer-2 Group ID, as defined in TS 23.303 [73]
Coding:

As per TS 33.303 [72]
-
ProSe UE ID tag '81'
Contents:

Contains the ProSe UE ID, equivalent to the layer-2 source address of the sending UE, as defined in TS 23.303 [73]
Coding:

As per TS 33.303 [72]
-
ProSe Group IP multicast address tag '82'
Contents:

IPv4 or IPv6 group IP multicast addressed to be used for ProSe direct communication associated with the corresponding layer-2 group ID.
Coding:

Depending on the Address type
-
Address type tag '83'
Contents:

Type of IP address.
Coding:

A value of '01' indicates IPv4, a value of '02' indicates IPv6. All other values are reserved.
-
IPv4 address as source tag '84'
Contents:

IPv4 addressed to be used as source, in case of IPv4 address. This TLV shall be ignored if address type is different from IPv4.
Coding:

IPv4 address
-
Group related security tag '85'

Contents:

Parameters related to the group security.
Coding:
	1 to 32
	PGK as defined in TS 33.303 [72]
	M
	32 bytes

	33
	PGK Id as defined in TS 33.303 [72].
	M
	1 byte

	34
	Algorithm Info as defined in TS 33.303 [72]
	M
	1 byte

	35 to B
	RFU
	O
	(B-34) bytes



Unused bytes shall be set to 'FF'.


