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1. Overall Description:

SA1 has received a LS asking for clarification of some of the ICE aspects.

Below you will find answers to the questions raised. In the course of answering these questions SA1 indeed identified a need to clarify current text in 22.101 and 22.030 and has agreed on two CRs. The CRs are attached.
1. Questions and answers

The following points were raised by CT6:
1. Question

ICE Information type value – Are the examples shown in Table A.X.2 the extensive list or are there more envisaged now and in the future? 
Answer:
This is according to current knowledge an exhaustive list.
2. Question

What are the requirements for each entry type i.e. the amount of data expected to be stored for each value? The UICC's memory resources are usually somewhat limited. 
Answer: 
	ICE information type 
	ICE information type value
Max. 40 alphanumeric characters
	ICE information value 1
Max. 40 alphanumeric characters
	ICE information value 2
Max. 25 alpha numeric characters for the time being. There could be need to extend this when storing SIP-URI etc.

	Phone Number
	"Contact in case of emergency"
	My Wife
	+3364566

	Phone Number
	"Contact in case of emergency"
	Family Smith
	+3364565

	Phone Number
	"Contact in case of emergency"
	My Family doctor: Dr. Jones
	+33643234

	Free Format
	"Medical Information"
	My blood type is A+, I am allergic to etc.
	N/A

	Free Format
	"Home Postal Address"
	15 rue de la Paix, Paris, France
	N/A

	Free Format
	“Language”
	French
	N/A

	Free Format
	“Travel Information”
	London, from 3rd July. To 29th July, 2008  
	N/A


3. Question

What graphics are expected to be supported i.e. icons, photos? 
Answer: 
jpg coded icons and photos.
4. Question

The CR states that the default setting allows access to the ICE information even if the security features of either the UE or UICC are enabled. However, according to the approved SA1 CR, it appears that the user shall be able to protect the access to the ICE information regardless of the UE or UICC applications security. It is not clear how this is expected to be achieved. For example, could it be by enabling an UICC application PIN (e.g. USIM, SIM or ISIM PIN), a dedicated ICE-PIN or by deleting the entries?
Answer:
The user who has entered his ICE information may want to temporarily block the display of this information by the ME when the ‘***’ MMI access scheme is invoked. For example, in case the user decides to loan his mobile to a friend or a family member, it is desirable to allow the user to forbid access to his ICE information so that a first responder does not use the ICE information in case the person borrowing the mobile happens to get in an accident (otherwise the user would have to delete all the ICE data and re-enter it again). This could be achieved by, for example, having a user configurable setting in the UICC which if set, would indicate to the ME that the ICE information shall not be displayed when the ‘***’ MMI access scheme is invoked. If not set (default setting), the ICE information would be displayed by the ME whenever anyone depresses the ‘***’ MMI access scheme.

5. Question

With the default settings and with UE and/or UICC security features enabled the ICE information will be publicly available to anyone who knows the MMI access code and has physical access to the terminal.  Therefore it is not clear how the UICC is supposed to distinguish that a person is an authorised first responder. 
Answer: 
There is no authorisation scheme envisaged. Everybody, as described in TS22.030 (S1-080320), can read ICE information using “***” MMI scheme unless the subscriber has decided to protect the ICE information.  The subscriber can also decide not to store any ICE information or to store only partial information in case the subscriber has privacy concerns.
2. Actions:

To 3GPP TSG CT6
ACTION: 

3GPP TSG CT6 is kindly invited to take note of the clarifications provided and continue with respective work.

3. Date of Next TSG-SA WG1 Meetings:

SA1#41   
21 – 25 July 
2008   
Sophia Antipolis, France

SA1#42
13 – 17 October 
2008

Xi’an, China.

