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4.2
Proactive UICC

Proactive UICC gives a mechanism whereby the UICC can initiate actions to be taken by the ME. In addition to the actions listed in ETSI TS 102 223 [32], the USAT is extended with the following actions:

-
sending a SS control or USSD string;
- 
requesting the ME to open or close a GPRS/3G packet service channel that is used by the ME for the UICC when establishing remote IP connectivity as described in ETSI TS 102 483 [xx].
4.XX
Packet Service Channel for IP Connectivity
The proactive command Open Packet Service Channel for IP Connectivity allows the UICC to request the ME to establish a GPRS/3G packet service channel that is used by the ME for the UICC when establishing remote IP connectivity as described in ETSI TS 102 483 [xx]. The UICC indicates to the ME whether the packet service channel shall be established immediately upon the reception of this command or whether the packet service channel shall be established "on demand" (i.e. when ETSI TS 102 483 [xx] remote IP connections are initiated).
The proactive command Close Packet Service Channel for IP Connectivity allows the UICC to request the ME to close a previously opened packet service channel.
5.2
Structure and coding of TERMINAL PROFILE

Direction: ME to UICC.

The command header is specified in TS 31.101 [13].

Command parameters/data:

	Description
	Clause
	M/O/C
	Length

	Profile
	-
	M
	lgth


-
Profile:

Contents:

-
The list of USAT facilities that are supported by the ME.

Coding:

-
1 bit is used to code each facility:

-
bit = 1: facility supported by ME.

-
bit = 0: facility not supported by ME.

NOTE:
several bits may need to be set to 1 for the support of the same facility. This is because of backward compatibility with SAT: several options existed in SAT for a given facility, and they are mandatory in USAT when this facility is supported.

First byte (Download):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	SMS-PP data download

	
	
	
	
	
	
	
	
	
	
	Cell Broadcast data download

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if SMS-PP data download is supported

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if Call Control by USIM is supported 

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if Call Control by USIM is supported 


[…]

Thirtieth byte: 

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	I-WLAN bearer support (if class "e" is supported)

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: PROVIDE LOCAL INFORMATION (WSID of the current I-WLAN connection)

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	"Steering of Roaming" REFRESH support

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: Open Packet Service Channel for IP Connectivity

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: Close Packet Service Channel for IP Connectivity


Subsequent bytes:

-
See ETSI TS 102 223 [32].

Response parameters/data:

-
None.

6.1
Introduction

TS 31.101 [13] defines the communication protocols between the ME and the UICC, and defines a mechanism to transport "proactive" commands using these protocols. In addition to the proactive commands listed in ETSI TS 102 223 [32], an UICC supporting USAT can issue the following proactive commands:

-
SEND SS: which sends an SS request to the network;

-
SEND USSD: which sends a USSD string to the network;
-
Open Packet Service Channel for IP Connectivity: which requests the ME to establish a GPRS/3G packet service channel that shall be used by the ME for the UICC when establishing remote IP connectivity as described in ETSI TS 102 483 [xx];
-
Close Packet Service Channel for IP Connectivity: which requests the ME to close a previously opened packet service channel for IP connectivity;

If the UICC issues an instruction to the ME to initiate a Mobile Originated transaction (e.g. SEND SMS, SEND SS, SEND USSD or SEND DTMF), then unless explicitly stated elsewhere in the present document or in TS 31.101 [13], the content supplied by the UICC for onward transmission by the ME shall not be altered by the ME.

6.4.XX
Open Packet Service Channel for IP Connectivity
The UICC has two ways to indicate to the ME the QoS it requires:

-
either use a Bearer Description called "Bearer description for GPRS/3G Packet Service", which is valid for 2G and 3G packet service

-
or use a Bearer Description called "Bearer description for UTRAN Packet Service with extended parameters and HSDPA" which is valid for a UTRAN packet service and HSDPA.

Upon receiving this command, the ME shall decide if it is able to execute the command. The UICC shall indicate whether the ME should establish the link immediately, in background mode or "on demand" (i.e. upon receiving an IPv6 router solicitation message sent by the UICC, or by any message sent by the UICC to a non local address when using IPv4 as described in ETSI TS 102 483 [xx]).

The UICC provides to the ME a list of parameters necessary to activate a GPRS/3G packet data service (i.e. PDP context activation). The "Bearer description" provided in the command gives recommended values for parameters that the ME should use to establish the data link. However if the ME or network does not support these values, the ME selects the most appropriate values.
The ME shall attempt at least one GPRS/3G packet data service activation.

Upon receiving this command, the ME shall decide if it is able to execute the command. Examples are given below, but the list is not exhaustive:

· -
if immediate or background GPRS/3G packet data service activation is requested and the ME is unable to set-up a channel using the exact parameters provided by the UICC, the ME sets up the channel using the best parameters it can support and informs the UICC of the Channel status and the modified parameters using TERMINAL RESPONSE (Command performed with modification);

· -
if immediate GPRS/3G packet data service activation is requested and the ME is unable to activate the GPRS/3G packet data service with the network using the exact parameters provided by the UICC, the ME informs the UICC using TERMINAL RESPONSE (Network currently unable to process command). The operation is aborted;

· -
if on demand link establishment is requested and the ME is unable to set-up a channel using the exact parameters provided by the UICC, the ME sets up the channel using the best parameters it can support and informs the UICC of the Channel status and the modified parameters using TERMINAL RESPONSE (Command performed with modification);

· -
if the command is rejected because the ME has no channel left with the requested bearer capabilities, the ME informs the UICC using TERMINAL RESPONSE (ME currently unable to process command). The operation is aborted;

· -
if the user does not accept the channel set-up, the ME informs the UICC using TERMINAL RESPONSE (User did not accept the proactive command). The operation is aborted;

· -
if the user has indicated the need to end the proactive UICC session, the ME informs the UICC using TERMINAL RESPONSE (Proactive UICC session terminated by the user). The operation is aborted;
-
if the user stops the GPRS/3G packet data service activation attempt before a result is received from the network, the ME informs the UICC using ME RESPONSE (user cleared down call before connection or network release).

· -
if the command is rejected because the class B ME is busy on a call, the ME informs the UICC using TERMINAL RESPONSE (ME unable to process command - currently busy on call). The operation is aborted;

· -
if background mode GPRS/3G packet data service activation is requested, the ME starts activation of a PDP context, informs the UICC and reports the Channel status immediately using TERMINAL RESPONSE (Command performed successfully).
-
if the command is rejected because the ME is busy on a SS transaction and unable to activate a PDP context in parallel with this SS transaction, the ME informs the UICC using TERMINAL RESPONSE (ME unable to process command – currently busy on SS transaction). The operation is aborted.

The ME shall inform the UICC that the command has been successfully executed using TERMINAL RESPONSE:

· -
if immediate GPRS/3G packet data service activation is requested, the ME activates the GPRS/3G packet data service and informs the UICC and reports the Channel status using TERMINAL RESPONSE (Command performed successfully);

· -
if on demand GPRS/3G packet data service activation is requested, the ME informs the UICC and reports the Channel status using TERMINAL RESPONSE (Command performed successfully).

If the ME is able to set up the channel on the serving network, the ME shall then enter the confirmation phase described hereafter; optionally, the UICC may include in this command an alpha-identifier. The use of this alpha-identifier by the ME is described below:

· -
if the alpha identifier is provided by the UICC and is not a null data object, the ME shall use it during the user confirmation phase. This is also an indication that the ME should not give any other information to the user during the user confirmation phase. If an icon is provided by the UICC, the icon indicated in the command may be used by the ME to inform the user, in addition to, or instead of the alpha identifier, as indicated with the icon qualifier (see clause 6.5.4);

· -
if the alpha identifier is provided by the UICC and is a null data object (i.e. length = '00' and no value part), this is an indication that the ME shall not give any information to the user or ask for user confirmation;

· -
if the alpha identifier is not provided by the UICC, the ME may give information to the user;

· -
if the user does not reject the channel, the ME shall then set up a channel;

· -
if the user does not accept the channel or rejects the channel, then the ME informs the UICC using ME RESPONSE (user did not accept the proactive command). The operation is aborted;

· -
if the user has indicated the need to end the proactive UICC session, the ME shall send a ME RESPONSE with (Proactive UICC session terminated by the user) result value;

· -
optionally, during GPRS/3G packet data service activation, the ME can give some audible or display indication concerning what is happening;
Inter-working with ETSI TS 102 483 [xx]:
-
After PDP context activation, the UICC is able to establish IP connectivity with the remote server as described in ETSI TS 102 483 [xx]. Error management with the remote site is handled by the IP layer. 
-
Several PDP contexts may be initiated by the UICC. Each established PDP context is associated with the corresponding data destination address or data destination address range.
[image: image1.wmf] 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

UICC

 

Terminal

 

Request Message

 

Activate PDP context

 

Activate PDP context

 

Response Message

 

Send Data Packet

 

Receive Data Packet

 

Remote

 

Server

 

SGSN

 

-
The UICC shall wait for the successful execution of this proactive command before sending any IP packet to the destination(s) address(es) that is included in the "data destination address (range)" field of this proactive command.
Note: If an application on the UICC does not need specific parameters for activating a PDP context, this proactive command is not used. The ME is responsible for providing the parameters necessary to establish the connection.
· 6.4.yy
Close Packet Service Channel for IP Connectivity
This command requests the ME to close the channel corresponding to the Channel identifier as indicated in the Device identities.

Upon receiving this command, the ME shall decide if it is able to execute the command:

· if the command is rejected because the channel identifier is not valid, the ME informs the UICC using TERMINAL RESPONSE (Channel Identifier Error);

· if the command is rejected because the requested channel is in error, the ME informs the UICC using TERMINAL RESPONSE (Channel Identifier error).

If the ME is able to process the command:

· the ME shall release the corresponding packet service channel and inform the UICC that the command has been successfully executed, using TERMINAL RESPONSE;

· optionally, during CLOSE CHANNEL, the ME can give some audible or display indication concerning what is happening. In this intention, the UICC may include in this command an alpha-identifier. The use of this alpha-identifier by the ME is described below:

· if the alpha identifier is provided by the UICC and is not a null data object, the ME shall use it to indicate the link closing phase. If an icon is provided by the UICC, the icon indicated in the command may be used by the ME to inform the user, in addition to, or instead of the alpha identifier, as indicated with the icon qualifier (see clause 6.5.4);

· if the alpha identifier is provided by the UICC and is a null data object (i.e. length = '00' and no value part), this is an indication that the ME shall not give any indication to the user during the link closing phase;

· if the alpha identifier is not provided by the UICC, the ME may give an indication to the user during the link closing phase.

6.6.aa
Open Packet Service Channel for IP Connectivity
	Description
	Clause
	M/O/C
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D+E+F+G+H+I+J+K+L+M+N)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Alpha identifier 
	8.2
	O
	N
	C

	Icon identifier 
	8.31
	O
	N
	D

	Bearer description
	8.52
	M
	Y
	E

	Network Access Name
	8.70
	O
	N
	G

	Text String (User login)
	8.15
	O
	N
	I

	Text String (User password)
	8.15
	O
	N
	J

	Data destination address
	8.58
	C
	Y
	K

	Data destination address range
	8.58
	C
	Y
	L

	Text Attribute
	8.72
	C
	N
	M

	Frame Identifier
	8.80
	O
	N
	N


The Network Access Name may be requested. The Network Access Name provides information to the ME necessary to identify the Gateway entity which provides interworking with an external packet data network. If the parameter is not present, the ME may use the default Network Access Name in the ME configuration or the default subscription value.

The ME may support a remote access login feature. If supported by the ME, the UICC may provide "User login" and "User password" parameters, which can be used for authentication. If only one parameter is present, it is considered as the User Login and the ME shall use default Password configuration if any. If the parameters are not present, the ME shall use default Login/Password configuration if any. If no authentication is requested, the user login and password parameters shall be ignored.

The UICC may include in this command a data destination address or a data destination address range:

-
If neither a Data Destination Address nor a Data Destination Address Range is included, the established PDP context shall be considered as the default bearer for all remote IP connections established according to ETSI TS 102 484 [xx].
-
If a Data Destination Address is included, the PDP context parameters provided by the UICC shall be associated by the ME to this Data Destination Address (i.e. all IP packet sent by the UICC to this destination address according to ETSI TS 102 483 [xx] shall transit over this PDP context).
-
If a Data Destination Address range is included, the PDP context parameters provided by the UICC shall be associated by the ME to this Data Destination Address range (i.e. all IP packet sent by the UICC to any destination address that is part of the provided Address Range shall transit over this PDP context).

Text Attribute applies to the Alpha Identifier. It may be present only if the Alpha Identifier is present.

6.6.bb
Close Packet Service Channel for IP Connectivity
	Description
	Clause
	M/O
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D+E+F)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device Identities
	8.7
	M
	Y
	B

	Alpha identifier 
	8.2
	O
	N
	C

	Icon identifier 
	8.31
	O
	N
	D

	Text Attribute
	8.72
	C
	N
	E

	Frame Identifier
	8.80
	O
	N
	F


The Text Attribute applies to the Alpha Identifier. It may be present only if the Alpha Identifier is present.

8.0. Structure of TERMINAL RESPONSE

Direction: ME to UICC.

The command header is specified in TS 31.101 [13]. Length (A+B+ … +Y) is indicated by P3 of the header.

Command parameters/data.

	Description
	Clause
	M/O/C
	Min
	Length

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	N
	B

	Result
	8.12
	M
	Y
	C

	Duration (only required in response to a POLL INTERVAL proactive command)
	8.8
	C
	N
	D

	Text string (only required in response to a GET INKEY or GET INPUT or SEND USSD proactive command)
	8.15
	C
	N
	E

	Item identifier (only required in response to SELECT ITEM proactive command)
	8.10
	C
	N
	F

	Local information (only required in response to PROVIDE LOCAL INFORMATION proactive command)
	8.19, 8.20, 8.22, 8.29, 8.39, 8.45, 8.46, 8.62, 8.83
	C
	N
	G

	Call control requested action (only required if call control by USIM has modified a proactive command SET UP CALL, SEND SS or SEND USSD in another type of request).
	8.30
	C
	N
	H

	Result data object 2 (only required if call control by USIM has modified a proactive command SET UP CALL, SEND SS or SEND USSD in another type of request).
	8.12
	C
	N
	I

	Card reader status (only required in response to GET READER STATUS command). According to the requested information, one Card reader status object for each card interface reported, or one Card reader identifier object is required..
	8.33, 8.57
	C
	N
	J0 + … + Jn 
or J

	Card ATR (only required in response to POWER ON CARD).
	8.34
	C
	N
	K

	R-APDU (only required in response to PERFORM CARD APDU).
	8.36
	C
	N
	L

	Timer identifier (only required in response to a TIMER MANAGEMENT proactive command)
	8.37
	C
	N
	M

	Timer value (only required in response to a TIMER MANAGEMENT proactive command)
	8.38
	C
	N
	N

	AT Response (only required in response to RUN AT COMMAND proactive command)
	8.41
	C
	N
	P

	Text string2 (only required if call control by USIM has modified the proactive command SET UP CALL or SEND SS into a USSD request)
	8.15
	C
	N
	Q

	Channel data (only required in response to RECEIVE DATA) 
	8.54
	C
	N
	R

	Channel status (only required in response to GET CHANNEL STATUS or OPEN CHANNEL proactive command or Open Packet Service Channel for IP Connectivity)
	8.56
	C
	N
	S0 + … + Sn

	Channel data length (only required in response to RECEIVE DATA or SEND DATA proactive command)
	8.54
	C
	N
	T

	Bearer description (only required in response to OPEN CHANNEL or Open Packet Service Channel for IP Connectivity proactive command)
	8.52
	C
	N
	U

	Buffer size (only required in response to OPEN CHANNEL proactive command)
	8.55
	C
	N
	V

	Total display duration (only required in response to a GET INKEY proactive command)
	8.8
	C
	N
	W

	Service availability (only required in response to SERVICE SEARCH proactive command)
	8.68
	C
	N
	X

	Service record (only required in response to GET SERVICE INFORMATION proactive command)
	8.64
	C
	N
	Y


Specific rules apply for the coding of the TERMINAL RESPONSE, see ETSI TS 102 223 [32].

Response parameters/data: None.

6.11
Proactive commands versus possible Terminal response

Table 6.1 shows for each proactive command the possible terminal response returned (marked by a "(" character), in addition to those defined in ETSI TS 102 223 [32].

Table 6.1: Proactive commands versus possible terminal response

	
	
	
	
	PROACTIVE COMMAND
	

	
	
	SET UP CALL
	SEND SS
	SEND USSD
	SEND SMS
	Open Packet Service Channel for IP Connectivity
	Close Packet Service Channel for IP Connectivity
	
	

	
	TERMINAL RESPONSE
	'10'
	'11'
	'12'
	'13'
	xx
	"yy"
	
	

	00
	Command performed successfully
	
	
	
	
	
	
	
	

	01
	Command performed with partial comprehension
	
	
	
	
	
	
	
	

	02
	Command performed, with missing information
	
	
	
	
	
	
	
	

	03
	REFRESH performed with additional EFs read
	
	
	
	
	
	
	
	

	04
	Command performed successfully, but requested icon could not be displayed 
	
	
	
	
	
	
	
	

	05
	Command performed, but modified by call control by USIM
	
	
	
	
	
	
	
	

	06
	Command performed successfully, limited service
	
	
	
	
	
	
	
	

	07
	Command performed with modification
	
	
	
	
	
	
	
	

	08
	REFRESH performed but indicated USIM was not active
	
	
	
	
	
	
	
	

	09
	Command performed successfully, tone not played
	
	
	
	
	
	
	
	

	10
	Proactive UICC session terminated by the user
	
	
	
	
	
	
	
	

	11
	Backward move in the proactive UICC session requested by the user
	
	
	
	
	
	
	
	

	12
	No response from user
	
	
	
	
	
	
	
	

	13
	Help information required by the user
	
	
	
	
	
	
	
	

	14
	USSD or SS Transaction terminated by user
	
	
	
	
	
	
	
	

	20
	ME currently unable to process command
	
	
	
	
	
	
	
	

	21
	Network currently unable to process command
	
	
	
	
	
	
	
	

	22
	User did not accept the proactive command
	
	
	
	
	
	
	
	

	23
	User cleared down call before connection or network release
	
	
	
	
	
	
	
	

	24
	Action in contradiction with the current timer state
	
	
	
	
	
	
	
	

	25
	Interaction with call control by USIM, temporary problem
	
	
	
	
	
	
	
	

	26
	Launch browser generic error
	
	
	
	
	
	
	
	

	27
	MMS Temporary Problem
	
	
	
	
	
	
	
	

	30
	Command beyond MEs capabilities
	
	
	
	
	
	
	
	

	31
	Command type not understood by ME
	
	
	
	
	
	
	
	

	32
	Command data not understood by ME
	
	
	
	
	
	
	
	

	33
	Command number not known by ME
	
	
	
	
	
	
	
	

	34
	SS Return Error
	
	
	
	
	
	
	
	

	35
	SMS RPERROR
	
	
	
	
	
	
	
	

	36
	Error, required values are missing
	
	
	
	
	
	
	
	

	37
	USSD return error
	
	
	
	
	
	
	
	

	38
	Multiple Card command error
	
	
	
	
	
	
	
	

	39
	Interaction with call/SM control by USIM, permanent problem
	
	
	
	
	
	
	
	

	3A
	Bearer Independent Protocol error
	
	
	
	
	
	
	
	

	3B
	Access Technology unable to process command
	
	
	
	
	
	
	
	

	3C
	Frames error
	
	
	
	
	
	
	
	

	3D
	MMS Error
	
	
	
	
	
	
	
	

	xx
	Channel identifier error
	
	
	
	
	
	
	
	


8.6
Command details

The content and the coding of the Command Details TLV object is defined in ETSI TS 102 223 [32], except for the following.

The coding of the Command Qualifier is defined for the following commands:

-
SEND SS:

this byte is RFU.

-
SEND USSD:

this byte is RFU.

-
PROVIDE LOCAL INFORMATION. The following additional values are defined:


'00' = Location Information (MCC, MNC, LAC, Cell Identity and Extended Cell Identity)


'02' = Network Measurement results.


'05' = Timing Advance.



'0C' = current WSID.

-
REFRESH.  The following additional values are defined:

'07' = Steering of Roaming.

-
Open Packet Service Channel for IP Connectivity:

bit 1:

0 = on demand link establishment;

1 = immediate link establishment.

bit 2:

0 = no automatic reconnection;

1 = automatic reconnection.

bit 3:

0 = no background mode;

1 = immediate link establishment in background mode (bit 1 is ignored).

bits 4 to 8: = RFU.
-
Close Packet Service Channel for IP Connectivity:

This byte is RFU.

8.cc
Data Destination Address Range
	Byte(s)
	Description
	Length

	1
	Data Destination Address Range Tag
	1

	2
	Length
	1

	3 
	Type of Address
	1

	4
	Data Destination Address Range
	8


Type of Address:

Contents:

-
the type of data destination address range.
Coding:

-
'21' = IPv4 address range;

-
'57' = IPv6 address range;

-
Other values are RFU.
Data Destination Address Range:

Contents:

-
Data destination address range.

Coding:

-
If Type of address indicates IPv4, the bytes 4 to 7 contain an IPv4 address. The bytes 8 to 11 contain an IPv4 subnet mask (e.g. the address range 172.16.4.0 to 172.16.7.255 is represented by the address 172.16.4.0 and the subnet mask 255.255.252.0). Bit 8 of byte 4 represents the most significant bit of the IPv4 address and bit 1 of byte 7 the least significant bit of the IPv4 address. Bit 8 of byte 8 represents the most significant bit of the IPv4 subnet mask and bit 1 of byte 11 the least significant bit of the IPv4 subnet mask;
-
If type of address indicates IPv6, bytes 4 to 11 contain the network prefix. Bit 8 of byte 4 represents the most significant bit of the network prefix and bit 1 of byte 19 the least significant bit.
9
Tag values

This clause specifies the tag values used to identify the BER-TLV and COMPREHENSION-TLV data objects used in the present document, in addition to those defined in ETSI TS 102 220 [43].

9.1
BER-TLV tags in ME to UICC direction

	Description
	Length of tag
	Value

	SMS-PP download tag
	1
	'D1'

	Cell Broadcast download tag
	1
	'D2'

	MO Short message control tag
	1
	'D5'

	USSD download tag
	1
	'D9'


9.2
BER-TLV tags in UICC TO ME direction

No additional tag is defined for 3G.

9.3
COMPREHENSION-TLV tags in both directions

	Description
	Length of tag
	Tag value, bits 1-7 (Range: '01' - '7E')
	Tag 

(CR and Tag value)

	SS string tag
	1
	'09'
	'09' or '89'

	USSD string tag
	1
	'0A'
	'0A' or '8A'

	SMS TPDU tag
	1
	'0B'
	'0B' or '8B'

	Cell Broadcast page tag
	1
	'0C'
	'0C' or '8C'

	Cause tag
	1
	'1A'
	'1A' or '9A'

	Transaction identifier tag
	1
	'1C'
	'1C' or '9C'

	BCCH channel list tag
	1
	'1D'
	'1D' or '9D'

	BC Repeat Indicator tag
	1
	'2A'
	'2A' or 'AA'

	Timing Advance tag
	1
	'2E'
	'2E' or 'AE'

	PDP context Activation parameters tag
	1
	‘52’
	‘52’ or ‘D2’

	UTRAN Measurement Qualifier tag
	1
	'69'
	'69' or 'E9'

	I-WLAN Identifier tag
	1
	'4A'
	'4A' or 'CA'

	I-WLAN Access Status tag
	1
	'4B'
	'4B' or 'CB'

	PLMNwAcT List tag
	1
	'72'
	'72' or 'F2'

	Routing Area Information Tag
	1
	'73'
	'73' or 'F3'

	Update/Attach Type Tag
	1
	'74'
	'74' or 'F4'

	Rejection Cause Code Tag
	1
	'75'
	'75' or 'F5'

	Data Destination Address Range Tag
	1
	'aa'
	'aa' or 'bb'


Type of Command and Next Action Indicator

The table below shows the values which shall be used for Type of Command coding (see clause 8.6) and Next Action Indicator coding (see clause 8.24) in addition to those defined in ETSI TS 102 223 [32].

	Value
	Name
	used for Type of Command coding
	used for Next Action Indicator coding 

	'11'
	SEND SS
	X
	X

	'12'
	SEND USSD
	X
	X

	'xx'
	Open Packet Service Channel for IP Connectivity
	X
	

	'yy'
	Close Packet Service Channel for IP Connectivity
	X
	


I Allowed Type of command and Device identity combinations

Only certain types of commands can be issued with certain device identities. These combinations are defined below, in addition to ETSI TS 102 223 [32].

	Command description
	Source
	Destination

	CELL BROADCAST DOWNLOAD
	Network
	UICC

	MO SHORT MESSAGE CONTROL
	ME
	UICC

	SEND SS
	UICC
	Network

	SEND USSD
	UICC
	Network

	I-WLAN Access Status
	ME
	UICC

	Network Rejection
	Network
	UICC

	Open Packet Service Channel for IP Connectivity
	UICC
	ME

	Close Packet Service Channel for IP Connectivity
	UICC
	ME
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