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1. Overall Description

3GPP SA3 has approved a Change Request to TS 33.246 rel-6 (Security of MBMS) on the handling of unknown MIKEY payloads.

This essential correction implies that MIKEY messages can now contain unknown extension payloads in MBMS Rel-6. Although these new extension payloads shall not be interpreted by the MGV-F of the USIM, the USIM shall verify the integrity of these (and all) payloads of the MIKEY message (in the case of smartcard-based key management).

Consequently, the only identified impact on the USIM is the increase of the size of MIKEY message, which could now exceed 253 bytes. Unfortunately no upper bound can be given by SA3, but SA3 expects that the size of 253 bytes would not be significantly exceeded. 

Finally, we would like to note that the MIKEY verification message (which is returned by the USIM when the V bit is set) remains unchanged (i.e. its size will not exceed 255 bytes).

2. Actions:

To 3GPP CT6
ACTION: 


3GPP SA3 kindly asks 3GPP CT6 to update their release 6 specifications to accommodate MIKEY messages that are longer than 253 bytes and to inform 3GPP SA3 about the result of their work.
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