

	
3GPP TSG-CT WG6 Meeting #119	C6-240260
Hyderabad, India; 28th – 31st May 2024
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	31.105
	CR
	0002
	rev
	1
	Current version:
	18.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	X
	ME
	X
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Clarification of ODD instruction chaining mechanism ('First block' vs 'Next block')

	
	

	Source to WG:
	Thales

	Source to TSG:
	CT6

	
	

	Work item code:
	eNS_UICC
	
	Date:
	2024-05-24

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	The description of Command data (Table 7.2.2-2) and Response data (Table 7.2.3-2) are unclear regarding the BER-TLV encapsulation and data chaining.
The data description shall be more explicit:
· Command data:
· on 'First block of authentication data' with BER-TLV encapsulation, S-NSSAI presence and beginning of EAP command data.
· on 'Next block of authentication data' with remaining EAP command data.
· Response data:
· on 'First block of authentication response data' with BER-TLV encapsulation, S-NSSAI presence and beginning of EAP Packet response data.
· 'Next block of authentication response data' with remaining EAP Packet response data.
Some minor corrections on table cross-reference are also included.

	
	

	Summary of change:
	Table 7.2.2-2, split in two tables:
· Table 7.2.2-2.1 for 'First block of authentication data', to clarify the BER-TLV encapsulation and presence of S-NSSAI only on first block.
· Table 7.2.2-2.2 for 'Next block of authentication data' with remaining EAP Packet Command Data.
Table 7.2.3-1, split in two tables:
· Table 7.2.3-1.1 for 'First block of authentication response data', to clarify the BER-TLV encapsulation and presence on S-NSSAI only on first block.
· Table 7.2.3-1.2 for 'Next block of authentication response data' with remaining EAP Packet Response Data.
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* * * First Change * * * *
[bookmark: _Toc147743231][bookmark: _Toc147744094][bookmark: _Toc155109338][bookmark: _Hlk141447122][bookmark: _Toc502362226][bookmark: _Toc20387720][bookmark: _Toc44926297][bookmark: _Toc44926642][bookmark: _Toc99444782][bookmark: _Hlk141290041][bookmark: _Toc2867272][bookmark: _Toc29900635][bookmark: _Toc36481473][bookmark: _Toc36481928][bookmark: _Toc50966996][bookmark: _Toc11053232][bookmark: _Toc20392072][bookmark: _Toc27774040][bookmark: _Toc36474465][bookmark: _Toc36477827][bookmark: _Toc44930720][bookmark: _Toc50965490][bookmark: _Toc57102258][bookmark: _Toc120271132]7.2.2	Command parameters and data
Table 7.2.2-1: Command parameters
	Code
	Value

	CLA
	As specified in TS 31.101 [2]

	INS
	As specified in TS 31.101 [2], ODD INS code only

	P1
	As specified in TS 31.101 [2]

	P2
	00

	Lc
	Length of subsequent EAP command data

	Data
	See below

	Le
	Length of the response data



Command data:
Table 7.2.2-2.1: Command data, 'First block of authentication data' (b8b7b6 of P1 set to '100')
	[bookmark: _Hlk141447304]Byte(s)
	Description
	Length

	1
	BER-TLV Tag, encapsulation data (‘53’ for not structured data as defined in TS 31.101 [2] clause 11.1.16)
	1

	2 to L+2
	BER-TLV length
	1 ≤ L ≤ 4 (Note)

	1 to 4L+3 to L+6
	S-NSSAI
	4

	5L+7 to Lc - 4
	EAP command data (see table 7.2.2-13), possibly segmented
	Lc - 45 - L

	[bookmark: _Hlk141455963]Note: Length is coded as specified in TS 31.101 [2] clause 11.3



S-NSSAI shall be coded on 32 bits.
-	As specified in TS 23.003 [5], SD reserved value "no SD value associated with the SST" defined as hexadecimal FFFFFF shall be used to pad value to 32 bits.
Table 7.2.2-2.2: Command data, 'Next block of authentication data' (b8b7b6 of P1 set to '000') 
	Byte(s)
	Description
	Length

	1 to Lc
	Next block of EAP command data (see table 7.2.2-3), when segmented
	Lc



Table 7.2.2-3: Coding of EAP command data
	Byte(s)
	Description
	Status
	Length

	1 to J
	EAP packet (coded as defined for the method of EAP used as defined in RFC 3748 [8])
	M
	J bytes

	J+1 to J+K+1
	EAP method related data (specified by each application specific document defining a particular EAP method implementation)
	O
	K bytes

	NOTE:	The length of an EAP packet is contained within the packet and can therefore be retrieved from it.



[bookmark: _Toc147743232][bookmark: _Toc147744095][bookmark: _Toc155109339][bookmark: _Hlk141290106][bookmark: _Toc2867273][bookmark: _Toc29900636][bookmark: _Toc36481474][bookmark: _Toc36481929][bookmark: _Toc50966997][bookmark: _Toc11053233][bookmark: _Toc20392073][bookmark: _Toc27774041][bookmark: _Toc36474466][bookmark: _Toc36477828][bookmark: _Toc44930721][bookmark: _Toc50965491][bookmark: _Toc57102259][bookmark: _Toc120271133]7.2.3	Response data
This clause describes the response data.
Response data:
Table 7.2.3-1.1: Response data, 'First block of authentication response data' (b8b7b6 of P1 set to '101')
	Byte(s)
	Description
	Length

	1
	BER-TLV Tag, encapsulation data (‘53’ for not structured data as defined in TS 31.101 [2] clause 11.1.16)
	1

	2 to L+2
	BER-TLV length
	1 ≤ L ≤ 4 (Note)

	1 to 4 L+3 to L+6
	S-NSSAI
	4

	5 to Le - 4
	EAP Packet Response Data (see table 7.2.3-12), possibly segmented
	Le - 4

	Note: Length is coded as specified in TS 31.101 [2] clause 11.3



S-NSSAI shall be coded on 32 bits.
-	As specified in TS 23.003 [5], SD reserved value "no SD value associated with the SST" defined as hexadecimal FFFFFF shall be used to pad value to 32 bits.
Table 7.2.3-1.2: Response data, 'Next block of authentication response data' (b8b7b6 of P1 set to '001')
	Byte(s)
	Description
	Length

	1 to Le
	Next block of EAP Packet Response Data (see table 7.2.3‑2), when segmented
	Le - 4



Table 7.2.3-2: Coding of EAP Response data
	Byte(s)
	Description
	Status
	Length

	1 to L
	EAP packet 
	M
	L bytes

	L+1 to L+N+1
	EAP method related data (specified by each application specific document defining a particular EAP method implementation)
	O
	N bytes

	NOTE:	The length of an EAP packet is contained within the packet and can therefore be retrieved from it.



* * * End of Changes * * * *


