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1. Introduction
The aim on this document is to clarify the AUTHENTICATE command to support incoming data size greater than an APDU length.
2. Reason for Change
Most of the EAP methods have the data in greater than maximum ADPU data length (256 bytes) then data in chaining is most appropriate, AUTHENTICATE command with ODD INS only is to use.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 31.105.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc147744092][bookmark: _Hlk143633450]7.2	AUTHENTICATE
[bookmark: _Toc140849521][bookmark: _Toc147743230][bookmark: _Toc147744093]7.2.1	Command description
The function is used to transfer the EAP packets of the NSSAA procedure from the ME to the SSIM application (i.e. the SSIM application that supports the S-NSSAI requiring the NSSAA procedure).
The SSIM application provides a response EAP packet (as defined in RFC 3748 [8]) or a warning status word according to the EAP method being used.
[bookmark: _Hlk150972458]The SSIM application maintains the state machine of the EAP authentication processstatus as described for the particular EAP method used.
[bookmark: _Hlk141284118]The function is related to a particular SSIM application and can not be executable unless this SSIM application is initiliasedinitialised following the SSIM initialisation defined in clause 5.1.1.
The format of the EAP packet is defined by the SSIM application and respects the conventions corresponding for the EAP method.
NOTE:	EAP Identity is provided by the SSIM application.
The following EAP packets are allowed input packets for this command: 
-	EAP packets with code field equal to 1 "Request", 3 "Success" or 4 "Failure"
-	EAP packets with code equal to 2 "Response" for EAP type 1 "Identity" (Code and type values as defined in RFC 3748 [8]).
The command and response data may contain specific EAP method related data as an additional input/output parameter (e.g. gmt_unix_time for EAP-TLS implementations as defined in RFC 2716 [9]).
[bookmark: _Hlk150972391]Depending on the length of the EAP input data, the EAP Authenticate may be used with an EVEN or ODD INS code. In the latter caseThe AUTHENTICATE command shall use ODD INS code only, the EAP input and response data shall be encapsulated in BER TLV data objects, as specified in TS 31.101 [2].
* * * End of Changes * * * *



