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1. Introduction
The aim on this document is to clarify the management of multiple NSSAA procedure on different S-NSSAI at the same time all S-NSSAIs supported by the same SSIM.
2. Reason for Change
As defined in TS 33.501 a NSSAA procedure is always associated to a S-NSSAI.
The SSIM can supported more than one S-NSSAI in the S-NSSAI list.
The ME can manage at the same time multiple NSSAA procedure on different S-NSSAI.
[bookmark: _Hlk141428765]During the study item related to 'Study on new UICC application for NSSAA' (TR 31.826 v18.0.0), this use case was not identified and how the ME and the SSIM manages the multiple NSSAA procedures at the same time on different S-NSSAI need to be clarified.
This pCR is conditioned to the approval of pCR SSIM security related procedures (C6-230425).
3. Proposal
It is proposed to agree the following changes to 3GPP TS 31.105.

[bookmark: _Hlk61529092]* * * First Change * * * *
7.1.2	Command parameters and data

	Code
	Value

	CLA
	As specified in TS 31.101 [2]

	INS
	As specified in TS 31.101 [2]

	P1
	As specified in TS 31.101 [2]

	P2
	00

	Lc
	Length of subsequent EAP command data

	Data
	See below

	Le
	Length of the response data



	Command data:Byte(s)
	Description
	Length

	1 to 4
	S-NSSAI
	4

	1 5 to Lc - 4
	EAP command data (see table 7.1.2-x)
	Lc -4



S-NSSAI shall be coded on 32 bits.
-	As specified in TS 23.003 [30], SD reserved value "no SD value associated with the SST" defined as hexadecimal FFFFFF shall be used to pad value to 32 bits.
Table 7.1.2-x: Coding of EAP command data
	Byte(s)
	Description
	Status
	Length

	1 to J
	EAP packet (coded as defined for the method of EAP used as defined in RFC 3748 [refRFC3748])
	M
	J bytes

	J+1 to J+K+1
	EAP method related data (specified by each application specific document defining a particular EAP method implementation)
	O
	K bytes

	NOTE:	The length of an EAP packet is contained within the packet and can therefore be retrieved from it.



Editor's Note: How the ME provide the S-NSSAI in the command to the SSIM ME (i.e. in case of more than one NSSAA procedure with same SSIM) is FFS.
[bookmark: _Toc502362226][bookmark: _Toc20387720][bookmark: _Toc44926297][bookmark: _Toc44926642][bookmark: _Toc99444782]7.1.3	Response data
This clause describes the response data.
Response data:
	Byte(s)
	Description
	Length

	1 to 4
	S-NSSAI
	4

	1 5 to Le - 5
	EAP Packet Response Data (see table 7.1.3.y)
	Le - 4



S-NSSAI shall be coded on 32 bits.
-	As specified in TS 23.003 [30], SD reserved value "no SD value associated with the SST" defined as hexadecimal FFFFFF shall be used to pad value to 32 bits.
Table 7.1.3-y: Coding of EAP Response data
	Byte(s)
	Description
	Status
	Length

	1 to L
	EAP packet 
	M
	L bytes

	L+1 to L+N+1
	EAP method related data (specified by each application specific document defining a particular EAP method implementation)
	O
	N bytes

	NOTE:	The length of an EAP packet is contained within the packet and can therefore be retrieved from it.



Editor's Note: How the SSIM provide the S-NSSAI in the command to the ME (i.e. in case of more than one NSSAA procedure with same SSIM) is FFS.

* * * End of Changes * * * *



