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1. Introduction
The aim on this document is to introduce the SSIM management procedures.
2. Reason for Change
[bookmark: _Hlk141452244]As defined in TS 33.501 a NSSAA procedure is always associated to a S-NSSAI.
Then the ME shall associate a SSIM in the UICC with the S-NSSAI of the ongoing NSSAA procedure to select and use it appropriately.
[bookmark: _Hlk141452391][bookmark: _Hlk141445681][bookmark: _Hlk141428765]During the study item related to 'Study on new UICC application for NSSAA' (TR 31.826 v18.0.0) the key issue of 'discovery of supported features' (clause xxx) and 'Multiple NSSAA contexts' (clause yyyy) was identified. The current document implements the approved Solution 1 from TR 31.826.
[bookmark: _Hlk141445744]When a NSSAA procedure is initiated on a specific S-NSSAI the ME selects the appropriate SSIM, performs then SSIM initialisation procedures described in the present document and security related procedures (those last procedures are proposed by another contribution).
3. Proposal
It is proposed to agree the following changes to 3GPP TS 31.105.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc140849497][bookmark: _Hlk141271057][bookmark: _Toc11052844][bookmark: _Toc20391684][bookmark: _Toc27773650][bookmark: _Toc36474075][bookmark: _Toc36477431][bookmark: _Toc44930323][bookmark: _Toc50965092][bookmark: _Toc57101860][bookmark: _Toc130975604][bookmark: _Hlk141204171][bookmark: _Toc11053031][bookmark: _Toc20391871][bookmark: _Toc27773838][bookmark: _Toc36474263][bookmark: _Toc36477622][bookmark: _Toc44930514][bookmark: _Toc50965284][bookmark: _Toc57102052][bookmark: _Toc120270908][bookmark: _Toc140849508][bookmark: _Toc2867225][bookmark: _Toc29900588][bookmark: _Toc36481426][bookmark: _Toc36481881][bookmark: _Toc50966949][bookmark: _Toc140849509]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 31.101: "UICC-Terminal Interface, Physical and Logical Characteristics".
[ref7816-4]	ISO/IEC 7816‑4: "Integrated circuit cards, Part 4: Organization, security and commands for interchange".
[ref8825-1]	ISO/IEC 8825-1 (2008): "Information technology – ASN.1 encoding rules : Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)".
[refTS23003]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[refTS33501]	3GPP TS 33.501: "Security Architecture and procedures for 5G system".
[refTS101220] 	ETSI TS 101 220: "Smart cards; ETSI numbering system for telecommunication application providers"..

* * * Next Change * * * *
[bookmark: _Toc140849495]Introduction
The present document defines the Slice Subscriber Identity Module (SSIM) application. This application resides on the UICC, an IC card as specified in TS 31.101 [2]. In particular, TS 31.101 [2] specifies the application independent properties of the UICC/terminal interface such as the physical characteristics and the logical structure.
TS 31.101 [2] is one of the core documents for this specification and is therefore referenced in many places in the present document.
4.2	Contents of files at the SSIM ADF (Application DF) level
The EFs in the SSIM ADF contain information related.
The File Ids '6F1X' (for EFs), '5F1X' and '5F2X' (for DFs) with X ranging from '0' to 'F' are reserved under the SSIM ADF for administrative use by the card issuer.
[bookmark: _Toc285950981][bookmark: _Toc277936998][bookmark: _Toc2867218][bookmark: _Toc29900581][bookmark: _Toc36481419][bookmark: _Toc36481874][bookmark: _Toc50966942][bookmark: _Toc140849506]4.2.x	EFARR (Access Rule Reference)
This EF contains the access rules for files located under the SSIM ADF in the UICC. If the security attribute tag '8B' is indicated in the FCP it contains a reference to a record in this file.
Structure of EFARR at ADF-level
	Identifier: '6F06'
	Structure: Linear fixed
	Mandatory

	SFI: '06'
	

	Record Length: X bytes, (X > 0)
	Update activity: low

	Access Conditions:
	READ	ALW
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	Access Rule TLV data objects
	M
	X bytes



This EF contains one or more records containing access rule information according to the reference to expanded format as defined in ISO/IEC 7816‑4 [ref7816‑4]. Each record represents an access rule. Unused bytes in the record are set to 'FF'.
If the card cannot access EFARR , any attempt to access a file with access rules indicated in this EFARR shall not be granted.
[bookmark: _Toc108443345][bookmark: _Toc113448321][bookmark: _Toc130940572]4.2.y	EFEAP-ID (EAP Identifier)
This file shall be available.
This EF contains the EAP Identifier to be used in NSSAA procedure.
	Identifier: '6F01'
	Structure: transparent
	Mandatory

	SFI: '01'
	

	File size: X bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	EAP ID TLV data object
	M
	X bytes



EAP ID
Contents:
-	EAP ID used for the NSSA procedure
Coding:	the coding of EAP ID TLV data object is described hereafter.
	Length
	Description
	Value
	Status

	1 byte
	EAP ID Tag
	80
	M

	1 byte
	Length (see note 1)
	Z
	M

	Z bytes
	EAP Identifier
	--
	M

	Note 1: coded according to ISO/IEC 8825-1 [ref8825-1].



4.2.y	EFS-NSSAI (S-NSSAI list)
This file shall be available.
This EF contains one or more records, each indicating the S-NSSAI supported by the SSIM application.
	Identifier: '6F02'
	Structure: linear fixed
	Mandatory

	SFI: '02'
	

	Record length: X bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	S-NSSAI
	M
	X bytes



S-NSSAI
Contents:
-	S-NSSAI for which the SSIM application is used for NSSAA procedure
Coding:
-	S-NSSAI shall be coded as specified in TS 23.003 [refTS23003]
4.2.z	EFEAP-STATUS (EAP Authentication Status)
This file shall be available.
This EF contains the authentication status corresponding to the EAP client supported by the SSIM application.
	Identifier: '6F03'
	Structure: transparent
	Mandatory

	SFI: '03'
	

	File size: 1 bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	Authentication status
	M
	1 byte



Authentication Status
Contents:
-	Status of the corresponding EAP authentication.
Coding:
-	Authentication status is coded in one byte as below.
	Value
	Meaning

	'00'
	No authentication started

	'01'
	Authenticating

	'02'
	Authenticated

	'03'
	Held (Authentication failure)


4.3	SSIM file structure
This clause contains a figure depicting the file structure of the ADFSSIM. ADFSSIM shall be selected using the AID and information in EFDIR. 
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Figure 1: File identifiers and directory structures of SSIM

* * * Next Change * * * *
5.1	SSIM management procedures
[bookmark: _Toc2867226][bookmark: _Toc29900589][bookmark: _Toc36481427][bookmark: _Toc36481882][bookmark: _Toc50966950][bookmark: _Toc140849510][bookmark: _Hlk143631932]5.1.0	SSIM identification
When a Network Slice-Specific Authentication and Authorization procedure starts as specified in TS 33.501 [refTS33501] on a S-NSSAI, the ME shall use the appropriate SSIM (clause 5.1.1) based on following criteria:
1) the AID is present in EFDIR and identified with ‘3GPP SSIM’ App Code as defined in Annex E, 
2) the S-NSSAI of the NSSAA procedure listed in the application EFS-NSSAI as described in S-NSSAI list request, clause 5.1.y
[bookmark: _Hlk143631963]Along the NSSAA procedure the EAP Identifier to be used shall be retrieved by the ME from SSIM following the EAP Identifier request.
5.1.1 [bookmark: _Hlk141284118][bookmark: _Hlk143632013]SSIM initialisation
5.1.1.1	SSIM application selection
[bookmark: _Hlk141200675][bookmark: _Hlk141200729][bookmark: _Toc2867227][bookmark: _Toc29900590][bookmark: _Toc36481428][bookmark: _Toc36481883][bookmark: _Toc50966951][bookmark: _Toc140849511]The ME shall select an SSIM application using the SELECT by DF name as defined in TS 31.101 [2]. 
After a successful SSIM application selection, the selected SSIM (AID) is stored on the UICC. This application is referred to as the last selected SSIM application. 	The last selected SSIM application shall be available on the UICC after a deactivation followed by an activation of the UICC.
If a SSIM application is selected using partial DF name, the partial DF name supplied in the command shall uniquely identify a SSIM application. Furthermore if a SSIM application is selected using a partial DF name as specified in TS 31.101 [2] indicating in the SELECT command the last occurrence the UICC shall select the SSIM application stored as the last SSIM application. If, in the SELECT command, the options first, next/previous are indicated, they have no meaning if an application has not been previously selected in the same session and shall return an appropriate error code.
5.1.1.2	SSIM initialisation
The SSIM shall not indicate any language preference. It shall use the language indicated by any other application currently active on the UICC or by default, choose a language from EFPL at the MF level according the procedure defined in TS 31.101 [2].
If the ME does not support the languages of EFPL, then the ME shall use its own internal default selection.
The ME then runs the:
· user verification procedure.
· EAP Identifier request.
If all these procedures have been performed successfully then the Network Slice-Specific Authentication and Authorization procedure shall start. In all other cases Network Slice-Specific Authentication and Authorization procedure shall not start.
After the SSIM initialisation has been completed successfully, the ME is ready for an SSIM session and shall indicate this to the SSIM by sending a particular STATUS command as defined in TS 31.101 [2].
[bookmark: _Toc2867228][bookmark: _Toc29900591][bookmark: _Toc36481429][bookmark: _Toc36481884][bookmark: _Toc50966952][bookmark: _Toc140849512]5.1.2	SSIM session termination
[bookmark: _Toc2867229][bookmark: _Toc29900592][bookmark: _Toc36481430][bookmark: _Toc36481885][bookmark: _Toc50966953][bookmark: _Toc140849513]NOTE 1:	This procedure is not to be confused with the deactivation procedure in TS 31.101 [2].
The SSIM session is terminated by the ME as follows.
The ME deletes all these NSSAA procedure related information elements from its memory.
NOTE 2:	If the ME has already updated any of the NSSAA procedure related information during the NSSAA procedure, and the value has not changed until SSIM session termination, the ME may omit the respective update procedure.
To actually terminate the session, the ME shall then use one of the mechanisms described in TS 31.101 [2].
5.1.3	SSIM application closure
[bookmark: _Toc2867230][bookmark: _Toc29900593][bookmark: _Toc36481431][bookmark: _Toc36481886][bookmark: _Toc50966954][bookmark: _Toc140849514]After termination of the SSIM session as defined in clause 5.1.2, the SSIM application may be closed by closing the logical channels that are used to communicate with this particular SSIM application.
[bookmark: _Hlk143632045]5.1.4	UICC presence detection
5.1.x	EAP Identifier request
The ME performs the reading procedure with EFEAP-ID.
5.1.y	S-NSSAI list request
The ME performs the reading procedure with EFS-NSSAI.

* * * Next Change * * * *
[bookmark: _Toc11053242][bookmark: _Toc20392082][bookmark: _Toc27774050][bookmark: _Toc36474475][bookmark: _Toc36477837][bookmark: _Toc44930730][bookmark: _Toc50965500][bookmark: _Toc57102268][bookmark: _Toc120271144][bookmark: _Toc140849528]Annex A (informative):
EF changes via Data Download or USAT applications
This annex defines if changing the content of an EF by the network (e.g. by sending an SMS), or by a USAT Application, is advisable. Updating of certain EFs "over the air" could result in unpredictable behaviour of the UE; these are marked "Caution" in the table below. Certain EFs are marked "No"; under no circumstances should "over the air" changes of these EFs be considered.

	File identification
	Description
	Change advised

	‘6F01’
	EAP Identifier
	Caution

	‘6F02’
	S-NSSAI list
	Caution

	‘6F03’
	EAP Authentication Status
	Caution

	‘6F06’
	Access rule reference (under ADFSSIM)
	Caution



* * * Next Change * * * *
Annex B (informative):
Suggested contents of the EFs at pre‑personalization
If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.

	File Identification
	Description
	Value

	‘6F01’
	EAP Identifier
	AAA-Server dependent

	‘6F02’
	S-NSSAI list
	Slices configuration dependent

	‘6F03’
	EAP Authentication Status
	'00' (No authentication started)

	‘6F06’
	Access rule reference (under ADFSSIM)
	Card issuer/SSIM owner dependent



* * * Next Change * * * *
[bookmark: _Toc11053252][bookmark: _Toc20392092][bookmark: _Toc27774060][bookmark: _Toc36474485][bookmark: _Toc36477847][bookmark: _Toc44930740][bookmark: _Toc50965510][bookmark: _Toc57102278][bookmark: _Toc120271154][bookmark: _Toc140849530]Annex C (normative):
List of SFI Values
This annex lists SFI values assigned in the present document.
[bookmark: _Toc11053253][bookmark: _Toc20392093][bookmark: _Toc27774061][bookmark: _Toc36474486][bookmark: _Toc36477848][bookmark: _Toc44930741][bookmark: _Toc50965511][bookmark: _Toc57102279][bookmark: _Toc120271155][bookmark: _Toc140849531]C.1	List of SFI Values at the SSIM ADF Level

	File Identification
	SFI
	Description

	‘6F01’
	‘01’
	EAP Identifier

	‘6F02’
	‘02’
	S-NSSAI list

	‘6F03’
	‘03’
	EAP Authentication Status

	‘6F06’
	‘06’
	Access rule reference (under ADFSSIM)



* * * Next Change * * * *
[bookmark: _Toc11053248][bookmark: _Toc20392088][bookmark: _Toc27774056][bookmark: _Toc36474481][bookmark: _Toc36477843][bookmark: _Toc44930736][bookmark: _Toc50965506][bookmark: _Toc57102274][bookmark: _Toc120271150][bookmark: _Toc140849532]Annex D (informative):
Tags defined in 31.105

	Tag
	Name of Data Element
	Usage

	‘80’
	EAP Identifier
	EFEAP-ID



* * * Next Change * * * *
[bookmark: _Toc140849533]Annex E (normative):
Allocated 3GPP PIX numbers
In addition to 3GPP TS 31.101 [2] annex O the following applies:
Table E.1: Allocated 3GPP PIX numbers
	3G Application Identifiers

	Application
	AID

	
	RID
	PIX

	
	
	3G
App Code
	Additional PIX coding

	
	
	
	

	3GPP SSIM
	'A000000087'
	'100C'
	See annex F of ETSI TS 101 220 [refTS101220]


[bookmark: _Toc502362274][bookmark: _Toc20387768][bookmark: _Toc44926345][bookmark: _Toc44926690][bookmark: _Toc99444829]
Annex X (informative):
Access Rules Referencing (ARR)
The provisions of 3GPP TS 31.101 [2] annex G apply.
* * * End of Changes * * * *



