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[bookmark: _Toc103004754][bookmark: _Toc103330097][…]
2.1	Normative references
References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.
In the case of a reference to a TC SET document, a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
Referenced documents which are not found to be publicly available in the expected location might be found at https://docbox.etsi.org/Reference/.
NOTE:	While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee their long term validity.
The following referenced documents are necessary for the application of the present document.
[bookmark: REF_TS102221][1]	ETSI TS 102 221: "Smart Cards; UICC-Terminal interface; Physical and logical characteristics (Release 7)".
[bookmark: REF_TS102223][2]	ETSI TS 102 223: "Smart cards; Card Application Toolkit (CAT) (Release 6)".
[bookmark: REF_VOID][3]	Void.
[bookmark: REF_VOID_4][4]	Void.
[bookmark: REF_VOID_5][5]	Void.
[bookmark: REF_ISOIEC7816_4][6]	ISO/IEC 7816-4: "Identification cards -- Integrated circuit cards -- Part 4: Organization, security and commands for interchange".
[bookmark: REF_TRUSTEDCOMPUTINGGROUP][7]	Trusted Computing Group (2011): "TPM Main - Part 1 Design Principles - Specification Version 1.2".
NOTE:	Available at https://trustedcomputinggroup.org/wp-content/uploads/TPM-Main-Part-1-Design-Principles_v1.2_rev116_01032011.pdf.
[bookmark: REF_ISOIEC14443][8]	ISO/IEC 14443 (all parts): "Cards and security devices for personal identification -- Contactless proximity objects".
[bookmark: REF_ISOIEC18092][9]	ISO/IEC 18092: "Information technology -- Telecommunications and information exchange between systems -- Near Field Communication -- Interface and Protocol (NFCIP-1)".
[bookmark: REF_ISOIEC15693][10]	ISO/IEC 15693 (all parts): "Cards and security devices for personal identification -- Contactless vicinity objects".
[bookmark: REF_EN300468][11]	ETSI EN 300 468: "Digital Video Broadcasting (DVB); Specification for Service Information (SI) in DVB systems".
[bookmark: REF_EN302304][12]	ETSI EN 302 304: "Digital Video Broadcasting (DVB); Transmission System for Handheld Terminals (DVB-H)".
[bookmark: REF_VOID_13][13]	Void.
[bookmark: REF_OMA_AD_SRM_V1_0_0_20090310_A][14]	OMA-AD-SRM-V1_0-20090310-A: "OMA Secure Removable Media Architecture".
NOTE:	Available at http://www.openmobilealliance.org/release/SRM/V1_0-20090310-A/OMA-AD-SRM-V1_0-20090310-A.pdf.
[bookmark: REF_OMA_RD_SRM_V1_0_20090310_A][15]	OMA-RD-SRM-V1_0-20090310-A: "OMA Secure Removable Media Requirements".
NOTE:	Available at https://www.openmobilealliance.org/release/SRM/V1_0-20090310-A/OMA-RD-SRM-V1_0-20090310-A.pdf.
[bookmark: REF_TS102241][16]	ETSI TS 102 241: "Smart Cards; UICC Application Programming Interface (UICC API) for Java Card™ (Release 8)".
[bookmark: REF_TS127007][17]	ETSI TS 127 007: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; AT command set for User Equipment (UE) (3GPP TS 27.007 Release 9)".
[bookmark: REF_TS102613][18]	ETSI TS 102 613: "Smart Cards; UICC - Contactless Front-end (CLF) Interface; Physical and data link layer characteristics".
[bookmark: REF_TS102622][19]	ETSI TS 102 622: "Smart Cards; UICC - Contactless Front-end (CLF) Interface; Host Controller Interface (HCI)".
[bookmark: REF_ISOIEC18000][20]	ISO/IEC 18000 (all parts): "Information technology -- Radio frequency identification for item management".
[bookmark: REF_TS102483][21]	ETSI TS 102 483: "Smart cards; UICC-Terminal interface; Internet Protocol connectivity between UICC and terminal (Release 8)".
[bookmark: REF_VOID_22][22]	Void.
[bookmark: REF_TS102484][23]	ETSI TS 102 484: "Smart Cards; Secure channel between a UICC and an end-point terminal".
[bookmark: REF_TS102600][24]	ETSI TS 102 600: "Smart Cards; UICC-Terminal interface; Characteristics of the USB interface".
[bookmark: REF_TS102671][25]	ETSI TS 102 671: "Smart Cards; Machine to Machine UICC; Physical and logical characteristics".
[bookmark: REF_GLOBALPLATFORM][26]	GlobalPlatform: "Requirements for NFC Mobile: Management of Multiple Secure Elements v1.0".
NOTE:	Available at https://globalplatform.wpengine.com/wp-content/uploads/2018/06/GlobalPlatform_Requirements_Secure_Elements.pdf.
[bookmark: REF_NFCFORUM][27]	NFC Forum™: "NFC Controller Interface (NCI) Specification Version 1.1".
NOTE:	Available at https://members.nfc-forum.org/apps/group_public/download.php/17505/NFCForum-TS-NCI-1.1_For_Feedback_Only.pdf.
[bookmark: REF_IEEE802154][28]	IEEE 802.15.4™-2020: "IEEE Standard for Low-Rate Wireless Networks".
[bookmark: REF_IEEE802154Z][29]	IEEE 802.15.4z™-2020: "IEEE Standard for Low-Rate Wireless Networks -- Amendment 1: Enhanced Ultra Wideband (UWB) Physical Layers (PHYs) and Associated Ranging Techniques".
[XX]	ETSI TS 103 818: " Smart Secure Platform (SSP); I3C® interface"
[YY]	MIPI Alliance: "Specification for I3C BasicSM - Improved Inter Integrated Circuit" Version 1.1.1".
[…]
[bookmark: _Toc103004759][bookmark: _Toc103330102]3.3	Abbreviations
For the purposes of the present document, the following abbreviations apply:
3GPP	3rd Generation Partnership Project
4FF	Fourth UICC form factor
ADF	Application Dedicated File
AEC	Automotive Electronics Council
AID	Application IDentifier
AMR	Automated Meter Reader
APDU	Application Protocol Data Unit
API	Application Programming Interface
APN	Access Point Name
AT	ATtention
BCAST	BroadCAST
BIP	Bearer Independent Protocol
CAD	Card Acceptance Device
CAS	Conditional Access System
CAT	Card Application Toolkit
CAT‑TP	Card Application Toolkit - Transport Protocol
CD	Compact Disc
CEK	Content Encryption Key
CLF	ContactLess Front-end
CLFI	ContactLess Front-end Interface
CLFIP	ContactLess Front-end Interface Protocol
CPU	Central Processing Unit
CSIM	CDMA Subscriber Identity Module
DF	Dedicated File
DM	Device Management
DMB	Digital Media Broadcasting
DNS	Domain Name System
DRM	Digital Rights Management
DRM_UA	Digital Rights Management User Agent
DVB	Digital Video Broadcasting
DVB-H	DVB-Hand held
DVB-SH	Digital Video Broadcasting - Satellite services to Handhelds
DVB-T	Digital Video Broadcasting - Terrestrial
EAP	Extensible Authentication Protocol
EEM	Ethernet Emulation Model
EF	Elementary File
EMV®	Europay Mastercard Visa
EPC	Electronic Product Code
EPCGlobal	Electronic Product Code Global
ESN	Electronic Serial Number
FFS	For Further Study
FLO	Forward Link Only
FTP	File Transfer Protocol
GBA	Generic Bootstrapping Architecture
GPRS	General Packet Radio Service
GPS	Global Positioning System
GSM	Global System for Mobile communications
GSMA	GSM Association
HCI	Host Controller Interface
HSP	High Speed Protocol
HTML	HyperText Markup Language
HTTP	HyperText Transfer Protocol
HTTPS	Secure HyperText Transfer Protocol
I3C	Improved Inter Integrated Circuit	Comment by Denis Praca: Copyright mark required?
ICC	Integrated Circuit Card
ICCD	Integrated Circuit Card Device
ICCID	Integrated Circuit Card IDentifier
IMEI	International Mobile Equipment Identity
IMS	IP Multimedia Services
IP	Internet Protocol
IPSEC	Internet Protocol SECurity
ISIM	IP Multimedia Services Identity Module
ISO	International Organization for Standardization
IT	Information Technology
JSR	Java™ Specification Request
LAC	Location Area Code
LAN	Local Area Network
LTE	Long Term Evolution
M2M	Machine to Machine (communication)
MBMS	Multimedia Broadcast/Multicast Service
MBNB	Mobile Broadband NoteBook
MCC	Mobile Country Code
ME	Mobile Equipment
MFF	Machine to Machine Form Factor
MMC	MultiMediaCard
MMI	Man Machine Interface
MMS	Multimedia Messaging Service
MNC	Mobile Network Code
MNO	Mobile Network Operator
MO	(Device) Management Object
MT	Mobile Termination
MVNO	Mobile Virtual Network Operator
NAA	Network Access Application
NCI	NFC Controller Interface
ND	No Display
NFC	Near Field Communication
NMR	Network Measurement Results
NUT	New UICC‑Terminal
OMA	Open Mobile Alliance
OTA	Over The Air
P2P	Peer to Peer
PC	Personal Computer
PDA	Personal Digital Assistant
PIN	Personal Identification Number
PKI	Public Key Infrastructure
POP	Post Office Protocol
POS	Point Of Sale
PPAP	Production Part Approval Process
PPSE	Proximity Payment System Environment
PSK	Pre-Shared Key
RAM	Remote Application Management
RCS	Rich Communications Services
REQ	REQuirement
RF	Radio Frequency
RFID	Radio Frequency Identification
RO	Rights Object
RTP	Reliable Transport Protocol
SC	Smart Card
SCWS	Smart Card Web Server
SIM	Subscriber Identity Module
SIP	Session Initiation Protocol 
SM	Short Message
SMS	Short Message Service
SMTP	Simple Mail Transfer Protocol
SoC	System on Chip
SRM	Secure Removable Media
SWP	Single Wire Protocol
TCG	Trusted Computing Group
TCP	Transmission Control Protocol
TCP/IP	Transmission Control Protocol/Internet Protocol
T-DMB	Terrestrial - Digital Multimedia Broadcasting
TEE	Trusted Execution Environment
TLS	Transport Layer Security
TMP	Trusted Media Player
TSM	Trusted Service Manager
TV	TeleVision
UA	(Digital Rights Management) User Agent
UDP	Datagram Protocol
UE	User Equipment
UI	User Interface
UMTS	Universal Mobile Telecommunications System
URI	Uniform Resource Identifier
URL	Uniform Resource Locator
USB ICCD	Universal Serial Bus Integrated Circuit Card Devices
USB	Universal Serial Bus
USIM	Universal Subscriber Identity Module
USSM	UICC Security Service Module
UWB	Ultra Wideband
UWBC	Ultra Wideband Controller
WAP	Wireless Application Protocol
WIM	Wireless Identity Module
WLAN	Wireless Local Area Network
XML	eXtensible Markup Language
[…]
[bookmark: _Toc103004737][bookmark: _Toc103005145][bookmark: _Toc103330488]4.XX	I3C Interface for the UICC
[bookmark: _Toc103004738][bookmark: _Toc103005146][bookmark: _Toc103330489]4.XX.1	Abstract (informative)
The Improved Inter Integrated Circuit (I3C) is a serial synchronous half-duplex communication interface between one or more Controllers and one or more Targets present on the same I3C bus. 
As a result of a technological evolution it is expected that most of the electronic components inside a terminal will be connected to the I3C internal bus. 
As most of the terminals are switching to embedded UICC, it is expected that the I3C interface will be defined only for this type of UICC.
In addition, the I3C current specification doesn’t contain any provision for voltage negotiation which make it difficult to use for removable UICC while maintaining backward compatibility. So, for this version of the specification, the support of I3C by removable UICC is not considered.
[bookmark: 4.11.2_Background_(informative)][bookmark: _Toc103004739][bookmark: _Toc103005147][bookmark: _Toc103330490]4.XX.2	Background (informative)
[bookmark: 4.11.2.0_General][bookmark: _Toc103004740][bookmark: _Toc103005148][bookmark: _Toc103330491]4.XX.2.1	General
This clause lists use cases relevant to UICC interface using I3C.
[bookmark: _Toc103004741][bookmark: _Toc103005149][bookmark: _Toc103330492]4.XX.2.2	Use case - Mobile terminal integration
Many SoCs and peripherals used in mobile terminals are interconnected using the I3C interface. Since the UICC is one of the key peripherals in a mobile terminal, there is a need to add support for I3C to UICCs in order to facilitate the integration of the UICC in the terminal.
[bookmark: _Toc103004743][bookmark: _Toc103005151][bookmark: _Toc103330494]4.XX.2.3	Use case – Improved performances
The I3C interface provides some improvements compared to the existing ISO7816-3 physical interface that could benefit to the overall performance of the UICC and the terminal (e.g. shorter boot time). The expected improvements are for example the following:
Faster data rate up to 12.5 Mbit/s
In band interrupt from the UICC
Low-power
4.XX.2.4	Use case – Support of contactless
Contactless can be supported by multiplexing the data over the I3C interface in order to concurrently support the contactless protocol (already supported by ETSI TS 103 818 [XX]), but it could also stay supported using the SWP interface in addition to I3C.
4.XX.4	Requirements
[bookmark: _Toc103004744][bookmark: _Toc103005152][bookmark: _Toc103330495]4.XX.4.1	I3C interface support
	Identifier
	Requirement

	REQ-18-XX-01-01
	Support of the I3C interface is optional for the terminal and the UICC. If supported, the requirements defined in the following clauses apply.


4.XX.4.2	Requirements for the I3C interface
	Identifier
	Requirement

	REQ-18-XX-02-01
	The I3C interface between the UICC and the terminal shall comply with MIPI Alliance: "Specification for I3C Basic" [YY].

	REQ-18-XX-02-02
	The UICC shall support at least Standard Data Rate.

	REQ-18-XX-02-03
	The MAC and Link layers shall reuse the one defined in ETSI TS 103 818 [XX].

	REQ-18-XX-02-03a
	The I3C interface shall comply with Annex A of ETSI TS 103 818 [XX].

	REQ-18-XX-02-03b
	States definition shall reuse what is defined in clause 6.4 of ETSI TS 103 818 [XX].

	REQ-18-XX-02-04
	Power management should reuse as much as possible the power management defined in clause 7.8 of ETSI TS 103 818 [XX].

	REQ-18-XX-02-04a
	Power saving modes defined in ETSI TS 102 221 [1] (Clock stop mode and UICC suspension) shall be defined in the light of I3C interface power management mechanisms.

	REQ-18-XX-02-05
	The I3C interface shall support multiple LSIs.

	REQ-18-XX-02-06
	The I3C interface shall be able to transfer APDUs of up to 65536 bytes.

	REQ-18-XX-02-07
	With regard to REQ-18-XX-02-06, a transport mechanism shall be defined (i.e., not reuse the mechanisms defined for T=0 or T=1).

	REQ-18-XX-02-08
	There shall be a mechanism to trigger a data exchange from the UICC.

	REQ-18-XX-02-09
	The UICC shall support at least Class C (1,8V) or Class D (1,2V) operating voltage.

	REQ-18-XX-02-10
	The I3C interface shall allow the terminal to connect to one or more UICCs on one I3C bus.

	REQ-18-XX-02-11
	The I3C interface shall be able to multiplex the data related to the contactless interface as defined in ETSI TS 102 613 [18] and ETSI TS 102 622 [19] without the use of the SWP physical interface.
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