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For the purposes of the present document, the following abbreviations apply:
3GPP	3rd Generation Partnership Project
5GCN	5G Core Network
AC	Access Condition
ACDC	Application specific Congestion control for Data Communication
ACL	APN Control List
ADF	Application Dedicated File
AID	Application Identifier
AK	Anonymity key
ALW	ALWays
AMF	Authentication Management Field
AoC	Advice of Charge
APN	Access Point Name
ASME	Access Security Management Entity
ASN.1	Abstract Syntax Notation One
AuC	Authentication Centre
AUTN	Authentication token
BDN	Barred Dialling Number
BER-TLV	Basic Encoding Rule - TLV
B-TID	Bootstrapping Transaction Identifier
CAG	Closed Access Group
CCP	Capability Configuration Parameter
CK	Cipher key
CLI	Calling Line Identifier
CNL	Co-operative Network List
CPBCCH	COMPACT Packet BCCH
CS	Circuit switched
DCK	Depersonalisation Control Keys
DF	Dedicated File
DO	Data Object
EC-GSM-IoT	Extended coverage in GSM for IoT
DUCK	Discovery User Confidentiality Key
DUIK	Discovery User Integrity Key
DUSK	Discovery User Scrambling Key
eDRX	Extended Discontinuous Reception
EARFCN	Evolved Absolute Radio Frequency Channel Number
EF	Elementary File
EPC	Evolved Packet Core
ePDG	Evolved Packet Data Gateway
EPS	Evolved Packet System
FCP	File Control Parameters
FFS	For Further Study
FQDN	Full Qualified Domain Name
GCI	Global Cable Identifier
GLI	Global Line Identifier
GSM	Global System for Mobile communications
HE	Home Environment
HNB	Home NodeB
HeNB	Home eNodeB
IARI	IMS Application Reference Identifier
ICC	Integrated Circuit Card
ICE	In Case of Emergency
ICI	Incoming Call Information
ICT	Incoming Call Timer
ID	Identifier
Idi	Identity of the initiator
Idr	Identity of the responder
IEI	Information Element Identifier
IK	Integrity key
IMSI	International Mobile Subscriber Identity
IOPS	Isolated E-UTRAN Operation for Public Safety
K	USIM Individual key
KC	Cryptographic key used by the cipher A5
KSI	Key Set Identifier
LI	Language Indication
LSA	Localised Service Areas
LSB	Least Significant Bit
MAC	Message authentication code
MAC-A	MAC used for authentication and key agreement
MAC-I	MAC used for data integrity of signalling messages
MBMS	Multimedia Broadcast/Multicast Service
MCC	Mobile Country Code
MCData	Mission Critical Data
MCPTT	Mission Critical Push To Talk
MCS	Mission Critical Services
MCVideo	Mission Critical Video
MexE	Mobile Execution Environment
MF	Master File
MGV-F	MTK Generation and Validation Function
MICO	Mobile Initiated Connection Only
MiD	Multi-iDentity
MIKEY	Multimedia Internet KEYing
MINT	Minimization of Service Interruption
MM	Multimedia Message
MMI	Man Machine Interface
MMS	Multimedia Messaging Service
MMSS	MultiMode System Selection
MNC	Mobile Network Code
MODE	Indication packet switched/circuit switched mode
MSB	Most Significant Bit
MSK	MBMS Service Key
MTC	Machine Type Communications
MTK	MBMS Traffic Key
MuD	Multi-Device
MUK	MBMS User Key
NAI	Network Access Identifier
NB-IoT	Narrowband IoT
NEV	NEVer
ngKSI	Key Set Identifier in 5G
NG-RAN	Next Generation Radio Access Network
NID	Network Identifier for SNPN
NPI	Numbering Plan Identifier
NSI	Network Specific Identifier
NSWO	Non-Seamless WLAN Offload
OCI	Outgoing Call Information
OCT	Outgoing Call Timer
PBID	Phonebook Identifier
PGK	ProSe Group Key
PIN	Personal Identification Number
PL	Preferred Languages
PS	Packet switched
PSDK	Public Safety Discovery Key
PS_DO	PIN Status Data Object
PSM	Power Saving Mode
PTK	ProSe Traffic Key
RAND	Random challenge
RANDMS	Random challenge stored in the USIM
RES	User response
RFU	Reserved for Future Use
RLOS	Restricted Local Operator Services
RST	Reset
SDN	Service dialling number
SE	Security Environment
SEQp	Sequence number for MGV-F stored in the USIM
SFI	Short EF Identifier
SGSN	Serving GPRS Support Node
SN	Serving Network
SNPN	Standalone Non-Public Network
SoLSA	Support of Localised Service Areas
SOR-CMCI	Steering of roaming connected mode control information
SQN	Sequence number
SRES	Signed RESponse calculated by a USIM
SUCI	Subscription Concealed Identifier
SUPI	Subscription Permanent Identifier
SW	Status Word
TLV	Tag Length Value
TMGI	Temporary Mobile Group Identity
TV	Television
UAC	Unified Access Control
URSP	UE Route Selection Policy
USAT	USIM Application Toolkit
USD	User Service Description
USIM	Universal Subscriber Identity Module
V2X	Vehicle-to-Everything
VLR	Visitor Location Register
WLAN	Wireless Local Area Network
WSID	WLAN Specific Identifier
XRES	Expected user RESponse
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[bookmark: _Toc11052797][bookmark: _Toc20391637][bookmark: _Toc27773603][bookmark: _Toc36474028][bookmark: _Toc36477384][bookmark: _Toc44930276][bookmark: _Toc50965045][bookmark: _Toc57101813][bookmark: _Toc120270645]4.2.8	EFUST (USIM Service Table)
This EF indicates which services are available. If a service is not indicated as available in the USIM, the ME shall not select this service.

	Identifier: '6F38'
	Structure: transparent
	Mandatory

	SFI: '04'
	

	File size: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	Services n1 to n8
	M
	1 byte

	2
	Services n9 to n16
	O
	1 byte

	3
	Services n17 to n24
	O
	1 byte

	4
	Services n25 to n32
	O
	1 byte

	etc.
	
	
	

	X
	Services n(8X‑7) to n(8X)
	O
	1 byte



	‑Services
	
	

	   Contents:
	Service n°1:
	Local Phone Book

	
	Service n°2:
	Fixed Dialling Numbers (FDN)

	
	Service n°3:
	Extension 2

	
	Service n°4:
	Service Dialling Numbers (SDN)

	
	…
	

	
	…
	

	
	Service n°144
	Multiplier Coefficient for Higher Priority PLMN search via NG-RAN satellite access

	
	Service n°145
	KAUSF derivation configuration

	
	Service n°xxx
	Network Identifier for SNPN (NID)



The EF shall contain at least one byte. Further bytes may be included, but if the EF includes an optional byte, then it is mandatory for the EF to also contain all bytes before that byte. Other services are possible in the future and will be coded on further bytes in the EF. The coding falls under the responsibility of the 3GPP.
Service n°46 can only be declared "available" if service n°45 is declared "available".
Service n°95, n°99 and n°115 shall not be declared "available" if an ISIM application is present on the UICC.
Service n°125 shall only be taken into account if Service n°124 is declared "available". If Service n°124 and Service n°125 are declared "available", the "SUCI calculation is to be performed by the USIM". If Service n°124 is declared "available" and Service n°125 is not declared "available", the "SUCI calculation is to be performed by the ME".

Coding:
1 bit is used to code each service:
bit = 1: service available;
bit = 0: service not available.
-	Service available means that the USIM has the capability to support the service and that the service is available for the user of the USIM unless the service is identified as "disabled" in EFEST.
Service not available means that the service shall not be used by the USIM user, even if the USIM has the capability to support the service.
First byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°1

	
	
	
	
	
	
	
	
	
	
	Service n°2

	
	
	
	
	
	
	
	
	
	
	Service n°3

	
	
	
	
	
	
	
	
	
	
	Service n°4

	
	
	
	
	
	
	
	
	
	
	Service n°5

	
	
	
	
	
	
	
	
	
	
	Service n°6

	
	
	
	
	
	
	
	
	
	
	Service n°7

	
	
	
	
	
	
	
	
	
	
	Service n°8



Second byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°9

	
	
	
	
	
	
	
	
	
	
	Service n°10

	
	
	
	
	
	
	
	
	
	
	Service n°11

	
	
	
	
	
	
	
	
	
	
	Service n°12

	
	
	
	
	
	
	
	
	
	
	Service n°13

	
	
	
	
	
	
	
	
	
	
	Service n°14

	
	
	
	
	
	
	
	
	
	
	Service n°15

	
	
	
	
	
	
	
	
	
	
	Service n°16



etc.
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[bookmark: _Toc120270861]4.4.12	Contents of files at the DF SNPN level
[bookmark: _Toc120270862]4.4.12.1	Introduction
This clause describes the files that are specific for Standalone Non-Public Networks (SNPNs).
[bookmark: MCCQCTEMPBM_00000111]DFSNPN shall be present at the ADFUSIM level if any of the following services are "available" in EFUST (USIM Service Table):
	Service n°143
	PWS configuration for SNPN in USIM

	Service n°xxx
	Network Identifier for SNPN (NID)



[bookmark: _Toc120270863]4.4.12.2	EFPWS_SNPN (Public Warning System in SNPNs)
If service n°143xxx is "available", this file shall be present. This EF contains the configuration parameters for PWS in SNPNs, as defined in TS 23.122 [31].

	Identifier: '4F01'
	Structure: transparent
	Optional

	SFI: ‘01’
	

	File size: X bytes (X ≥ 1)
	Update activity: low 

	Access Conditions:
	READ	ALW
	UPDATE	ADM
	ACTIVATE	ADM
	DEACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	PWS configuration in SNPN
	M
	1 byte



Contents:
Configuration for PWS in SNPNs

Coding:
[bookmark: MCCQCTEMPBM_00000112]First byte:
	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0 process all PWS warning messages in SNPNs
b1=1 ignore all PWS warning messages in SNPNs

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


Successive bytes:
RFU (see TS 31.101 [11])

4.4.12.x	EFNID (Network Identifier for SNPN)
If service n°xxx is "available", this file shall be present. This file contains a network identifier for SNPN as specified in 3GPP TS 23.003 [25]
	Identifier: '4F02'
	Structure: linear fixed
	Optional

	SFI: ‘02’
	

	Record size: 6 bytes
	Update activity: low

	Access Conditions:
	READ	ALW
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	Assignment mode
	M
	1 byte

	2-6
	Network Identifier value
	M
	5 bytes



Contents:

-	Assignment mode:
Contents: 
· The assignment mode for the network identifier for SNPN as specified in 3GPP TS 23.003 [25].
Coding:
-	The assignment mode is coded as one hexadecimal value according to 3GPP TS 23.003 [25]. The 4 most significant bits in the Assignment mode byte shall be ignored by the ME.
	Value
	Assignment mode

	'00'
	Coordinated assignment; option 1

	'01'
	Self assignment

	'02'
	Coordinated assignment; option 2

	All other values are reserved
	



-	Network identifier for SNPN value:
Contents and coding see 3GPP TS 23.003 [25].

***************************** NEXT CHANGE *********************************
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This clause contains two figures depicting the file structure of the UICC and the ADFUSIM. ADFUSIM shall be selected using the AID and information in EFDIR.
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	MF
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	'3F00'
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	DFSNPN
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	EFPWS_SNPN '4F01'
	
	EFNID
 '4F02'
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	


…..

[bookmark: MCCQCTEMPBM_00000130]
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SUCI context shall be supported if "SUCI calculation is to be performed by the USIM" (i.e. Service n°124 and Service n°125 are "available").
The command returns the SUCI which is a privacy preserving identifier containing the concealed SUPI. The function is used in 5GS in the specific cases described in 3GPP TS 33.501 [105] prior to mutual authentication between the UE and the SN.
The SUCI returned is calculated as described in 3GPP TS 33.501 [105].
For the execution of the command, the following information shall be available in the USIM:
-	Home network identifier (i.e. MCC and MNC when SUPI Type is IMSI or domain name when SUPI Type is Network Specific Identifier, Global Line Identifier or Global Cable Identifier) (see NOTE).
-	Routing indicator (configured in EFRouting_Indicator).
-	Home network public key (see Note).
-	Home network public key identifier (see Note).
-	Protection scheme identifier (see Note).
-	SUPI.
NOTE:	Provision and storage of the information in the USIM when "SUCI calculation is to be performed by the USIM" (i.e. Service n°124 and Service n°125 are "available") is out of the scope of the specification.
The SUCI is designed for one-time use, however, the freshness and randomness of SUCI returned upon each call of the command depends on the protection scheme configured. There is the special case where the protection scheme used is null-scheme, in such case SUCI contains the non concealed SUPI.
If the home network public key is not provisioned in the USIM, the SUCI shall be calculated using the null-scheme irrespective of the protection scheme stored in the USIM.
The returned SUCI consists of the concatenation of the following information as described in 3GPP TS 23.003 [25]:
-	SUPI Type
-	Home network identifier (i.e. MCC and MNC when SUPI Type is IMSI or domain name when SUPI Type is Network Specific Identifier, Global Line Identifier or Global Cable Identifier).
-	Routing indicator.
-	Protection scheme identifier.
-	Home network public key identifier.
-	Scheme output, resulting from the protection scheme profile, identified by the protection scheme identifier. The protection scheme profile shall be one of those defined in Annex C of 3GPP TS 33.501 [105] or one of those specified by the Home network.
-	Network Identifier for SNPN (NID) in case of SUCI in NAI format (see 3GPP TS 23.003 [25] for details) and if Service n°xxx is "available". 
If SUCI context is supported and:
-	Service n°124 is not "available" or:
-	"SUCI calculation is to be performed by the ME" (i.e. Service n°124 is "available", and Service n°125 is not "available")
the status word '6985' (Conditions of use not satisfied) shall be returned
Editor's Note: It is FFS to specify the behavior in case other parameters (e.g. Home network public key identifier, some necessary data is not provisioned) are not correctly configured

7.5.1.2	SUCI 5G NSWO context
SUCI 5G NSWO context shall be supported if "SUCI calculation is to be performed by the USIM" (i.e. Service n°124 and Service n°125 are "available") and "5G NSWO support" is activated (i.e. Service nº142 is "available"). 
The command returns the SUCI which is a privacy preserving identifier containing the concealed SUPI. The function is used in 5GS in the specific cases of NSWO authentication described in 3GPP TS 33.501 [105] Annex S.
For the execution of the command, the following information shall be available in the USIM:
-	Home network identifier (i.e. MCC and MNC when SUPI Type is IMSI) (see NOTE 1).
-	Routing indicator (configured in EFRouting_Indicator).
-	Home network public key (see NOTE 1).
-	Home network public key identifier (see NOTE 1).
-	Protection scheme identifier (see NOTE 1).
-	SUPI (NOTE 2).
-	Network Identifier for SNPN (NID) (NOTE 3) 
NOTE 1:	Provision and storage of the information in the USIM when "SUCI calculation is to be performed by the USIM" (i.e. Service n°124 and Service n°125 are "available") is out of the scope of the specification.
NOTE 2:	As per TS 33.501 [105] Annex C.3.1, when the SUPI is of type IMSI, the subscription identifier part of the IMSI (i.e., MSIN) that is used to construct the scheme-input shall be coded as hexadecimal digits using packed BCD coding.
NOTE 3:	Network Identifier for SNPN is used in case NSWO is used via an SNPN (see 3GPP TS 23.003 [25] for details) and if Service n°xxx is "available".
The SUCI is designed for one-time use, however, the freshness and randomness of SUCI returned upon each call of the command depends on the protection scheme configured. There is the special case where the protection scheme used is null-scheme, in such case, SUCI contains the non concealed SUPI.
If the home network public key is not provisioned in the USIM, the SUCI shall be calculated using the null scheme irrespective of the protection scheme stored in the USIM.
The returned SUCI shall be in the NAI format as in TS 23.003 [25] and is computed as described in 3GPP TS 33.501 [105] Annex S.3.
If SUCI 5G NSWO context is supported and:
-	Service n°124 is not "available" or
-	"SUCI calculation is to be performed by the ME" (i.e. Service n°124 is "available", and Service n°125 is not "available") or
-	"5G NSWO support" is not activated (i.e. Service nº142 is not "available")
the status word '6985' (Conditions of use not satisfied) shall be returned.
Editor's Note: It is FFS to specify the behavior in case other parameters (e.g. Home network public key identifier, some necessary data is not provisioned) are not correctly configured
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EF changes via Data Download or USAT applications
This annex defines if changing the content of an EF by the network (e.g. by sending an SMS), or by a USAT Application, is advisable. Updating of certain EFs "over the air" such as EFACC could result in unpredictable behaviour of the UE; these are marked "Caution" in the table below. Certain EFs are marked "No"; under no circumstances should "over the air" changes of these EFs be considered.

	File identification
	Description
	Change advised

	'2F00'
	Application directory
	Caution

	'2F05'
	Preferred languages 
	Yes

	'2F06'
	Access rule reference
	Caution

	'2F08'
	UICC Maximum Power Consumption
	No

	'2FE2'
	ICC identification
	No

	'4F01'
	ProSe Monitoring Parameters
	Yes

	'4F01'
	ACDC List
	Yes

	'4F01'
	MCS Service Table
	Yes

	'4F01'
	V2X Service Table
	Yes

	'4F01'
	5GS 3GPP location information
	Caution (Note 1)

	'4F01'
	5G ProSe Service Table
	Yes

	‘4F01’
	PWS configuration in SNPN.
	Yes

	'4F02'
	V2X configuration data
	Yes

	'4F02'
	ProSe Announcing Parameters
	Yes

	'4F02'
	MCS configuration data
	Yes

	'4F02'
	5GS non-3GPP location information
	Caution (Note 1)

	'4F02'
	5G ProSe configuration data for direct discovery
	Yes

	'4F02'
	Network Identifier for SNPN
	Caution

	'4F03'
	HPLMN ProSe Function
	Yes

	'4F03'
	5GS 3GPP Access NAS Security Context
	Caution

	'4F03'
	V2X data policy over PC5
	Yes

	'4F03'
	5G ProSe configuration data for direct communication
	Yes

	…
	
	

	…
	
	

	…
	
	

	'6FFC'
	XCAP Configuration Data
	Yes

	'6FFD'
	EARFCN List for MTC/NB-IOT UEs
	Yes

	'6FFE'
	MuD and MiD configuration data
	Yes

	NOTE1:	If EFIMSI is changed, the UICC should issue REFRESH as defined in 3GPP TS 31.111 [12] and update EFLOCI, EFPSLOCI, EFEPSLOCI, EF5GS3GPPLOCI and EF5GSN3GPPLOCI accordingly.
NOTE2:	This file may contain eCALL related test and reconfiguration numbers or URIs.
NOTE3:	If EFUICCIARI is changed, the UICC shall issue a REFRESH command as defined in TS 31.111.  The ME shall read the updated list of IARIs associated with active applications installed on the UICC.
NOTE4:	Updating EFProSe_UIRC Over-The-Air, especially adding more parameters to the report, may cause a reduction of number of reports to be able to be stored in the UE.
NOTE5:	If EFRouting_Indicator is changed, the UICC shall issue File Change Notification REFRESH, as defined in 3GPP TS 31.111 [12].



Editor's Note:	The REFRESH for SUPI_NAI update needs to be further specified.




************************************ NEXT CHANGE **************************************
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Suggested contents of the EFs at pre‑personalization
If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.

	File Identification
	Description
	Value

	'2F00'
	Application directory
	Card issuer/operator dependent

	'2F05'
	Preferred languages
	'FF…FF'

	'2F06'
	Access rule reference
	Card issuer/operator dependent

	'2F08'
	UICC Maximum Power Consumption
	Card issuer/operator dependent

	'2FE2'
	ICC identification
	operator dependent 

	'4F01'
	ProSe Monitoring Parameters
	Operator dependent

	'4F01'
	ACDC List
	Operator dependent

	'4F01'
	MCS Service Table
	'0000'

	'4F01'
	V2X Service Table
	Operator dependent

	'4F01'
	5GS 3GPP location information
	'FFFFFFFFFFFFFFFFFFFFFFFFFF xxxxxx 000000 01' (see NOTE 2)

	'4F01'
	5G ProSe Service Table
	Operator dependent

	‘4F01’
	PWS configuration in SNPN
	Operator dependent

	'4F02'
	V2X configuration data
	Operator dependent

	'4F02'
	ProSe Announcing Parameters
	Operator dependent

	'4F02'
	MCS configuration data
	Operator dependent

	'4F02'
	5GS non-3GPP location information
	'FFFFFFFFFFFFFFFFFFFFFFFFFF xxxxxx 000000 01' (see NOTE 2)

	'4F02'
	5G ProSe configuration data for direct discovery
	Operator dependent

	'4F02'
	Network Identifier for SNPN
	Operator dependent

	'4F03'
	HPLMN ProSe Function
	Operator dependent

	'4F03'
	5GS 3GPP Access NAS Security Context
	'FF…FF'

	'4F03'
	V2X data policy over PC5
	Operator dependent

	'4F03'
	5G ProSe configuration data for direct communication
	Operator dependent

	…
	
	

	…
	
	

	…
	
	

	…
	
	

	'6FFE'
	MuD and MiD Configuration Data
	Operator dependent


NOTE 1:	The value '000000' means that ACMmax is not valid, i.e. there is no restriction on the ACM. When assigning a value to ACMmax, care should be taken not to use values too close to the maximum possible value 'FFFFFF', because the INCREASE command does not update EFACM if the units to be added would exceed 'FFFFFF'. This could affect the call termination procedure of the Advice of Charge function.
NOTE 2:	xxxxxx stands for any valid MCC and MNC, coded according to TS 24.008 [9].


************************************* END OF CHANGES ****************************************

[bookmark: _Toc120271165]H.11	List of SFI Values at the DF SNPN Level

	File Identification
	SFI
	Description

	'4F01'
	'01'
	PWS configuration for SNPN in USIM

	'4F02'
	'02'
	Network Identifier for SNPN


All other SFI values are reserved for future use.

