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	Reason for change:
	The text in clause 7.1.1.1a of 3GPP 31.111 does not fully clarify the requirement of SMS-PP data download via REGISTRATION ACCEPT or DL NAS TRANSPORT messages. It does not consider the case where the command packet is longer than 140 octets and the NAS SoR container can include the concatenation of several SMS-Deliver messages.

As per the following clauses in 24.501, 31.115, and 23.040 the NAS SoR container shall be able to accommodate several concatenated SMS Deliver TDPUs.

24.501
Table 9.11.3.51.1: SOR transparent container information element
The secure packet is coded as specified in 3GPP TS 31.115 [22B].
 
31.115
4.3 A Command Packet contained in Concatenated Short Messages Point to Point 
If a Command Packet is longer than 140 octets (including the Command Header), it shall be concatenated according to TS 23.040 [3].
 
23.040
9.2.3.24.1 Concatenated Short Messages
The maximum length of an uncompressed concatenated short message is 39015 (255*153) default alphabet characters, 34170 (255*134) octets or 17085 (255*67) UCS2 characters. 
The maximum length of a compressed concatenated message is 34170 (255*134) octets including the Compression Header and Compression Footer (see clause 3.9 and figure 9.2.3.24.1(a) below).

	
	

	Summary of change:
	Updating the ‘Procedure for SMS-PP data download via REGISTRATION ACCEPT or DL NAS TRANSPORT messages’ to allow a secure packet can be constructed as a single SMS-Deliver TPDU or concatenation of several SMS-Deliver TPDUs.

	
	

	Consequences if not approved:
	NAS SoR transparent container will not be able to accommodate a secure packet of length longer than 140 octets.
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***** First change *****
[bookmark: _Toc114671850]7.1.1.1a	Procedure for SMS-PP data download via REGISTRATION ACCEPT or DL NAS TRANSPORT messages
If the service "data download via SMS Point-to-point" is allocated and activated in the USIM Service Table (see 3GPP TS 31.102 [14]), then the ME shall follow the procedure below:
-	when the ME receives a:
-	REGISTRATION ACCEPT message or a DL NAS TRANSPORT message that includes an SOR transparent container information element with list type with value "0"= secured packet; or
-	DL NAS TRANSPORT message that includes a UE parameters update transparent container containing a UE parameters update data set with UE parameters update data set type with value "1"=Routing Indicator update data
-	containing a secured packet constructed as an a single SMS-Deliver TPDU or concatenation of several SMS-Deliver TPDUs (as specified in 3GPP TS 23.040 [5]) with:
protocol identifier = SIM data download; and
data coding scheme = class 2 message;
-	and the integrity check of the message was successful.
-	then the ME shall pass the message(s) transparently to the UICC using the ENVELOPE (SMS-PP DOWNLOAD) command as defined in clause 7.1.1.2;
-	the ME shall not display or alert the user;
-	the secured packet is coded as a Command Packet formatted as Short Message Point to Point (as specified in 3GPP TS 31.115 [41]).
NOTE:	The command packet should not request a Proof of Receipt (PoR).
***** End of changes *****
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