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[bookmark: _Toc11052797][bookmark: _Toc20391637][bookmark: _Toc11052471]4.2.8	EFUST (USIM Service Table)
This EF indicates which services are available. If a service is not indicated as available in the USIM, the ME shall not select this service.

	Identifier: '6F38'
	Structure: transparent
	Mandatory

	SFI: '04'
	

	File size: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	Services n1 to n8
	M
	1 byte

	2
	Services n9 to n16
	O
	1 byte

	3
	Services n17 to n24
	O
	1 byte

	4
	Services n25 to n32
	O
	1 byte

	etc.
	
	
	

	X
	Services n(8X‑7) to n(8X)
	O
	1 byte



	‑Services
	
	

	   Contents:
	Service n°1:
	Local Phone Book

	
	Service n°2:
	Fixed Dialling Numbers (FDN)

	
	Service n°3:
	Extension 2

	
	Service n°4:
	Service Dialling Numbers (SDN)

	
	Service n°5:
	Extension3

	
	Service n°6:
	Barred Dialling Numbers (BDN)

	
	…
	…

	
	Service n°121
	EARFCN list for MTC/NB-IOT UEs

	
	Service n°122
	5GS Mobility Management Information

	
	Service n°123
	5G Security Parameters

	
	Service n°124
	Subscription identifier privacy support

	
	Service n°125
	SUCI calculation by the USIM

	
	Service n°126
	UAC Access Identities support

	
	Service n°127
	Control plane-based steering of UE in VPLMN

	
	Service n°128
	Call control on PDU Session by USIM

	
	Service n°129
	5GS Operator PLMN List

	
	Service n°130
	Support for SUPI of type network specific identifier

	
	Service n°131
	3GPP PS Data Off separate Home and Roaming lists

	
	Service n°132
	5G Security Parameters extended



The EF shall contain at least one byte. Further bytes may be included, but if the EF includes an optional byte, then it is mandatory for the EF to also contain all bytes before that byte. Other services are possible in the future and will be coded on further bytes in the EF. The coding falls under the responsibility of the 3GPP. 
Service n°46 can only be declared "available" if service n°45 is declared "available".
Service n°95, n°99 and n°115 shall not be declared "available" if an ISIM application is present on the UICC.
Service n°125 shall only be taken into account if Service n°124 is declared "available". If Service n°124 and Service n°125 are declared "available", the "SUCI calculation is to be performed by the USIM". If Service n°124 is declared "available" and Service n°125 is not declared "available", the "SUCI calculation is to be performed by the ME". 

Coding:
1 bit is used to code each service:
bit = 1: service available;
bit = 0: service not available.
-	Service available means that the USIM has the capability to support the service and that the service is available for the user of the USIM unless the service is identified as "disabled" in EFEST.
Service not available means that the service shall not be used by the USIM user, even if the USIM has the capability to support the service.
First byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°1

	
	
	
	
	
	
	
	
	
	
	Service n°2

	
	
	
	
	
	
	
	
	
	
	Service n°3

	
	
	
	
	
	
	
	
	
	
	Service n°4

	
	
	
	
	
	
	
	
	
	
	Service n°5

	
	
	
	
	
	
	
	
	
	
	Service n°6

	
	
	
	
	
	
	
	
	
	
	Service n°7

	
	
	
	
	
	
	
	
	
	
	Service n°8



Second byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°9

	
	
	
	
	
	
	
	
	
	
	Service n°10

	
	
	
	
	
	
	
	
	
	
	Service n°11

	
	
	
	
	
	
	
	
	
	
	Service n°12

	
	
	
	
	
	
	
	
	
	
	Service n°13

	
	
	
	
	
	
	
	
	
	
	Service n°14

	
	
	
	
	
	
	
	
	
	
	Service n°15

	
	
	
	
	
	
	
	
	
	
	Service n°16



etc.

***** Next change *****

4.4.11.6	EF5GAUTHKEYS (5G authentication keys)
If Service n°123 is "available" in EFUST, this file shall be present. 
This EF contains KAUSF and KSEAF for 3GPP access and the KAUSF that are generated on the ME using CK and IK as part of AKA procedures as described in TS 33.501 [105].
If Service n°132 is not "available" in EFUST, the file size is at least 68 bytes.
	Identifier: '4F05'
	Structure: transparent
	Optional

	SFI: '05'
	

	File size: >= 68 bytes
	Update activity: high

	Access Conditions:
	READ	PIN
	UPDATE	PIN
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Description
	Value
	M/O
	Length

	KAUSF Tag
	'80'
	M
	1

	Length
	K (Note2)
	M
	Note1

	KAUSF
	--
	M
	K (Note2)

	KSEAF for 3GPP access Tag
	'81'
	M
	1

	Length
	L (Note2)
	M
	Note1

	KSEAF for 3GPP access
	--
	M
	L (Note2)

	KSEAF for non-3GPP access Tag
	'82'
	C
	1

	Length
	M (Note2)
	C
	Note1

	KSEAF for non-3GPP access
	--
	C
	M (Note2)

	Note 1:	The length is coded according to ISO/IEC 8825-1 [35]

	Note 2:     As per TS 33.501 [105], the length of keys KAUSF and KSEAF is 32 bytes each



‑	KAUSF Tag '80'.

Contents: 
-	KAUSF as described in TS 33.501[105]).

Coding: 
-	The most significant bit of KAUSF is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KAUSF is the least significant bit of the last byte of this TLV value field.

‑	KSEAF for 3GPP access Tag '81'.

Contents: 
-	KSEAF for 3GPP access as described in TS 33.501[105]). If there is no valid KSEAF for 3GPP access, the contents (Value part of the TLV) shall be 'FF…FF'.

Coding: 
-	The most significant bit of KSEAF for 3GPP access is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KSEAF for 3GPP access is the least significant bit of the last byte of this TLV value field.

‑	KSEAF for non-3GPP access Tag '82'.

Contents: 
-	KSEAF for non-3GPP access as specified in TS 33.501[105]. If there is no valid KSEAF for non-3GPP access, the contents (Value part of the TLV) shall be 'FF…FF'.

Coding: 
-	The most significant bit of KSEAF for non-3GPP access is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KSEAF for non-3GPP access is the least significant bit of the last byte of this TLV value field.



***** Next change *****

[bookmark: _Toc11052728]Annex D (informative):
Tags defined in 31.102
	Tag
	Name of Data Element
	Usage

	'43'
	Full name for network IEI
	PLMN Network Name (EFPNN)

	'45'
	Short name for network IEI
	PLMN Network Name (EFPNN)

	'53'
	MBMS Data Object
	AUTHENTICATE command parameter, in MBMS security context

	…
	…
	…

	'80'
	XCAP_conn_params_policy TLV TAG
	EFXCAPConfigData

	'80'
	IMS configuration data encoding
	EFIMSConfigData

	'81'
	IMS configuration data
	EFIMSConfigData

	'80'
	KAUSF tag
	EF5GAUTHKEYS

	'80'
	Protection Scheme Identifier List data object tag
	Protection Scheme Identifier List (EFSUCI_Calc_Info)

	…
	…
	…

	'82'
	Password Tag
	Network Connectivity Parameters for USIM IP connections (EFNCP-IP)

	'82'
	Attach with IMSI Tag
	Non Access Stratum Configuration (EFNASCONFIG)

	'82'
	MM Content Data Object Tag
	Multimedia Messages List (EFMML)

	'82'
	ProSe ReportingWindow tag
	Reporting Window Parameter (EFPROSE_UIRC)

	'82'
	KSEAF for non-3GPP access tag
	EF5GAUTHKEYS

	'80'
	Home Network Public Key Identifier tag
	Home Network Public Key Identifier (EFSUCI_Calc_Info)

	'81'
	KSEAF for 3GPP access tag
	EF5GAUTHKEYS

	'83'
	Data Destination Address Range Tag
	Network Connectivity Parameters for USIM IP connections (EFNCP-IP)

	'83'
	Minimum Periodic Search Timer Tag
	Non Access Stratum Configuration (EFNASCONFIG)

	'83'
	MM Size tag
	Multimedia Messages List (EFMML)

	…
	...
	…

	'A0'
	EARFCN List tag
The following tags are encapsulated within 'A0'
	'80'    EARFCN tag
	'81'    Geographical Area – Polygon tag
	EARFCN list for MTC/NB-IOT UEs (EFEARFCNList)

	'A0'
	5GS 3GPP access NAS security Context tag or 5GS non-3GPP access NAS security Context tag
The following tags are encapsulated within 'A0'
'80'    ngKSI Tag
'81'    KAMF Tag
'82'    Uplink NAS count Tag
'83'    Downlink NAS count Tag
'84'    Identifiers of selected NAS integrity and encryption algorithms Tag
'85'    Identifiers of selected EPS NAS integrity and encryption algorithms for use after mobility to EPS Tag
	5GS 3GPP Access NAS Security Context (EF5GS3GPPSNSC) or 
5GS non-3GPP Access NAS Security Context (EF5GSN3GPPSNSC)

	'A0'
	Protection Scheme Identifier List data object tag
	Protection Scheme Identifier List (EFSUCI_Calc_Info)

	'A1'
	XCAP connection parameters policy part tag
The following tags are encapsulated within 'A0'
'81'    Access Tag
'82'    Application name Tag
'83'    Provider ID Tag
'84'    URI Tag
'85'    XCAP Aithentication User Name Tag
'86'    XCAP Authentication password Tag
'87'…XCAP Authentication type Tag
'88'…Address type Tag
'89'…Address Tag
'8A'…PDP Authentication type Tag
'8B'…PDP Authentication Name Tag
	EFXCAPConfigData

	…
	…
	…

	'DE'
	GBA Security Context NAF Derivation Mode tag
	Response to AUTHENTICATE



