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	Category:
	F
	
	Release:
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	Use one of the following categories:
F  (correction)
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	Reason for change:
	In 31.102 v.15.1.0 identification numbers for new 5GS EFs were incorrect and some of them overlapping with existing files.

	
	

	Summary of change:
	File identifiers fixed in EF content descriptions. 

Service number for EFUAC_AIC description fixed.

SFI values assigned for the files introduced in 5GS.
Files introduced in 5GS are moved from subclause 4.2.xx (USIM ADF) to subclause 4.4.xx.x (DF 5GS).

	
	

	Consequences if not approved:
	Interoperability problems between 5G ME and UICC.

	
	

	Clauses affected:
	4.2.112, 4.2.114, 4.2.115, 4.2.116, 4.2.117, 4.2.118, 4.2.119, 4.4.xx.3 (new), 4.4.xx.4 (new), 4.4.xx.5 (new), 4.4.xx.6, 4.4.xx.7, 4.4.xx.8
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	x
	 Test specifications
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	(show related CRs)
	
	x
	 O&M Specifications
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	Other comments:
	


4.2.112
EFEARFCNList (EARFCN list for MTC/NB-IOT UEs)
If Service n°121 is "available", this file shall be present.
This EF contains NAS configuration MO having a list of EARFCNs and associated geographical area coordinates configured in the UE for initial cell search of MTC carrier or NB-IoT carrier.
	Identifier: '6FFD’
	Structure: transparent
	Optional

	File size: X bytes.
	Update activity: low

	Access Conditions:


READ
ALWAYS


UPDATE
ADM


ACTIVATE
ADM


DEACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to Z
	EARFCN List TLV data object
	M
	Z bytes


This EF contains one or more EARFCN List TLV data objects

EARFCN List information:

	Description
	Value
	M/O/C
	Length (bytes)

	EARFCN List TLV
	'A0'
	M
	1

	Length
	X
	M
	Note 1

	EARFCN Tag
	'80'
	M
	1

	Length
	Note2
	M
	1

	EARFCN value
	--
	M
	Note2

	Geographical Area – Polygon Tag
	'81'
	M
	1

	Length
	6*n (n>2)
	M
	Note 1

	Geographical Area – Polygon value
	--
	M
	6*n (n>2)

	Note 1:
The length is coded according to ISO/IEC 8825-1 [35]

Note 2:
EARFCN is coded in 4 bytes, as specified in 3GPP TS 36.101 [92]


Each EARFCN List TLV data object shall contain one EARFCN and one or more Geographical Area objects.

-  Geographical Area – Polygon Tag '81'
Contents:

A geographical area defined by a polygon with 3 or more points.

Coding:

	Bytes
	Description
	M/O
	Length

	1 to 3
	Latitude of point 1
	M
	3 bytes

	4 to 6
	Longitude of point 1
	M
	3 bytes

	7 to 9
	Latitude of point 2
	M
	3 bytes

	10 to 12
	Longitude of point 2
	M
	3 bytes

	13 to 15
	Latitude of point 3
	M
	3 bytes

	16 to 18
	Longitude of point 3
	M
	3 bytes

	19 to 21
	Latitude of point 4
	O
	3 bytes

	22 to 24
	Longitude of point 4
	O
	3 bytes

	:
	:
	:
	:

	(6n-5) to 6n-3
	Latitude of point n
	O
	3 bytes

	(6n-2) to 6n
	Longitude of point n
	O
	3 bytes

	Latitude and longitude are coded as defined in subclause 6.1 of 3GPP TS 23.032 [75].


NOTE:
The upper limit of 15 specified in 3GPP TS 23.032 [9] for the number of points in a polygon shape does not apply to the number of coordinates in a geographical area described as a polygon here.

***** Next change *****
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***** Next change *****
4.4.xx.3
EF5GS3GPPNSC (5GS 3GPP Access NAS Security Context)

If Service n°122 is "available", this file shall be present.

This EF contains the 5GS 3GPP access NAS security context as defined in TS 24.501 [104], consisting of KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values. This file shall contain one record.

	Identifier: '4F03'
	Structure: linear fixed
	Optional

	SFI: '03' (optional)
	

	Record size: X bytes (X≥54)
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	5GS NAS Security Context TLV Object
	M
	X bytes


5GS NAS Security Context tags

	Description
	Tag Value

	5GS NAS Security Context Tag
	'A0'


5GS NAS Security Context information

	Description
	Value
	M/O
	Length (bytes)

	5GS NAS Security Context Tag
	'A0'
	M
	1

	Length (length of all subsequent data)
	Y
	M
	Note 1

	ngKSI Tag
	'80'
	M
	1

	Length
	K
	M
	Note 1

	ngKSI
	--
	M
	K

	KAMF Tag
	'81'
	M
	1

	Length
	L
	M
	Note 1

	KAMF
	--
	M
	L

	Uplink NAS count Tag
	'82'
	M
	1

	Length
	M
	M
	Note 1

	Uplink NAS count
	--
	M
	M

	Downlink NAS count Tag
	'83'
	M
	1

	Length
	N
	M
	Note 1

	Downlink NAS count 
	--
	M
	N

	Identifiers of selected NAS integrity and encryption algorithms Tag
	'84'
	M
	1

	Length
	S
	M
	Note 1

	Identifiers of selected NAS integrity and encryption algorithms
	--
	M
	S

	Note 1:
The length is coded according to ISO/IEC 8825-1 [35]


-
ngKSI Tag '80'

Contents:

The ngKSI (Key Set Identifier in 5G) as defined in TS 33.501 [105] is coded on 1 byte.

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	ngKSI

	
	
	
	
	
	
	
	
	
	
	bits b4 to b8 are coded 0


-
KAMF Tag '81'

Contents:

The KAMF as defined in TS 33.501 [105] is coded on 32 bytes. The ME shall treat any KAMF values stored in this EF as invalid if the ngKSI indicates that no KAMF is available or if the length indicated in the KAMF TLV is set to '00',
Coding:

The most significant bit of KAMF is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KAMF is the least significant bit of the last byte of this TLV value field.

-
Uplink NAS count Tag '82'

Contents:

The uplink NAS count as defined in TS 33.501 [105] is coded on 4 bytes.

Coding:

The most significant bit of the uplink NAS count is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the uplink NAS count is the least significant bit of the last byte of this TLV value field.

-
Downlink NAS count Tag '83'

Contents:

The downlink NAS count as defined in TS 33.501 [105] is coded on 4 bytes.

Coding:

The most significant bit of the downlink NAS count is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the downlink NAS count is the least significant bit of the last byte of this TLV value field.

-
Identifiers of selected NAS integrity and encryption algorithms Tag '84'

Contents:

The identifiers of selected NAS integrity and encryption algorithms as defined in TS 33.501 [105] and TS 24.501 [104]. In this release the identifiers of selected NAS integrity and encryption algorithms are coded as 4-bit identifiers.

Coding:

Least significant bit of the security algorithm identifier is the b1 of this TLV value field. Most siginificant bit of the security algorithm identifier is b4 of this TLV value field as per the NAS security algorithms identifer element defined in TS 33.501 [105].

	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	LSB of security algorithm identifier

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	MSB of security algorithm identifier

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU


Unused bytes shall be set to 'FF'.
In order to mark the stored 5GS NAS security context as invalid: 
-
the record bytes shall be set to 'FF', or

-
the ngKSI is set to '07', or

-
the length indicated in the KAMF TLV is set to '00'.
***** Next change *****
4.4.xx.4
EF5GSN3GPPNSC (5GS non-3GPP Access NAS Security Context)

If Service n°122 is "available", this file shall be present.

This EF contains the 5GS non-3GPP access NAS security context as defined in TS 24.501 [104], consisting of KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values. This file shall contain one record.

	Identifier: '4F04'
	Structure: linear fixed
	Optional

	SFI: '04' (optional)
	

	Record size: X bytes (X≥54)
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	5GS NAS Security Context TLV Object
	M
	X bytes


For content and coding see clause 4.2.116 for EF5GS3GPPNSC.

***** Next change *****
4.4.xx.5
EF5GAUTHKEYS (5G authentication keys)
If Service n°123 is "available", this file shall be present.

This EF contains KAUSF and KSEAF that are generated on the ME using CK and IK as part of AKA procedures as described in TS 33.501 [105].

	Identifier: '4F05'
	Structure: transparent
	Optional

	SFI: ‘05’ (optional)
	

	File size: >= 36 bytes
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Description
	Value
	M/O
	Length

	KAUSF Tag
	'80'
	M
	1

	Length
	K (Note2)
	M
	Note1

	KAUSF
	--
	M
	K (Note2)

	KSEAF Tag
	'81'
	M
	1

	Length
	L (Note2)
	M
	Note1

	KSEAF
	--
	M
	L (Note2)

	Note 1:
The length is coded according to ISO/IEC 8825-1 [35]

	Note 2:     As per TS 33.501 [105], the length of keys KAUSF and KSEAF is 16 bytes each


‑
KAUSF Tag '80'.

Contents: 

-
KAUSF as described in TS 33.501[105]).

Coding: 

-
The most significant bit of KAUSF is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KAUSF is the least significant bit of the last byte of this TLV value field.

‑
KSEAF Tag '81'.

Contents: 

-
KSEAF as described in TS 33.501[105]).

Coding: 

-
The most significant bit of KSEAF is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KSEAF is the least significant bit of the last byte of this TLV value field.

***** Next change *****
4.4.xx.6
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)

If "SUCI calculation is to be performed by the ME" (i.e. Service n°124 is "available" and Service n°125 is not "available"), this file shall be present.

If "SUCI calculation is to be performed by the USIM" (i.e. Service n°124 is "available" and Service n°125 is "available"), this file shall not be available to the ME.

If Service n°124 is not "available", this file shall not be available to the ME.This EF contains at least one SUCI calculation Information data object for the support of Subscription identifier privacy as defined in 3GPP TS 33.501[105]. The number of SUCI calculation information data object depends on the number of Home Network Public Keys.

	Identifier: '4F06'
	Structure: transparent
	Optional

	SFI: ‘06’ (optional)
	

	File size: X bytes (X ≥ Z) 
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM

DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to Z
	SUCI Calculation Information TLV data object 1
	M
	Z bytes

	Z+1 to Y+Z
	SUCI Calculation Information TLV data object 2
	O
	Y bytes

	...
	...
	...
	...

	X-W+1 to X
	SUCI Calculation Information TLV data object n
	O
	W bytes


SUCI (Subscription Concealed Identifier) Calculation Information data object:

Each SUCI Calculation Information TLV data object shall only contain one Protection Scheme Identifier List data object and at most one Home Network Public Key data object.

	Description
	Value
	M/O/C
	Length (bytes)

	SUCI Calculation Information TLV data object tag
	'A0'
	M
	1

	SUCI Calculation Information TLV data object length
	L1
	M
	Note 1

	Protection Scheme Identifier List data object
	'80'
	M
	L2

	Home Network Public Key data object
	'81'
	C
	Note 2

	Note 1: 
The length is coded according to ISO/IEC 8825-1 [35]

Note 2:
See conditions in text of the data object 


‑
Protection Scheme Identifier List data object.

Contents:

-
This data object contains a list of Protection Scheme Identifiers in priority order. The first entry has the highest priority and the last entry has the lowest priority.

Coding:

	Description
	Value
	M/O/C
	Length (bytes)

	Protection Scheme Identifier List data object tag
	'80'
	M
	1

	Protection Scheme Identifier List data object length
	L1
	M
	Note 1

	Protection Scheme Identifier 1 (Highest priority)
	--
	M
	1

	Protection Scheme identifier 2
	--
	O
	1

	…
	…
	…
	…

	Protection Scheme Identifier N (Lowest priority)
	--
	O
	1

	Note 1: 
The length is coded according to ISO/IEC 8825-1 [35]


The Protection Scheme Identifier is coded in one byte as follows:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Protection Scheme identifier coded as described in 3GPP TS 33.501 [105]

	
	
	
	
	
	
	
	
	
	
	RFU, bit = 0


‑
Home Network Public Key data object.

Contents:
This data object contains the Home Network Public Key and the corresponding Home Network Public Key Identifier that shall be used by the ME to calculate the SUCI.

This data object may not be be present if none of the protection scheme profiles identified by the Protection Scheme Identifiers included in the Protection Scheme Identifier List data object use the Home Network Public Key (e.g. null-scheme). Each Home Network Public Key data object shall only contain one Home Network Public Key Identifier and one Home Network Public Key value.
	Description
	Value
	M/O/C
	Length (bytes)

	Home Network Public Key data object
	'81'
	M
	1

	Home Network Public Key data object length
	L1
	M
	Note 1

	Home Network Public Key Identifier tag
	'82'
	M
	1

	Home Network Public Key Identifier length
	L2
	M
	Note 1

	Home Network Public Key Identifier 
	--
	M
	L2

	Home Network Public Key Value tag
	'83'
	M
	1

	Home Network Public Key Value length
	L3
	M
	Note 1

	Home Network Public Key Value
	--
	M
	L3

	Note 1: 
The length is coded according to ISO/IEC 8825-1 [35]


Editor’s Note: Contents and coding of the above data object TLV values are FFS.

***** Next change *****
4.4.xx.7
EFUAC_AIC (UAC Access Identities Configuration)
If service n° 126 is "available", this file shall be present.
This EF contains the configuration information pertaining to access identities allocated for specific high priority services that can be used by the subscriber. The assigned access identities are used, in combination with an access category, to control the access attempts. For more information see TS°22.261°[106] and TS°24.501°[104].

	Identifier: '4F07'
	Structure: transparent
	Optional

	SFI: ‘07’ (optional)
	

	File size: X bytes (X > 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	UAC access identities configuration
	M
	X bytes


‑
UAC access identities configuration

Contents:

‑
Unified Access Control (UAC) access identities configuration according to TS°24.501°[104]°subclause°4.5.2.

Coding:

‑
Each access identity configuration is coded on one bit. 

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: UE is not configured for Multimedia Priority Service in the country of its HPLMN.

b1=1: UE is configured for Multimedia Priority Service in the country of its HPLMN.

	
	
	
	
	
	
	
	
	
	
	RFU


Byte(s) 2 to X:

Bits b1 to b8 are RFU.

***** Next change *****
4.4.xx.8
EFSteering_of_UE_in_VPLMN (Steering of UE in VPLMN)

If service n 127 is "available", this file shall be present.

This file allows the HPLMN to configure the support of the USIM for Steering of UE in VPLMN. The procedure is specified in 3GPP TS 23.122 [31]

	Identifier: '4F08'
	Structure: transparent
	Optional

	SFI: ‘08’ (optional)
	

	File size: 2 byte
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1-2
	Steering of UE in VPLMN Configuration
	M
	2 bytes


‑
Steering of UE in VPLMN Configuration.

Contents:

-
configuration parameters for steering of UE in VPLMN.

Coding:

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0 steering of UE in VPLMN during registration not supported

b1=1 steering of UE in VPLMN during registration supported (see Note)

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	RFU


Byte 2 is RFU.

***** Next change *****
