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1. Overall Description:

SA3 thanks ETSI TC SCP for their LS on “Network Access Algorithm Support for the Embedded UICC”. 
3GPP SA3 would like to provide to the following answers to the questions from ETSI TC SCP: 

[ETSI TC SCP question 1]: To consider whether Embedded UICCs that are intended for use on 3GPP or 3GPP2 networks should support a standardised network access algorithm, and if so, which one
[ETSI TC SCP question 2]: To consider whether Embedded UICCs that are intended for use on 3GPP or 3GPP2 networks should support a second network access algorithm, and if so, which one
[3GPP SA3 answer to 1) and 2)]: 
3GPP SA3 thinks that it would be beneficial, in some cases, to support common AKA algorithm.
3GPP SA3 would like also to inform ETSI TC SCP that 3GPP SA3 specifies the AKA procedures and the security requirements of the associated cryptographic functions (f1-f5, f1*, f5*) in 3GPP TS 33.102 and TS 33.105. 
3GPP provides two example algorithms, Milenage and TUAK (defined in 3GPP specification series 35), that fulfill these requirements. These algorithms  are not mandatory to implement or to use. In addtion, 3GPP is not responsible for the UICC platform. Consequently, 3GPP SA3 cannot decide whether a particular algorithm should be supported and used or whether a second algorithm should be supported on Embedded UICCs for use on 3GPP networks. However, 3GPP SA3 believes that Milenage and TUAK are suitable candidates.
[ETSI TC SCP question 3]: To consider how best to formalize any decisions related to items 1) and 2), such as (for example) changes to 3GPP and 3GPP2 specifications or industry recommendations
[ETSI TC SCP question 4]: Advise ETSI TC SCP of any progress on these topics
[3GPP SA3 answer to 3) and 4)]: 
The choice of particular AKA algorithms for authentication purpose are not in the scope of 3GPP SA3. As mentioned above, 3GPP SA3 provides examples. Therefore, 3GPP SA3 does not currently see any additional work to be performed in 3GPP SA3 specifications. 
2. Actions:

To ETSI TC SCP:
ACTION: 
Please take the above information into account.

3. Date of Next SA3 Meetings:

SA3#78
26-30 January 2015
Sorrento, Italy

SA3#79
20-24 April 2015
Nanjing, China
