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<Start of modified section>

4.4.8

EFEPSNSC (EPS NAS Security Context)

Logically:
Key Set Identifier KSIASME:


'06'


ASME Key (KSIASME) :


32 byte key, any value

Uplink NAS count:



'00'

Downlink NAS count:


'01'

Identifiers of selected NAS 

'01'
integrity and encryption 
algorithm


	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	


	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	…
	B39

	Hex
	A0
	34
	80
	01
	06
	81
	20
	xx
	…
	xx

	Coding:
	B40
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48
	B49

	Hex
	82
	04
	00
	00
	00
	00
	83
	04
	00
	00

	Coding:
	B50
	B51
	B52
	B53
	B54

	Hex
	00
	01
	84
	01
	01


<End of modified section>
