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3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

3GPP
3rd Generation Partnership Project

AC
Access Condition

ACL
APN Control List

ADF
Application Dedicated File

AID
Application Identifier

AK
Anonymity key

ALW
ALWays

AMF
Authentication Management Field
ANID
Access Network Identity
AoC
Advice of Charge

APN
Access Point Name

ASME
Access Security Management Entity
ASN.1
Abstract Syntax Notation One 

AuC
Authentication Centre

AUTN
Authentication token

[...]

------------------------------- Next Change ----------------------------------------

4.2.8
EFUST (USIM Service Table)

This EF indicates which services are available. If a service is not indicated as available in the USIM, the ME shall not select this service.

	Identifier: '6F38'
	Structure: transparent
	Mandatory

	SFI: '04'
	

	File size: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Services n(1 to n(8
	M
	1 byte

	2
	Services n(9 to n(16
	O
	1 byte

	3
	Services n(17 to n(24
	O
	1 byte

	4
	Services n(25 to n(32
	O
	1 byte

	etc.
	
	
	

	X
	Services n((8X‑7) to n((8X)
	O
	1 byte


	‑Services
	
	

	   Contents:
	Service n°1:
	Local Phone Book

	
	[...]
	

	
	Service n°103
	ProSe Direct Communication radio parameters

	
	Service n°104
	ProSe Direct Discovery monitoring radio parameters

	
	Service n°105
	ProSe Direct Discovery announcing radio parameters

	
	Service n°106
	ProSe policy parameters

	
	Service n°107
	ProSe group counter

	
	Service n°108
	USAT Application Pairing

	
	Service n°xxx
	Barred ANID list

	
	Service n°yyy
	Authorized ANID list


The EF shall contain at least one byte. Further bytes may be included, but if the EF includes an optional byte, then it is mandatory for the EF to also contain all bytes before that byte. Other services are possible in the future and will be coded on further bytes in the EF. The coding falls under the responsibility of the 3GPP.

Service n°95 and n°99 shall not be declared "available" if an ISIM application is present on the UICC.
Service n°xxx and n°yyy shall not be declared "available" at the same time: 
· If Service n°xxx is declared "available" then Service n°yyy shall be declared "not available"
· If Service n°yyy is declared "available" then Service n°xxx shall be declared "not available"

· Both services can be declared "not available".
Coding:

1 bit is used to code each service:
bit = 1: service available;
bit = 0: service not available.

-
Service available means that the USIM has the capability to support the service and that the service is available for the user of the USIM unless the service is identified as "disabled" in EFEST.
Service not available means that the service shall not be used by the USIM user, even if the USIM has the capability to support the service.

First byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°1

	
	
	
	
	
	
	
	
	
	
	Service n°2

	
	
	
	
	
	
	
	
	
	
	Service n°3

	
	
	
	
	
	
	
	
	
	
	Service n°4

	
	
	
	
	
	
	
	
	
	
	Service n°5

	
	
	
	
	
	
	
	
	
	
	Service n°6

	
	
	
	
	
	
	
	
	
	
	Service n°7

	
	
	
	
	
	
	
	
	
	
	Service n°8


Second byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°9

	
	
	
	
	
	
	
	
	
	
	Service n°10

	
	
	
	
	
	
	
	
	
	
	Service n°11

	
	
	
	
	
	
	
	
	
	
	Service n°12

	
	
	
	
	
	
	
	
	
	
	Service n°13

	
	
	
	
	
	
	
	
	
	
	Service n°14

	
	
	
	
	
	
	
	
	
	
	Service n°15

	
	
	
	
	
	
	
	
	
	
	Service n°16


etc.
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4.4.5.X
EFBarredANIDList (WLAN Barred ANID List)

If service n°xxx is "available", this file shall be present.

This EF contains the list of Barred ANIDs used in the "UE check of ANID for WLAN access network" procedure as defined in 3GPP TS 24.302 [xx].
	Identifier: 'XXXX'
	Structure: linear fixed
	Optional

	Record size: X + 2 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 2
	Length of ANID
	M
	2

	3 to X+2
	Barred Access Network Identity (ANID)
	M
	X bytes


Length of ANID

Contents:

-
Length of the ANID
Coding:

-
Unsigned length coded on 2 bytes

-Barred Access Network Identity (ANID)
Contents:
-
Access Network Identity.
Coding:

-
As defined in Clause 8.1.1 of 3GPP TS 24.302 [xx]. The ANID Prefix is "WLAN" when the Type of the Access Network is WLAN access network.
Length of ANID shall be set to '0000' when ANID is not defined, and unused bytes shall be set to 'FF'

4.4.5.X+1
EFAuthorizedANIDList (WLAN Authorized ANID List)

If service n°yyy is "available", this file shall be present.

This EF contains the list of Authorized ANIDs used in the "UE check of ANID for WLAN access network" procedure as defined in 3GPP TS 24.302 [xx].

	Identifier: 'YYYY'
	Structure: linear fixed
	Optional

	Record size: X + 2 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 2
	Length of ANID
	M
	2 bytes

	3 to X+2
	Authorized Access Network Identity (ANID)
	M
	X bytes


Length of ANID

Contents:

-
Length of the ANID

Coding:

-
Unsigned length coded on 2 bytes
-Authorized Access Network Identity (ANID)

Contents:
-
Access Network Identity.
Coding:

-
As defined in Clause 8.1.1 of 3GPP TS 24.302 [xx]. The ANID Prefix is "WLAN" when the Type of the Access Network is WLAN access network.
Length of ANID shall be set to '0000' when ANID is not defined, and unused bytes shall be set to 'FF'
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4.7
Files of USIM
This clause contains two figures depicting the file structure of the UICC and the ADFUSIM. ADFUSIM shall be selected using the AID and information in EFDIR.

[...]

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	DFWLAN
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	'5F40'
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	EFPseudo
	
	EFUPLMNWLAN
	
	EF0PLMNWLAN
	
	EFUWSIDL
	
	EFOWSIDL

	
	
	
	
	
	
	
	'4F41'
	
	'4F42'
	
	'4F43'
	
	'4F44'
	
	'4F45'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	1) 
	1) 
	1) 
	1) 
	1) 
	1) 
	1) 
	EFWRI
	
	EFHWSIDL
	
	EFWEHPLMNPI
	
	EFWHPI
	
	EFWLRPLMN

	2) 
	2) 
	2) 
	2) 
	2) 
	2) 
	2) 
	'4F46'
	
	'4F47'
	
	'4F48'
	
	'4F49'
	
	'4F4A'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	3) 
	3) 
	3) 
	3) 
	3) 
	3) 
	3) 
	EFHPLMNDAI
	
	EFBarredANIDList
	
	EFAuthorizedANIDList
	
	
	
	

	4) 
	4) 
	4) 
	4) 
	4) 
	4) 
	4) 
	'4F4B'
	
	'XXXX'
	
	'XXXX'
	
	
	
	


[...]
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5.6.X
WLAN Barred ANID List related Procedures 

Requirement:
service n°xxx "available"
The ME shall read the Barred ANID List from the EFBarredANIDList file to perform "UE check of ANID for WLAN access network" procedure as described in 3GPP TS 24.302 [xx].

The home Operator may update the list of Barred ANID List.

5.6.X+1
WLAN Authorized ANID List related Procedures 

Requirement:
service n°yyy "available"
The ME shall read the Authorized ANID List from the EFBarredANIDList file to perform "UE check of ANID for WLAN access network" procedure as described in 3GPP TS 24.302 [xx].

The home Operator may update the list of Authorized ANID List.

------------------------------- Next Change ----------------------------------------

Annex A (informative):
EF changes via Data Download or USAT applications

This annex defines if changing the content of an EF by the network (e.g. by sending an SMS), or by a USAT Application, is advisable. Updating of certain Efs "over the air" such as EFACC could result in unpredictable behaviour of the UE; these are marked "Caution" in the table below. Certain Efs are marked "No"; under no circumstances should "over the air" changes of these Efs be considered.

	File identification
	Description
	Change advised

	[...]
	
	

	'6FED'
	FDN URI
	Yes

	'6FEE'
	BDN URI
	Yes

	'6FEF'
	SDN URI
	Yes

	‘6FF0’
	IMEI(SV) White List
	Yes

	‘6FF1’
	IMEI(SV) Pairing Status
	Caution

	‘6FF2’
	IMEI(SV) Pairing Devices
	Caution

	'XXXX'
	Barred ANID List
	Yes

	'YYYY'
	Authorized ANID List
	Yes

	NOTE1:
If EFIMSI is changed, the UICC should issue REFRESH as defined in TS 31.111 and update EFLOCI, EFPSLOCI and EFEPSLOCI accordingly.

NOTE2:
This file may contain eCALL related test and reconfiguration numbers.

NOTE3: 
If EFUICCIARI is changed, the UICC shall issue a REFRESH command as defined in TS 31.111.  The ME shall read the updated list of IARIs associated with active applications installed on the UICC.
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Annex E (informative):
Suggested contents of the EFs at pre‑personalization
If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.

	File Identification
	Description
	Value

	'2F00'
	Application directory
	Card issuer/operator dependent

	[...]
	
	

	'6FED'
	FDN URI
	'FF…FF'

	'6FEE'
	BDN URI
	'FF…FF'

	'6FEF'
	SDN URI
	'FF…FF'

	‘6FF0’
	IMEI(SV) White List
	Operator dependent (at least 1 range of IMEI(SV) values)

	‘6FF1’
	IMEI(SV) Pairing Status
	'FF…FF'

	‘6FF2’
	IMEI(SV) Pairing Devices
	'FF…FF'

	'XXXX'
	Barred ANID List
	'0000FF…FF'

	'YYYY'
	Authorized ANID List
	'0000FF…FF'


NOTE 1:
The value '000000' means that ACMmax is not valid, i.e. there is no restriction on the ACM. When assigning a value to ACMmax, care should be taken not to use values too close to the maximum possible value 'FFFFFF', because the INCREASE command does not update EFACM if the units to be added would exceed 'FFFFFF'. This could affect the call termination procedure of the Advice of Charge function.

NOTE 2:
xxxxxx stands for any valid MCC and MNC, coded according to TS 24.008 [9].
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