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	Reason for change:
(

	Heavy usage of network resources by devices, e.g., smart phones and tablet like devices, put pressure on operator’s mobile network. Now, more and more devices can have various preinstalled applications and applications installed by users. These include aggressive applications which send the repeated requests to the lower layers (e.g. the NAS layer) of the device. This results in large and frequent signalling to the mobile network e.g. the high number of repeated PDP attempts, and unlimited retry behaviour after NAS reject or NAS time out. This severely wastes the network resources as well as drains the battery of smart devices.
One specific field issue is related to UE continuous retry after being rejected by network with indication of semi-permanent failure below: 

#8:

operator determined barring;

#32:
service option not supported;

#33:
requested service option not subscribed;

#66:
requested APN not supported in current RAT and PLMN combination

In these situations, having the UE to retry the same request for the same APN under same RAT and PLMN combination would be useless. If the MME has previously already rejected the same session management request from the UE and if other processing conditions (like APN, RAT, PLMN) have not been changed, repeating same SM requests that had previously been rejected will be guaranteed to receive same rejection again unless UE's service subscription has been changed or network capability has been upgraded or UE restriction for particular packet switched services has been lifted by the service provider.
To prevent network from being overloaded with useless retry requests, it is desired to apply retry restriction in networks where these types of excessive signalling have been reported so that the UE does not initiate the same request unless change of any processing conditions could potentially lead to different processing result. The restriction will be operator network dependent. A configuration parameter is needed to provide operator flexibility to enable restriction on UE retry in case of #8/#27/#32/#33rejections to reduce signalling overload.
In addition, a default retry wait time is introduced which added a retry trigger based on elapses time so that in case of no occurrence of any retry qualifying event, UE will retry after a fixed retry wait time. 

An UICC file EFRWT is needed to enable an operator to provide a fixed value for the retry wait time.
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	Addition of two parameters “SM_RATApplicability”and “SM_DefaultRetryWaitTime” to EF_NASCONFIG
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(

not approved:
	- UE will not be able to determine whether retry can be initiated when there is a RAT change between E-UTRAN and GERAN/UTRAN after previous SM/ESM rejection with cause #8/#27/#32/#33 from the network, which could block the UE from receiving EPS and GPRS services;

- Operators will not be able to configure a retry wait time tailored to their specific network requirements.
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	*** First Change ***


4.2.94
EFNASCONFIG (Non Access Stratum Configuration) 
If service n°96 is "available", this file shall be present. This EF contains NAS configuration parameters defined in TS 24.368 [65]. The parameters in EFNASCONFIG shall take precedence over the corresponding parameters stored in the ME's non-volatile memory.
	Identifier: '6FE8'
	Structure: transparent
	Optional

	File size: Z bytes
	Update activity: low 

	Access Conditions:


READ
PIN


UPDATE
ADM


ACTIVATE
ADM


DEACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to Z
	NAS configuration parameter TLV objects 
	M
	Z bytes


NAS configuration parameter information

	Description
	Value
	M/O/C
	Length (bytes)

	NAS signalling priority Tag
	'80'
	O
	1

	Length
	L1
	C
	Note 1

	NAS signalling priority value
	--
	C
	L1

	NMO I Behaviour Tag
	'81'
	O
	1

	Length
	L2
	C
	Note 1

	NMO I Behaviour value
	--
	C
	L2

	Attach with IMSI Tag
	'82'
	O
	1

	Length
	L3
	C
	Note 1

	Attach with IMSI value
	--
	C
	L3

	Minimum Periodic Search Timer Tag
	'83'
	O
	1

	Length
	L4
	C
	Note 1

	Minimum Periodic Search Timer value
	--
	C
	L4

	Extended access barring Tag
	'84'
	O
	1

	Length
	L5
	C
	Note 1

	Extended access barring value
	--
	C
	L5

	Timer T3245 Behaviour Tag
	'85'
	O
	1

	Length
	L6
	C
	Note 1

	Timer T3245 Behaviour value
	--
	C
	L6

	Override NAS signalling low priority Tag
	'86'
	O
	1

	Length
	L7
	C
	Note 1

	Override NAS signalling low priority value
	--
	C
	L7

	Override Extended access barring Tag
	'87'
	O
	1

	Length
	L8
	C
	Note 1

	Override Extended access barring value
	--
	C
	L8

	Fast First Higher Priority PLMN Search Tag
	'88'
	O
	1

	Length
	L9
	C
	Note 1

	Fast First Higher Priority PLMN value
	--
	C
	L9

	E-UTRA Disabling Allowed for EMM cause #15 Tag
	'89'
	O
	1

	Length
	L10
	C
	Note 1

	E-UTRA Disabling Allowed for EMM cause #15 Value
	-
	C
	L10

	SM RetryWaitTime Tag
	'90'
	O
	1

	Length
	L11
	C
	Note 1

	SM RetryWaitTime Value
	-
	C
	L11

	SM RetryAtRATChange Tag
	'91'
	O
	1

	Length
	L12
	C
	Note 1

	SM RetryAtRATChange Value
	-
	C
	L12

	Note 1 :
The length is coded according to ISO/IEC 8825-1 [35]

Note 2:
C; if the Tag is present, this is mandatory.


-  NAS signalling priority
Contents:

As described in TS 24.368 [65], used to determine the NAS signalling priority included in NAS messages.

Coding:

As defined for the NAS_SignallingPriority leaf in TS 24.368 [65].
-  NMO I Behaviour
Content:
As described in TS 24.368 [65], indicates whether the "NMO I, Network Mode of Operation I" indication is applied by the UE.
Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for the NMO_I_Behaviour leaf in TS 24.368 [65].



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


- Attach with IMSI

Content:
As described in TS 24.368 [65], indicates whether attach with IMSI is performed when moving to a non-equivalent PLMN.
Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for the AttachWithIMSI leaf in TS 24.368 [65].



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


- Minimum Periodic Search Timer
Content:
As described in TS 24.368 [65], gives a minimum value in minutes for the timer T controlling the periodic search for higher prioritized PLMNs. The content applies a minimum value that may override the value in file EFHPPLMN (Higher Priority PLMN search period), as specified in TS 23.122 [31] clause 4.4.3.3.1.
Coding:

As defined for the MinimumPeriodicSearchTimer leaf in TS 24.368 [65].

- Extended access barring
Content:
As described in TS 24.368 [65], indicates whether the UE applies extended access barring.
Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for ExtendedAccessBarring leaf in TS 24.368 [65].



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


- Timer T3245 Behaviour
Content:
As described in TS 24.368 [65], indicates whether the timer T3245 and the related functionality is used by the UE.
Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for Timer_T3245_Behaviour leaf in TS 24.368 [65].



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


-  Override NAS signalling low priority
Contents:

As described in TS 24.368 [65], used to determine whether the NAS signalling priority included in NAS messages can be overriden.

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for the Override_NAS_SignallingLowPriority leaf in TS 24.368 [65].



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


-  Override Extended access barring
Contents:

As described in TS 24.368 [65], used to determine whether the Extended access barring included in NAS messages can be overriden.

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for the Override_ ExtendedAccessBarring leaf in TS 24.368 [65].



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


-  Fast First Higher Priority PLMN Search

Contents:

Determine whether the UE can perform Fast First Higher Priority PLMN Search upon selecting a VPLMN as specified in 3GPP TS 23.122 [3].

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for the FastFirstHigherPriorityPLMNSearch leaf in TS 24.368 [65].



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


-  E-UTRA Disabling Allowed for EMM cause #15

Contents:

Determine whether the UE is allowed to disable the E-UTRA capability when it receives the Extended EMM IE with value cause "E-UTRAN not allowed" as specified in 3GPP TS 24.301 [51].

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for the EUTRADisablingAllowedforEMMcause15 leaf in 3GPP TS 24.368 [65]



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


-  SM_RetryWaitTime
Contents:

As described in TS 24.368 [65], provides a configured UE retry wait time which can be used to regulate UE retry frequency when session management request from UE was rejected by the network due to semi-permanent failures (e.g. with cause code #8, #27, #32 or #33) as specified in 3GPP TS 24.008 [9] and 3GPP TS 24.301 [51]. 
Coding:

Same as defined for the SM_RetryWaitTime leaf in TS 24.368 [65].

Byte 1:
	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	This value codes the timer value. 

	
	
	
	
	
	
	
	
	
	
	This value codes the timer value unit:
0 0 0 - value incremented in multiples of 10 minutes 

0 0 1 - value incremented in multiples of 1 hour 

0 1 0 - value incremented in multiples of 10 hours
0 1 1 - value incremented in multiples of 2 seconds

1 0 0 - value incremented in multiples of 30 seconds

1 0 1 - value incremented in multiples of 1 minute
1 1 1 - value indicates that the timer is deactivated


For example, '56' represents 24 hours, 'AC' represents 12 minutes, 'E0' represents "timer is deactivated",

-  SM_RetryAtRATChange
Contents:

As described in TS 24.368 [65], indicates the UE's retry behaviour at the inter-system change between S1 mode and A/Gb or Iu mode when session management request was rejected by the network due to semi-permanent failures as specified in 3GPP TS 24.008 [4] and 3GPP TS 24.301 [5].

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1 value to be interpreted as defined for the SM_RetryAtRATChange leaf in 3GPP TS 24.368 [65]



	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11])


Unused bytes shall be set to 'FF'.

	*** Next Change ***


Annex D (informative):
Tags defined in 31.102

	Tag
	Name of Data Element
	Usage

	'53'
	MBMS Data Object
	AUTHENTICATE command parameter, in MBMS security context

	'53'
	MBMS operation response Data Object

The following tags are encapsulated within '53'

'DB'    successful MBMS operation tag
	Response to AUTHENTICATE command, in MBMS security context

	'73'
	Key Derivation Data Object

The following tags are encapsulated within '73'

'80'    Local Key Establishment Control tag

'81'   Counter limit tag

'82'   Request MAC tag

'83'   NAF_ID tag

'84'   Terminal_ID tag

'85'   Terminal_appli_ID_tag

'86'   UICC_appli_ID tag

'87'   RANDx tag

'A0'   Key Identifier tag
	AUTHENTICATE command parameter, in Local Key Establishment security context

	'73'
	Key Derivation Operation Response Object

The following tags are encapsulated within '73'

'80'    Local Key Establishment Control tag

'82'   Request MAC tag


	Response to AUTHENTICATE command, in Local Key Establishment security context

	'73'
	Key Availability Check Data Object

The following tags are encapsulated within '73'

'80'    Local Key Establishment Control tag

'A0'   Key Identifier tag
	AUTHENTICATE command parameter in Local Key Establishment security context

	'80'
	NAF_ID tag
	GBA NAF List (EFGBANL)

	'80'
	NAF Key Centre address tag
	NAF Key Centre Address (EFNAFKCA)

	'80'
	Icon Tag (Icon link is URI)
	Service Provider Name Icon (EFSPNI)

	'80'
	Reauthentication Identity tag
	WLAN Reauthentication Identity (EFWRI)

	'80'
	Graphics CSG Type tag (Icon link is URI)
	CSG Type (EFCSGT)

	'80'
	HNB Name tag
	Home NodeB Name (EFHNBN)

	'80'
	ICE Free Format Label tag
	In Case of Emergency – Free Format (EFICE-FF)

	'81'
	B-TID tag
	GBA NAF List (EFGBANL)

	'81'
	Icon Tag (Icon link is record number)
	Service Provider Name Icon (EFSPNI)

	'81'
	Master key tag
	WLAN Reauthentication Identity (EFWRI)

	'81'
	Time Stamp counter tag
	MBMS User Key (EFMUK)

	'81'
	Graphics CSG Type tag (Icon link is record number)
	CSG Type (EFCSGT)

	'81'
	ICE Free Format Content tag
	In Case of Emergency – Free Format (EFICE-FF)

	'82'
	Counter tag
	WLAN Reauthentication Identity (EFWRI)

	'89'
	Text CSG Type tag
	CSG Type (EFCSGT)

	'89'
	E-UTRA Disabling Allowed for EMM cause #15 Tag
	Non Access Stratum Configuration (EFNASCONFIG)

	'90'
	SM RetryWaitTime Tag
	Non Access Stratum Configuration (EFNASCONFIG)

	'91'
	SM RetryAtRATChange Tag
	Non Access Stratum Configuration (EFNASCONFIG)

	'A0'
	MUK ID tag

The following tags are encapsulated within 'A0'

'80'    MUk IDr tag
'82'    MUk IDi tag
	MBMS User Key (EFMUK)

	'A0'
	EPS NAS security Context tag

The following tags are encapsulated within 'A0'

'80'    Key set identifier KSIASME Tag
'81'    ASME key (KASME) Tag
'82'    Uplink NAS count Tag
'83'    Downlink NAS count Tag
'84'    Identifiers of selected NAS integrity and encryption algorithms Tag
	EPS NAS Security Context (EFEPSPSC)

	'A0'
	CSG List TLV object tag

The following tags are encapsulated within 'A0'

'80'    PLMN tag

'81'    CSG Information tag
	Allowed CSG List (EFACSGL)

Operator CSG List (EFOCSGL)

	'A0'
	GSM cell information

The following tags are encapsulated within 'A0':


'80' 
GSM Camping Frequency Information data object


'81' 
GSM Neighbour Frequency Information data object
	Network Parameters (EFNETPAR)

	'A1'
	FDD cell information

The following tags are encapsulated within 'A1':


'80' 
FDD Intra Frequency Information data object


'81' 
FDD Inter Frequency Information data object
	Network Parameters (EFNETPAR)

	'A2'
	TDD cell information

The following tags are encapsulated within 'A2':


'80' 
TDD Intra Frequency Information data object


'81' 
TDD Inter Frequency Information data object
	Network Parameters (EFNETPAR)

	'A3'
	Service provider display information

The following tags are encapsulated within 'A3':


'80' 
Service provider PLMN list 
	Service Provider Display Information (EFSPDI)

	'A8'
	Indicator for type 1 EFs (amount of records equal to master EF)

The following tags are encapsulated within 'A8':

'C0'
EFADN data object


'C1'
EFIAP data object


'C3'
EFSNE data object


'C4'
EFANR data object


'C5'
EFPBC data object


'C6'
EFGRP data object


'C9'
EFUID data object


'CA'
EFEMAIL data object

'CC'
EFPURI data object
	Phone Book Reference File (EFPBR)

	'A9'
	Indicator for type 2 EFs (EFs linked via the index administration file)
The following tags are encapsulated within 'A9':

'C3'
EFSNE data object


'C4'
EFANR data object


'CA'
EFEMAIL data object

'CC'
EFPURI data object
	Phone Book Reference File (EFPBR)

	'AA'
	Indicator for type 3 EFs (EFs addressed inside an object using a record identifier as a pointer)

The following tags are encapsulated within 'AA':


'C2'
EFEXT1 data object


'C7'
EFAAS data object


'C8'
EFGAS data object


'CB'
EFCCP1 data object
	Phone Book Reference File (EFPBR)

	'AB'
	MMS Connectivity Parameters:

The following are encapsulated under ‘AB’:

    ‘80’   MMS Implementation Tag

    ‘81’   MMS Relay/Server Tag

    ‘82’   Interface to core network and bearer Tag

‘83’   Gateway Tag
'84'   Reserved for 3GPP2: MMS Authentication Mechanism Tag
'85'   Reserved for 3GPP2: MMS Authentication User Name Tag
	MMS Connectivity Parameters (EFMMSICP / EFMMSUCP)

	'DB'
	Successful 3G authentication
	Response to AUTHENTICATE

	'DB'
	Successful VGCS/VBS operation authentication tag
	Response to AUTHENTICATE

	'DB'
	Successful GBA operation tag
	Response to AUTHENTICATE

	'DC'
	Synchronisation failure
	Response to AUTHENTICATE

	'DD'
	Access Point Name
	APN Control List (EFACL)

	'DD'
	GBA Security Context Bootstrapping Mode tag
	AUTHENTICATE command parameter, in GBA security context

	'DE'
	GBA Security Context NAF Derivation Mode tag
	Response to AUTHENTICATE


NOTE:
the value 'FF' is an invalid tag value. For ASN.1 tag assignment rules see ISO/IEC 8825-1 [35]

	*** End Change ***


�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark appropriate boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Office® 2003 applications. Prefered format is ISO standard yyyy-MM-dd.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected and the CRs which are linked. This is particularly important where the affected specs belong to a different working group than that which will agree the present CR.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





