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Introduction
3GPP CT6 indicated in their LS that problems can arise if a command takes too long to process in the UICC.
For CAT commands, a mechanism suitable to split a command into multiple segments already exists: the MORE TIME command.
A similar mechanism is missing for "normal" APDUs.
This paper proposes a way for splitting of APDUs with long processing time.

Proposed Solution
A mechanism already exists in TS 102 221 for handling APDUs with long data, see AUTHENTICATE, RETRIEVE DATA and SET DATA. P1 or P2 indicate the sequence. Special SWs are used for the intermediate responses ('62Fx', '63Fx').
The proposal of this paper is to use a similar mechanism for APDUs with long processing time:
· The UICC would interrupt its processing and respond with a new warning SW '62XX' = "more processing time required" if a certain time period would be exceeded.
· If there is a higher priority command pending (typically on a different logical channel), this can be interleaved at this point in time.
· Upon such a "more processing time required" response (and after processing of the higher priority command(s) has ended), the terminal (application) would send an APDU with the same CLA and INS, no command data and P1 or P2 indicating "continue processing".
· This sequence can be repeated as long as required.
· Once processing is finished, the UICC would return the response data and final SW of the command.
· If due to an interruption the UICC is not able to continue, a special error SW '64 XX' = "sequence terminated due to interruption" is returned to a "continue processing" APDU. The terminal (application) can then decide to retry the command from the beginning.
As only very few commands of non-telecommunications applications are expected to be affected, it seems justified solving this problem on application level, i.e. defining the "continue" mechanism within the APDU of the application. Such applications run on a logical channel different from zero and interleaving of commands on different logical channels is clearly defined in TS 102 221.
TS 102 221 could be extended to describe the mechanism and to define the new SWs.

Open question
What seems to be open is which timing restrictions the UICC as a platform could require from applications.
The LS mentions 2 categories:
· User related activities (setting up a (emergency) call, sending a SM, menu navigation, SIM data access)
· Network authentication
For the former, it seems that a delay up to 1 s would be perceived a "normal operation" and a maximum tolerable delay could be about 5 s.
For the latter, it seems that 3GPP and 3GPP2 would be the appropriate organisations to define a maximum delay that will not disturb network operation.

Suggested way forward
1. Ask 3GPP and 3GPP2 about the maximum delay for an AUTHENTICATE APDU so that network operations will not be disturbed.
2. Once we know the value, update TS 102 221 as described above.
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