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For discussion and subsequent action
In document C6-130128, it was highlighted how a long blocking operation on the ME-UICC interface could have consequences on the ability to perform some basic operations and impact that this has on 3GPP device.
During the discussion in CT6, it was agreed that this could potentially result in a problem, but it was not possible to quantify what delay might be considered acceptable. In the LS C6-130181, CT6 indicated:

CT6 considers that it is critical and essential for the correct functionality of the terminal and of the telecommunication applications residing on the UICC that the interface between the terminal and the UICC is never blocked for a duration that disrupts UICC-based services.
According to 3GPP specifications, NAS has very clear and specific timers to execute the authentication algorithm on the UICC and respond to the network.

T3260:
This timer is started by the network when it initiates the authentication procedure by transferring an AUTHENTICATION REQUEST message across the radio interface (TS 24.008 clause 4.3.2.1) and is stopped upon receiving the AUTHENTICATION RESPONSE message (clause 4.3.2.3).
If this timer expires, the network may release the RR connection: in this case the network shall abort the authentication procedure and any ongoing MM specific procedure, release all MM connections if any, and initiate the RR connection release procedure (clause 4.3.2.6).

The value of T3260 is 12 seconds.
T3360:

This timer is started by the network when it initiates the authentication and ciphering procedure by transferring an AUTHENTICATION_AND_CIPHERING REQUEST message across the radio interface (TS 24.008 clause 4.7.7.1) and is stopped upon receiving the AUTHENTICATION AND CIPHERING RESPONSE message (clause 4.7.7.3). 

The network shall, on the first expiry of the timer T3360, retransmit the AUTHENTICATION AND CIPHERING REQUEST message and shall reset and start timer T3360. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3360, the procedure shall be aborted (clause 4.7.7.6).
The value of T3360 is 6 seconds.

T3460:

This timer is started by the network when it initiates the authentication procedure by sending an AUTHENTICATION REQUEST message to the UE (TS 24.301 clause 5.4.2.2) and is stopped upon receipt of an AUTHENTICATION RESPONSE message (clause 5.4.2.4).

The network shall, on the first expiry of the timer T3460, retransmit the AUTHENTICATION REQUEST message and shall reset and start timer T3460. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3460, the network shall abort the authentication procedure and any ongoing EMM specific procedure and release the NAS signalling connection (clasue 5.4.2.7).
The value of T3460 is 6 seconds.

Conclusions
In order to avoid the expiration of any of the network timers listed above, a maximum delay of 5 seconds seems to be a reasonable timeout value. Such a delay is already very noticeable by the end user and possibly impacting the user experience, but probably tolerable, especially if the NULL bytes are happening rarely.

Longer delays to execute the AUTHENTICATE command would result in retransmissions from the network and syncronization failures in the authentication in the UICC, that might eventually lead to barring the cell. The exact behavior would depend on the duration of the delay and its frequency, but might also vary depending on implementation.
Request:

3GPP CT6 needs to discuss if a delay of 5 seconds in an acceptable maximum delay for a UICC containing applications specified by 3GPP and used to acquire a 3GPP network.

3GPP CT6 needs to provide indication of an acceptable delay to ETSI SCP to continue their work. 3GPP CT6 also needs to discuss the opportunity to introduce normative text in its specifications to mandate a response from the UICC within the time considered acceptable.

