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Report of SCP discussions and decisions
1 SCP activity

Since the last CT6 meeting, there were 1 Plenary, 1 REQ (and a conference call), 1 Plenary, 1 TEC (and ad hoc sessions) and 1 TEST meetings.  The latest status report of the working groups are available in SCP(12)000227 for TEST, SCP(12)000254 for TEC and SCP(12)000285 for REQ.
The main topics ongoing are:

· Release management:  At this stage, R11 is closed at SCP level.  There are few exceptions, none of them related to 3GPP features.  At this meeting, TEC only provided changes to R11.
· eUICC:  The work was further elaborated but there are still discussions on principles at REQ level.  There is a trial to find a process that would allow moving the specification to information/approval (and under change requests control).  The blocking points should be identified and summarized in a specific template.  REQ is calling conference calls and to address postponed documents and to focus on specific issues.

· Security for CAT/eCAT:  There was an agreement at TEC level on the two technical solutions (both presented and approved in Plenary).
2 Set of accepted CRs at last SCP meeting
This section only lists accepted SCP document, i.e. documents presented and accepted at SCP #56.
	Document Name
	Title
	Release

	TEC Specs

	TS 101 220

	SCP(12)000266
	#112: Tags for encapsulated CAT secure channel
	R11

	SCP(12)000262
	#114: ID for the High Update Arrays GP Global Service
	R11

	SCP(12)000291r1
	#115: Addition of M2MSM ETSI app code and M2Mservice Tag
	R11

	TS 102 221

	SCP(12)000268r1
	#297: Securing CAT communications
	R11

	TS 102 223

	SCP(12)000256
	#237: Incomplete class information in TERMINAL PROFILE
	R11

	SCP(12)000264r1
	#238: Security for encapsulated CAT
	R11

	SCP(12)000257r1
	#239: Clarification of the Coding of Address
	R11

	TS 102 226

	SCP(12)000260
	#102: Cleanup of inaccuracies related to the MSL
	R11

	TS 102 241

	SCP(12)000261
	#131: API services for high activity arrays
	R11

	TS 102 267

	SCP(12)000263
	#003: Correction of HTTP header fields
	R11

	TS 102 484

	SCP(12)000265r1
	#026: Secure Channel for encapsulated CAT
	R11

	SCP(12)000267
	#027: Securing CAT communications
	R11

	TS 102 588

	SCP(12)000269r1
	#030: Support for HTTP request when request size exceeds buffer size revision of document SCPTEC(11)000016
	R11

	TS 102 622

	SCP(12)000270
	#075: Correction of REC_ERROR for host link management gate
	R11

	SCP(12)000271
	#076: Editorial correction in the Card emulation architecture figure
	R11

	SCP(12)000272
	#077: Correction of reader gate status indications and events
	R11

	SCP(12)000273
	#078: Clarification of the RF errors handling in reader mode
	R11

	SCP(12)000274
	#079: Clarification of the impact of the Card RF gate MODE parameter
	R11

	REQ Specs

	No change requests against SCP REQ specifications were approved at SCP #56.

	TEST Specs

	TS 102 230

	SCP(12)000229
	#xxx: Creation of TS 102 230 REL-9
	R9

	TS 102 268

	SCP(12)000230r1
	CR TS 102 268: Alignment of core spec and test spec with respect to the method uicc.system.HandlerBuilder.buildTLVHandler()
	Accepted

	TS 102 694-1

	SCP(12)000231
	CR 102 694-1: Addition of test case to check the SHDLC timings defined in TS 102 613 clause 12.1.
	Accepted

	SCP(12)000232
	CR 102 694-1: Clarification of communication conditions for SHDLC LLC
	Accepted

	SCP(12)000235
	CR 102 694-1: Correction of S1 measurement range for H and L states
	Accepted

	SCP(12)000236
	CR 102 694-1: Correction of SWIO and Vcc deactivation requirement RQ8 according to changes in TS 102 613.
	Accepted

	SCP(12)000245
	CR 102 694-1: Clarification of test case 5.7.7.3.4 to indicate allowed values in RSET frame from CLF
	Accepted

	TS 102 694-2

	SCP(12)000237
	CR 102 694-2: Correction of test case 5.2.4.3 regarding PPS after warm reset
	Accepted

	SCP(12)000238
	CR 102 694-2: Removal of test case 5.5.4.9
	Accepted

	SCP(12)000239
	CR 102 694-2: Clarification of test cases 5.3.2.3.6/7
	Accepted

	SCP(12)000240
	CR 102 694-2: Test case 5.7.7.8.3: addition of compliance to T2
	Accepted

	SCP(12)000241r1
	CR 102 694-2: Definition of measurement process for power consumption
	Accepted

	SCP(12)000242
	CR 102 694-2: Clarification of test case 5.7.7.8.2 to not allow empty I-frames
	Accepted

	SCP(12)000243
	CR 102 694-2 R7 : Refinement of the Wake-Up sequence test.
	Accepted

	SCP(12)000246
	CR 102 694-2: Removal of low power mode execution for test case 5.3.2.3.4
	Accepted

	TS 102 695-1

	SCP(12)000244
	CR 102 695-1: Correction of test procedure 5.6.1.2.3 and 5.6.3.3.4.2.3.3
	Accepted


3 Work Items
	Document Name
	Title
	Source
	Status

	SCP(12)000250
	Updated WI: UICC test API specification
	SCP
	Accepted

	SCP(12)000287
	New WI: Work Item: UICC Access optimization
	SCP
	Accepted


4 Specifications

No new specification.
5 Latest version of the specifications

The following table is providing a list of the latest version of the ETSI SCP specification available on the ETSI portal at the time of this meeting.  
	Spec
	R99
	Rel-4
	Rel-5
	Rel-6
	Rel-7
	Rel-8
	Rel-9
	Rel-10
	Rel-11

	TS 101 220

ETSI numbering system for telecommunication application providers
	3.3.0

withdrawn
	4.1.0

withdrawn
	5.2.0
	6.7.0
	7.13.0
	8.5.0
	9.3.0
	10.3.0
	11.1.0

	TR 102 151

Measurement of Electromagnetic Emission of SIM Cards
	
	
	
	6.0.0
	
	
	
	
	

	TS 102 124

Transport Protocol for UICC based Applications;Stage 1
	
	
	
	6.1.0
	
	
	
	
	

	TS 102 127

Transport protocol for CAT applications; Stage 2
	
	
	
	6.13.0
	
	
	
	
	

	TR 102 216

Vocabulary for Smart Card Platform specifications
	3.0.0
	
	
	
	
	
	
	
	

	TS 102 221

UICC-Terminal interface; Physical and logical characteristics
	3.18.0
	4.16.0
	5.10.0
	6.16.0
	7.18.0
	8.5.0
	9.2.0
	10.0.0
	11.0.0

	TS 102 222

Administrative commands for telecommunications applications
	3.7.0
	4.2.0
	5.2.0
	6.11.0
	7.1.0
	
	
	
	

	TS 102 223

Card Application Toolkit (CAT)
	
	4.13.0
	5.11.0
	6.14.0
	7.17.0
	8.8.0
	9.4.0
	10.6.0
	11.0.0

	TS 102 224

Security mechanisms for UICC based Applications - Functional requirements
	
	
	
	6.1.0
	7.1.0
	8.0.0
	
	
	

	TS 102 225

Secured packet structure for UICC based application
	
	
	
	6.8.0
	7.4.0
	8.5.0
	9.2.0
	10.0.0
	11.0.0

	TS 102 226

Remote APDU structure for UICC based applications
	
	
	
	6.18.0
	7.8.1
	8.3.0
	9.5.0
	10.1.0
	11.1.0

	TS 102 230

UICC-Terminal interface; Physical, electrical and logical test specification
	3.12.0
	4.12.0
	5.10.0
	6.0.0
	7.2.0
	8.0.0
	
	
	

	TS 102 240

UICC Application Programming Interface and Loader Requirements; Service description
	
	
	
	6.2.0
	7.0.0
	8.0.0
	9.1.0
	10.1.0
	11.1.0

	TS 102 241

UICC Application Programming Interface (UICC API) for Java CardTM
	
	
	
	6.12.0
	7.10.0
	8.2.0
	9.2.0
	
	

	TR 102 242

Terminal - card interface; Considerations on robustness improvements
	3.0.0
	
	
	
	
	
	
	
	

	TS 102 266

USSM: UICC Security Service Module; Stage 1
	
	
	
	
	7.1.0
	
	
	
	

	TS 102 267

Connection Oriented Service API for the Java CardTM platform
	
	
	
	
	7.1.0
	
	
	
	

	TS 102 268

Test specification for the UICC Application Programming Interface (AP)I for Java CardTM
	
	
	
	6.0.0
	
	
	
	
	

	TS 102 310

Extensible Authentication Protocol support in the UICC
	
	
	
	6.2.0
	7.0.0
	8.3.0
	9.1.0
	
	

	TS 102 350

Identity Files and Procedures on a UICC; Stage 1
	
	
	
	
	7.0.0
	
	
	
	

	TS 102 384

UICC-Terminal interface; Card Application Toolkit (CAT) conformance specification
	
	
	
	6.6.0
	7.4.0
	
	
	
	

	TS 102 412

Smart Card Platform Requirements Stage 1
	
	
	
	
	7.8.0
	8.4.0
	9.1.0
	10.3.0
	11.1.0

	TS 102 431

Test specification for the Transport Protocol of CAT Applications (CAT_TP) validation
	
	
	
	
	7.1.0
	
	
	
	

	TR 102 481

Requirements for UICC - external peripherals data exchange
	
	
	
	
	7.0.0
	
	
	
	

	TS 102 483

UICC-Terminal interface;Internet Protocol connectivity between UICC and terminal
	
	
	
	
	7.3.0
	8.1.0
	
	
	

	TS 102 484

Secure channel between a UICC and an end-point terminal
	
	
	
	
	7.8.0
	8.2.0
	9.2.0
	10.1.0
	11.0.0

	TS 102 569

UICC Security Service Module (USSM);Stage 2
	
	
	
	
	7.0.0
	
	
	
	

	TS 102 588

Application invocation Application Programming Interface (API) by a UICC webserver for Java Card™ platform
	
	
	
	
	7.4.0
	8.2.0
	9.1.0
	
	

	TS 102 600

UICC-Terminal interface;Characteristics of the USB interface
	
	
	
	
	7.8.0
	8.0.0
	9.0.0
	10.0.0
	

	TR 102 613

UICC - Contactless Front-end (CLF) Interface;Part 1: Physical and data link layer characteristics
	
	
	
	
	7.10.0
	8.3.0
	9.3.0
	10.0.0
	11.0.0

	TS 102 622

UICC - Contactless Front-end (CLF) Interface;Host Controller Interface (HCI)
	
	
	
	
	7.10.0
	8.4.0
	9.4.0
	10.3.0
	11.1.0

	TS 102 671

Machine to Machine UICC;Physical and logical characteristics
	
	
	
	
	
	
	9.1.0
	
	

	TS 102 694-1

Test specification for the Single Wire Protocol (SWP) interface;Part 1: Terminal features
	
	
	
	
	7.4.0
	8.2.0
	9.0.0
	
	

	TS 102 694-2

Test specification for the Single Wire Protocol (SWP) interface;Part 2: UICC features
	
	
	
	
	7.3.0
	8.0.0
	9.1.0
	
	

	TS 102 695-1

Test specification for the Host Controller Interface (HCI) Part 1: Terminal features
	
	
	
	
	7.2.0
	8.2.0
	
	
	

	TS 102 695-2

Test specification for the Host Controller Interface (HCI);Part 2: UICC features
	
	
	
	
	7.2.0
	8.1.0
	
	
	

	TS 102 695-3

Test specification for the Host Controller Interface (HCI) Part 3: Host Controller features
	
	
	
	
	7.0.0
	8.2.0
	
	
	

	TS 102 705
UICC Application Programming Interface for Java Card™ for Contactless Applications
	
	
	
	
	
	
	9.2.0
	10.0.0
	

	TS 102 835

Test Specification for SCWS Application Invocation API for Java Card™; Tests Environment and Annexes
	
	
	
	
	7.2.0
	8.1.0
	
	
	

	TS 102 922-1

Test specification for the ETSI aspects of the IC USB interface;Part 1: Terminal features
	
	
	
	
	7.2.0
	
	
	
	

	TS 102 922-2

Test specification for the ETSI aspects of the IC_USB interface;Part 2: UICC features
	
	
	
	
	7.0.0
	
	
	
	


6 Next SCP meetings

See available document from ETSI MCC at this meeting.
