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4.2.8
EFUST (USIM Service Table)

This EF indicates which services are available. If a service is not indicated as available in the USIM, the ME shall not select this service.

	Identifier: '6F38'
	Structure: transparent
	Mandatory

	SFI: '04'
	

	File size: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Services n(1 to n(8
	M
	1 byte

	2
	Services n(9 to n(16
	O
	1 byte

	3
	Services n(17 to n(24
	O
	1 byte

	4
	Services n(25 to n(32
	O
	1 byte

	etc.
	
	
	

	X
	Services n((8X‑7) to n((8X)
	O
	1 byte


	‑Services
	
	

	   Contents:
	Service n°1:
	Local Phone Book

	
	Service n°2:
	Fixed Dialling Numbers (FDN)

	
	Service n°3:
	Extension 2

	
	Service n°4:
	Service Dialling Numbers (SDN)

	
	Service n°5:
	Extension3

	
	Service n°6:
	Barred Dialling Numbers (BDN)

	
	Service n°7:
	Extension4

	
	Service n°8:
	Outgoing Call Information (OCI and OCT)

	
	Service n°9:
	Incoming Call Information (ICI and ICT)

	
	Service n°10:
	Short Message Storage (SMS)

	
	Service n°11:
	Short Message Status Reports (SMSR)

	
	Service n°12:
	Short Message Service Parameters (SMSP)

	
	Service n°13:
	Advice of Charge (AoC)

	
	Service n°14:
	Capability Configuration Parameters 2 (CCP2)

	
	Service n°15:
	Cell Broadcast Message Identifier 

	
	Service n°16:
	Cell Broadcast Message Identifier Ranges 

	
	Service n°17:
	Group Identifier Level 1

	
	Service n°18:
	Group Identifier Level 2

	
	Service n°19:
	Service Provider Name

	
	Service n°20:
	User controlled PLMN selector with Access Technology

	
	Service n°21:
	MSISDN

	
	Service n°22:
	Image (IMG)

	
	Service n°23:
	Support of Localised Service Areas (SoLSA) 

	
	Service n°24:
	Enhanced Multi‑Level Precedence and Pre‑emption Service

	
	Service n°25:
	Automatic Answer for eMLPP

	
	Service n°26:
	RFU

	
	Service n°27:
	GSM Access

	
	Service n°28:
	Data download via SMS-PP

	
	Service n°29:
	Data download via SMS‑CB

	
	Service n°30:
	Call Control by USIM

	
	Service n°31:
	MO-SMS Control by USIM

	
	Service n°32:
	RUN AT COMMAND command

	
	Service n°33:
	shall be set to '1'

	
	Service n°34:
	Enabled Services Table

	
	Service n°35:
	APN Control List (ACL)

	
	Service n°36:
	Depersonalisation Control Keys

	
	Service n°37:
	Co-operative Network List

	
	Service n°38:
	GSM security context 

	
	Service n°39:
	CPBCCH Information

	
	Service n°40:
	Investigation Scan

	
	Service n°41:
	MExE

	
	Service n°42:
	Operator controlled PLMN selector with Access Technology

	
	Service n°43:
	HPLMN selector with Access Technology

	
	Service n°44:
	Extension 5

	
	Service n°45:
	PLMN Network Name

	
	Service n°46:
	Operator PLMN List

	
	Service n°47:
	Mailbox Dialling Numbers 

	
	Service n°48:
	Message Waiting Indication Status

	
	Service n°49:
	Call Forwarding Indication Status

	
	Service n°50:
	Reserved and shall be ignored

	
	Service n°51:
	Service Provider Display Information

	
	Service n°52
	Multimedia Messaging Service (MMS)

	
	Service n°53
	Extension 8

	
	Service n°54
	Call control on GPRS by USIM

	
	Service n°55
	MMS User Connectivity Parameters

	
	Service n°56
	Network's indication of alerting in the MS (NIA)

	
	Service n°57
	VGCS Group Identifier List (EFVGCS and EFVGCSS)

	
	Service n°58
	VBS Group Identifier List (EFVBS and EFVBSS)

	
	Service n°59
	Pseudonym

	
	Service n°60
	User Controlled PLMN selector for I-WLAN access

	
	Service n°61
	Operator Controlled PLMN selector for I-WLAN access

	
	Service n°62
	User controlled WSID list

	
	Service n°63
	Operator controlled WSID list

	
	Service n°64
	VGCS security

	
	Service n°65
	VBS security

	
	Service n°66
	WLAN Reauthentication Identity

	
	Service n°67
	Multimedia Messages Storage

	
	Service n°68
	Generic Bootstrapping Architecture (GBA)

	
	Service n°69
	MBMS security

	
	Service n°70
	Data download via USSD and USSD application mode

	
	Service n°71
	Equivalent HPLMN

	
	Service n°72
	Additional TERMINAL PROFILE after UICC activation

	
	Service n°73
	Equivalent HPLMN Presentation Indication

	
	Service n°74
	Last RPLMN Selection Indication

	
	Service n°75
	OMA BCAST Smart Card Profile

	
	Service n°76
	GBA-based Local Key Establishment Mechanism

	
	Service n°77
	Terminal Applications

	
	Service n°78
	Service Provider Name Icon

	
	Service n°79
	PLMN Network Name Icon

	
	Service n°80
	Connectivity Parameters for USIM IP connections

	
	Service n°81
	Home I-WLAN Specific Identifier List

	
	Service n°82
	I-WLAN Equivalent HPLMN Presentation Indication

	
	Service n°83
	I-WLAN HPLMN Priority Indication

	
	Service n°84
	I-WLAN Last Registered PLMN

	
	Service n°85
	EPS Mobility Management Information

	
	Service n°86
	Allowed CSG Lists and corresponding indications

	
	Service n°87
	Call control on EPS PDN connection by USIM

	
	Service n°88
	HPLMN Direct Access

	
	Service n°89
	eCall Data

	
	Service n°90
	Operator CSG Lists and corresponding indications

	
	Service n°91
	Support for SM-over-IP

	
	Service n°92
	Support of CSG Display Control

	
	Service n°93
	Communication Control for IMS by USIM

	
	Service n°94
	Extended Terminal Applications

	
	Service n°95
	Support of UICC access to IMS

	
	Service n°96
	Non-Access Stratum configuration by USIM

	
	Service n°xx
	MTC monitoring by USIM


The EF shall contain at least one byte. Further bytes may be included, but if the EF includes an optional byte, then it is mandatory for the EF to also contain all bytes before that byte. Other services are possible in the future and will be coded on further bytes in the EF. The coding falls under the responsibility of the 3GPP.

Service n°95 shall not be declared "available" if an ISIM application is present on the UICC.

Coding:

1 bit is used to code each service:
bit = 1: service available;
bit = 0: service not available.

-
Service available means that the USIM has the capability to support the service and that the service is available for the user of the USIM unless the service is identified as "disabled" in EFEST.
Service not available means that the service shall not be used by the USIM user, even if the USIM has the capability to support the service.

First byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°1

	
	
	
	
	
	
	
	
	
	
	Service n°2

	
	
	
	
	
	
	
	
	
	
	Service n°3

	
	
	
	
	
	
	
	
	
	
	Service n°4

	
	
	
	
	
	
	
	
	
	
	Service n°5

	
	
	
	
	
	
	
	
	
	
	Service n°6

	
	
	
	
	
	
	
	
	
	
	Service n°7

	
	
	
	
	
	
	
	
	
	
	Service n°8


Second byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°9

	
	
	
	
	
	
	
	
	
	
	Service n°10

	
	
	
	
	
	
	
	
	
	
	Service n°11

	
	
	
	
	
	
	
	
	
	
	Service n°12

	
	
	
	
	
	
	
	
	
	
	Service n°13

	
	
	
	
	
	
	
	
	
	
	Service n°14

	
	
	
	
	
	
	
	
	
	
	Service n°15

	
	
	
	
	
	
	
	
	
	
	Service n°16


etc.

[…]

4.4.x
Contents of files at the DF MTC level 
4.4.x.1
Introduction

This clause describes the additional files that are used for Machine Type Communication (MTC).
DFMTC shall be present at the ADFUSIM level if service nºxx is "available" in EFUST .
4.4.x.2
EFMM (MTC Monitoring)

If service n°xx is "available" in EFUST, this file shall be present.
This EF indicates which event shall be monitored by the USIM. 

The USIM application shall follow the monitoing rules described in section 5.3.x.
	Identifier: '6Fxx'
	Structure: transparent
	Mandatory

	SFI: 'yy'
	

	File size: X bytes, (X ≥ 2)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN/PIN2


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	MTC Monitoring
	M
	1 byte


MTC Monitoring, coding
	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Alignment with activated MTC features

	
	
	
	
	
	
	
	
	
	
	Change in point of attachment

	
	
	
	
	
	
	
	
	
	
	Change in association between UE and the UICC

	
	
	
	
	
	
	
	
	
	
	Loss of connectivity

	
	
	
	
	
	
	
	
	
	
	Communication failure events and reasons

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	RFU


4.4.x.3
EFMFM (MTC Feature Monitoring)

If service n°xx is "available" in EFUST, this file shall be present.
This EF indicates which MTC Feature shall be monitored by the USIM. MTC Features are defined in 3GPP TS 22.368 [XX].
When a MTC feature is indicated to be monitored, the USIM application shall follow the monitoing rules described in section 5.3.x for that particular feature.
	Identifier: '6Fxx'
	Structure: transparent
	Mandatory

	SFI: 'yy'
	

	File size: X bytes, (X ≥ 2)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN/PIN2

DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Features n(1 to n(8
	M
	1 byte

	2
	Features n(9 to n(15
	M
	1 byte

	X
	Features n((8X‑7) to n((8X)
	O
	1 byte


	‑Features
	
	

	  
	Feature n°1:
	Low Mobility

	
	Feature n°2:
	Time Controlled

	
	Feature n°3:
	Time Tolereant

	
	Feature n°4:
	Packet Switch (PS) only

	
	Feature n°5:
	Small Data Transmission

	
	Feature n°6:
	Mobile Originated Only

	
	Feature n°7:
	Infrequent Mobile Terminated

	
	Feature n°8:
	MTC Monitoring

	
	Feature n°9:
	Priority Alarm

	
	Feature n°10:
	Secure Connection

	
	Feature n°11:
	Location Specific Trigger

	
	Feature n°12:
	Network Provided Destination for Uplink Data

	
	Feature n°13:
	Infrequent Transmissions

	
	Feature n°14:
	Group Based MTC features

	
	Feature n°15:
	Group Based MTC features – Groupe Based Policing

	
	Feature n°16:
	Group Based MTC features – Groupe Based Addressing

	
	
	


Coding:

1 bit is used to code each Feature:
bit = 1: Feature shall be monitored;
bit = 0: Feature not monitored.
First byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Feature n°1

	
	
	
	
	
	
	
	
	
	
	Feature n°2

	
	
	
	
	
	
	
	
	
	
	Feature n°3

	
	
	
	
	
	
	
	
	
	
	Feature n°4

	
	
	
	
	
	
	
	
	
	
	Feature n°5

	
	
	
	
	
	
	
	
	
	
	Feature n°6

	
	
	
	
	
	
	
	
	
	
	Feature n°7

	
	
	
	
	
	
	
	
	
	
	Feature n°8


Second byte:

	
	
	b8
	b7
	b6
	B5
	B4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Feature n°9

	
	
	
	
	
	
	
	
	
	
	Feature n°10

	
	
	
	
	
	
	
	
	
	
	Feature n°11

	
	
	
	
	
	
	
	
	
	
	Feature n°12

	
	
	
	
	
	
	
	
	
	
	Feature n°13

	
	
	
	
	
	
	
	
	
	
	Feature n°14

	
	
	
	
	
	
	
	
	
	
	Feature n°15

	
	
	
	
	
	
	
	
	
	
	Feature n°16


Etc.
[…]

5.3.x MTC monitoring procedures
5.3.x.1 common MTC monitoring procedures

Requirement:
Service n°xx "available".

Request:
the MTC device performs the reading procedure with EFMM.and EFMFM.

Update:
the MTC device performs the Update procedure with EFMM.and EFMFM.

The USIM application may reject an MTC Device not supporting MTC monitoring feature, according to the network operator policy. An MTC Device not supporting Profile download procedure (see TS 31.111 [12]), or not supporting the set of USAT commands required by MTC monitoring is considered as not supporting MTC monitoring feature.
After a successful USIM application selection, the USIM application shall send a PROVIDE LOCAL INFORMATION (IMEI) and compare it with the last associated IMEI. If there is no last associated IMEI, or if the last associated IMEI is different, the USIM application shall send a message to MTC server indicating the new IMEI. The MTC server address is configured in EF_AMTCS.  
Only acticated MTC features need to be monitored. The entry in EFMFM.for a deactivated MTC feature is ignored.

When the change in point of attachement need to be monitored, as indicated in EFMM, the USIM application shall activate relevant services among the following :
- service n 30 "Call control by USIM", 
- service n 31 "MO-SMS control by USIM", 
- service n 54 "Call control on GPRS by USIM", 
- service n 87 "Call Control on EPS PDN connection by USIM" 
- service n 93 "Communication Control for IMS by USIM"
The USIM application may send a RFRESH with USIM intialization, to inform MTC Device.

When the loss of connectivity need to be monitored, the USIM application shall include following events in the SET UP EVENT LIST to monitor MTC device activity :


- Call Connected event


- Call Disconnected event


- MT call event

- IMSI detach event (to be standardized)
When the communcation failure events and reasons  to be monitored, the USIM application shall include following events in the SET UP EVENT LIST to monitor MTC device activity :

- network rejection event
5.3.x.2 
MTC monitoring procedures for Low Mobility

USIM application is configured with Low Mobility parameter, see EF_LM.

USIM shall activate "mobility control by USIM" mechanism, see TS 31.111 [12].
5.3.x.3 
MTC monitoring procedures for Time Tolerant and Time Controlled

USIM application is configured with Time Controlled  parameter, see EF_TC.

USIM acquire date and time using PROVIDE LOCAL INFORMATION (date, time), with NITZ feature (See TS 31.111 [12]).
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