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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

IMS is foreseen to provide all the services, current and future, that existing mobile networks provide. IMS may allow operators to develop new value added applications as well as to enhance their existing solutions. These IMS-based applications may be located in the UE. Furthermore, additional IMS-based applications could reside and be executed in the UICC. This will lead to new opportunities and allow for example the development of operator-specific IMS-based applications that require a high level of security and portability.
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Scope

This Technical Report will identify technical solutions in order to provide the necessary mechanism in UICC and UE to make use of IMS functionality implemented in UE. 

The selected solution should allow 

· discovery of the support of the feature by each other (UE-UICC)

· discovery of the supported capability by the UE
· UICC registration to IMS network through the UE.
· the UICC to participate to an IMS session (i.e: receive messages pushed by an IMS application server)
· the UICC to set up an IMS session (i.e: send messages to an IMS application server)
· the UICC to be notified when IMS de-registration occurs
· the identification of a message for which the destination is a UICC application
· routing messages from and to UICC applications

· UICC applications to be identified by other applications in the IMS network
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].
UICC application Id: a unique identifier allowing UICC application to be identified in IMS network.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

||
Concatenation
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

IMPI: IMS Private user Identity.

IMPU: IMS Public User Identity.
4 Solutions overview

The UE shall register public user identities, according to TS 24.229. The UE is composed of UE and UICC. Here after is a comparison of 3 possible solutions for registration.

· 1- A solution enabling UICC to register directly to IMS, transparently and independently to UE, will require a SIP REGISTRATION stack on UICC. The UICC will act as an independent IMS client with its own IP address, and will directly access to P-CSCF for registration. UE will act as a router, using ETSI 102.483 [x] mechanism. In this solution the UE may or may not implement IMS client. This also implies that IPsec tunnel to be established directly from UICC, allowing an end-to-end security. However, S-CSCF may need to establish 2 IPsec tunnels for 1 UE, in the case there is 1 UA in UICC and 1 UA in UE.

· 2 - A solution will allow UICC to ask for explicit registration, to UE. The UE, upon reception of the command, will initiate a registration procedure, and register IMPU provided by UICC. This implies that the UE shall support registration of several IMPU at different points in time, since the registration request form UICC can come anytime. No impact on HSS, no impact on S-CSCF, impact on UE.
· 3 - A solution with implicit registration will allow the UE to trig an IMS registration only if not already done. IMPU allocated to UE and IMPU for UICC will belong to the same implicitly registered ID set, as defined in TS 23.228 [X]. In case an ISIM is present, the IMPU for UICC will be associated with the IMPU contained in the first record of EF_IMPU, cf 31.103 [X]. It is mandatory for the ISIM to store at least one valid IMPU in record 1, and the UE must register this IMPU during initial registration procedure defined in 24.229. This ensures that, as long as the UE has successfully run a registration procedure, the IMPU for UICC is registered. In the case the ISIM is not present, the UE shall derive a temporary IMPU from IMSI, as defined in TS  24.229 [X]. Upon reception of a registration request with a temporary IMPU, the S-CSCF will allocate a permanent IMPU, associate the permanent IMPU and IMPU UICC with the IP address contain in REGISTER command, and send back the permanent IMPU to the UE. The S-CSCF will include in P-Associated-URI header field the IMPU associated to UICC, in the answer to REGISTER message. The UE will store the permanent IMPU in its non volatile memory and discard the temporary IMPU. The UE will inform UICC that the registration process is successful.

Solution 1 doubles the number of IPsec tunnels, which could lead to high IMS signalling overload and will need lot of resources at the P-CSCF. 

Solution 2 has a direct impact on UE registration state machine  

Solution 3 is the solution that best meets the constraints and is described in the rest of the document.
This solution 3 reuses 2 existing mechanisms:

1/ BIP client mode USAT mechanism

Advantage to use BIP Open channel is to reuse USAT mechanism and BIP mechanism:
· discovery of supported features using USAT mechanism

· establishment of a channel dedicated to IMS

· allocation of buffers, channel id, using BIP mechanism

· usage of SEND DATA RECEIVE DATA to convey SIP messages 
In addition to existing BIP open channel framework, UICC will ask for IMS registration using a new BIP Open channel for IMS command, indicating to the UE the UICC public identity, in order for the UE to:
· route SIP messages from/to UICC to/from P-CSCF

· Register UICC IMPU in case no other UE public identity is registered.
UE will return its IMS signalling used IP address in case of successfull command. 
2/ Implicit registration

The public identity dedicated to UICC is defined in an implicit registration set that contains also UE user IMPU(s). 

By the way UICC is automatically registered when UE registers user IMPU(s):
· Without supplementary signalling for phone and network 

· So that a single IP secured tunnel is used for both UE and UICC IMS termination points 
4.1 

Discovery of the supported features 

Terminal will indicate that it support BIP Open channel for IMS by indicating it in TERMINAL PROFILE.

4.2 Registration and authentication
4.2.1 Identifiers

UICC is allocated with an IMS public identity (UICC IMPU).
This UICC IMPU is deduced using a function F (IMPI), private identity associated with the subscription

(ISIM IMPI if ISIM is present, temporary IMPI deduced from IMSI either).
Note: this function F is not to be standardized. 
4.2.2 Implicit registration

The implicit registration feature described in TS 23.228 [6].is used to associate UICC IMPU to other public identities of the subscription. 

When ISIM is present, IMPU for UICC is associated with the first Public User Identity of the ISIM in an implicitly registered ID set

When ISIM is not present, IMPU for UICC is associated with IMPU derived from IMSI
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Figure 1.0: Relationship of Public User Identities when implicitly registered

4.2.3 Registration
Shall follow TS 23.228 [6] and TS 24.229 [7]
When the UICC request a USAT “BIP Open channel for IMS” command


- If the handset already registered to IMS the user public identity (ies) then IMPU for UICC is implicitly registered, 
handset can directly return successfull command status

- If handset has not already registered to IMS, it is up to the handset to trig the standard IMS registration as stated in 
TS23.228 and TS24.229, using this first IMPU of EF IMPU. In case the UE implement this registration, the UE will 
manage re-registration 
By the way, no extra code for the handset and minimum impact onto its registration state machine in this solution.
4.2.4 Authentication
Shall follow TS 23.228 [6] and TS 24.229 [7].

4.2.5 De-Registration

2 possible un-registration causes are treated in the following way:
- IMS network initiated de-registration: 



In this case UE send a Event channel status to indicate the UICC that it’s implicit public ID is unregistered.


Note: It is not possible for the network to ask directly for UICC de-registration, as the explicit effect would 

be user de-registration.
- First IMPU de-registration by the UE: 



In this case UE send a Event channel status to indicate the UICC that it’s implicit public ID is unregistered 
4.3 
Message flow

4.3.1
Registration


If handset has not already registered to IMS, it is up to the handset to trig the standard IMS registration as stated in 
TS24.229, using this first IMPU of EF IMPU:
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2.Register(IMPU1)
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3.Registration information flow – User not registered,as defined inTS23.228

4. 200 OK

5 Terminal Response OK

(UE IP address used)

 Figure 2.0: User IMPU1 not already registered

If the handset already registered to IMS the user public identity (ies) then IMPU for UICC is implicitly registered, handset can directly return successfull command status:
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Figure 2.1: User IMPU1 already registered

4.3.1 De-Registration

Initiated by the UE:
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2.De-Registration information flow, 

as defined in TS23.228

3. 200 OK

4 Event Channel Status

(IMS de-registration)


Figure 3.0: Mobile initiated de-registration
Initiated by the Network (i.e administrative de-registration). In this case 
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Figure 3.1: Network initiated de-registration

4.3.2
SIP Message from UICC





After a successful “BIP Open channel for IMS” command






- UICC IMPU is IMS registered






- UICC knows the IP address used by the handset for IMS signalling. 





UICC then can build SIP messages and send it encapsulated in a SEND DATA command, UE is in 




charge to decapsulate the SEND DATA and send the SIP message to the P-CSCF 
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1. Proactive command 

SEND DATA ( SIP INVITE (IMPUx ))
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Figure 4.0: SIP message from UICC, i.e : session INVITE 
4.3.3
SIP Message to UICC





After a successful “BIP Open channel for IMS” command, UE is aware of the UICC IMPU, UE is then 



able to trigg an Event Data available for the UICC to retrieve the SIP message encapsulated in a 





RECEIVE DATA command
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4.4
Impact on IMS Core network
The derivation function F () is used in HSS to compute IMPU_UICC

· The derivation function not described in TS 31.111

· Can be pre-computed, and HSS pre-provisioned

· Can be computed on the fly

It is assumed that implicit registration set is maintained properly in HSS, to avoid potential synchronization problem.

No impact identified on P-CSCF, I-CSCF, S-CSCF.
5 
Conclusion

Solution with implicit registration provides better flexibility and minimizes impact on handset, the recommendation is by the way to adopt it and specify BIP open channel for IMS in 31.111.

Annex A: Use case
Here is a list of use case for UICC access to IMS:
Use Case: Over-The-Air Remote management of single-user-multiple-UICC

Today when an operator needs to update the user’s UICC contents, it uses the OTA remote management platform. The OTA platform would send SMS’s containing the commands that the UICC would execute at the reception the messages. It is based on a point-to-point concept in particular the OTA server sending messages to a single UICC.When the user has multiple devices, the OTA platform would need in this case, send several set of messages to the deferent user’s UICC. The OTA management of these UICCs could be optimized if a single OTA management message could reach all the UICCs of a specific user.

Use Case: Over-The-Internet UICC remote management

Some operators are offering “unified” communication package to corporate users or small business users. Such offers bundle a mobile phone subscription and VoIP & Messaging PC/Laptop applications, and are typically deployed inside a USB dongle. These USB dongles are secured by a USIM (user authentication at access and service level). These USIM cannot be addressed by SMS (no 3GPP modem), but still need to be managed as a conventional USIM. The management of such devices could benefit from the use of the SIP/IMS capabilities by allowing the management platform to send/receive SIP/IMS messages to/from the USIM.

Use Case: CSG sharing

With the deployment H(e)NBs to more users, there will be more cases when a user wants to allow a friend to access its CSG. This friend happens to own several devices (e.g. IPhone, IPad, E-Reader and a Laptop). While it is always possible for this friend to key-in manually the CSG ID to each of his devices, one could imagine the benefit for the Hosting Party to be able to send his CSG ID (stored inside his UICC in one of his devices) to ALL his friend’s devices in one shot. This could be achieved if the UICCs have access to the handset IMS capabilities to send and receive SIP/IMS messages.

Use Case: UICC based Rich Communication Suite (RCS) Client

RCS is a communication package that allows user to communicate via instant-messaging, chat, whiteboard, to share documents, videos, pictures and be always in contact with its social network. More and more GSMA RCS pilots are launched worldwide. GSMA RCS is based on IMS. Today, more and more handsets are sold with SCWS technology support. Some operators may want to deploy RCS Client on UICCs supporting both SCWS and “UICC Access to IMS” features. These UICC based RCS Client would provide a default RCS client to mobile user without the need to install a full fleshed RCS clients on the handset. This would allow the user to access directly the RCS service and have a fast and first flavor of the service prior to downloading the full fleshed RCS client.

Use Case: User Authentication to Internet Services

Some operators are looking at providing Identity Management service to their users. As an example, a mobile user benefiting from such service would receive an authentication message from his mobile operator, asking him to enter a PIN, every time he is logging- into his Internet banking service on his PC for instance. This system is making use of the GBA Push mechanism.For a single device user situation, the message asking for the PIN, is sent inside an SMS to the user’s UICC. The UICC then send a STK command to the Handset asking the handset to display a text and requesting the user to enter his PIN. The PIN is checked by the UICC locally and the UICC then sends an answer back to the operator with the results of the user verification process. In a multiple device environment, the message should be sent to all the user’s devices, and the user would pick up the message on the most convenient device at the moment he receives that message. This is possible if the UICCs have access to the device IMS capabilities.
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