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Problem desription: 
In 31.111 chapter 6.4.7.1:

It is stated that phone behaviour is unpredictable when using one of the USIM initialisation methods.

So when you want to change IMSI you must use either Application reset, UICC reset or 3G session reset. But all of these types will require that the user must enter PIN code again.

As we have a lot of operators on the market using roaming applets which is changing the IMSI when roaming and that these not can accept a PIN prompt to the user then we don't have any suitable refresh type we can use.

In SIM cards it was allowed to use SIM initialisation with full file change when changing IMSI but this is not allowed in USIM.

Refresh of 3G Session Reset is defined in TS 31.111.

3G Session Reset. This mode causes the ME to reset the 3G session, in accordance with the 3G session reset procedure

defined in TS 31.102 [14]. Subsequently, the ME performs the "USIM Initialization and File Change Notification"

procedure and the MM Restart procedure as defined in TS 23.122 [7].
Further more the description of the security environment in 102 221 states:

· 9.3.2
Logical Channels and Security Environment

A UICC supporting logical channels has the security environment set during the application activation and is valid for the logical channel on which the application is activated. The security environment remains the same on this logical channel until a new application is selected or the status of the PIN status DO has changed, i.e. the application or universal PIN status has been changed from disabled to enabled or vice versa.

So the procedure is:

During REFRESH type NAA SESSION RESET:

1) SEND particular STATUS command (Application will be terminated)

2) SEND SELECT (P2 = Application Activation/reset)
3) Start reading IMSI and all other files again…...

4) SEND particular STATUS command (Application is started)
Nokia kindly asks for clarification on the following details: 
1) Will the PIN verification status be reset after the Application activation/reset or will it be unaffected, we have seen UICC’s in the fields that doesn’t do that ?

2) Would it be feasible to change 31.111 chapter 6.4.7 Stating that 3G session reset should NOT be done according to 31.102, but another way.E.g. by providing 7FFF instead of an AID.
3) Would it be feasible to change 102.221 chapter 9.3.2:
9.3.2
Logical Channels and Security Environment

A UICC supporting logical channels has the security environment set during the application activation and is valid for the logical channel on which the application is activated. The security environment remains the same on this logical channel until a new ANOTHER application is selected or the status of the PIN status DO has changed, i.e. the application or universal PIN status has been changed from disabled to enabled or vice versa.

This input is intended for an open discussion and to clarify the security status in relation to a refresh 3G session reset and the issues seen currently in the field which are not in line with the specifcation.
