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1. Overall Description:

3GPP TSG SA thanks GSMA SCaG for sharing their analysis on the implications of UICC usage in M2M applications.
TSG SA is not able to evaluate and react on the GSMA ScaG work without more clarification on the guidelines quoted in their incoming LS. In particular, regarding the statement “Extended OTA capabilities to download new IMSI/Ki and probably authentication algorithms are not recommended for neither B2B nor B2B2C applications because of a lack of security”, TSG SA would like to share with GSMA ScaG the following:
· 3GPP specifications already standardise the download  of some (U)SIM parameters to the UICC, including the IMSI (as per TS 31.111 “USIM Application Toolkit (USAT)”; 
· TSG SA would like to invite GSMA SCaG to clarify the specific concerns they have with regard to the “Extended OTA capabilities” above reported. Specifically, SA would like to get clarifications on which of the (U)SIM parameters whose download may raise concern in GSMA.
2. Actions:

To GSMA ScaG: 
TSG SA would kindly ask GSMA SCaG to provide SA more information on their specific concerns related to the “extended OTA capability to download new IMSI/Ki and probably authentication algorithms” . 
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