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3GPP TR 22.868 is an SA1 feasibility study on facilitating Machine to Machine communication in 3GPP systems.  As it is a TR it contains no normative design requirements and as it is an "800" series specification, it is intended for internal 3GPP use only.

This document will summarise this TR and highlight areas that are within the CT6 ToR as areas for potential study by CT6.

Within this document quoted text from TS 22.868 will be within [] and will be in italics.

Scope (of the TR)
[The present document identifies potential requirements to facilitate improvements in M2M communication and the more efficient use of radio and network resources. 

Special consideration is given to the following areas for optimisation:

-
Charging mechanisms

-
Addressing

-
Types of communication

-
Fixed location, low mobility and low activity terminals

-
Handling of large numbers of subscriptions and subscriber data within the network

-
Handling issues of large number of M2M subscriptions for the user of M2M services

-
Impact of optimisations for security resulting from improvement for M2M

]
Clearly the USIM is potentially impacted by this scope.

Section 4 – General
Section 4 sets the scene for this TR.  It contains a definition for M2M communication and identifies the current use of M2M within 3GPP networks as "premium M2M".
[Machine to Machine (M2M) Communication is seen as a form of data communication between entities that do not necessarily need human interaction. It is different to current communication models as it involves:

· new or different market scenarios

· lower costs and effort

· a potentially very large number of communicating terminals with 

· to a large extent little traffic per terminal
This new type of M2M communication may in future become more relevant as

· M2M in GSM/UMTS is a future growth sector in particular in mature markets, and the ubiquitous coverage of mobile networks is one main enabler

· Potential enhancements of 3GPP standards may be a stimulator; as such business could be addressed more cost efficiently.

]
The TR then goes on to state that its goals are:

[ The study shall investigate on the improvements how standards can be enhanced to provide network operators with lower operational costs when offering M2M services.
It shall lower the M2M users’ effort associated with handling large M2M groups.
The study shall look at the trade-off between the effort and the benefits associated with the improvements.
]
The TR presents Security, Tracking & Tracing, Payment, Health, Remote Maintenance/control and Metering as the usecases for M2M and then focuses in specifically on PAYD (Pay as you Drive), Tracking & Tracing and Metering.
Section 5 – Study Areas

5.1 Types of communication

Three scenarios are presented: 

· N to 1 : many devices communicating with 1 server (typical for today)

· N to N: many devices communicating with many servers (possibly for resilience)

· Device to device communication (The TR identifies that this is for future study)

The study also concludes that PS should be the preferred way for transferring data (for simplification and cost reasons) and that optimally an IP stack should be used to communicate between the device and server.
Although no mention of security is made in this section, Vodafone believes that the USIM can contribute to both the management and the securing of this data stream.

5.2 Handling of large numbers of terminals
Section 5.2.1 looks at the potential ability to treat M2M devices as a single subscription rather than individual subscriptions.  It also suggests that optimisations based on non moving Mobile Originated only terminals should be studied.
Vodafone believes that multiple devices as one subscription can be broadly handled by the currently specified USIM, however the ability to OTA to these devices should be studied by CT6.
Section 5.2.2 notes that user cases suggest the requirements for: a Tamper Save/Theft proof terminal including a USIM, the possibility to change subscription out in the field e.g. after contract expiry without human intervention and the possibility to allocate the terminals at initial power up to a network operator without human intervention.

Here Vodafone notes that the use of a USIM is identified and that there is no restrictions indicated on how a subscription change should be achieved.
Section 5.2.3 perceived issues with subscription handling, particularly the ability to change subscriptions whilst the device is "in the field".
Vodafone believes that CT6 should contribute heavily to this discussion.  Vodafone believes that the market underestimates the customisation required and that there is an assumption that this can only be achieved by technical means.  Vodafone believes that CT6 should discuss the extent of customisation involved in a subscription, highlight the current needs that the USIM satisfies and suggest other solutions available eg. business solutions such as using MVNO functionality or simple solutions such as multiple USIMs.
Section 5.2.4 discusses machine network management.  This is where a collection of devices communicate through a concentrator that communicates over the 3GPP network.

Vodafone believes that the USIM is ideally placed for this, using (or enhancing) features that already exist for the USIM.  For instance USIMs can already communicate with each other using BIP and ETSI SAC or OTA mechanisms exist to secure this communication.  Vodafone recommends that CT6 study the technical aspects of this communication.
Section 5.3 discusses charging.  To simplify the charging for non-moving low data volume devices, it suggests that machine type subscription identifiers should be investigated.  To reduce registration traffic this section also suggests that high values for the HPLMN timer (and other network timers) may be used or even a specific next update time.
Although most of this section is relevant to core network and billing setup, Vodafone believes that CT6 should monitor the discussion related to update timers.

Section 5.4 covers considerations on security.  Specifically it discusses Denial of Service attacks, requirements on data security and the additional risks for unattended devices.
Vodafone believes that CT6 should study this area and forward any recommendations to SA1 and SA3.

Section 5.5 covers addressing and is largely focused on core network issues.

Vodafone believes that the USIM could assist here, ETSI TS 102 483 for instance.

Section 6 details possible requirements.

Vodafone believes that CT6 should study this area and forward any recommendations to SA1.
