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	Reason for change:
(

	There is currently no mechanism in place for the UICC to know when and why the UE’s registration attempt was rejected. The CR proposes the additon of a new USAT event that would be used to notify a USAT application that the registration attempt was rejected and why.

	
	

	Summary of change:
(

	Addition of a new event : Network Rejection Event which is sent to the UICC whenever a registration attempt (circuit switched or packet switched) is rejected by the serving network. 
The following information is provided in the event download notification :
· The location area information/ routing area information of the rejecting network
· The access technology that the rejection was received on

· The update or attach type that was rejected

· The MM/GMM reject cause that was received
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(

not approved:
	Smart roaming types of applications are limited, if not impossible, to build without this type of functionality. These types of applications are used by the operator to enhance a subscribers roaming experience.
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(
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	Other comments:
(

	As per 3G TS 22.038, Clause 6.2, “The proactive command set allows the USAT to instruct the ME to:” , specifically,

“13
set up an event list in the ME such that the UICC is informed by the ME when a indicated event has occurred”
The following CRs to ETSI specifications are also required:

· TS 101 220 - to reserve Comprehension TLV Tags for 3GPP
· TS 102 223 - to reserve Event List identifier and Terminal Profile indicator for this event


4.7
Event download

In addition to the set of events defined in ETSI TS 102 223 [32] the following event may also be reported to the UICC
- Network Rejection
5
Profile download

5.1
Procedure

The profile download instruction is sent by the ME to the UICC as part of the UICC initialization procedure. The UICC initialization procedure is specified in TS 31.101 [13]. 

If the UICC indicates the support of "Additional TERMINAL PROFILE after UICC activation" in its USIM Service Table, the ME shall handle the profile download procedure as specified in ETSI TS 102 223 [32].

If the UICC does not indicate the support of "Additional TERMINAL PROFILE after UICC activation" in its USIM Service Table, the profile download instruction shall only be sent by the ME to the UICC as part of the UICC initialization procedure. However, if a USIM initialisation procedure is performed due to a refresh proactive command, the USIM initialisation procedure may also include a profile download.

The profile(s) sent by the ME shall state the facilities relevant to USAT that are supported by the ME. 

5.2
Structure and coding of TERMINAL PROFILE

Direction: ME to UICC.

The command header is specified in TS 31.101 [13].

Command parameters/data:

	Description
	Clause
	M/O/C
	Length

	Profile
	-
	M
	lgth


-
Profile:

Contents:

-
The list of USAT facilities that are supported by the ME.

Coding:

-
1 bit is used to code each facility:

-
bit = 1: facility supported by ME.

-
bit = 0: facility not supported by ME.

NOTE:
several bits may need to be set to 1 for the support of the same facility. This is because of backward compatibility with SAT: several options existed in SAT for a given facility, and they are mandatory in USAT when this facility is supported.

First byte (Download):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	SMS-PP data download

	
	
	
	
	
	
	
	
	
	
	Cell Broadcast data download

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if SMS-PP data download is supported

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if Call Control by USIM is supported 

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if Call Control by USIM is supported 


Second byte (Other):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Call Control by USIM

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if Call Control by USIM is supported

	
	
	
	
	
	
	
	
	
	
	MO short message control by USIM 

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if Call Control by USIM is supported

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]


Third byte (Proactive UICC):

-
See ETSI TS 102 223 [32].

Fourth byte (Proactive UICC):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: SEND SHORT MESSAGE 

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: SEND SS 

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: SEND USSD

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: PROVIDE LOCAL INFORMATION (NMR) - in 3GPP terms, this indicates support for GERAN


Fifth byte (Event driven information):

-
See ETSI TS 102 223 [32].

Sixth byte (Event driven information extensions):

-
See ETSI TS 102 223 [32].

Seventh byte (Multiple card proactive commands) for class "a":

-
See ETSI TS 102 223 [32].

Eighth byte (Proactive UICC):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Bit = 1 if Call Control by USIM is supported


Ninth byte:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: PROVIDE LOCAL INFORMATION (Timing Advance)

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]


Tenth byte (Soft keys support) for class "d":

-
See ETSI TS 102 223 [32].

Eleventh byte: (Soft keys information):

-
See ETSI TS 102 223 [32].

Twelfth byte:

-
See ETSI TS 102 223 [32].

Thirteenth byte:

-
See ETSI TS 102 223 [32].

Fourteenth byte: (Screen height):

-
See ETSI TS 102 223 [32].

Fifteenth byte: (Screen width):

-
See ETSI TS 102 223 [32].

Sixteenth byte: (Screen effects):

-
See ETSI TS 102 223 [32].

Seventeenth byte:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	HSDPA (if class "e" is supported)


Eighteenth byte:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	CALL CONTROL on GPRS

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]


Nineteenth byte: (reserved for TIA/EIA-136 facilities):

-
See ETSI TS 102 223 [32].

Twentieth byte: (reserved for TIA/EIA/IS-820 facilities):

-
See ETSI TS 102 223 [32].

Twenty-first byte (Extended Launch Browser Capability) for class "c":

-
See ETSI TS 102 223 [32].

Twenty second byte:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Support of UTRAN PS with extended parameters

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Toolkit-initiated GBA

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]


Twenty third byte:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: PROVIDE LOCAL INFORMATION (NMR(UTRAN))

	
	
	
	
	
	
	
	
	
	
	USSD Data download and application mode


Twenty fourth byte for class "i":

-
See ETSI TS 102 223 [32].

Twenty-fifth byte (Event driven information extensions):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	Event: I-WLAN Access status (if class "e" is supported)

	
	
	
	
	
	
	
	
	
	
	Event: Network Rejection

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]


Twenty-sixth byte (Event driven information extensions):

-
See ETSI TS 102 223 [32].

Twenty-seventh byte (Event driven information extensions):

-
See ETSI TS 102 223 [32].

Twenty-eighth byte (Text attributes):

-
See ETSI TS 102 223 [32].

Twenty-ninth byte (Text attributes):

-
See ETSI TS 102 223 [32].

Thirtieth byte: 

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	I-WLAN bearer support (if class "e" is supported)

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: PROVIDE LOCAL INFORMATION (WSID of the current I-WLAN connection)

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]

	
	
	
	
	
	
	
	
	
	
	"Steering of Roaming" REFRESH support

	
	
	
	
	
	
	
	
	
	
	See TS 102 223 [32]


Subsequent bytes:

-
See ETSI TS 102 223 [32].

Response parameters/data:

-
None.

7.5
Event download

See ETSI TS 102 223 [32].

:
:

:

:

7.5.x
Network Rejection event

7.5.x.x
Procedure

If the Network Rejection event is part of the current event list (as set up by the last SET UP EVENT LIST command, see ETSI TS 102 223 [32]), then, if the terminal receives a LOCATION UPDATING REJECT message or a GPRS ATTACH REJECT message or a ROUTING AREA UPDATE REJECT message (as defined in TS 24.008 [9]), the terminal shall inform the UICC that this has occurred, by using the ENVELOPE (EVENT DOWNLOAD – Network Rejection Event) command as defined below.
7.5.x.x.1
Structure of ENVELOPE (EVENT DOWNLOAD – Network Rejection)

Direction: ME to UICC.

The command header is specified in TS 31.101 [13].
Command parameters/data.

	Description
	Clause
	M/O
	Min
	Length

	Event download tag
	9.1
	M
	Y
	1

	Length (A+B+(C or D)+E+F+G+H)
	-
	M
	Y
	1

	Event list
	8.25
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Location Information 
	8.19
	C
	N
	C

	Routing Area Identification
	8.aa
	C
	N
	D

	Access Technology
	8.62
	M
	Y
	E

	Update/Attach Type
	8.bb
	M
	Y
	G

	Rejection Cause Code
	8.cc
	M
	Y
	H


Event list: the Event list data object shall contain only one event (value part of length 1 byte), and terminal shall set the event to:

· Network Rejection Event.

-
Device identities: the terminal shall set the device identities to:

· source:
Network;

· destination:
UICC.

-
Location information: This data object shall only be present when the ME receives a Location Updating Reject message, and shall contain the identification (MCC, MNC, and LAC) of the rejecting network.
-
Routing Area Indentification: This data object shall only be present when the ME receives a GPRS ATTACH REJECT message or a ROUTING AREAD UPDATE REJECT message and shall contain the identification (MCC, MNC, LAC and RAC) of the rejecting network.
-
Access Technology: This data object shall contain the access technology of the rejecting network.
-
Update/Attach Type: This data object contains the update or attach type that was used in the registration request message.

-
Rejection Cause Code: This data object contains the cause code value that was received in the registration reject message.

Response parameters/data: None for this type of ENVELOPE command.
8.19
Location Information

	Byte(s)
	Description
	Length

	1
	Location Information tag
	1

	2
	Length = '09' or '07' or '05' (see Note1 and Note 2)
	1

	3 - 5
	Mobile Country & Network Codes (MCC & MNC)
	3

	6 - 7
	Location Area Code (LAC)
	2

	8 - 9
	Cell Identity Value (Cell ID)
	2

	10 - 11
	Extended Cell identity Value (see Note
	2

	NOTE 1:
The Extended Cell Identity Value is not available in GERAN. When in GERAN, this field shall not be present and the length field shall be set to ‘07’.
NOTE 2: When this object is used in the Network Rejection event download, the Cell Identiry Value (Cell ID) and the Extended Cell identity Value fields shall not be present and the length field shall be set to '05'.


The Mobile Country Code (MCC), the Mobile Network Code (MNC) and the Location Area Code (LAC) are coded as in TS 24.008 [9].

For GERAN, the Cell Identity Value is coded as in TS 24.008 [9].

For UTRAN, only the C-id part of the UC-id is returned in the Cell Identity Value (i.e. the 16 least significant bits of the UC-id), as defined in TS 25.401 [35] and TS 25.413 [36].

The Extended Cell identity Value is coded as the RNC-id part of the UC-id, as defined in TS 25.401 [35] and TS 25.413 [36]. It is left padded with zeros (this means that byte 10 contains the 4 most significant bits of the RNC-id value, and byte 11 contains the 8 least significant bits of the RNC-id value).

8.25
Event list

For the event list byte coding, the following values are defined in addition to those in ETSI TS 102 223 [32]:

-
'11' = I-WLAN Access Status.
-
'xx' = Network Rejection.

8.aa
Routing Area Identification

	Byte(s)
	Description
	Length

	1
	Routing Area Information Tag
	1

	2
	Length
	1

	3 - 5
	Mobile Country & Network Codes (MCC & MNC)
	3

	6 - 7
	Location Area Code (LAC)
	2

	8 - 9
	Routing Area code (RAC)
	2


When present, this object shall contain the Routing Area Identification information of rejecting network. The RAI is coded in the same manner as the value part of the Routing Area Identification information element as specified in TS 24.008 [9].
8.bb
Update/Attach Type

	Byte(s)
	Description
	Length

	1
	Update/Attach Type Tag
	1

	2
	Length
	1

	3 
	Update/Attach Type
	1


· Contents:
· The terminal shall use this information as a mechanism to indicate to the UICC the location updating type that was sent in the LOCATION UPDATING REQUEST MESSAGE or the update type that was sent in the GPRS Attach Request or Routing Area Updating Request message, as specified in TS 24.008 [9].
· Coding:

· '00' = “Normal Location Updating” in the case of a Location Updating Request message;

· '01' = “Periodic Updating” in the case of a Location Updating Request message;
· '02' = 'IMSI Attach” in the case of a Location Updating Request message;

· '03' = “GPRS Attach” in the case of a GPRS Attach Request message;

· '04' = “Combined GPRS/IMSI Attach” in the case of a GPRS Attach Request message;

· '05' = “RA Updating” in the case of a Routing Area Update Request message;

· '06' = “Combined RA/LA Updating” in the case of a Routing Area Update Request message;

· '07' = “Combined RA/LA Updating with IMSI Attach” in the case of a Routing Area Update Request message;
· '08' = “Periodic Updating” in the case of a Routing Area Update Request message
· All other values are reserved for future use
8.cc
Rejection Cause Code

	Byte(s)
	Description
	Length

	1
	Rejection Cause Code Tag
	1

	2
	Length
	1

	3
	Rejection Cause Code
	1


In the case of a Location Updating Reject message, this object shall contain the Reject Cause as received in the Location Updating Reject message. The Reject Cause is coded in the same manner as the value part of the Reject Cause information element as specified in TS 24.008 [9]
In the case of a GPRS Attach Reject message or a Routing Area Update Reject message, this object shall contain the GMM Cause as received in the GPRS Attach Reject message or Routing Area Update Reject message. The GMM Cause is coded in the same manner as the value part of the GMM Cause information element as specified in TS 24.008 [9].
9
Tag values

This clause specifies the tag values used to identify the BER-TLV and COMPREHENSION-TLV data objects used in the present document, in addition to those defined in ETSI TS 102 220 [43].

9.1
BER-TLV tags in ME to UICC direction

	Description
	Length of tag
	Value

	SMS-PP download tag
	1
	'D1'

	Cell Broadcast download tag
	1
	'D2'

	MO Short message control tag
	1
	'D5'

	USSD download tag
	1
	'D9'


9.2
BER-TLV tags in UICC TO ME direction

No additional tag is defined for 3G.

9.3
COMPREHENSION-TLV tags in both directions

	Description
	Length of tag
	Tag value, bits 1-7 (Range: '01' - '7E')
	Tag 

(CR and Tag value)

	SS string tag
	1
	'09'
	'09' or '89'

	USSD string tag
	1
	'0A'
	'0A' or '8A'

	SMS TPDU tag
	1
	'0B'
	'0B' or '8B'

	Cell Broadcast page tag
	1
	'0C'
	'0C' or '8C'

	Cause tag
	1
	'1A'
	'1A' or '9A'

	Transaction identifier tag
	1
	'1C'
	'1C' or '9C'

	BCCH channel list tag
	1
	'1D'
	'1D' or '9D'

	BC Repeat Indicator tag
	1
	'2A'
	'2A' or 'AA'

	Timing Advance tag
	1
	'2E'
	'2E' or 'AE'

	PDP context Activation parameters tag
	1
	‘52’
	‘52’ or ‘D2’

	UTRAN Measurement Qualifier tag
	1
	'69'
	'69' or 'E9'

	I-WLAN Identifier tag
	1
	'4A'
	'4A' or 'CA'

	I-WLAN Access Status tag
	1
	'4B'
	'4B' or 'CB'

	PLMNwAcT List tag
	1
	'72'
	'72' or 'F2'

	Routing Area Information Tag
	1
	'xx'
	'xx' or 'XX'

	Update/Attach Type Tag
	1
	'yy'
	'yy' or 'WW'

	Rejection Cause Code Tag
	1
	'zz'
	'zz' or 'ZZ'


10
Allowed Type of command and Device identity combinations

Only certain types of commands can be issued with certain device identities. These combinations are defined below, in addition to ETSI TS 102 223 [32].

	Command description
	Source
	Destination

	CELL BROADCAST DOWNLOAD
	Network
	UICC

	MO SHORT MESSAGE CONTROL
	ME
	UICC

	SEND SS
	UICC
	Network

	SEND USSD
	UICC
	Network

	I-WLAN Access Status
	ME
	UICC

	Network Rejection
	Network
	UICC


Annex F (informative):
Monitoring of events

In addition to ETSI TS 102 223 [32]. , the following is defined:

	Event
	Continuously reported
	Reported once

	I-WLAN Access Status 
	X
	

	Network Rejection
	X
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