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1. Overall Description

As indicated in our first response LS, 3GPP CT6 would like to provide some additional comments:

1) What kinds of solutions there exist for provisioning and managing mobile device’s WLAN service configuration related parameters? If there is no solution, are you planning to provide one?

As a reminder, the 3GPP I-WLAN (Inter-working WLAN) is a collection of specifications maintained by different 3GPP groups:

· TS 22.234 Requirements on 3GPP system to Wireless Local Area Network (WLAN) interworking (Maintained by SA1).

· TS 23.234 3GPP system to Wireless Local Area Network (WLAN) interworking; System description (Maintained by SA2).

· TS 24.234 3GPP system to Wireless Local Area Network (WLAN) interworking; User Equipment (UE) to network protocols; Stage 3. Maintained by CT1.
· TS 33.234 3G security; Wireless Local Area Network (WLAN) interworking security. Maintained by SA3.
Also, the CT6 group as the smart card working group for the 3GPP, already defined in:

· TS 31.102 Characteristics of the Universal Subscriber Identity Module (USIM) application

In this specification, the provisioning of all the necessary parameters is defined accordingly to the above specified interworking WLAN specifications.

Therefore this collection of specifications is the 3GPP solution developed from the release 6 for provisioning and managing mobile device’s WLAN services.

In order to avoid any duplication of data and to avoid conflicting requirements, CT6 suggests to consider that any parameter already available in the USIM must not be re-invented but reused. This will avoid conflicting data for parties interested in storing a Management Object in the USIM.

2) Do these solutions also enable WLAN service settings over-the-air provisioning?
Yes, the 3GPP has defined a Secure Over-The-Air (OTA) mechanism, which can be used to update the WLAN User Identities in the USIM. The specifications are the following:

· TS 31.115 Secured packet structure for (Universal) Subscriber Identity Module (U)SIM Toolkit applications
· TS 31.116 Remote APDU Structure for (Universal) Subscriber Identity Module (U)SIM Toolkit applications
These specifications are maintained by the 3GPP CT6 smart card working group.
3) OMA DM has identified WLAN-service-configuration related parameters from different WLAN related specifications and kindly asks 3GPP to review and comment how do you see the need for the listed parameters and potentially suggest new ones that are related to provisioning and managing WLAN service configuration parameters?
After the review of the parameters list submitted by OMA-DM, CT6 would like to note that some of those parameters might be useful for I-WLAN. However, CT6 believes that any unnecessary duplication of provisioning data should be prevented. 
3GPP CT6 is looking forward to continued collaboration with OMA DM on device management activity.

2. Actions:

To OMA DM WG
3GPP CT6 kindly asks OMA DM to take the existing 3GPP provisioning mechanisms into account in their work in order to avoid any unnecessary duplication of data that might lead to inter-operability problems.
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