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This document gives background information as to why the proposal is made and compares it with the existing standards.

1.1  Background

3GPP TS 23.048 in Release 5 contains 
· standard remote APDU structure 

· standard remote APDUs for RFM and RAM 

· generalized secured packet structure 
· secured packet structure for SMS.

In Release 6, the TS 23.048 parts from Release 5 have been moved to four different specifications managed by SCP and 3GPP. Release 6 also introduces CAT_TP as a transport protocol for UICC applications to be used in combination with BIP and potentially unreliable bearers. A secured packet structure implementation for CAT_TP is specified in ETSI TS 102 225.
1.2  Proposal and relation to existing Rel 6 standards

When introducing communication to the SIM using BIP, it assumed that initial launch of such systems must be made in legacy situations where the already installed base of SIMs only support SMS as bearer and only the newest ones will support BIP. In addition, only the BIP-capable cards actually located in a BIP-capable phone can be reached at a given point in time. If a subscriber can not be reached over BIP, the system needs to be capable to revert to using SMS to reach that specific subscriber.

The above poses a requirement to re-use as much as possible of the existing SMS-based formats to enable such a co-existence and thus a possible success of BIP-transports.

The following sections present the relation between the proposal and the existing Rel 6 standards.
1.2.1  ETSI TS 102 127 - Transport protocol for CAT applications
TS 102 127 specifies a transport protocol (CAT_TP) providing a UICC application with a reliable data transmission channel to a remote entity. A CAT_TP session is initiated by the remote entity sending a Request for CAT_TP link establishment command as specified in TS 102 226. A remote entity that wants to communicate with more than one application on the same UICC must send several link establishment commands. Each CAT_TP link is dedicated for communication with one UICC application and messages are routed based on ports.

It is assumed that most BIP-capable terminals are also capable of TCP. That being the case implies that the function of the CAT_TP for handling reliable communication over a non-reliable channel is not needed since that is also handled by TCP. It is judged as more reasonable to let the terminal handle the implementation of reliable communication than to let the card do the same. 
The proposed solution is intended to be more light-weight in implementing on the SIM than CAT_TP. It is believed that this path to make BIP gain market acceptance is both faster and more reliable. Waiting for CAT_TP increases the risk that BIP support in handsets will decrease rather than increase.
The proposed solution for carrying application data between a remote entity and UICC applications is based on TCP as a transport protocol between that remote entity and the mobile terminal. With TCP being a more advanced transport protocol than CAT_TP and the possibility to use application layer acknowledgements (PoR) the reliability of communication is satisfactory without using CAT_TP in this scenario.
It is also a case that most entities are capable of TCP but CAT_TP still needs to be implemented. This will be even more the case if looking at using BIP for communication over local-link bearers in the future.
Independently of whether application data is received by SMS or a high speed bearer, the message security and message routing methods remain the same according to the proposal. In the CAT_TP specifications, the secured package format of the data is changed compared to the one used for SMS. This means that remote servers already support the secured format defined for SMS would need to use an alternate format if CAT_TP was to be used. The proposed solution re-uses the existing secured package format defined for SMS. This has the advantage that a remote server could be used with no, or limited modification.
As a general principle it also seems reasonable that the application format package structure shall be independent of the used transport bearer. Thus regardless of whether SMS, TCP or something else is used, the secured package format should be the same.

For message routing, the proposal re-uses TAR addressing as in the generalized secured packet and in the implementation for SMS.

1.2.2  ETSI TS 102 226 - Remote APDU structure for UICC based applications
In the proposal, the initiation of a session between a UICC application and a remote server is based on the remote APDU structure for UICC-based applications as specified in TS 102 226. The proposal identifies the need for sending an identification packet between the client and the server along the concept of the Request for CAT_TP link establishment command and has thus specified the use of such an identification packet in addition to the Request for BIP open command used for session initiation. This allows the server to determine the identification token.
1.2.3  ETSI TS 102 225 - Secured packet structure for UICC based applications
Security of communication is achieved through use of TS 102 225. By applying the same bearer dependent coding rules as specified for SMS, the proposed solution ensures maximum backward compatibility with existing implementations. Specifically, the proposal enables reuse of the TAR addressing mechanism used in TS 102 225 carried over SMS according to TS 31.115.
1.2.4  3GPP TS 31.116 - Remote APDU structure for (U)SIM Toolkit applications

A new push command is introduced in TS 31.116 to enable a remote entity to request the (U)SIM Toolkit application to send an identity token to the remote entity on a TCP channel.
1.2.5  3GPP TS 31.115 - Secured packet structure for (U)SIM Toolkit applications

The secured packet structure implementation for SMS-PP is re-used by introducing a new chapter in TS 31.115 specifying use of the same format for packets carried on TCP over GPRS.
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