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4.2.1
EFLI (Language Indication)

This EF contains the codes for one or more languages. This information, determined by the user/operator, defines the preferred languages of the user in order of priority. This information may be used by the ME for MMI purposes. This information may also be used for the screening of Cell Broadcast messages in a preferred language, as follows.

When the CB Message Identifier capability is available, the ME selects only those CB messages the language of which corresponds to an entry in this EF or in EFPL, whichever of these EFs is used (see clause 5.1.1). The CB message language is defined by the Data Coding Scheme (DCS: see TS 23.038 [5]) received with the CB message. The ME shall be responsible for translating the language coding indicated in the Data Coding Scheme for the Cell Broadcast Service (as defined in TS 23.038 [5]) to the language coding as defined in ISO 639 [19] if it is necessary to check the language coding in EFPL.

	Identifier: '6F 05'
	Structure: transparent
	Optional

	SFI: '02'
	

	File size: 2n bytes, (n ≥ 1)
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 2
	1st language code (highest priority).
	M
	2 bytes

	3 to 4
	2nd language code
	O
	2 bytes

	
	
	
	

	2n-1 to 2n
	Nth language code (lowest priority).
	O
	2 bytes


Coding:


each language code is a pair of alpha-numeric characters, defined in ISO 639 [19]. Each alpha-numeric character shall be coded on one byte using the SMS default 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0.

Unused language entries shall be set to 'FF FF'.

4.2.8
EFUST (USIM Service Table)

This EF indicates which services are available. If a service is not indicated as available in the USIM, the ME shall not select this service.

	Identifier: '6F38'
	Structure: transparent
	Mandatory

	SFI: '04'
	

	File size: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Services n(1 to n(8
	M
	1 byte

	2
	Services n(9 to n(16
	O
	1 byte

	3
	Services n(17 to n(24
	O
	1 byte

	4
	Services n(25 to n(32
	O
	1 byte

	etc.
	
	
	

	X
	Services n((8X‑7) to n((8X)
	O
	1 byte


	‑Services
	
	

	   Contents:
	Service n°1:
	Local Phone Book

	
	Service n°2:
	Fixed Dialling Numbers (FDN)

	
	Service n°3:
	Extension 2

	
	Service n°4:
	Service Dialling Numbers (SDN)

	
	Service n°5:
	Extension3

	
	Service n°6:
	Barred Dialling Numbers (BDN)

	
	Service n°7:
	Extension4

	
	Service n°8:
	Outgoing Call Information (OCI and OCT)

	
	Service n°9:
	Incoming Call Information (ICI and ICT)

	
	Service n°10:
	Short Message Storage (SMS)

	
	Service n°11:
	Short Message Status Reports (SMSR)

	
	Service n°12:
	Short Message Service Parameters (SMSP)

	
	Service n°13:
	Advice of Charge (AoC)

	
	Service n°14:
	Capability Configuration Parameters (CCP)

	
	Service n°15:
	Cell Broadcast Message Identifier 

	
	Service n°16:
	Cell Broadcast Message Identifier Ranges 

	
	Service n°17:
	Group Identifier Level 1

	
	Service n°18:
	Group Identifier Level 2

	
	Service n°19:
	Service Provider Name

	
	Service n°20:
	User controlled PLMN selector with Access Technology

	
	Service n°21:
	MSISDN

	
	Service n°22:
	Image (IMG)

	
	Service n°23:
	Support of Localised Service Areas (SoLSA) 

	
	Service n°24:
	Enhanced Multi‑Level Precedence and Pre‑emption Service

	
	Service n°25:
	Automatic Answer for eMLPP

	
	Service n°26:
	RFU

	
	Service n°27:
	GSM Access

	
	Service n°28:
	Data download via SMS-PP

	
	Service n°29:
	Data download via SMS‑CB

	
	Service n°30:
	Call Control by USIM

	
	Service n°31:
	MO-SMS Control by USIM

	
	Service n°32:
	RUN AT COMMAND command

	
	Service n°33:
	shall be set to '1'

	
	Service n°34:
	Enabled Services Table

	
	Service n°35:
	APN Control List (ACL)

	
	Service n°36:
	Depersonalisation Control Keys

	
	Service n°37:
	Co-operative Network List

	
	Service n°38:
	GSM security context 

	
	Service n°39:
	CPBCCH Information

	
	Service n°40:
	Investigation Scan

	
	Service n°41:
	MexE

	
	Service n°42:
	Operator controlled PLMN selector with Access Technology

	
	Service n°43:
	HPLMN selector with Access Technology

	
	Service n°44:
	Extension 5

	
	Service n°45:
	PLMN Network Name

	
	Service n°46:
	Operator PLMN List

	
	Service n°47:
	Mailbox Dialling Numbers 

	
	Service n°48:
	Message Waiting Indication Status

	
	Service n°49:
	Call Forwarding Indication Status

	
	Service n°50:
	Reserved and shall be ignored

	
	Service n°51:
	Service Provider Display Information

	
	Service n°52
	Multimedia Messaging Service (MMS)

	
	Service n°53
	Extension 8

	
	Service n°54
	Call control on GPRS by USIM

	
	Service n°55
	MMS User Connectivity Parameters

	
	Service n°56
	Network's indication of alerting in the MS (NIA)

	
	Service n°57
	VGCS Group Identifier List (EFVGCS and EFVGCSS)

	
	Service n°58
	VBS Group Identifier List (EFVBS and EFVBSS)

	
	Service n°59
	Pseudonym

	
	Service n°60
	User Controlled PLMN selector for WLAN access

	
	Service n°61
	Operator Controlled PLMN selector for WLAN access

	
	Service n°62
	User controlled WSID list

	
	Service n°63
	Operator controlled WSID list

	
	Service n°64
	VGCS security

	
	Service n°65
	VBS security

	
	Service n°66
	WLAN Reauthentication Identity

	
	Service n°67
	Multimedia Messages Storage

	
	Service n°68
	Generic Bootstrapping Architecture (GBA)

	
	Service n°69
	MBMS security

	
	Service n°70
	Data download via USSD and USSD application mode

	
	Service n°71
	Equivalent HPLMN

	
	Service n°72
	Additional TERMINAL PROFILE after UICC activation


The EF shall contain at least one byte. Further bytes may be included, but if the EF includes an optional byte, then it is mandatory for the EF to also contain all bytes before that byte. Other services are possible in the future and will be coded on further bytes in the EF. The coding falls under the responsibility of the 3GPP.

Coding:

1 bit is used to code each service:
bit = 1: service available;
bit = 0: service not available.

-
Service available means that the USIM has the capability to support the service and that the service is available for the user of the USIM unless the service is identified as "disabled" in EFEST.
Service not available means that the service shall not be used by the USIM user, even if the USIM has the capability to support the service.

First byte:

	
	
	b8
	b7
	b6
	B5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°1

	
	
	
	
	
	
	
	
	
	
	Service n°2

	
	
	
	
	
	
	
	
	
	
	Service n°3

	
	
	
	
	
	
	
	
	
	
	Service n°4

	
	
	
	
	
	
	
	
	
	
	Service n°5

	
	
	
	
	
	
	
	
	
	
	Service n°6

	
	
	
	
	
	
	
	
	
	
	Service n°7

	
	
	
	
	
	
	
	
	
	
	Service n°8


Second byte:

	
	
	b8
	b7
	b6
	B5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°9

	
	
	
	
	
	
	
	
	
	
	Service n°10

	
	
	
	
	
	
	
	
	
	
	Service n°11

	
	
	
	
	
	
	
	
	
	
	Service n°12

	
	
	
	
	
	
	
	
	
	
	Service n°13

	
	
	
	
	
	
	
	
	
	
	Service n°14

	
	
	
	
	
	
	
	
	
	
	Service n°15

	
	
	
	
	
	
	
	
	
	
	Service n°16


etc.

4.2.10
EFGID1 (Group Identifier Level 1)

This EF contains identifiers for particular USIM‑ME associations. It can be used to identify a group of USIMs for a particular application.

	Identifier: '6F3E'
	Structure: transparent
	Optional

	File size: n bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to n
	USIM group identifier(s)
	O
	n bytes


4.2.11
EFGID2 (Group Identifier Level 2)

This EF contains identifiers for particular USIM‑ME associations. It can be used to identify a group of USIMs for a particular application.

	Identifier: '6F3F'
	Structure: transparent
	Optional

	File size: n bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to n
	USIM group identifier(s)
	O
	n bytes


NOTE:
The structure of EFGID1 and EFGID2 is identical. They are provided to allow the network operator to enforce different levels of security dependant on an application.

4.2.13
EFPUCT (Price per Unit and Currency Table)

This EF contains the Price per Unit and Currency Table (PUCT). The PUCT is Advice of Charge related information which may be used by the ME in conjunction with EFACM to compute the cost of calls in the currency chosen by the subscriber, as specified in TS 22.024 [3]. This EF shall always be allocated if EFACM is allocated.

	Identifier: '6F41'
	Structure: transparent
	Optional

	File size: 5 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN/PIN2



(fixed during administrative management)


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	Currency code
	M
	3 bytes

	4 to 5
	Price per unit
	M
	2 bytes


‑
Currency code

Contents: 


the alpha‑identifier of the currency code.

Coding: 


bytes 1, 2 and 3 are the respective first, second and third character of the alpha identifier. This alpha‑tagging shall use the SMS default 7‑bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0.

‑
Price per unit

Contents: 


price per unit expressed in the currency coded by bytes 1 to 3.

Coding: 


byte 4 and bits b1 to b4 of byte 5 represent the Elementary Price per Unit (EPPU) in the currency coded by bytes 1 to 3. Bits b5 to b8 of byte 5 are the decimal logarithm of the multiplicative factor represented by the absolute value of its decimal logarithm (EX) and the sign of EX, which is coded 0 for a positive sign and 1 for a negative sign.

Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	B3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	

	
	
	211
	210
	29
	28
	27
	26
	25
	24
	of EPPU


Byte 5:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	23
	22
	21
	20
	of EPPU



	
	
	
	
	
	
	
	
	
	
	Sign of EX

	
	
	
	
	
	
	
	
	
	
	20 of Abs(EX)

	
	
	
	
	
	
	
	
	
	
	21 of Abs(EX)

	
	
	
	
	
	
	
	
	
	
	22 of Abs(EX)


-
The computation of the price per unit value is made by the ME in compliance with TS 22.024 [3] by the following formula:

price per unit = EPPU * 10EX.

-
The price has to be understood as expressed in the coded currency.

If a GSM application is present on the UICC and the PUCT information is to be shared between the GSM and the USIM application, then this file shall be shared between the two applications.

4.2.16
EFFPLMN (Forbidden PLMNs)

This EF contains the coding for n Forbidden PLMNs (FPLMN). It is read by the ME as part of the USIM initialization procedure and indicates PLMNs which the UE shall not automatically attempt to access.

A PLMN is written to the EF if a network rejects a Location Update with the cause "PLMN not allowed". The ME shall manage the list as follows.

When n FPLMNs are held in the EF, and rejection of a further PLMN is received by the ME from the network, the ME shall modify the EF using the UPDATE command. This new PLMN shall be stored in the nth position, and the existing list "shifted" causing the previous contents of the first position to be lost.

When less than n FPLMNs exist in the EF, storage of an additional FPLMN shall not cause any existing FPLMN to be lost.

Dependent upon procedures used to manage storage and deletion of FPLMNs in the EF, it is possible, when less than n FPLMNs exist in the EF, for 'FFFFFF' to occur in any position. The ME shall analyse all the EF for FPLMNs in any position, and not regard 'FFFFFF' as a termination of valid data.

	Identifier: '6F7B'
	Structure: transparent
	Mandatory

	SFI: '0D'
	

	File size: 3n bytes, (n ≥ 4)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	PLMN 1
	M
	3 bytes

	4 to 6
	PLMN 2
	M
	3 bytes

	7 to 9
	PLMN 3
	M
	3 bytes

	10 to 12
	PLMN 4
	M
	3 bytes

	
	
	
	

	(3n-2) to 3n
	PLMN n
	O
	3 bytes


‑
PLMN

Contents:


Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding:


according to TS 24.008 [9].


For instance, using 246 for the MCC and 81 for the MNC and if this is stored in PLMN 3 the contents is as follows:

Bytes 7 to 9:
'42' 'F6' '18'.


If storage for fewer than n PLMNs is required, the unused bytes shall be set to 'FF'.

4.2.25
EFSMS (Short messages)

This EF contains information in accordance with TS 23.040 [6] comprising short messages (and associated parameters) which have either been received by the UE from the network, or are to be used as an UE originated message.

	Identifier: '6F3C'
	Structure: linear fixed
	Optional

	Record length: 176 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Status
	M
	1 byte

	2 to 176
	Remainder
	M
	175 bytes


‑
Status.

Contents:


Status byte of the record which can be used as a pattern in the SEARCH RECORD command. For UE originating messages sent to the network, the status shall be updated when the UE receives a status report, or sends a successful SMS Command relating to the status report.


Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	X
	X
	0
	free space

	
	
	
	
	
	
	
	X
	X
	1
	used space

	
	
	
	
	
	
	
	0
	0
	1
	message received by UE from network; message read

	
	
	
	
	
	
	
	0
	1
	1
	message received by UE from network; message to be read

	
	
	
	
	
	
	
	1
	1
	1
	UE originating message; message to be sent

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11]) 


	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	X
	X
	1
	0
	1
	UE originating message; message sent to the network:

	
	
	
	
	
	0
	0
	1
	0
	1
	  Status report not requested

	
	
	
	
	
	0
	1
	1
	0
	1
	  Status report requested but not (yet) received;

	
	
	
	
	
	1
	0
	1
	0
	1
	  Status report requested, received but not stored

      in EF-SMSR;

	
	
	
	
	
	1
	1
	1
	0
	1
	  Status report requested, received and stored

      in EF-SMSR;

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [11]) 


‑
Remainder.

Contents:


This data item commences with the TS‑Service‑Centre‑Address as specified in TS 24.011 [10]. The bytes immediately following the TS‑Service‑Centre‑Address contain an appropriate short message TPDU as specified in TS 23.040 [6], with identical coding and ordering of parameters.

Coding:


according to TS 23.040 [6] and TS 24.011 [10]. Any TP‑message reference contained in an UE originated message stored in the USIM, shall have a value as follows:












Value of the TP‑message‑reference:

message to be sent:





'FF'.

message sent to the network:


the value of TP‑Message‑Reference used in the










message sent to the network.

Any bytes in the record following the TPDU shall be filled with 'FF'.


It is possible for a TS‑Service‑Centre‑Address of maximum permitted length, e.g. containing more than 18 address digits, to be associated with a maximum length TPDU such that their combined length is 176 bytes. In this case the ME shall store in the USIM the TS‑Service‑Centre‑Address and the TPDU in bytes 2 to 176 without modification, except for the last byte of the TPDU, which shall not be stored.

4.2.32
EFSMSR (Short message status reports)

This EF contains information in accordance with TS 23.040 [6] comprising short message status reports which have been received by the UE from the network.

Each record is used to store the status report of a short message in a record of EFSMS. The first byte of each record is the link between the status report and the corresponding short message in EFSMS.

	Identifier: '6F47'
	Structure: linear fixed
	Optional

	Record length: 30 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	SMS record identifier
	M
	1

	2 to 30
	SMS status report
	M
	29 bytes


-
SMS record identifier.

Contents:

-
this data item identifies the corresponding SMS record in EFSMS, e.g. if this byte is coded '05' then this status report corresponds to the short message in record #5 of EFSMS.

Coding:

-
'00'


- empty record;

-
'01' to 'FF'
- record number of the corresponding SMS in EFSMS.

-
SMS status report:

Contents:

-
this data item contains the SMS-STATUS-REPORT TPDU as specified in TS 23.040 [6], with identical coding and ordering of parameters.

Coding:

-
according to TS 23.040 [6]. Any bytes in the record following the TPDU shall be filled with 'FF'.

4.2.47
EFEST (Enabled Services Table)

This EF indicates which services are enabled. If a service is not indicated as enabled in this table, the ME shall not select the service.

	Identifier: '6F56'
	Structure: transparent
	Optional

	SFI: '05'
	

	File size: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN2


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Services n(1 to n(8
	M
	1 byte

	2
	Services n(9 to n(16
	O
	1 byte

	etc.
	
	
	

	X
	Services n((8X-7) to n((8X)
	O
	1 byte


	‑Services
	
	

	   Contents:
	Service n°1:
	Fixed Dialling Numbers (FDN)

	
	Service n°2:
	Barred Dialling Numbers (BDN)

	
	Service n°3:
	APN Control List (ACL)


The EF shall contain at least one byte. Further bytes may be included, but if the EF includes an optional byte, then the EF shall also contain all bytes before that byte. Other services are possible in the future. The coding falls under the responsibility of the 3GPP.

Coding:

-
1 bit is used to code each service:
-
bit = 1: service activated;
-
bit = 0: service deactivated.
-
Unused bits shall be set to '0'.

A service which is listed in this table is enabled if it is indicated as available in the USIM Service Table (UST) and indicated as activated in the Enabled Services Tables (EST) otherwise this service is, either not available or disabled.

First byte:

	
	
	b8
	b7
	b6
	B5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Service n°1

	
	
	
	
	
	
	
	
	
	
	Service n°2

	
	
	
	
	
	
	
	
	
	
	Service n°3

	
	
	
	
	
	
	
	
	
	
	Service n°4

	
	
	
	
	
	
	
	
	
	
	Service n°5

	
	
	
	
	
	
	
	
	
	
	Service n°6

	
	
	
	
	
	
	
	
	
	
	Service n°7

	
	
	
	
	
	
	
	
	
	
	Service n°8


etc.

4.2.50
EFCNL (Co-operative Network List)
This EF contains the Co-operative Network List for the multiple network personalization services defined in TS 22.022 [27].

	Identifier: '6F32'
	Structure: transparent
	Optional

	File size: 6n bytes, (n ≥ 1)
	Update activity: low

	Access Conditions:


READ
PIN

UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 6
	Element 1 of co-operative net list
	M
	6 bytes

	
	
	
	

	6n‑5 to 6n
	Element n of co-operative net list
	O
	6 bytes


‑
Co-operative Network List.

Contents:

-
PLMN network subset, service provider ID and corporate ID of co-operative networks. 

Coding:

-
For each 6 byte list element.

Bytes 1 to 3: PLMN (MCC + MNC): according to TS 24.008 [9].
Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LS bit of network subset digit 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MS bit of network subset digit 1

	
	
	
	
	
	
	
	
	
	
	LS bit of network subset digit 2

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MS bit of network subset digit 2


Byte 5:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LS bit of service provider digit 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MS bit of service provider digit 1

	
	
	
	
	
	
	
	
	
	
	LS bit of service provider digit 2

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MS bit of service provider digit 2


Byte 6:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LS bit of corporate digit 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MS bit of corporate digit 1

	
	
	
	
	
	
	
	
	
	
	LS bit of corporate digit 2

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MS bit of corporate digit 2


-
Empty fields shall be coded with 'FF'.

-
The end of the list is delimited by the first MCC field coded 'FFF'.
4.2.53
EFOPLMNwACT (Operator controlled PLMN selector with Access Technology)

This EF contains the coding for n PLMNs where n is determined by the operator. This information is determined by the operator and defines the preferred PLMNs in priority order. The first record indicates the highest priority and the nth record indicates the lowest. The EF also contains the Access Technologies for each PLMN in this list. (see TS 23.122 [31])

	Identifier: '6F61'
	Structure: transparent
	Optional

	SFI: '11'
	

	File size: 5n bytes, (n ≥ 8)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	1st PLMN (highest priority)
	M
	3 bytes

	4 to 5
	1st PLMN Access Technology Identifier
	M
	2 bytes

	:
	:
	
	

	36 to 38
	8th PLMN
	M
	3 bytes

	39 to 40
	8th PLMN Access Technology Identifier
	M
	2 bytes

	41 to 43
	9th PLMN
	O
	3 bytes

	44 to 45
	9th PLMN Access Technology Identifier
	O
	2 bytes

	:
	:
	
	

	(5n-4) to (5n‑2)
	Nth PLMN (lowest priority)
	O
	3 bytes

	(5n-1) to 5n
	Nth PLMN Access Technology Identifier
	O
	2 bytes


‑
PLMN.

Contents:

-
Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding:

-
according to TS 24.008 [9].

-
Access Technology Identifier:

Coding:

-
See EFPLMNwACT for coding.

4.2.55
EFARR (Access Rule Reference)

This EF contains the access rules for files located under the USIM ADF in the UICC. If the security attribute tag '8B' is indicated in the FCP it contains a reference to a record in this file.

Structure of EFARR at ADF-level

	Identifier: '6F06'
	Structure: Linear fixed
	Mandatory

	SFI: '17'
	

	Record Length: X bytes, (X > 0)
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	Access Rule TLV data objects
	M
	X bytes


This EF contains one or more records containing access rule information according to the reference to expanded format as defined in ISO/IEC 7816-4 [20]. Each record represents an access rule. Unused bytes in the record are set to 'FF'.

If the card cannot access EFARR , any attempt to access a file with access rules indicated in this EFARR shall not be granted.

4.2.57
EFNETPAR (Network Parameters)

This EF contains information concerning the cell frequencies 

Network Parameter storage may reduce the extent of the terminal search of FDD, TDD or GSM carriers when selecting a cell. The network parameters stored in the USIM shall be in accordance with the procedures specified in this clause.

The RF carrier frequency information is stored on 2 bytes and coded on 16 bits starting from 0,0 MHz. Each increment of the 16 bit value is an increment of 200 kHz in frequency. This allows the exact channel frequency to be stored in this data field making it independent of any band information. It is up to the terminal to associate the indicated frequency with a particular band, e.g. GSM 900, GSM 1800 etc. This means that a range from 0 to 13,1 GHz can be covered, with the resolution of 200 kHz. The frequency indicated is always the terminal receiver carrier frequency.

The EF provides a minimum storage capacity of 46 bytes in order to provide the capability of storing at least two cell information TLV objects, e.g. GSM/FDD or FDD/TDD in its minimum configuration, i.e. the terminal can rely on the required memory space for storing at least two cell information lists offering 8 GSM neighbour carrier frequencies and 8 Intra/Inter frequencies, respectively. In what configuration the available memory actually is being used is up to the terminal.

A terminal shall ignore a TLV object or the value of a carrier frequency which is beyond its capabilities, i.e. an FDD only terminal shall ignore the GSM related frequency information. When updating this file, the terminal shall update it with the current values available in the terminal. Updating of this file shall start from the beginning of the file. The terminal need not respect the structure of any information previously stored, i.e. an FDD only terminal may overwrite the GSM parameters stored in this file by another terminal. 

The GSM cell information constructed TLV object contains the information of the BCCH channel frequency that the terminal is currently camped on, indicated by tag '80'. The constructed TLV object also contains an indication of up to 32 neighbour BCCH carrier frequencies indicated by tag '81'. In order to store a complete set of GSM network parameters, a total of 72 bytes is required. The terminal shall convert the BCCH channel information, as specified in TS 44.018 [28], received from the network into the corresponding frequency before storing it in the USIM.

The FDD cell information constructed TLV object contains the scrambling code information for the intra frequency carrier, tag '80', and the inter frequency scrambling codes, tag '81'. The intra frequency carrier information may contain up to 32 scrambling codes (m) while there is a limitation of the number of inter frequency scrambling codes (n1, n2, n3). The number of inter frequencies that can be indicated is limited to three and the total amount of scrambling codes for the inter frequencies is limited to 32 (n1+n2+n3 <= 32), i.e. if only one inter frequency carrier is indicated, it can contain up to 32 scrambling codes. If two or more inter frequency carriers are indicated, a total of 32 scrambling codes can be provided. How the information is split between the inter frequency carriers is determined by the terminal. In order to store a complete set of FDD cell information a total of 146 bytes is required. The terminal shall convert the UARFCN information, as specified in 25.101 [33], received from the network into the corresponding frequency before storing it in the USIM.

The TDD cell information constructed TLV object has the same structure as the FDD cell information TLV object. 

NOTE:
Currently there is no inter frequency cell information required for the TDD case.

	Identifier: '6FC4'
	Structure: transparent
	Mandatory

	File size: X  bytes, (X ≥ 46)
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	TLV object(s) containing GSM/FDD/TDD cell information
	O
	X


-
EFNETPAR Cell Information tags

	Description
	Value
	Information Element size bytes

	GSM Cell Information Tag
	'A0'
	1

	
Camping Frequency Tag 
	'80'
	1

	
Camping Frequency Information
	
	2

	
Neighbour Frequency Tag
	'81'
	1

	
Neighbour Frequency Information
	
	2*m

(8 <= m <= 32)

	FDD Cell Information Tag
	'A1'
	1

	
Intra Frequency Information Tag
	'80'
	1

	
Scrambling code Information
	
	2*m

(8 <= m <= 32)

	
Inter Frequency Information Tag
	'81'
	1

	
Scrambling code information
	
	2*(n1+n2+n3) 

(8 <= n1+n2+n3 <= 32)

	TDD Frequency information Tag
	'A2'
	1

	
Intra Frequency Information Tag
	'80'
	1

	
Cell parameters ID
	
	2*m

(8 <= m <= 32)

	
Inter Frequency Information Tag
	'81'
	1

	
Cell parameters ID
	
	2*(n1+n2+n3) 

(8 <= n1+n2+n3 <= 32)


· GSM Cell Information, if tag 'A0' is present in this EF the content of this TLV is as follows:

	Description
	Value
	M/O
	Length

	GSM Cell Information Tag
	'A0''
	M
	1

	Length 
	'4+ (2+2*m) (<=70) '
	M
	1

	Current camped cell BCCH frequency information tag
	'80'
	M
	1

	Length
	'02'
	M
	1

	Current camped BCCH frequency
	
	M
	2

	Neighbour Cell BCCH Frequency information tag
	'81'
	O
	1

	Length
	2*m (=< 32)
	O
	1

	Neighbour BCCH carrier frequencies
	
	O
	2*m

(8 <= m <= 32)


-
FDD Cell Information. If tag 'A1' is present in this EF the content of this TLV is as follows:

	Description
	Value
	M/O
	Length

	FDD Cell Information Tag
	'A1'
	M
	1

	Length 
	4+(2*m)+(4+2*n1)+(4+2*n2)+(4+2*n3) (<=144) 
	M
	1

	FDD Intra Frequency information tag
	'80'
	M
	1

	Length
	2+2*m
	M
	1

	Intra Frequency carrier frequency
	
	M
	2

	Intra Frequency scrambling codes
	
	M
	2*m

(8 <= m <= 32)

	FDD Inter Frequency information tag (see NOTE 1)
	'81'
	O
	1

	Length
	2+2*n (NOTE 2)
	O
	1

	Inter Frequency carrier frequencies
	
	O
	2

	Inter Frequency scrambling codes 
	
	O
	2*n (NOTE 2)

	NOTE 1:
This TLV object may occur up to 3 times within the constructed TLV object depending how many inter frequencies are indicated

NOTE 2:
n is in this case n1, n2 or n3, 8 <= (n1+n2+n3)<=32


-
TDD Cell Information: If tag 'A2' is present in this EF the content of this TLV is as follows:

	Description
	Value
	M/O
	Length

	TDD Cell Information Tag
	'A2'
	M
	1

	Length 
	4+(2*m)+(4+2*n1)+(4+2*n2)+(4+2*n3) (<=144) 
	M
	1

	TDD Intra Frequency information tag
	'80'
	M
	1

	Length
	2+2*m
	M
	1

	Intra Frequency carrier frequency
	
	M
	2

	Intra Frequency scrambling codes
	
	M
	2*m

(8 <= m <= 32)

	TDD Inter Frequency information tag (see NOTE 1)
	'81'
	O
	1

	Length
	2+2*n (NOTE 2)
	O
	1

	Inter Frequency carrier frequencies
	
	O
	2

	Inter Frequency scrambling codes 
	
	O
	2*n (NOTE 2)

	NOTE 1:
This TLV object may occur up to 3 times within the constructed TLV object depending how many inter frequencies are indicated

NOTE 2:
n is in this case n1, n2 or n3, 8 <= (n1+n2+n3)<=32


4.2.59
EFOPL (Operator PLMN List)

This EF contains a prioritised list of Location Area Information (LAI) identities that are used to associate a specific operator name contained in EFPNN with the LAI. The ME shall use this EF in association with the EFPNN in place of any network name stored within the ME's internal list and any network name received when registered to the PLMN, as defined by TS 24.008 [9].

If the EFPNN is not present then this file shall not be present.

	Identifier: '6FC6'
	Structure: linear fixed
	Optional

	SFI: '1A'
	

	Record length: X bytes, (X ≥ 8)
	Update activity: low

	Access Conditions:


READ
ALWAYS


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 7 
	Location Area Identity
	M
	7 bytes

	8
	PLMN Network Name Record Identifier
	M
	1 byte


-
Location Area Identity

Contents:
Location Area Information, this comprises of the MCC, MNC and LAC

Coding: 
PLMN : according to TS 24.008 [9]

A BCD value of 'D' in any of the MCC and/or MNC digits shall be used to indicate a "wild" value for that corresponding MCC/MNC digit


LAC : according to 3G TS 24.008 [9]

Two values for the LAC are stored in order to allow a range of LAC values to be specified for a given PLMN. A value of '0000' stored in bytes 4 to 5 and a value of 'FFFE' stored in bytes 6 to 7 shall be used to indicate the entire range of LACs for the given PLMN. In the case where only a single LAC value is to be specified then the value stored in bytes 4 to 5 shall be identical to the value stored in bytes 6 to 7 for the given PLMN. If a range of LAC values are to be specified, then the value stored in bytes 4 to 5 shall be the start of the LAC range and the value stored in bytes 6 to 7 shall be the end of the LAC range for the given PLMN.

-
PLMN Network Name Record Identifier

Contents:
Identifier of operator name to be displayed

Coding:
A value of '00' indicates that the name is to be taken from other sources, see TS 22.101 [24]

A value in the range '01' to 'FE' indicates the record number in EFPNN that shall be displayed as the registered PLMN name

NOTE:
The intent of this file is to provide exceptions to the other sources of a network name. Care should be taken not to introduce too many PLMN entries. An excessive number of entries could result in a longer initialisation period.

4.2.62
EFMBI (Mailbox Identifier)

This EF contains information to associate mailbox dialling numbers in EFMBDN with a message waiting indication group type and subscriber profile (as defined in TS 23.097 [36]). A message waiting indication group type may either be Voicemail, Fax, Electronic Mail, Other or Videomail (as defined in TS 23.040 [6]).

This EF contains as many records as there are subscriber profiles (shall be record to subscriber profile). Each record contains references to mailbox dialling numbers in EFMBDN (one reference for each message waiting indication group type). 

This EF is mandatory if EFUST indicates that the Mailbox Dialling Numbers service is available.

	Identifier: '6FC9'
	Structure: linear fixed
	Optional

	Record length: X bytes, (X ≥ 4)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN/ADM



(fixed during administrative management)


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Mailbox Dialling Number Identifier – Voicemail
	M
	1 byte

	2
	Mailbox Dialling Number Identifier – Fax
	M
	1 byte

	3
	Mailbox Dialling Number Identifier – Electronic Mail
	M
	1 byte

	4
	Mailbox Dialling Number Identifier – Other
	M
	1byte

	5
	Mailbox Dialling Number Identifier – Videomail
	O
	I byte


‑
Mailbox Dialling Number Identifier (message waiting group type = Voicemail, Fax, Electronic Mail, Other or Videomail).

Contents:


Identifies the mailbox dialling number to be associated with message waiting type.

Coding:
'00' – no mailbox dialling number associated with message waiting indication group type.
'xx' – record number in EFMBDN associated with message waiting indication group type.

4.2.63
EFMWIS (Message Waiting Indication Status)

This EF contains the status of indicators that define whether or not a Voicemail, Fax, Electronic Mail, Other or Videomail message is waiting (as defined in TS 23.040 [6]). The ME uses the status after re-activation to determine whether or not to display the respective message-waiting indication on its display.

This EF contains as many records as there are subscriber profiles (shall be record to subscriber profile) as defined in TS 23.097 [36] for MSP.

	Identifier: '6FCA'
	Structure: Linear fixed
	Optional

	Record length: X bytes, (X ≥ 5)
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Message Waiting Indicator Status
	M
	1 byte

	2
	Number of Voicemail Messages Waiting
	M
	1 byte

	3
	Number of Fax Messages Waiting
	M
	1 byte

	4
	Number of Electronic Mail Messages Waiting
	M
	1 byte

	5
	Number of Other Messages Waiting
	M
	1 byte

	6
	Number of Videomail Messages waiting
	O
	1 byte


Message Waiting Indication Status

Contents:


Indicates the status of the message-waiting indication.

Coding:

The indicator status for each indicator type is 1 bit long and set as follows:

bit = 1: Set Indication Active

bit = 0: Set Indication Inactive

	
	
	b8
	b7
	B6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Message Waiting Indication Status – Voicemail

	
	
	
	
	
	
	
	
	
	
	Message Waiting Indication Status – Fax

	
	
	
	
	
	
	
	
	
	
	Message Waiting Indication Status – Electronic Mail

	
	
	
	
	
	
	
	
	
	
	Message Waiting Indication Status – Other

	
	
	
	
	
	
	
	
	
	
	Message Waiting Indication Status - Videomail

	
	
	
	
	
	
	
	
	
	
	RFU


Number of Voicemail Messages Waiting

Contents:


Contains the number of voicemail messages waiting (see TS 23.040 [6]).

Coding:

Binary.

Number of Fax Messages Waiting

Contents:


Contains the number of fax messages waiting (see TS 23.040 [6]).

Coding:


Binary.

Number of Electronic Mail Messages Waiting

Contents:


Contains the number of electronic mail messages waiting (see TS 23.040 [6])

Coding:


Binary.

Number of Other Messages Waiting

Contents:


Contains the number of other messages waiting (see TS 23.040 [6]). 

Coding:


Binary.

Number of Videomail Messages Waiting

Contents:


Contains the number of Videomail messages waiting (see TS 23.040 [6]). 

Coding:


Binary.

4.2.73
EFVGCS (Voice Group Call Service)

If service n°57 is "available", this file shall be present.

This EF contains a list of those VGCS group identifiers the user has subscribed to. The elementary file is used by the ME for group call establishment and group call reception.

	Identifier: '6FB1'
	Structure: transparent
	Optional

	File size: 4n bytes, (1 ( n ( 50)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 4
	Group ID 1
	M
	4 bytes

	5 to 8
	Group ID 2
	O
	4 bytes

	:
	     :
	:
	:

	(4n‑3) to 4n
	Group ID n
	O
	4 bytes


‑
Group ID

Contents: VGCS Group ID, according to TS 23.003 [25]

Coding: 


The VGCS Group ID is of a variable length with a maximum length of 8 digits. Each VGCS Group ID is coded on four bytes, with each digit within the code being coded on four bits corresponding to BCD code. If a VGCS Group ID of less than 8 digits is chosen, then the unused nibbles shall be set to 'F'. VGCS Group ID Digit 1 is the most significant digit of the Group ID.

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 1 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 1 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 2 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 2 of Group ID 1


Byte 2:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 3 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 3 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 4 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 4 of Group ID 1


Byte 3:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 5 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 5 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 6 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 6 of Group ID 1


Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 7 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 7 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 8 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 8 of Group ID 1


:

: etc........

Byte (4n-3) to 4n:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 7 of Group ID n

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 7 of Group ID n

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 8 of Group ID n

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 8 of Group ID n



If storage for fewer than the maximum possible number n of VGCS Group IDs, is required, the excess bytes shall be set to 'FF'.

4.2.75
EFVBS (Voice Broadcast Service)

If service n°58 is "available", this file shall be present.

This EF contains a list of those VBS group identifiers the user has subscribed to. The elementary file is used by the ME for broadcast call establishment and broadcast call reception.

	Identifier: '6FB3'
	Structure: transparent
	Optional

	File size: 4n bytes, (1 ( n ( 50)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 4
	Group ID 1
	M
	4 bytes

	5 to 2
	Group ID 2
	O
	4 bytes

	:
	
:
	:
	:

	(4n‑3) to 4n
	Group ID n
	O
	4 bytes


Group ID

Contents:
VBS Group ID, according to TS 23.003 [25]

Coding:
The VBS Group ID is of a variable length with a maximum length of 8 digits. Each VBS Group ID is coded on four bytes, with each digit within the code being coded on four bits corresponding to BCD code. If a VBS Group ID of less than 8 digits is chosen, then the unused nibbles shall be set to 'F'. VBS Group ID Digit 1 is the most significant digit of the Group ID.

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 1 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 1 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 2 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 2 of Group ID 1


Byte 2:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 3 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 3 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 4 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 4 of Group ID 1


Byte 3:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 5 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 5 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 6 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 6 of Group ID 1


Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 7 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 7 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 8 of Group ID 1

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 8 of Group ID 1


:

: etc........

Byte (4n-3) to 4n:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 7 of Group ID n

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 7 of Group ID n

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 8 of Group ID n

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	:

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 8 of Group ID n


If storage for fewer than the maximum possible number n of VBS Group IDs, is required, the excess bytes shall be set to 'FF'.

4.2.77
EFVGCSCA (Voice Group Call Service Ciphering Algorithm)

This EF contains the ciphering algorithm identifiers for each of the Master Group Key (V_Ki) of each VGCS group that the user has subscribed to (defined in EFVGCS).  

If service n°64 is "available", this file shall be present.

	Identifier: '6FD4'
	Structure: transparent
	Optional 

	File size: 2n bytes, (1 ( n ( 50)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 
	VGCS Group ciphering algorithm identifier for 1st V_Ki of Group 1
	M
	1 byte

	2
	VGCS Group ciphering algorithm identifier for 2nd V_Ki of Group 1
	M
	1 byte

	3
	VGCS Group ciphering algorithm identifier for 1st V_Ki of Group 2
	O
	1 byte

	4
	VGCS Group ciphering algorithm identifier for 2nd V_Ki of Group 2
	O
	1 byte

	:
	
:
	:
	:

	2n-1
	VGCS Group ciphering algorithm identifier for 1st V_Ki of Group n
	O
	1 byte

	2n
	VGCS Group ciphering algorithm identifier for 2nd V_Ki of Group n
	O
	1 byte


Ciphering Algorithm Identifier:

Contents: Ciphering Algorithm identifier for the specified Master Group Key of each Voice Call Group

Coding:

	Value

	

	‘00’ no ciphering

	‘01’ ciphering with algorithm GSM A5/1

	‘02’ ciphering with algorithm GSM A5/2

	‘03’ ciphering with algorithm GSM A5/3

	‘04’ ciphering with algorithm GSM A5/4

	‘05’ ciphering with algorithm GSM A5/5

	‘06’ ciphering with algorithm GSM A5/6

	‘07’ ciphering with algorithm GSM A5/7

	‘08’ to ‘FF’ RFU


4.2.78
EFVBSCA (Voice Broadcast Service Ciphering Algorithm)

This EF contains the ciphering algorithm identifiers for each of the Master Group Key (V_Ki) of each VBS group that the user has subscribed to (defined in EFVBS).

If service n°65 is "available", this file shall be present.

	Identifier: '6FD5'
	Structure: transparent
	Optional 

	File size: 2n bytes, (1 ( n ( 50)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 
	VBS Group ciphering algorithm identifier for 1st V_Ki of Group 1
	M
	1 byte

	2
	VBS Group ciphering algorithm identifier for 2nd V_Ki of Group 1
	M
	1 byte

	3
	VBS Group ciphering algorithm identifier for 1st V_Ki of Group 2
	O
	1 byte

	4
	VBS Group ciphering algorithm identifier for 2nd V_Ki of Group 2
	O
	1 byte

	:
	
:
	:
	:

	2n-1
	VBS Group ciphering algorithm identifier for 1st V_Ki of Group n
	O
	1 byte

	2n
	VBS Group ciphering algorithm identifier for 2nd V_Ki of Group n
	O
	1 byte


Ciphering Algorithm Identifier:

Contents:
Ciphering Algorithm identifier for the specified Master Group Key of each Voice Broadcast Group

Coding:
See coding of EFVGCSCA
4.2.80
EFMSK (MBMS Service Keys List)

A record of this EF contains the list of MBMS Service Keys (MSK) and associated parameters, which are related to an MBMS Key Domain. There are up to two MSKs per Key Domain ID/Key Group ID pair, where the Key Group ID is the Key Group part of the MSK ID as defined in TS 33.246 [43]. Two 4 byte MSK IDs stored within a record have the same value for the 2 byte Key Group part. This file shall be present if the MBMS security service (service number 69) is allocated in EFUST (USIM Service Table).

	Identifier: '6FD7'
	Structure: linear fixed
	Optional

	Record length: 8n+4 bytes, (n ≥ 2)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	Key Domain ID
	M
	3 bytes

	4
	Number of stored MSK IDs and corresponding TS
	M
	1 byte

	5 to 8
	1st MSK ID
	M
	4 bytes

	9 to 12
	1st Time Stamp Counter (TS)
	M
	4 bytes

	13 to 16
	2nd MSK ID
	M
	4 bytes

	17 to 20
	2nd Time Stamp Counter (TS)
	M
	4 bytes

	
	
	
	

	8(n-1)+5 to 8n
	nth MSK ID
	O

(See Note)
	4 bytes

	8n+1 to 8n+4
	nth Time Stamp Counter (TS)
	C

(See Note)
	4 bytes

	Note: In the current version of the specification, these bytes are RFU.


Key Domain ID:

Content:
Identifier of the Domain of the BM-SC providing MBMS Service.

Coding:
As defined in TS 33.246 [43]

Number of stored MSK IDs and corresponding TS:
Content: Number of stored MSK IDs and corresponding Time Stamp counter (TS) within the record, as defined in TS 33.246 [43]. This number shall not exceed the maximum limit of MSK IDs fixed in TS 33.246 [43] (e.g if the maximum number of MSK IDs is 2, then this byte may only take the following values: '00', '01', '02').
Coding: binary.

MSK ID:

Content:
Identifier of MBMS Service Key (MSK) within a particular Key Domain.

Coding:
As defined in TS 33.246 [43]

Time Stamp Counter (TS):

Content:
Counter for MIKEY replay protection in MTK delivery. Each counter is associated with a particular MSK.

Coding:
As defined in TS 33.246 [43]

Any unused bytes shall be set to 'FF'.

4.2.84
EFEHPLMN (Equivalent HPLMN)
If service n°71 is "available", this file shall be present.

This EF contains the coding for n EHPLMNs. The usage of EHPLMN is defined in 23.122 [31]. This data field may contain the HPLMN code derived from the IMSI as an EHPLMN entry.
	Identifier: '6FD9'
	Structure: transparent
	Optional

	SFI: 'xx'
	

	File size: 3n, (n (1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	1st EHPLMN (highest priority)
	M
	3 bytes

	4 to 6
	2nd EHPLMN
	O
	3 bytes

	:
	:
	
	

	(3n-2) to (3n)
	nth EHPLMN (lowest priority)
	O
	3 bytes


‑
EHPLMN

Contents:

-
Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding: 

-
according to TS 24.008 [9].

Unused entries shall be set to 'FF FF FF'
4.4.2.2
EFIAP (Index Administration Phone book)

This file is present if Tag 'A9' is indicated in the reference file.

The EF contains pointers to the different records in the files that are part of the phone book. The index administration file record number/ID is mapped one to one with the corresponding EFADN (shall be record to record). The index administration file contains the same amount of records as EFADN. The order of the pointers in an EFIAP shall be the same as the order of file IDs that appear in the TLV object indicated by Tag 'A9' in the reference file record. The amount of bytes in a record is equal to the number of files indicated the EFPBR following tag 'A9'.

The value 'FF' is an invalid record number/ID and is used in any location in to indicate that no corresponding record in the indicated file is available.

The content of EFIAP is set to 'FF' at the personalisation stage.

Index administration file EFIAP structure

	Identifier: '4FXX'
	Structure: linear fixed
	Conditional
(see Note)

	SFI: 'YY'
	

	Record Length: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 
	Record number of the first object indicated after Tag 'A9'
	M
	1 byte

	2 
	Record number of the second object indicated after Tag 'A9'
	C
	1 byte

	X
	Record number of the xth object indicated after Tag 'A9'
	C
	1 byte

	NOTE 1:
This file is mandatory if and only if type 2 files are present.

NOTE 2:
xth-field marked with ‘C’ is mandatory if xth-object indicated following tag ‘A9’ is present in EFPBR


4.4.2.4
EFEXT1 (Extension1)

This EF contains extension data of an ADN/SSC.

Extension data is caused by:

‑
an ADN/SSC which is greater than the 20 digit capacity of the ADN/SSC Elementary File or where common digits are required to follow an ADN/SSC string of less than 20 digits. The remainder is stored in this EF as a record, which is identified by a specified identification byte inside the ADN/SSC Elementary File. The EXT1 record in this case is specified as additional data;

‑
an associated called party subaddress. The EXT1 record in this case is specified as subaddress data.

	Identifier: '4FXX'
	Structure: linear fixed
	Optional

	SFI: 'YY'
	

	Record length: 13 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Record type
	M
	1 byte

	2 to 12
	Extension data
	M
	11 bytes

	13
	Identifier
	M
	1 byte


‑
Record type.

Contents:

-
type of the record.

Coding:

	
	
	B8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Called Party Subaddress

	
	
	
	
	
	
	
	
	
	
	Additional data

	
	
	
	
	
	
	
	
	
	
	RFU


-
b3 to b8 are reserved and set to 0;

-
a bit set to 1 identifies the type of record;

-
only one type can be set;

-
'00' indicates the type "unknown" or "free".

The following example of coding means that the type of extension data is "additional data":

	
	
	B8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	0
	0
	0
	0
	0
	0
	1
	0


‑
Extension data.

Contents:
additional data or Called Party Subaddress depending on record type.

Coding:

Case 1, Extension1 record is additional data:

-
The first byte of the extension data gives the number of bytes of the remainder of ADN/SSC. The coding of remaining bytes is BCD, according to the coding of ADN/SSC. Unused nibbles at the end shall be set to 'F'. It is possible if the number of additional digits exceeds the capacity of the additional record to chain another record inside the EXT1 Elementary File by the identifier in byte 13. In this case byte 2 (first byte of the extension data) of all records for additional data within the same chain indicates the number of bytes ('01' to '0A') for ADN/SSC (respectively MSISDN, LND) within the same record unequal to 'FF'.

Case 2, Extension1 record is Called Party Subaddress:

-
The subaddress data contains information as defined for this purpose in TS 24.008 [9]. All information defined in TS 24.008, except the information element identifier, shall be stored in the USIM. The length of this subaddress data can be up to 22 bytes. In those cases where two extension records are needed, these records are chained by the identifier field. The extension record containing the first part of the called party subaddress points to the record which contains the second part of the subaddress.

‑
Identifier.

Contents:
identifier of the next extension record to enable storage of information longer than 11 bytes.

Coding:
record number of next record. 'FF' identifies the end of the chain.

-
Example of a chain of extension records being associated to an ADN/SSC. The extension1 record identifier (Byte 14+X) of EFADN is set to 3.
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In this example, ADN/SSC is associated to additional data (records 3 and 4) which represent the last 27 or 28 digits of the whole ADN/SSC (the first 20 digits are stored in EFADN) and a called party subaddress whose length is more than 11 bytes (records 6 and 1).

4.4.5.6
EFWRI (WLAN Reauthentication Identity)

This EF contains a list of parameters linked to a re-authentication identity to be used in fast re-authentication. Re-authentication identities and related parameters (Master Key and Counter Value) are provided as part of a previous authentication sequence. This file shall be present if service nº66 is "available" in EFUST.
	Identifier: '4F46'
	Structure: Transparent
	Optional

	SFI: ‘06’
	

	File size: n bytes, (n ( J+K+L+6)
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Reauthentication Identity Tag ‘80’
	M
	1 byte

	2
	Re-authentication Identity Length
	M
	1 byte

	3 to J+2
	Re-authentication Identity Value
	M
	J bytes

	J+3
	Master Key Tag ‘81’
	M
	1 byte

	J+4
	Master Key Length
	M
	1 byte

	J+5 to J+K+4
	Master Key Value
	M
	K bytes

	J+K+5
	Counter Tag ‘82’
	M
	1 byte

	J+K+6
	Counter Length
	M
	1 byte

	J+K+7 to J+K+L+6
	Counter Value
	M
	L bytes


-
Reauthentication Identity 

Contents:
-
Re-authentication identity TLV to be used as the username part of the NAI.

Coding: 
Tag ‘80’
Unsigned length on 1 byte
Value: As described for the user portion of the NAI in TS 33.234 [41]. Unused bytes shall be set to ‘FF’ and shall not be considered as a part of the value.

-
Master Key

Contents:
-
Master Key TLV.

Coding: 
Tag ‘81’
Unsigned length on 1 byte
Value: As described in TS 33.234 [41]. 

-
Counter

Contents:
-
Counter TLV

Coding: 
Tag ‘82’

Unsigned length on 1 byte
Value:  As described in TS 33.234 [41].

4.6.1.1
EFIMG (Image)

Each record of this EF identifies instances of one particular graphical image, which graphical image is identified by this EF's record number.

Image instances may differ as to their size, having different resolutions, and the way they are coded, using one of several image coding schemes.

As an example, image k may represent a company logo, of which there are i instances in the UICC, of various resolutions and perhaps encoded in several image coding schemes. Then, the i instances of the company's logo are described in record k of this EF.

	Identifier: '4F20'
	Structure: linear fixed
	Optional

	Record length: 9n+1 or 9n+2 bytes, (n ≥ 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Number of Actual Image Instances
	M
	1 byte

	2 to 10
	Descriptor of Image Instance 1
	M
	9 bytes

	11 to 19
	Descriptor of Image Instance 2
	O
	9 bytes

	
	
	
	

	9(n-1)+2 to 9n+1
	Descriptor of Image Instance n
	O
	9 bytes

	9n + 2 
	RFU (see TS 31.101 [11])
	O
	1 byte


‑
Number of Actual Image Instances.

Contents:
-
this byte gives the number of actual image instances described in the following data items (i.e. unused descriptors are not counted).

Coding:
-
binary.

‑
Image Instance Descriptor

Contents:
-
a description of an image instance.

Coding:
-
Byte 1: Image Instance Width

Contents:
-
this byte specifies the image instance width, expressed in raster image points.

Coding:
-
binary.

Byte 2: Image Instance Height.

Contents:
-
this byte specifies the image instance height, expressed in raster image points.

Coding:
-
binary.

Byte 3: Image Coding Scheme.

Contents:
-
this byte identifies the image coding scheme that has been used in encoding the image instance.

Coding:
-
'11' - basic image coding scheme as defined in annex B;
-
'21' - colour image coding scheme as defined in annex B;
-
'22' - colour image coding scheme with transparency as defined in annex B;

other values are reserved for future use.

Bytes 4 and 5: Image Instance File Identifier.

Contents:
-
these bytes identify an EF which is the image instance data file (see clause 4.6.1.2), holding the actual image data for this particular instance.

Coding:
-
byte 4: high byte of Image Instance File Identifier;
-
byte 5: low byte of Image Instance File Identifier.

Bytes 6 and 7: Offset into Image Instance File.

Contents:
-
these bytes specify an offset into the transparent Image Instance File identified in bytes 4 and 5.

Coding:
-
byte 6: high byte of offset into Image Instance File;

byte 7: low byte of offset into Image Instance File.

Bytes 8 and 9: Length of Image Instance Data.

Contents:
-
these bytes yield the length of the image instance data, starting at the offset identified in bytes 6 and 7. For the colour image coding scheme, as defined in annex B, the length of image instance data excludes the CLUT.

Coding:
-
byte 8: high byte of Image Instance Data length;
-
byte 9: low byte of Image Instance Data length.

NOTE:
Transparent image instance data longer than 256 bytes may be read using successive READ BINARY commands.

4.6.3.1
EFMML (Multimedia Messages List)

If service n°67 is "available", this file shall be present.

This file contains information about the MM data stored in EFMMDF. MM information are encapsulated in a BER-TLV data object. Each data object in EFMML points to a corresponding MM in EFMMDF.

	Identifier: '4F47'
	Structure: BER-TLV
	Optional

	
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	MM Descriptor Data Object(s)
	M
	X bytes


-  MM Descriptor Data Object

The content and coding are defined below:

Coding of the MM Descriptor Data Objects

	Length
	Description
	Coding
	Status

	1 to A bytes (A ≤ 3)
	MM Descriptor Data Object tag
	As defined in TS 31.101 [11] for BER-TLV structured files
	M

	1 to B bytes (B ≤ 4)
	MM Descriptor Data Object length
	As defined in TS 31.101 [11] for BER-TLV structured files
	M

	1 byte
	MMS Implementation tag  '80'
	
	M

	1 byte
	MMS Implementation length
	
	M

	1 byte
	MMS Implementation
	See below
	M

	1 byte
	MM File Identifier / SFI tag '81'
	
	M

	1 byte
	MM File Identifier / SFI length
	
	M

	1 or 2 bytes
	MM File Identifier / SFI
	See below
	M

	1 byte
	MM Content Data Object Tag tag '82'
	
	M

	1 byte
	MM Content Data Object Tag length
	
	M

	1 to C bytes (C ≤ 3)
	MM Content Data Object Tag
	See below
	M

	1 byte
	MM Size tag '83'
	
	M

	1 byte
	MM Size length
	
	M

	1 to D bytes (D ≤ 4)
	MM Size in bytes
	See below
	M

	1 byte
	MM Status tag '84'
	
	M

	1 byte
	MM Status length
	
	M

	2 bytes
	MM Status
	See below
	M

	1 byte
	MM Alpha Identifier tag '85'
	
	M

	1 byte
	MM Alpha Identifier length
	
	M

	1 to E bytes
	MM Alpha Identifier
	See below
	M


-  MMS Implementation

Contents:

The MMS Implementation indicates the used implementation type, e.g. WAP.

Coding:

Allocation of bits:
Bit number

Parameter indicated

      1



WAP implementation of MMS

      2 to 8



Reserved for future use

Bit value

Meaning

0



Implementation not supported.
1



Implementation supported.

- MM File Identifier / SFI

Contents:

file identifier or SFI of EFMMDF which contains the actual MM message. If the length of this TLV object is equal to 1 then the content indicates the SFI of the EFMMDF, the SFI is coded on b1 to b5. Otherwise the TLV contains the file identifier. 

Coding:

according to TS 31.101 [11].

-  MM Content Data Object Tag
Contents:

tag indentifying a MM (i.e. identifying a data object) within EFMMDF.

Coding:

according to TS 31.101 [11].
-  MM Size

Contents:

size of the corresponding MM stored in EFMMDF.

Coding:
according to TS 31.101 [11].

-  MM Status

Contents:

The status bytes contain the status information of the stored Multimedia Message.

Coding:

First byte:

bit b1 indicates whether the MM has been read or not. Bit b2 indicates the MM forwarding status. Bit b3 indicates whether it is a received MM or an originated MM. Bits b4 to b8 are reserved for future use.
Second byte:

Coding of the second byte depends on whether the MM has been identified as a received MM or originated MM in the first byte:

-
Received MM coding: 
bits b1 and b2 are used to provide information on Read-reply reports. Bits b3 to b8 are reserved for future use.

-
Originated MM coding: 
bit b1 is used to provide information on Delivery-report. Bits b2 to b8 are reserved for future use.

First byte:
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	MM read, bit = 1 / MM not read, bit = 0

	
	
	
	
	
	
	
	
	
	MM forwarded, bit = 1

	
	
	
	
	
	
	
	
	
	Received MM, bit = 1 / Originated MM, bit = 0

	
	
	
	
	
	
	
	
	
	RFU, bit = 0


Second byte coding for Received MM:
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	Read-reply report requested, bit = 1

	
	
	
	
	
	
	
	
	
	Read-reply report sent, bit = 1

	
	
	
	
	
	
	
	
	
	Read-reply report created, bit = 1

	
	
	
	
	
	
	
	
	
	Delivery report requested, bit = 1

	
	
	
	
	
	
	
	
	
	Delivery report creation allowed, bit = 1

	
	
	
	
	
	
	
	
	
	RFU, bit = 0


Second byte coding for Originated MM:
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	Delivery report received, bit = 1

	
	
	
	
	
	
	
	
	
	Delivery report requested, bit = 1

	
	
	
	
	
	
	
	
	
	Read-Reply report requested, bit = 1

	
	
	
	
	
	
	
	
	
	Read-Reply report received, bit = 1

	
	
	
	
	
	
	
	
	
	MM sent, bit = 1

	
	
	
	
	
	
	
	
	
	RFU, bit = 0


-  MM Alpha Identifier

Contents:

information about the MM  to be displayed to the user (e.g. sender, subject, date etc).

Coding:
this alpha identifier shall use either:

-
the SMS default 7‑bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The alpha identifier shall be left justified. Unused bytes shall be set to 'FF'; 
-
or one of the UCS2 coded options as defined in the annex of TS 31.101 [11].
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