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9.2.1
SELECT

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	SELECT
	'A0'
	'A4'
	'00'
	'00'
	'02'


Command parameters/data:

	Byte(s)
	Description
	Length

	1 to 2
	File ID
	2


Response parameters/data in case of an MF or DF:

	Byte(s)
	Description
	Length

	1 to 2
	RFU
	2

	3 –to 4
	Total amount of memory of the selected directory which is not allocated to any of the DFs or EFs under the selected directory
	2

	5 to 6
	File ID
	2

	7
	Type of file (see subclause 9.3)
	1

	8 to 12
	RFU
	5

	13
	Length of the following data (byte 14 to the end)
	1

	14 to 34
	GSM specific data
	21


GSM specific data:

	Byte(s)
	Description
	Length

	14
	File characteristics (see detail 1)
	1

	15
	Number of DFs which are a direct child of the current directory
	1

	16
	Number of EFs which are a direct child of the current directory
	1

	17
	Number of CHVs, UNBLOCK CHVs and administrative codes
	1

	18
	RFU
	1

	19
	CHV1 status (see detail 2)
	1

	20
	UNBLOCK CHV1 status (see detail 2)
	1

	21
	CHV2 status (see detail 2)
	1

	22
	UNBLOCK CHV2 status (see detail 2)
	1

	23
	RFU
	1

	24 to 34
	Reserved for the administrative management
	0 ( lgth ( 11


Bytes 1 to 22 are mandatory and shall be returned by the SIM. Bytes 23 and following are optional and may not be returned by the SIM.

NOTE 1:
Byte 35 and following are RFU.

NOTE 2:
The STATUS information of the MF, DFGSM and DFTELECOM provide some identical application specific data, e.g. CHV status. On a multi‑application card the MF should not contain any application specific data. Such data is obtained by terminals from the specific application directories. ME manufacturers should take this into account and therefore not use application specific data which may exist in the MF of a mono‑application SIM.


Similarly, the VERIFY CHV command should not be executed in the MF but in the relevant application directory (e.g. DFGSM).

Detail 1: File characteristics

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Clock stop (see below)

	
	
	
	
	
	
	
	
	
	
	For running the authentication algorithm, or the ENVELOPE command for SIM Data Download, a frequency is required of at least 13/8 MHz if b2=0 and 13/4 MHz if b2=1

	
	
	
	
	
	
	
	
	
	
	Clock stop (see below)

	
	
	
	
	
	
	
	
	
	
	for coding (see TS 11.12 [28])

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	b8=0: CHV1 enabled; b8=1: CHV1 disabled


The coding of the conditions for stopping the clock is as follows:
	Bit b1
	Bit b3
	Bit b4
	

	1
	0
	0
	clock stop allowed, no preferred level

	1
	1
	0
	clock stop allowed, high level preferred

	1
	0
	1
	clock stop allowed, low level preferred

	0
	0
	0
	clock stop not allowed

	0
	1
	0
	clock stop not allowed, unless at high level

	0
	0
	1
	clock stop not allowed, unless at low level



If bit b1 (column 1) is coded 1, stopping the clock is allowed at high or low level. In this case columns 2 (bit b3) and 3 (bit b4) give information about the preferred level (high or low, respectively) at which the clock may be stopped.


If bit b1 is coded 0, the clock may be stopped only if the mandatory condition in column 2 (b3=1, i.e. stop at high level) or column 3 (b4=1, i.e. stop at low level) is fulfilled. If all 3 bits are coded 0, then the clock shall not be stopped.

Detail 2: Status byte of a secret code

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Number of false presentations remaining 
('0' means blocked)

	
	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	
	b8=0: secret code not initialised,

b8=1: secret code initialised


Response parameters/data in case of an EF:

	Byte(s)
	Description
	Length

	1 to 2
	RFU
	2

	3 to 4
	File size

(for transparent EF: the length of the body part of the EF) 

(for linear fixed or cyclic EF: record length multiplied by the number of records of the EF)
	2

	5 to 6
	File ID
	2

	7
	Type of file (see 9.3)
	1

	8
	see detail 3
	1

	9 to 11
	Access conditions (see 9.3)
	3

	12
	File status (see 9.3)
	1

	13
	Length of the following data (byte 14 to the end)
	1

	14
	Structure of EF (see 9.3)
	1

	15
	Length of a record (see detail 4)
	1

	16 and following
	RFU
	-


Bytes 1to14 are mandatory and shall be returned by the SIM.

Byte 15 is mandatory in case of linear fixed or cyclic EFs and shall be returned by the SIM.

Byte 15 is optional in case of transparent EFs and may not be returned by the SIM.

Byte 16 and following (when defined) are optional and may not be returned by the SIM.

Detail 3: Byte 8


For transparent and linear fixed EFs this byte is RFU. For a cyclic EF all bits except bit 7 are RFU; b7=1 indicates that the INCREASE command is allowed on the selected cyclic file.

Detail 4: Byte 15


For cyclic and linear fixed EFs this byte denotes the length of a record. For a transparent EF, this byte shall be coded '00', if this byte is sent by the SIM.

9.2.3
READ BINARY

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	READ BINARY
	'A0'
	'B0'
	offset high
	offset low
	lgth


Response parameters/data:

	Byte(s)
	Description
	Length

	1 to lgth
	Data to be read
	lgth


9.2.4
UPDATE BINARY

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	UPDATE BINARY
	'A0'
	'D6'
	offset high
	offset low
	lgth


Command parameters/data:

	Byte(s)
	Description
	Length

	1 to lgth
	Data
	lgth


9.2.5
READ RECORD

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	READ RECORD
	'A0'
	'B2'
	Rec.No.
	Mode
	lgth


Parameter P2 specifies the mode:

‑
'02' = next record;

‑
'03' = previous record;

‑
'04' = absolute mode/current mode, the record number is given in P1 with P1='00' denoting the current record.

For the modes "next" and "previous" P1 has no significance and shall be set to '00' by the ME. To ensure phase compatibility between Phase 2 SIMs and Phase 1 MEs, the SIM shall not interpret the value given by the ME.

Response parameters/data:

	Byte(s)
	Description
	Length

	1 to lgth
	The data of the record
	lgth


9.2.6
UPDATE RECORD

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	UPDATE RECORD
	'A0'
	'DC'
	Rec.No.
	Mode
	lgth


Parameter P2 specifies the mode:

‑
'02' = next record;

‑
'03' = previous record;

‑
'04' = absolute mode/current mode; the record number is given in P1 with P1='00' denoting the current record.

For the modes "next" and "previous" P1 has no significance and shall be set to '00' by the ME. To ensure phase compatibility between Phase 2 SIMs and Phase 1 MEs, the SIM shall not interpret the value given by the ME.

Command parameters/data:

	Byte(s)
	Description
	Length

	1 to lgth
	Data
	lgth


9.2.7
SEEK

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	SEEK
	'A0'
	'A2'
	'00'
	Type/Mode
	lgth


Parameter P2 specifies type and mode:

‑
'x0' = from the beginning forward;

‑
'x1' = from the end backward;

‑
'x2' = from the next location forward;

‑
'x3' = from the previous location backward;


with x='0' specifies type 1 and x='1' specifies type 2 of the SEEK command.

Command parameters/data:

	Byte(s)
	Description
	Length

	1 to lgth
	Pattern
	lgth


There are no response parameters/data for a type 1 SEEK. A type 2 SEEK returns the following response parameters/data:

	Byte(s)
	Description
	Length

	1
	Record number
	1


9.2.8
INCREASE

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	INCREASE
	'A0'
	'32'
	'00'
	'00'
	'03'


Command parameters/data:

	Byte(s)
	Description
	Length

	1 to 3
	Value to be added
	3


Response parameters/data:

	Byte(s)
	Description
	Length

	1 to X
	Value of the increased record
	X

	X+1 to X+3
	Value which has been added
	3


NOTE:
X denotes the length of the record.

9.2.9
VERIFY CHV

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	VERIFY CHV
	'A0'
	'20'
	'00'
	CHV No.
	'08'


Parameter P2 specifies the CHV:

‑
'01' = CHV1;

‑
'02' = CHV2.

Command parameters/data:

	Byte(s)
	Description
	Length

	1 to 8
	CHV value
	8


9.2.10
CHANGE CHV

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	CHANGE CHV
	'A0'
	'24'
	'00'
	CHV No.
	'10'


Parameter P2 specifies the CHV:

‑
'01' = CHV1;

‑
'02' = CHV2.

Command parameters/data:

	Byte(s)
	Description
	Length

	1 to 8
	Old CHV value
	8

	9 to 16
	New CHV value
	8


9.2.11
DISABLE CHV

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	DISABLE CHV
	'A0'
	'26'
	'00'
	'01'
	'08'


Command parameters/data:

	Byte(s)
	Description
	Length

	1 to 8
	CHV1 value
	8


9.2.12
ENABLE CHV

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	ENABLE CHV
	'A0'
	'28'
	'00'
	'01'
	'08'


Command parameters/data:

	Byte(s)
	Description
	Length

	1 to 8
	CHV1 value
	8


9.2.13
UNBLOCK CHV

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	UNBLOCK CHV
	'A0'
	'2C'
	'00'
	CHV No.
	'10'


Parameter P2 specifies the CHV:

‑
00 = CHV1;

‑
02 = CHV2.

NOTE:
The coding '00' for CHV1 differs from the coding of CHV1 used for other commands.

Command parameters/data:

	Byte(s)
	Description
	Length

	1 to 8
	UNBLOCK CHV value
	8

	9 to 16
	New CHV value
	8


9.2.16
RUN GSM ALGORITHM

	COMMAND
	CLASS
	INS
	P1
	P2
	P3

	RUN GSM ALGORITHM
	'A0'
	'88'
	'00'
	'00'
	'10'


Command parameters/data:

	Byte(s)
	Description
	Length

	1 to 16
	RAND
	16


Response parameters/data:

	Byte(s)
	Description
	Length

	1 to 4
	SRES
	4

	5 to 12
	Cipher Key Kc
	8


The most significant bit of SRES is coded on bit 8 of byte 1. The most significant bit of Kc is coded on bit 8 of byte 5.

10.3.1
EFLP (Language preference)

This EF contains the codes for one or more languages. This information, determined by the user/operator, defines the preferred languages of the user in order of priority. This information may be used by the ME for MMI purposes.

This information may also be used for the screening of Cell Broadcast messages in a preferred language, as follows. When the CB Message Identifier capability is both allocated and activated, the ME selects only those CB messages the language of which corresponds to an entry in this EF or in EFELP, whichever of these EFs is used (see subclause 11.2.1). The CB message language is defined by the Data Coding Scheme (DCS: see TS 23.038 [12]) received with the CB message. The ME shall be responsible for translating the language coding indicated in the Data Coding Scheme for the Cell Broadcast Service (as defined in TS 23.038 [12]) to the language coding as defined in ISO 639 [30] if it is necessary to check the language coding in EFELP.

	Identifier: '6F05'
	Structure: transparent
	Mandatory

	File size: 1 to n bytes
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	1st language code (highest prior.)
	M
	1 byte

	2
	2nd language code
	O
	1 byte

	
	
	
	

	n
	nth language code (lowest prior.)
	O
	1 byte


Coding: according to language codings contained in the Data Coding Scheme (see TS 23.038 [12]).

Using the command GET RESPONSE, the ME can determine the size of the EF.

10.3.12
EFPUCT (Price per unit and currency table)

This EF contains the Price per Unit and Currency Table (PUCT). The PUCT is Advice of Charge related information which may be used by the ME in conjunction with EFACM to compute the cost of calls in the currency chosen by the subscriber, as specified in TS 22.024 [7]. This EF shall always be allocated if EFACM is allocated.

	Identifier: '6F41'
	Structure: transparent
	Optional

	File size: 5 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1/CHV2



(fixed during administrative management)


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	Currency code
	M
	3 bytes

	4 to 5
	Price per unit
	M
	2 bytes


‑
Currency code

Contents: 


the alpha‑identifier of the currency code.

Coding: 


bytes 1, 2 and 3 are the respective first, second and third character of the alpha identifier. This alpha‑tagging shall use the SMS default 7‑bit coded alphabet as defined in TS 23.038 [12] with bit 8 set to 0.

‑
Price per unit

Contents: 


price per unit expressed in the currency coded by bytes 1 to 3.

Coding: 


Byte 4 and bits b1 to b4 of byte 5 represent the Elementary Price per Unit (EPPU) in the currency coded by bytes 1 to 3. Bits b5 to b8 of byte 5 are the decimal logarithm of the multiplicative factor represented by the absolute value of its decimal logarithm (EX) and the sign of EX, which is coded 0 for a positive sign and 1 for a negative sign.

Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	

	
	
	211
	210
	29
	28
	27
	26
	25
	24
	of EPPU


Byte 5:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	23
	22
	21
	20
	of EPPU



	
	
	
	
	
	
	
	
	
	
	Sign of EX

	
	
	
	
	
	
	
	
	
	
	20 of Abs(EX)

	
	
	
	
	
	
	
	
	
	
	21 of Abs(EX)

	
	
	
	
	
	
	
	
	
	
	22 of Abs(EX)



The computation of the price per unit value is made by the ME in compliance with TS 22.024 [7] by the following formula:

price per unit = EPPU * 10EX.


The price has to be understood as expressed in the coded currency.

10.3.14
EFBCCH (Broadcast control channels)

This EF contains information concerning the BCCH according to TS 04.08 [15].

BCCH storage may reduce the extent of a Mobile Station's search of BCCH carriers when selecting a cell. The BCCH carrier lists in an MS shall be in accordance with the procedures specified in TS 04.08 [15]. The MS shall only store BCCH information from the System Information 2 message and not the 2bis extension message.
	Identifier: '6F74'
	Structure: transparent
	Mandatory

	File size: 16 bytes
	Update activity: high

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 16
	BCCH information
	M
	16 bytes


‑
BCCH information

Coding: 


The information is coded as octets 2 to 17 of the "neighbour cells description information element" in TS 04.08 [15].

10.3.16
EFFPLMN (Forbidden PLMNs)

This EF contains the coding for four Forbidden PLMNs (FPLMN). It is read by the ME as part of the SIM initialization procedure and indicates PLMNs which the MS shall not automatically attempt to access.

A PLMN is written to the EF if a network rejects a Location Update with the cause "PLMN not allowed". The ME shall manage the list as follows.

When four FPLMNs are held in the EF, and rejection of a further PLMN is received by the ME from the network, the ME shall modify the EF using the UPDATE command.  This new PLMN shall be stored in the fourth position, and the existing list "shifted" causing the previous contents of the first position to be lost.

When less than four FPLMNs exist in the EF, storage of an additional FPLMN shall not cause any existing FPLMN to be lost.

Dependent upon procedures used to manage storage and deletion of FPLMNs in the EF, it is possible, when less than four FPLMNs exist in the EF, for 'FFFFFF' to occur in any position.  The ME shall analyse all the EF for FPLMNs in any position, and not regard 'FFFFFF' as a termination of valid data.

	Identifier: '6F7B'
	Structure: transparent
	Mandatory

	File size: 12 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	PLMN 1
	M
	3 bytes

	4 to 6
	PLMN 2
	M
	3 bytes

	7 to 9
	PLMN 3
	M
	3 bytes

	10 to 12
	PLMN 4
	M
	3 bytes


‑
PLMN

Contents: 


Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding: 


according to TS 04.08 [15].


For instance, using 246 for the MCC and 81 for the MNC and if this is stored in PLMN 3 the contents is as follows:


Bytes 7 to 9:
'42' 'F6' '18'


If storage for fewer than 4 PLMNs is required, the unused bytes shall be set to 'FF'.

10.3.17
EFLOCI (Location information)

This EF contains the following Location Information:

‑
Temporary Mobile Subscriber Identity (TMSI);

‑
Location Area Information (LAI);

‑
TMSI TIME;

‑
Location update status.

See clause 11.1.2 for special requirements when updating EFLOCI.

	Identifier: '6F7E'
	Structure: transparent
	Mandatory

	File size: 11 bytes
	Update activity: high

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
CHV1



	Bytes
	Description
	M/O
	Length

	1 to 4
	TMSI
	M
	4 bytes

	5 to 9
	LAI
	M
	5 bytes

	10
	TMSI TIME
	M
	1 byte

	11
	Location update status
	M
	1 byte


‑
TMSI

Contents:
Temporary Mobile Subscriber Identity

Coding: 
according to TS 04.08 [15].

Byte 1: first byte of TMSI

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
LAI 

Contents: 
Location Area Information

Coding: 
according to TS 04.08 [15].

Byte 5: first byte of LAI

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
TMSI TIME

Contents: Current value of Periodic Location Updating Timer (T3212).


This byte is used by Phase 1 MEs, but it shall not be used by Phase 2 MEs.

‑
Location update status

Contents: status of location update according to TS 04.08 [15].

Coding:


Byte 11:

Bits:
b3
b2
b1



0
0
0
:
updated



0
0
1
:
not updated



0
1
0
:
PLMN not allowed



0
1
1
:
Location Area not allowed



1
1
1
:
reserved

Bits b4 to b8 are RFU (see subclause 9.3).

10.3.18
EFAD (Administrative data)

This EF contains information concerning the mode of operation according to the type of SIM, such as normal (to be used by PLMN subscribers for GSM operations), type approval (to allow specific use of the ME during type approval procedures of e.g. the radio equipment), cell testing (to allow testing of a cell before commercial use of this cell), manufacturer specific (to allow the ME manufacturer to perform specific proprietary auto‑test in its ME during e.g. maintenance phases).

It also provides an indication of whether some ME features should be activated during normal operation as well as information about the length of the MNC, which is part of the International Mobile Subscriber Identity (IMSI).
	Identifier: '6FAD'
	Structure: transparent
	Mandatory

	File size: 3+X bytes
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	MS operation mode
	M
	1 byte

	2 to 3
	Additional information
	M
	2 bytes

	4
	length of  MNC in the IMSI
	O
	1 byte

	5 to 3+X
	RFU
	O
	(X-1) bytes


‑
MS operation mode

Contents: mode of operation for the MS

Coding:

Initial value

‑
normal operation
'00'

‑
type approval operations
'80'

‑
normal operation + specific facilities
'01'

‑
type approval operations + specific facilities
'81'

‑
maintenance (off line)
'02'

‑
cell test operation
'04'

‑
Additional information

Coding:

‑
specific facilities (if b1=1 in byte 1);

Byte 2 (first byte of additional information):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU


Byte 3:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: OFM to be disabled by the ME

b1=1: OFM to be activated by the ME

	
	
	
	
	
	
	
	
	
	
	RFU



The OFM bit is used to control the Ciphering Indicator as specified in TS 02.07 [3]

‑
ME manufacturer specific information (if b2=1 in byte 1).

· Length of MNC in the IMSI :

Contents: 


The length indicator refers to the number of digits, used for extracting the MNC from the IMSI 

Coding:

Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	This value codes the number of digits of the MNC in the IMSI. Only the values '0010' and '0011' are currently specified, all other values are reserved for future use.

	
	
	
	
	
	
	
	
	
	
	RFU (see subclause 9.3).


10.3.27
EFECC (Emergency Call Codes)

This EF contains up to 5 emergency call codes.

	Identifier: '6FB7'
	Structure: transparent
	Optional

	File size: 3n (n ( 5) bytes
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 3
	Emergency Call Code 1
	O
	3 bytes

	4 to 6
	Emergency Call Code 2
	O
	3 bytes

	
	
	
	

	(3n‑2) to 3n
	Emergency Call Code n
	O
	3 bytes


‑
Emergency Call Code

Contents: 


Emergency Call Code

Coding:


The emergency call code is of a variable length with a maximum length of 6 digits. Each emergency call code is coded on three bytes, with each digit within the code being coded on four bits as shown below. If a code of less than 6 digits is chosen, then the unused nibbles shall be set to 'F'. For contents and coding of all data items see the respective data items of the EFADN (subclause 10.5.1).

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 2

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 2


Byte 2:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 4

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 4


Byte 3:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 5

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 5

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 6

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 6


10.3.34
EFSUME (SetUpMenu Elements)

This EF contains Simple TLVs related to the menu title to be used by a SIM card supporting the SIM API when issuing a SET UP MENU proactive command.

	Identifier: '6F54'
	Structure: transparent
	Optional

	File size: X+Y bytes
	Update activity: low

	Access Conditions:


READ
ADM


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	Title Alpha Identifier
	M
	X bytes

	1+X to X+Y
	Title Icon Identifier
	O
	Y bytes


-
Title Alpha Identifier

Contents: 


this field contains the Alpha Identifier Simple TLV defining the menu title text.

Coding: 


according to TS 11.14 [27].

‑
Title Icon Identifier

Contents: 


this field contains the Icon Identifier Simple TLV defining the menu title icon.

Coding: 


according to GSM 11.14 [27].
If not present the field shall be set to 'FF'.


Unused bytes of this file shall be set to 'FF'.

10.4.2.5
Trusted Key/Certificates Data Files

Residing under DFMExE, there may be several key/certificates data files. These EFs containing key/certificates data shall have the following attributes:

	Identifier: '4FXX'
	Structure: transparent
	Optional

	File size: Y bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to Y
	Key/Certicates Data
	M
	 Y bytes


Contents and coding:

Key/certificate data are accessed using the key/certificates descriptors provided by EFTPRPK  (see sub-clause 10.4.2.4).

The identifier '4FXX' shall be different from one key/certificate data file to the other. For the range of 'XX', see sub-clause 6.6. The length Y may be different from one key/certificate data file to the other. 

10.5.1
EFADN (Abbreviated dialling numbers)

This EF contains Abbreviated Dialling Numbers (ADN) and/or Supplementary Service Control strings (SSC). In addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records. It may also contain an associated alpha‑tagging.

	Identifier: '6F3A'
	Structure: linear fixed
	Optional

	Record length: X+14 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
CHV2


REHABILITATE
CHV2



	Bytes
	Description
	M/O
	Length

	1 to X
	Alpha Identifier
	O
	X bytes

	X+1
	Length of BCD number/SSC contents
	M
	1 byte

	X+2
	TON and NPI
	M
	1 byte

	X+3 to X+12
	Dialling Number/SSC String
	M
	10 bytes

	X+13
	Capability/Configuration Identifier
	M
	1 byte

	X+14
	Extension1 Record Identifier
	M
	1 byte


‑
Alpha Identifier

Contents:


Alpha‑tagging of the associated dialling number.

Coding:


this alpha‑tagging shall use either

-
the SMS default 7‑bit coded alphabet as defined in TS 23.038 [12] with bit 8 set to 0. The alpha identifier shall be left justified. Unused bytes shall be set to 'FF'; or

-
one of the UCS2 coded options as defined in annex B.

NOTE 1:
The value of X may be from zero to 241. Using the command GET RESPONSE the ME can determine the value of X.

‑
Length of BCD number/SSC contents

Contents: 


this byte gives the number of bytes of the following two data items containing actual BCD number/SSC information. This means that the maximum value is 11, even when the actual ADN/SSC information length is greater than 11. When an ADN/SSC has extension, it is indicated by the extension1 identifier being unequal to 'FF'. The remainder is stored in the EFEXT1 with the remaining length of the additional data being coded in the appropriate additional record itself (see subclause 10.5.10).

Coding:


according to TS 04.08 [15].

‑
TON and NPI

Contents:


Type of number (TON) and numbering plan identification (NPI).

Coding:


according to TS 04.08 [15]. If the Dialling Number/SSC String does not contain a dialling number, e.g. a control string deactivating a service, the TON/NPI byte shall be set to 'FF' by the ME (see note 2).

NOTE 2:
If a dialling number is absent, no TON/NPI byte is transmitted over the radio interface (see TS 04.08 [15]). Accordingly, the ME should not interpret the value 'FF' and not send it over the radio interface.

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	NPI

	
	
	
	
	
	
	
	
	
	
	TON

	
	
	
	
	
	
	
	
	
	
	1


‑
Dialling Number/SSC String

Contents:


up to 20 digits of the telephone number and/or SSC information.

Coding:


according to TS 04.08 [15] , TS 02.30 [8] and the extended BCD‑coding (see table 12). If the telephone number or SSC is longer than 20 digits, the first 20 digits are stored in this data item and the remainder is stored in an associated record in the EFEXT1. The record is identified by the Extension1 Record Identifier. If ADN/SSC require less than 20 digits, excess nibbles at the end of the data item shall be set to 'F'. Where individual dialled numbers, in one or more records, of less than 20 digits share a common appended digit string the first digits are stored in this data item and the common digits stored in an associated record in the EFEXT1. The record is identified by the Extension 1 Record Identifier. Excess nibbles at the end of the data item shall be set to 'F'.

Byte X+3

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 2

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 2


Byte X+4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 3

	
	
	
	
	
	
	
	
	
	
	LSB of Digit 4

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	MSB of Digit 4


etc.

‑
Capability/Configuration Identifier

Contents:


capability/configuration identification byte. This byte identifies the number of a record in the EFCCP containing associated capability/configuration parameters required for the call. The use of this byte is optional. If it is not used it shall be set to 'FF'.

Coding:


binary.

‑
Extension1 Record Identifier

Contents:


extension1 record identification byte. This byte identifies the number of a record in the EFEXT1 containing an associated called party subaddress or additional data. The use of this byte is optional. If it is not used it shall be set to 'FF'.


If the ADN/SSC requires both additional data and called party subaddress, this byte identifies the additional record. A chaining mechanism inside EFEXT1 identifies the record of the appropriate called party subaddress (see subclause 10.5.10).

Coding:


binary.

NOTE 3:
As EFADN is part of the DFTELECOM it may be used by GSM and also other applications in a multi‑application card. If the non‑GSM application does not recognize the use of Type of Number (TON) and Number Plan Identification (NPI), then the information relating to the national dialling plan must be held within the data item dialling number/SSC and the TON and NPI fields set to UNKNOWN. This format would be acceptable for GSM operation and also for the non‑GSM application where the TON and NPI fields shall be ignored.

EXAMPLE:
SIM storage of an International Number using E.164 [19] numbering plan.



TON
NPI
Digit field

GSM application
001
0001
abc...

Other application compatible with GSM
000
0000
xxx...abc...

where "abc..." denotes the subscriber number digits (including its country code), and "xxx..." denotes escape digits or a national prefix replacing TON and NPI.

NOTE 4:
When the ME acts upon the EFADN with a SEEK command in order to identify a character string in the alpha‑identifier, it is the responsibility of the ME to ensure that the number of characters used as SEEK parameters are less than or equal to the value of X if the MMI allows the user to offer a greater number.

Table 12: Extended BCD coding

	BCD Value
	Character/Meaning

	'0'
	"0"

	...
	...

	'9'
	"9"

	'A'
	"*"

	'B'
	"#"

	'C'
	DTMF Control digit separator (TS 02.07 [3])

	'D'
	"Wild" value 

This will cause the MMI to prompt the user for a single digit (see TS 02.07 [3]).

	'E'
	Expansion digit ("Shift Key").

It has the effect of adding '10' to the following digit. The following BCD digit will hence be interpreted in the range of '10' to '1E'. The purpose of digits in this range is for further study.

	'F'
	Endmark

e.g. in case of an odd number of digits


BCD values 'C', 'D' and 'E' are never sent across the radio interface.

NOTE 5:
The interpretation of values 'D', 'E' and 'F' as DTMF digits is for further study.

NOTE 6:
A second or subsequent 'C' BCD value will be interpreted as a 3 second PAUSE (see TS 02.07 [3]).

10.5.3
EFSMS (Short messages)

This EF contains information in accordance with TS 23.040 [13] comprising short messages (and associated parameters) which have either been received by the MS from the network, or are to be used as an MS originated message.

	Identifier: '6F3C'
	Structure: linear fixed
	Optional

	Record length: 176 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Status
	M
	1 byte

	2 to 176
	Remainder
	M
	175 bytes


‑
Status

Contents: 


Status byte of the record which can be used as a pattern in the SEEK command. For MS originating messages sent to the network, the status shall be updated when the MS receives a status report, or sends a successful SMS Command relating to the status report.

Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	X
	X
	0
	free space

	
	
	
	
	
	
	
	X
	X
	1
	used space

	
	
	
	
	
	
	
	0
	0
	1
	message received by MS from network; message read

	
	
	
	
	
	
	
	0
	1
	1
	message received by MS from network; message to be read

	
	
	
	
	
	
	
	1
	1
	1
	MS originating message; message to be sent

	
	
	
	
	
	
	
	
	
	
	RFU (see subclause 9.3)


	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	X
	X
	1
	0
	1
	MS originating message; message sent to the network:

	
	
	
	
	
	0
	0
	1
	0
	1
	  status report not requested

	
	
	
	
	
	0
	1
	1
	0
	1
	  status report requested but not (yet) received;

	
	
	
	
	
	1
	0
	1
	0
	1
	  status report requested, received but not stored

      in EF-SMSR;

	
	
	
	
	
	1
	1
	1
	0
	1
	  status report requested, received and stored

      in EF-SMSR;

	
	
	
	
	
	
	
	
	
	
	RFU (see subclause 9.3)


‑
Remainder

Contents: 


This data item commences with the TS‑Service‑Centre‑Address as specified in TS 24.011 [16]. The bytes immediately following the TS‑Service‑Centre‑Address contain an appropriate short message TPDU as specified in TS 23.040 [13], with identical coding and ordering of parameters.

Coding: 


according to TS 23.040 [13] and TS 24.011 [16]. Any TP‑message reference contained in an MS originated message stored in the SIM, shall have a value as follows:












Value of the TP‑message‑reference:

message to be sent:





'FF'

message sent to the network:


the value of TP‑Message‑Reference used in the










message sent to the network.

Any bytes in the record following the TPDU shall be filled with 'FF'.


It is possible for a TS‑Service‑Centre‑Address of maximum permitted length, e.g. containing more than 18 address digits, to be associated with a maximum length TPDU such that their combined length is 176 bytes. In this case the ME shall store in the SIM the TS‑Service‑Centre‑Address and the TPDU in bytes 2 to 176 without modification, except for the last byte of the TPDU, which shall not be stored.

10.5.4.1
EFCCP (Capability configuration parameters)

This EF contains parameters of required network and bearer capabilities and ME configurations associated with a call established using an abbreviated dialling number, a fixed dialling number, an MSISDN, a last number dialled, a service dialling number or a barred dialling number.

For compatibility reasons, this file may be present for release 98 or earlier MEs in order  to support Capability Configuration Parameters service.

	Identifier: '6F3D'
	Structure: linear fixed
	Optional

	Record length: 14 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 10
	Bearer capability information element
	M
	10 bytes

	11 to 14
	Bytes reserved ‑ see below
	M
	4 bytes


‑
Bearer capability information element

Contents and Coding: 

-
see TS 04.08 [15]. The Information Element Identity (IEI) shall be excluded. i.e. the first byte of the EFCCP record shall be Length of the bearer capability contents.

‑
Bytes 11 to 14 shall be set to 'FF' and shall not be interpreted by the ME.

10.5.10
EFEXT1 (Extension1)

This EF contains extension data of an ADN/SSC, an MSISDN, or an LND. Extension data is caused by:

‑
an ADN/SSC (MSISDN, LND) which is greater than the 20 digit capacity of the ADN/SSC (MSISDN, LND) Elementary File or where common digits are required to follow an ADN/SSC string of less than 20 digits. The remainder is stored in this EF as a record, which is identified by a specified identification byte inside the ADN/SSC (MSISDN, LND) Elementary File. The EXT1 record in this case is specified as additional data;

‑
an associated called party subaddress. The EXT1 record in this case is specified as subaddress data.

	Identifier: '6F4A'
	Structure: linear fixed
	Optional

	Record length: 13 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Record type
	M
	1 byte

	2 to 12
	Extension data
	M
	11 bytes

	13
	Identifier
	M
	1 byte


‑
Record type

Contents: type of the record

Coding: 

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Called Party Subaddress

	
	
	
	
	
	
	
	
	
	
	Additional data

	
	
	
	
	
	
	
	
	
	
	RFU


b3 to b8 are reserved and set to 0;

a bit set to 1 identifies the type of record;

only one type can be set;

'00' indicates the type "unknown".


The following example of coding means that the type of extension data is "additional data":

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	0
	0
	0
	0
	0
	0
	1
	0


‑
Extension data

Contents: Additional data or Called Party Subaddress depending on record type.

Coding:

Case 1, Extension1 record is additional data:


The first byte of the extension data gives the number of bytes of the remainder of ADN/SSC (respectively MSISDN, LND). The coding of remaining bytes is BCD, according to the coding of ADN/SSC (MSISDN, LND). Unused nibbles at the end have to be set to 'F'. It is possible if the number of additional digits exceeds the capacity of the additional record to chain another record inside the EXT1 Elementary File by the identifier in byte 13.

Case 2, Extension1 record is Called Party Subaddress:


The subaddress data contains information as defined for this purpose in TS 04.08 [15]. All information defined in TS 04.08, except the information element identifier, shall be stored in the SIM. The length of this subaddress data can be up to 22 bytes. In those cases where two extension records are needed, these records are chained by the identifier field. The extension record containing the first part of the called party subaddress points to the record which contains the second part of the subaddress.

‑
Identifier

Contents: identifier of the next extension record to enable storage of information longer than 11 bytes.

Coding: record number of next record. 'FF' identifies the end of the chain.

EXAMPLE:
Of a chain of extension records being associated to an ADN/SSC. The extension1 record identifier (Byte 14+X) of ADN/SSC is set to 3.




In this example ADN/SSC is associated to additional data (record 3) and a called party subaddress whose length is more than 11 bytes (records 6 and 5).

10.5.15
EFSMSR (Short message status reports)

This EF contains information in accordance with TS 23.040 [13] comprising short message status reports which have been received by the MS from the network.

Each record is used to store the status report of a short message in a record of EFSMS. The first byte of each record is the link between the status report and the corresponding short message in EFSMS.

	Identifier: '6F47'
	Structure: linear fixed
	Optional

	Record length: 30 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
CHV1


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	SMS record identifier
	M
	1

	2 to 30
	SMS status report
	M
	29 bytes


-
SMS record identifier

Contents:


This data item identifies the corresponding SMS record in EFSMS, e.g. if this byte is coded '05' then this status report corresponds to the short message in record #5 of EFSMS.

Coding:


'00'


- empty record


'01' to 'FF'
- record number of the corresponding SMS in EFSMS.

-
SMS status report

Contents:


This data item contains the SMS-STATUS-REPORT TPDU as specified in TS 23.040 [13], with identical coding and ordering of parameters.

Coding:


according to TS 23.040 [13]. Any bytes in the record following the TPDU shall be filled with 'FF'.

10.5.16
EFCMI (Comparison Method Information)

This EF contains a list of Comparison Method Identifiers and alpha-tagging associated with BDN entries (see EFBDN). This EF shall always be present if EFBDN is present.

	Identifier: '6F58'
	Structure: linear fixed
	Optional

	Record length: X+1 bytes
	Update activity: low

	Access Conditions:


READ
CHV1


UPDATE
ADM


INVALIDATE
ADM


REHABILITATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	Alpha Identifier
	M
	X bytes

	X+1
	Comparison Method Identifier
	M
	1 byte


-
Alpha Identifier

Contents:


Alpha-tagging of the associated Comparison Method Identifier

Coding: 


Same as the alpha identifier in EFADN.

‑
Comparison Method Identifier

Contents:


this byte describes the comparison method which is associated with a BDN record. Its interpretation is not specified but it shall be defined by the operators implementing the BDN feature.

Coding:


'00' to 'FE' = Comparison Method Identifier.


'FF' = Default method.

Annex H (normative):
Coding of EFs for NAM and GSM-AMPS Operational Parameters

If the EIA/TIA-553 DF is provisioned on the SIM, then EFs specified in this annex and indicated as mandatory under the DF shall be provided. TIA/EIA-41 [40] based radio access systems should use this DF for storage of NAM parameters.

All quantities shown in the EF descriptions abide by the following rules unless otherwise specified:

-
all unused bits of allocated parameters shall be set by default to 0;

-
all unused bytes in a series of values (e.g. Partner, Favoured, or Forbidden SID List) should be set by default to 'FF'.

H.1
Elementary File Definitions and Contents

H.1.1
EFMIN (Mobile Identification Number)

This EF contains the Mobile Identification Number (MIN). The MIN is a 34-bit number used to address the mobile station across the AMPS and the TIA/EIA-136 air interfaces, and to identify the mobile station's home network. See TIA/EIA-136-005 [36] for further details on MIN.

	Identifier: '4F88'
	Structure: transparent
	Mandatory

	File size:  5 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV2

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2
	MIN2
	M
	2 bytes

	3 to 5
	MIN1
	M
	3 bytes


The MIN field is coded as follows:

-
6 most significant bits are unused;

-
next 10 bits are MIN2;

-
24 least significant bits are MIN1;

-
default MIN is '00 00 00 00 00' or 'FF FF FF FF FF'. In either case the ME shall interpret this as an invalid MIN and shall not transmit this value over the radio interface.

H.1.2
EFACCOLC (Access Overload Class)

This file contains the Access Overload Class (ACCOLC). The ACCOLC is a 4-bit indicator used to identify which overload class field controls the access attempts by the mobile station. See EIA/TIA-553 [41] for further details on ACCOLC.

	Identifier: '4F89'
	Structure: transparent
	Mandatory

	File size:  1 byte
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV2

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1
	ACCOLC

   (possible values from '00' to '0F')
	M
	1 byte


Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	ACCOLC

	
	
	
	
	
	
	
	
	
	
	Set to 0


Initial value shall be '00'.

H.1.3
EFSID (System ID Of Home System)

This file contains the system identity of the home system. The SID is a 15-bit number that uniquely identifies an AMPS or TIA/EIA-41 system. See EIA/TIA-553 [41] for further details on Home SID.

	Identifier: '4F80'
	Structure: transparent
	Mandatory

	File size:  2 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV2

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2
	System ID of Home System (SID)

  ( Most significant bit = 0)
	M
	2 bytes




The default value shall be '0000'.

H.1.4
EFIPC (Initial Paging Channel)

The Initial (First) Paging Channel contains two 11-bit first paging channels (FIRSTCHP p-pri and FIRSTCHP p-sec) used to identify the channel number of the first paging channel when the mobile station is 'home'. See EIA/TIA-553 [41] for further details on First (Initial) Paging Channel.

	Identifier: '4F82'
	Structure: transparent
	Mandatory

	File size:  2-4 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV2

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2
	FIRSTCHPpri (Initial Paging Channel)
	M
	2 bytes

	3 to 4
	FIRSTCHPp-sec
	O
	2 bytes


-
In the absence of the FIRSTCHPp-sec, the mobile station shall default to '02C4' if the primary channel = '014D' or '02E1' if the primary channel = '014E'

-
A file size of 4 bytes may not be backwards compatible with the current dual-mode mobile equipment

The default of FISRTCHPpri value shall be '014D' for A systems, or '014E' for B systems.

H.1.5
EFGPI (Group ID)

This file defines a subset of the most significant bits of the system identification (SID) that is used to identify a group of cellular systems for local control purposes. If the local control option is enabled within the mobile station and the bits of the home system identification that comprise the group identification match the corresponding bits of the SID read by the mobile station over the air, then the Local Control status shall be enabled. Otherwise, the Local Control status shall be disabled. Refer to EIA/TIA-553 [41] for additional details.

	Identifier: '4F81'
	Structure: transparent
	Mandatory

	File size:  1 byte
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV2

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1
	Group ID 
	M
	1 byte


-
Group ID default value for North America  = '0A'.

H.1.6
EFS-ESN (SIM Electronic Serial Number)

This file stores a 32-bit electronic serial number (ESN) that is unique to the GSM-ANSI-136 SIM. The S-ESN can be unrelated to the ESN of any host equipment to which the GSM-ANSI-136 SIM may be attached. The S-ESN can be used for registration in conjunction with the MIN. The S-ESN may also be used in conjunction with the A-key and CAVE algorithm for authentication. See the ANSI-136 Usage Indicator file for details on the ESN usage indicator which specifies to the mobile equipment how the S-ESN should be used. See EIA/TIA-553 [41] for details on the ESN as it applies to registration and authentication.

The contents of this EF shall not be changed by any over-the-air procedures.

	Identifier: '4F8B'
	Structure: transparent
	Mandatory

	File size:  4 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	NEVER

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 4
	SIM ESN
	M
	4 bytes


	
	
	Byte 1
	Byte 2
	Byte 3
	Byte 4
	

	
	
	
	
	
	
	
	
	
	
	Unique Serial Number

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	Manufacturer Code



The default value shall be 'FF FF FF FF'.

H.1.7
EFCOUNT (Call Count)

This file contains the CALL COUNT parameter. The CALL COUNT is used as a simple 'clone' detector in TIA/EIA-136 and AMPS modes. During the network access signalling in AMPS and other TIA/EIA-41 based networks, the SIM reports its CALL COUNT value to the network. If the value is consistent with the network perception of the CALL COUNT for that SIM, then the network will likely grant access based on the authentication process. During an AMPS or other TIA/EIA-41 based systems call, the value of the CALL COUNT may be incremented upon a command from the network. The value of the CALL COUNT, when incremented, is incremented by 1 using the INCREASE command. See EIA/TIA-553 [41] for further details on COUNTs-p.

	Identifier: '4F83'
	Structure: Cyclic
	Mandatory

	File size:  3*N bytes
	Update Activity: high

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	ADM

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	Most Recent  Record
	CALL COUNT
	M
	3 bytes

	---
	
	…
	…

	Rec N
	. . .
	M
	3 bytes


-
File shall be initialised '00 00 00'

-
Minimum file size is 2 records

H.1.8
EFPSID (Positive/Favoured SID list)

This file contains a list of Favoured SIDs for use in identifying Favoured service providers while performing network selection (intelligent roaming).

	Identifier: '4F85'
	Structure: transparent
	Optional

	File size:  2*N bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	ADM

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2
	Favoured SID 1
	M
	2 bytes

	…
	Favoured SID 2
	O
	…

	(2N-1) to (2N)
	Favoured SID N
	O
	2 bytes


EOF (End of File) is indicated by 'FFFF'.  An entry with all zeros is considered filler.

The most significant bit of the Favoured SID field is not used and it is set to 0.

Coding of the Favoured SID field (2-byte coding)

The default value in the first two bytes shall be 'FFFF'.

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 MS bit of Favoured SID

	
	
	
	
	
	
	
	
	
	
	 Set to 0


Byte 2:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LS bit of Favoured SID

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :


H.1.9
EFNSID (Negative/Forbidden SID List)

This file contains a list of Forbidden SIDs, for use in identifying Forbidden service providers while performing network selection (intelligent roaming).

	Identifier: '4F84'
	Structure: transparent
	Optional

	File size:  2*N bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	ADM

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2
	Forbidden SID 1
	M
	2 bytes

	…
	Forbidden SID 2
	O
	…

	(2N-1) to (2N)
	Forbidden SID N
	O
	2 bytes


EOF (End of File) is indicated by 'FFFF.'  An entry with all zeros is considered filler.

The most significant bit of the Forbidden SID field is not used and it is set to 0.

Coding of the Forbidden SID field (2-byte coding)

The default value in the first two bytes shall be 'FFFF'.

Byte 1:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 : MS bit of Forbidden SID

	
	
	
	
	
	
	
	
	
	
	 Set to 0


Byte 2:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	LS bit of Forbidden SID

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :

	
	
	
	
	
	
	
	
	
	
	 :


H.1.10
EFSPL (Scanning Priority List)

This file contains the Scanning Priority List. The Scanning Priority List is an array that defines the various types of systems that can be found. It also acts as a reference table, pointing to the various data structures in the SIM. This file is for backwards compatibility with GSM/AMPS mobile equipment. A Mobile Station supporting both TIA/EIA-136 and EIA/TIA-553 [41] is not expected to support this EF for network selection.

	Identifier: '4F87'
	Structure: transparent
	Optional

	File size:  27 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	ADM

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 
	Value 1
	M
	1 byte

	2 to 3
	Pointer 1
	M
	2 bytes

	…
	 
	
	

	…
	
	
	

	25
	Value 9
	M
	1 byte

	26 to 27
	Pointer 9
	M
	2 bytes


-
The position of the pointers is fixed in this file. Highest priority level is 1, lowest priority level is 7. No two entries can have the same priority level with the exception the last two fields (Forbidden PLMNs and Negative SIDs) which both will have a value of 0. Default values are in parentheses. The values 1 or 2 shall reside in the first position (Home PLMN), and the second position (Last registered PLMN) shall contain a higher priority than position 3 (Preferred PLMNs List ) and 4 (Any Other PLMNs).

Format:

	Priority Value
	Pointer
	Reserved For

	1 to 7  (2)
	SIM ('6F07')
	Home PLMN

	1 to 7  (1)
	SIM ('6F7E')
	Last Registered PLMN

	1 to 7  (3)
	SIM ('6F30')
	Preferred PLMNs List

	1 to 7  (6)
	0
	Any Other PLMNs

	1 to 7  (4)
	SIM ('4F80')
	Home SID

	1 to 7  (5)
	SIM ('4F85')
	Positive SIDs List

	1 to 7  (7)
	0
	Any Other SIDs

	0
	SIM ('6F7B')
	Forbidden PLMNs List

	0
	SIM ('4F84')
	Negative SIDs List


Constraints on the Priority List:

Mandatory PLMN priority order (highest to lowest):


Home PLMN or Last Registered PLMN, Preferred PLMNs, Any Other PLMNs

Mandatory SID priority order (highest to lowest):


Home SID, Positive SIs, Any Other SIDs.

H.1.11
EFNETSEL (Network Selection Activation Flag)

This file contains the Network Selection Activation Flag. This flag is used to enable/disable the Manual Mode and some MMI functionality within the ME.

	Identifier: '4F86'
	Structure: transparent
	Mandatory

	File size:  1 byte
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV1

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1
	Network Selection Activation Flag
	M
	1 byte


Enables / disables Manual Mode and some MMI functionality within the ME, in both AMPS and GSM modes.

Default value = 05 Hex.

Coding:

Bit 0
=0
GSM Manual Mode disabled



=1
GSM Manual Mode enabled (default)

Bit 1
=0
AMPS Manual Mode disabled (default)



=1
AMPS Manual Mode enabled

Bit 2
=0
Scanning Sequence Flags disabled



=1
Scanning Sequence Flags enabled (default)

Bit 3
=0
Disallow home only AMPS selection (default)



=1
Allow home only AMPS selection

Bits 4 through 7 are not used and set to zero.

H.1.12
EFCSID (Current/Last Registered SID)

This file contains the SIDsp value. The most significant bit is unused and set to 0.

	Identifier: '4F8C'
	Structure: transparent
	Optional

	File size:  2 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV1

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2 
	SIDsp
	M
	2 bytes


The default value shall be 'FFFF'.

H.1.13
EFREG-THRESH (Registration Threshold)

This file contains the NXTREGsp value, specified in EIA/TIA-553 [41]. The three most significant bits are unused and are set to 0.

	Identifier: '4F8D'
	Structure: transparent
	Optional

	File size:  3 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV1

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 3
	NXTREGsp value
	M
	3 bytes


-
(Default value = '00 00 00')

H.1.14
EFCCCH (Current Control Channel)

This file contains the Current Control Channel information related to the Last Paging Control Channel on which the AMPS phone camped on.

	Identifier: '4F8E'
	Structure: transparent
	Optional

	File size:  2 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV1

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2
	Current Control Channel
	M
	2 bytes


-
(Default value = '0000')

H.1.15
EFLDCC (Latest DCC)

This file contains the DCC value associated with the saved Current Control Channel.

	Identifier: '4F8F'
	Structure: transparent
	Optional

	File size:  1 byte
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	CHV1

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1
	DCC

  (Default value = '00')
	M
	1 byte


H.1.16
EFGSM-RECON (GSM Reconnect Timer)

This file specifies, in seconds, the time the ME should remain scanning the GSM-1900 spectrum, after loss of service from a GSM-1900 system, before any scanning of the AMPS spectrum is allowed.
	Identifier: '4F90'
	Structure: transparent
	Optional

	File size:  2 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	ADM

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2
	GSM Reconnect Timer

  (Default value = '00 3C' = 60 seconds)
	M
	2 bytes


H.1.17
EFAMPS-2-GSM (AMPS to GSM Rescan Timing Table)

The EF specifies, in minutes, a series of (typically increasing) intervals for scanning the GSM-1900 spectrum, used while in-service on an AMPS network while in Dual-Mode operation. The time is measured from the end of the last GSM-1900 scan to the start of the next GSM-1900 scan.  If the table is not completely filled (i.e. the end-of-table value 'FF' is found), the last filled value may be repeated indefinitely. If a value of 'F0' is encountered, the table is terminated, as are all rescans to GSM until the current AMPS system is lost.

	Identifier: '4F91'
	Structure: transparent
	Optional

	File size:  10 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	ADM

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1
	First Rescan Attempt Interval (Default = '02')
	M
	1 byte

	2
	Second Rescan Attempt Interval (Default = '03')
	M
	1 byte

	3
	Third Rescan Attempt Interval (Default = '04')
	M
	1 byte

	4
	Fourth Rescan Attempt Interval (Default = '05')
	M
	1 byte

	5
	Fifth Rescan Attempt Interval (Default = '06')
	M
	1 byte

	6
	Sixth Rescan Attempt Interval (Default = 'FF')
	M
	1 byte

	7
	Seventh Rescan Attempt Interval (Default = 'FF')
	M
	1 byte

	8
	Eighth Rescan Attempt Interval (Default = 'FF')
	M
	1 byte

	9
	Ninth Rescan Attempt Interval (Default = 'FF')
	M
	1 byte

	10
	Tenth Rescan Attempt Interval (Default = 'FF')
	M
	1 byte


H.1.18
EF*FC1 (Feature Activation Codes)

This file contains the feature code table as specified in EIA/TIA-553 [41].
	Identifier: '4F8A'
	Structure: transparent
	Optional

	File size:  2 bytes
	Update Activity: low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	ADM

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1 to 2
	Default value 'B990'.
	M
	2 bytes


H.1.19
EFAMPS-UI (AMPS USAGE INDICATORS)

This file contains usage indicators for local control and extended address method.

	Identifier:  4F93
	File Type:  Transparent
	Optional

	File size:  2 bytes (minimum)
	Update Activity:  Low

	Access Conditions:
	

	
	READ
	CHV1

	
	UPDATE
	ADM

	
	INVALIDATE
	ADM

	
	REHABILITATE
	ADM

	Bytes
	Description
	M/O
	Length

	1
	Number of Services (S)
	M
	1 byte

	2
	Services no1 to no8
	M
	1 byte


	-Services:
	
	

	  Contents
	Service no1 :
	Local Control Indicator (see Note 1) 

	
	Service no2 :
	Extended Address Method indicator – included in any access attempts (see Note 2)

	
	Services n3o to no8 :
	RFU


-
Number of Services 

Contents: 


This byte refers to the number of services defined in the following byte.

Coding: 


This byte is coded as BCD

Services

Contents:

This byte describes the services

Coding:

-
One bit is used to code each service

-
If the bit = 0: service is not enabled

-
If the bit = 1: service is enabled

-
The bits for services not yet defined shall be set to RFU. For coding of RFU see subclause 9.3.

Byte 2:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	 :Service no1

	
	
	
	
	
	
	
	
	
	
	 :Service no2

	
	
	
	
	
	
	
	
	
	
	 :Service no3

	
	
	
	
	
	
	
	
	
	
	 :Service no4

	
	
	
	
	
	
	
	
	
	
	 :Service no5

	
	
	
	
	
	
	
	
	
	
	 :Service no6

	
	
	
	
	
	
	
	
	
	
	 :Service no7

	
	
	
	
	
	
	
	
	
	
	 :service no8


NOTE 1:
The Local Control Indicator is a means provided within the mobile station to enable or disable the local control option. Local Control is a mechanism that allows a cellular system to customise operation for home mobile stations, and for those roaming mobile stations whose home systems are members of a group, by sending local orders with the order field set to local control (which informs the mobile station to examine the local control field), and by sending one or both of two local control global action overhead messages.


A group of systems could be formed by participating systems agreeing to a common set of local control protocols and whose system identifications (SID) are recognised by mobile stations as a common group.

NOTE 2:
The Extended Address Method indicator determines if the extended address word must be included in all access attempts.
H.2
Authentication Functionality

H.2.1
A-KEY  (ANSI-41 Authentication Key)

The A-Key is only accessible to the algorithm used for Key generation. The A-Key may be programmed into the SIM directly by the service provider, or it may be programmed into the SIM through a specific over the air procedure. The A‑Key is not accessible by the mobile equipment, therefore the method of storage on the SIM is not specified in this document. The SIM command A-KEY_VALIDATION is used to store the A-Key on the SIM. 

H.2.2
SSD (Shared Secret Data)

The Shared Secret Data is accessible only to the Authentication and the Key Generation functions. SSD is not accessible by the mobile equipment, therefore the method of storage on the SIM is not specified in this document.

An additional Status Code is defined for SSD updating as follows: 

98, 34
Error, Update SSD order sequence not respected (should be used if SSD Update commands are received out of sequence).

H.3
Authentication commands

It is necessary to provide six interfaces to the CAVE Algorithm and Secret Data areas, as listed below:

-
Generation of Authentication Signature data, and generation of ciphering keys.

-
Validation and storage of entered A-Key's

-
Ask Random task (generates RANDBS)

-
Update Shared Secret Data (Generates SSD_A_NEW, SSD_B_NEW and AUTHBS values)

-
Confirm Shared Secret Data (Updates SSD values)

-
CMEA Encryption of voice channel data digits

NOTE:  For each task, the expected normal (i.e. success) status code is listed in the status word description.  A list of possible error codes that apply to all tasks can be found in the SIM Status Codes.

The interpretation of these instruction codes (INS in the table below) is valid only for class A0. 

	Task Name
	CLA
	INS
	P1
	P2
	Lc

	Internal_Authenticate
	'A0'
	'88'
	'00'
	'00'
	'0F'

	AKEY_validation
	'A0'
	'86'
	'00'
	'00'
	'12'

	Ask_Random
	'A0'
	'8A'
	'00'
	'00'
	'04'

	Update_SSD
	'A0'
	'84'
	'00'
	'00'
	'0C'

	Confirm_SSD
	'A0'
	'82'
	'00'
	'00'
	'03'

	CMEA_encrypt
	'A0'
	'8C'
	'00'
	'00'
	'nn'


H.3.1
Generation of Authentication Signature Data and Ciphering Keys

This task produces an Authentication response, and shall be used during mobile Registrations, Originations, Terminations, R_Data messages, SPACH Confirmations, and for the Unique Challenge-Response Procedure. If Byte 0, Bit 1 is set, the SIM should also generate key bits after completing the Authentication function.  Some of those ciphering octets may be passed back to the ME for use with supplementary crypto mechanisms which reside in the ME.  This task requires the following input parameters:

	Task Name
	CLA
	INS
	P1
	P2
	Lc

	Internal_Authenticate
	'A0'
	'88'
	'00'
	'00'
	'0F'


Coding::

Byte 0

Process Control Byte

Bit 0
0=RANDs, 1= RANDU

Bit 1
Generate Key Bits flag  (0= No,  1= Yes)

Bit 2
 Load Internal key flag:


(0= pass all generated  key bytes to handset, 1= load first 8 bytes of generated keys internally to SIM, pass all remaining key bytes to ME) 

Bits 3 to 7
Unused, future expansion

Bytes 1 to 4

RANDs  (for Registrations, Originations, and Terminations)

or

Bytes 1 to 3

RANDU
   (for Unique Challenge-Response Procedures)

Byte 4


= 0  (MIN2 will be filled in by SIM)

Byte 5

Digits Length (in bits, =0, 4, 8, 12, 16, 20 or 24,

= 4 x number of digits in bytes 6-8)

Bytes 6-8
=0,0,0  (for Registrations, Terminations, Unique Challenge Response Procedures)

= Last Dialed Digits, unused bits filled with 0's  (for Originations).  If more than 6 digits are dialed, these are the last 6 digits in the origination string.  If less than 6 digits are dialed, MIN1 will be filled in by the SIM for the unused bits.

Byte 9


Use ME ESN (='00')

Bytes 10 to 13
ESN

Byte 14

Key_size  (=0  if Byte 0, Bit 1= 0, =8 (or more) if Byte 0, Bit 1 = 1)

The output of this task shall be:

Status Bytes:
SW1  (='9F' if success)

SW2  (='nn' if success)

('nn' is 03+Key_size if Byte 0, Bit 2 above =0, 03+Key_size-08  if Byte 0, Bit 2 above =1)

H.3.2
Validation and Storage of Entered A-Key's

With manual entry of the A-key, the input A-Key must be validated prior to its storage in the SIM.  If successful, the A-key is saved in the SIM and the COUNTsp and Shared Secret Data (SSD) are reset to zero.  This task requires the following input parameters:

	Task Name
	CLA
	INS
	P1
	P2
	Lc

	AKEY_validation
	'A0'
	'86'
	'00'
	'00'
	'12'


Coding:

Bytes 0 to 12


Authentication digits string  (first digit in Most-Significant nibble of byte 0, last digit in Least-Significant nibble of Byte 12, for a total of 26 digits)

Byte 13

Use ME ESN (='00')

Bytes 14 to 17
ESN

The output of this task shall be:

Status Bytes:
SW1  (='90' if success)





SW2  (='00' if success)

H.3.3
Ask Random Task

This task is used to generate the RANDBS random value.  This task must be executed prior to updating the Shared Secret Data (SSD).  The value RANDSeed must be generated by the ME prior to calling this task.  This task requires the following input parameters:

	Task Name
	CLA
	INS
	P1
	P2
	Lc

	Ask_Random
	'A0'
	'8A'
	'00'
	'00'
	'04'


Coding:

Bytes 0 to 3
RANDSeed

The output of this task shall be:

Status Bytes:
SW1  (='9F' if success)





SW2  (='04' if success)

H.3.4
Update Shared Secret Data

This task is used to generate the preliminary new Shared Secret Data (SSD_A_NEW, SSD_B_NEW) and the AUTHBS value.  The Ask Random Task (see above) must be executed prior to this routine.  The task requires the following input parameters:

	Task Name
	CLA
	INS
	P1
	P2
	Lc

	Update_SSD
	'A0'
	'84'
	'00'
	'00'
	'0C'


Coding:

Bytes 0 to 6

RANDSSD

Byte 7


Use ME ESN (='00')

Bytes 8 to 11
ESN

The output of this task shall be:

Status Bytes:
SW1  (='90' if success, ='98' if failure)





SW2  (='00' if success, ='04' if failure)

H.3.5
Confirm Shared Secret Data

This task is used to validate the new Shared Secret Data (SSD_A_NEW, SSD_B_NEW) by comparing the internally computed AUTHBS with the AUTHBSs received from the system.  If successful, the SSD_A and SSD_B values will be updated to match the SSD_A_NEW and SSD_B_NEW values, respectively  The task requires the following input parameters:

	Task Name
	CLA
	INS
	P1
	P2
	Lc

	Confirm_SSD
	'A0'
	'82'
	'00'
	'00'
	'03'


Coding:

Bytes 0 to 2
AUTHBSs

The output of this task shall be:

Status Bytes:
SW1  (='90' if success)





SW2  (='00' if success)

H.3.6
CMEA Encryption of Voice Channel Data Digits

This task is used when the MS is on a Voice Channel, to encrypt and decrypt some portions of digital messages transmitted to the BS.  These will occur for the following messages:

-
Called Address Message  (in response to a hookflash, up to 4 bytes per word, 4 words, total of 16 bytes)

	Task Name
	CLA
	INS
	P1
	P2
	Lc

	CMEA_encrypt
	'A0'
	'8C'
	'00'
	'00'
	'nn'


where 'nn' is hex value of data length n

Coding:

Bytes 0 to (n-1)
The n-byte data to be encoded, max. size = 32 bytes.

The output of this task shall be:

Status Bytes:
SW1  (='9F' if success)






SW2  (='nn' if success)    ('nn' is hex value of data length n)

H.3.7
SIM Status Codes

The following status codes, returned by the SIM in response to the execution of any of the tasks specified in this document, are valid.  The first hex value is returned in SW1, the second hex value in SW2.

Success Codes:

90, 00

Generic success code

9F, xx

Success, xx bytes of data available to be read via "Get_Response" task.

Error Codes:

92, 40

Error, memory problem

94, 08

Error, file is inconsistent with the command

98, 04

Error, no CHV1 has been presented successfully

98, 34

Error, Update SSD order sequence not respected (should be used if  SSD Update commands are received out of sequence).

67, xx

Error, incorrect parameter P3 (ISO code)

6B, xx

Error, incorrect parameter P1 or P2 (ISO code)

6D, xx

Error, unknown instruction code given in the command (ISO code)

6E, xx

Error, wrong instruction class given in the command (ISO code)

6F, xx

Error, technical problem with no diagnostic given (ISO code)

6F, 00

Error, invalid input parameters to authentication computation
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