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[bookmark: _Toc103688321][bookmark: _Toc143704087][…]
[bookmark: _Toc130991033][bookmark: _Toc146300427]***** start of changes *****
[bookmark: _Toc103688367][bookmark: _Toc143704113][bookmark: _Hlk145691671][bookmark: _Toc143704091][bookmark: _Hlk145658072]5.1.6	UE identification by short IMSI when accessing E-UTRAN/EPC
[…]
[bookmark: _Toc103688369][bookmark: _Toc143704117]5.1.6.4	Method of test
[bookmark: _Toc103688370][bookmark: _Toc143704118]5.1.6.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with EFIMSI as defined in clause 4.6.2.
The UICC/USIM configuration defined for this test case is installed in the UE.
For Test Procedure A the TT (E-USS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		246/081/0001
	-	Access control:				unrestricted
For Test Procedure B the TT (NB-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		246/081/0001
	-	Access control:				unrestricted
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE runs an initial activation.
[…]
***** next change *****
[bookmark: _Toc103688379][bookmark: _Toc143704126]5.1.7	UE identification by short IMSI using a 2-digit MNC when accessing E-UTRAN/EPC
[…]
[bookmark: _Toc103688381][bookmark: _Toc143704130]5.1.7.4	Method of test
[bookmark: _Toc103688382][bookmark: _Toc143704131]5.1.7.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with EFIMSI as defined in clause 4.6.3, and the following exception:
EFAD (Administrative Data)
	Logically:
		UE operation mode:			normal operation
		Additional information:		ciphering indicator feature disabled
		MNC:							2 digits
	Coding:
	Byte
	B1
	B2
	B3
	B4

	Hex
	00
	00
	00
	02



The UICC/USIM configuration defined for this test case is installed in the UE.
For Test Procedure A the TT (E-USS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		246/81/0001
	-	Access control:				unrestricted
For Test Procedure B the TT (NB-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		246/81/0001
	-	Access control:				unrestricted
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE runs an initial activation.
[bookmark: _Toc103688386][bookmark: _Toc143704136][…]
***** next change *****
5.1.8	UE identification after changed IMSI with service "EMM Information" not available
[bookmark: _Toc10738379][bookmark: _Toc20396218][bookmark: _Toc29397800][bookmark: _Toc29398922][bookmark: _Toc36648932][bookmark: _Toc36654720][bookmark: _Toc44960990][bookmark: _Toc50982631][bookmark: _Toc50984802][bookmark: _Toc57112069][bookmark: _Toc114676108][bookmark: _Toc143704140][bookmark: _Toc103688387][…]
5.1.8.4	Method of test
[bookmark: _Toc10738380][bookmark: _Toc20396219][bookmark: _Toc29397801][bookmark: _Toc29398923][bookmark: _Toc36648933][bookmark: _Toc36654721][bookmark: _Toc44960991][bookmark: _Toc50982632][bookmark: _Toc50984803][bookmark: _Toc57112070][bookmark: _Toc114676109][bookmark: _Toc143704141]5.1.8.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the following exception:.
EFUST (USIM Service Table)
Logically:
	Service n°85:
	
	EPS Mobility Management Information
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12

	
	xxxx xxxx
	xxxx xxxx
	xx10 xxxx
	0000 0xxx



NOTE:	In EFUST of the Default UICC service n°85 (EPS Mobility Management Information) is not available.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/0001
-	Access control:				unrestricted
The TT (NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/0001
-	Access control:				unrestricted
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE runs an initial activation.
[bookmark: _Toc10738381][bookmark: _Toc20396220][bookmark: _Toc29397802][bookmark: _Toc29398924][bookmark: _Toc36648934][bookmark: _Toc36654722][bookmark: _Toc44960992][bookmark: _Toc50982633][bookmark: _Toc50984804][bookmark: _Toc57112071][bookmark: _Toc114676110][bookmark: _Toc143704142]5.1.8.4.2	Procedure
[bookmark: _Toc143704143]5.1.8.4.2.1	Test procedure A
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE > TT
	Send RRC CONNECTION REQUEST
	The TT responds with a RRC CONNECTION SETUP
	
	

	2
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	3
	UE > TT
	Send ATTACH REQUEST
	The TT responds with an ATTACH ACCEPT including the following values:
 - GUTI: "24608100010266345678"
 - TAI (MCC/MNC/TAC): 246/081/0001
	
	

	4
	UE > TT
	Send ATTACH COMPLETE
	The TT responds with a RRC CONNECTION RELEASE
	
	

	5
	USER/TT
	Power offPower off/deactivate the UE
	
	
	

	6
	USER/TT
	Reconfigure UICC in the UE
	The values of the Default UICC as defined in clause 4.5.2 of the present document are used with EFIMSI as defined in clause 4.6.6
	
	

	7
	USER/TT
	Run activation of the UEPower on
	
	
	

	8
	UE > TT
	Send RRC CONNECTION REQUEST
	The TT responds with a RRC CONNECTION SETUP
	
	

	9
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	10
	UE > TT
	Send ATTACH REQUEST
	The UE sends an ATTACH REQUEST including the IMSI as generated in accordance to the definition in clause 4.6.6 but neither a GUTI nor the TAI
	CR 1
CR 2
	



[bookmark: _Toc143704144]5.1.8.4.2.2	Test procedure B
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE > TT
	Send RRC CONNECTION REQUEST‑NB
	The TT responds with a RRC CONNECTION SETUP‑NB
	
	

	2
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE‑NB
	
	
	

	3
	UE > TT
	Send ATTACH REQUEST
	The TT responds with an ATTACH ACCEPT including the following values:
 - GUTI: "24608100010266345678"
 - TAI (MCC/MNC/TAC): 246/081/0001
	
	

	4
	UE > TT
	Send ATTACH COMPLETE
	The TT responds with a RRC CONNECTION RELEASE‑NB
	
	

	5
	USER/TT
	Power offPower off/deactivate the UE
	
	
	

	6
	USER/TT
	Reconfigure UICC in the UE
	The values of the Default UICC as defined in clause 4.5.2 of the present document are used with EFIMSI as defined in clause 4.6.6
	
	

	7
	USER/TT
	Power onRun activation of the UE 
	
	
	

	8
	UE > TT
	Send RRC CONNECTION REQUEST‑NB
	The TT responds with a RRC CONNECTION SETUP COMPLETE‑NB
	
	

	9
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE‑NB
	
	
	

	10
	UE > TT
	Send ATTACH REQUEST
	The UE sends an ATTACH REQUEST including the IMSI as generated in accordance to the definition in clause 4.5.84.6.6 but neither a GUTI nor the TAI
	CR 1
CR 2
	



[bookmark: _Toc103688394][bookmark: _Toc143704146][…]
***** next change *****
5.1.9	UE identification by GUTI when using USIM with service "EMM Information" not available
[…]
5.1.9.4	Method of test
5.1.9.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the following exception:
EFUST (USIM Service Table)
Logically:
	Service n°85:
	
	EPS Mobility Management Information
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12

	
	xxxx xxxx
	xxxx xxxx
	xx10 xxxx
	0000 0xxx



.
NOTE:	In EFUST of the Default UICC service n°85 (EPS Mobility Management Information) is not available.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/0001
-	Access control:				unrestricted
The TT (NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/0001
-	Access control:				unrestricted
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE runs an initial activation.
5.1.9.4.2	Procedure
5.1.9.4.2.1	Test procedure A
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE > TT
	Send RRC CONNECTION REQUEST
	The TT responds with a RRC CONNECTION SETUP
	
	

	2
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	3
	UE > TT
	Send ATTACH REQUEST
	The UE sends an ATTACH ACCEPT including the following values:
 - GUTI: "24608100010266345678"
 - TAI (MCC/MNC/TAC): 246/081/0001
	
	

	4
	UE > TT
	Send ATTACH COMPLETE
	The TT responds with a RRC CONNECTION RELEASE
	
	

	5
	USER/TT
	Power offPower off/deactivate the UE, and then run activation of the UEpower on
	
	
	

	6
	UE > TT
	Send RRC CONNECTION REQUEST
	The TT responds with a RRC CONNECTION SETUP
	
	

	7
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	8
	UE > TT
	Send ATTACH REQUEST
	The sent ATTACH ACCEPT includes the following values:
 - GUTI: "24608100010266345678"
 - TAI (MCC/MNC/TAC): 246/081/0001
	CR 1
CR 2
	



5.1.9.4.2.2	Test procedure B
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE > TT
	Send RRC CONNECTION REQUEST‑NB
	The TT responds with a RRC CONNECTION SETUP‑NB
	
	

	2
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE‑NB
	
	
	

	3
	UE > TT
	Send ATTACH REQUEST
	The TT sends an ATTACH ACCEPT including the following values:
 - GUTI: "24608100010266345678"
 - TAI (MCC/MNC/TAC): 246/081/0001
	
	

	4
	UE > TT
	Send ATTACH COMPLETE
	
	
	

	5
	TT > UE
	Send RRC CONNECTION RELEASE‑NB
	
	
	

	6
	USER/TT
	Power off/deactivate the UE, then run activation of the UEPower off and then power on
	
	
	

	7
	UE > TT
	Send RRC CONNECTION REQUEST-NB
	The TT responds with a RRC CONNECTION SETUP‑NB
	
	

	8
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE‑NB
	
	
	

	9
	UE > TT
	Send ATTACH REQUEST
	The sent ATTACH ACCEPT includes the following values:
 - GUTI: "24608100010266345678"
 - TAI (MCC/MNC/TAC): 246/081/0001
	CR 1
CR 2
	



[bookmark: _Toc103688395][bookmark: _Toc143704147][…]
***** next change *****
5.1.10	UE identification by GUTI when using USIM with service "EMM Information" available
[bookmark: _Toc143704150] […]
5.1.10.4	Method of test
[bookmark: _Toc143704151]5.1.10.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with EFEPSLOCI as defined in clause 4.6.10 and the following exception:
EFEPSNSC (EPS NAS Security Context)
	Logically:
		Key Set Identifier KSIASME:				'07' (no key available)
		ASME Key (KSIASME):					32 byte key, any value
		Uplink NAS count:						'00'
		Downlink NAS count:					'01'
		Identifiers of selected NAS integrity
		  and encryption algorithm:				'01'
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	…
	B39
	B40

	Hex
	A0
	34
	80
	01
	07
	81
	20
	xx
	…
	xx
	82

	
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48
	B49
	B50
	B51

	
	04
	00
	00
	00
	00
	83
	04
	00
	00
	00
	01

	
	B52
	B53
	B54

	
	84
	01
	01



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/0002
-	Access control:				unrestricted
The TT (NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/0002
-	Access control:				unrestricted
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE runs an initial activation.
[bookmark: _Toc103688396][bookmark: _Toc143704157][…]
***** next change *****
[bookmark: _Toc103688405][bookmark: _Toc143704159]5.2.2	Access Control information handling for E-UTRAN/EPC
[bookmark: _Toc10738412][bookmark: _Toc20396251][bookmark: _Toc29397833][bookmark: _Toc29398955][bookmark: _Toc36648965][bookmark: _Toc36654753][bookmark: _Toc44961023][bookmark: _Toc50982664][bookmark: _Toc50984835][bookmark: _Toc57112102][bookmark: _Toc120280984][bookmark: _Toc143704163][…]
5.2.2.4	Method of test
[bookmark: _Toc10738413][bookmark: _Toc20396252][bookmark: _Toc29397834][bookmark: _Toc29398956][bookmark: _Toc36648966][bookmark: _Toc36654754][bookmark: _Toc44961024][bookmark: _Toc50982665][bookmark: _Toc50984836][bookmark: _Toc57112103][bookmark: _Toc120280985][bookmark: _Toc143704164]5.2.2.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the exceptions given in TS 31.121 [2] clauses 5.2.2.4.1 and 5.2.2.4.2.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see table 5-2 of [2], TAC="0001".
-	Access control:	see table 5-2 of [2].
Ensure that the UE is using has installed and is using the UICC/USIM configuration defined for this test case with an IMSI and access control values as given in table 5-2 of [2] and runs an initial activation.
NOTE:	Depending on the initial value of the EFEPSLOCI, the UE may perform a location update. This shall be accepted by the E-USS.
[bookmark: _Toc103688406][bookmark: _Toc143704168][…]
***** next change *****
5.2.3	Access Control information handling for NB-IoT
[bookmark: _Toc143704172][…]
5.2.3.4	Method of test
[bookmark: _Toc143704173]5.2.3.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the exceptions given in TS 31.121 [2] clauses 5.2.3.4.1 and 5.2.3.4.2.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see table 5-3 of [2], TAC="0001".
-	Access control:	see table 5-3 of [2].
Ensure that the UE is using has installed and is using the UICC/USIM configuration defined for this test case with an IMSI and access control values as given in table 5-3 of [2] and runs an initial activation.
NOTE:	Depending on the initial value of the EFEPSLOCI, the UE may perform a location update. This shall be accepted by the TT (NB-SS).
[bookmark: _Toc103688408][bookmark: _Toc143704178][…]
***** next change *****
5.3.1	SUCI calculation by ME using null scheme
[bookmark: _Toc103688411][bookmark: _Toc143704182][…]
5.3.1.4	Method of test
[bookmark: _Toc103688412][bookmark: _Toc143704183]5.3.1.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5, EFRouting_Indicator as defined in clause 4.6.7, and the following exception:
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)
	Logically:
		Protection Scheme Identifier List data object:
			Protection Scheme Identifier 1 – null-scheme
			Key Index 1: 0
			Protection Scheme Identifier 2 – ECIES scheme profile B
			Key Index 2: 1
			Protection Scheme Identifier 3 – ECIES scheme profile A
			Key Index 3: 2
		Home Network Public Key List data object:
			Home Network Public Key 1 Identifier:27
[bookmark: _Hlk40264515]			Home Network Public Key 1:
				04 72 DA 71 97 62 34 CE 83 3A 69 07 42 58 67 B8 2E 07 4D 44 EF 90 7D FB 4B 3E 21 C1 C2 25 6E 
				BC D1 5A 7D ED 52 FC BB 09 7A 4E D2 50 E0 36 C7 B9 C8 C7 00 4C 4E ED C4 F0 68 CD 7B F8 D3 
				F9 00 E3 B4
			Home Network Public Key 2 Identifier: 30
			Home Network Public Key 2:
				5A 8D 38 86 48 20 19 7C 33 94 B9 26 13 B2 0B 91 63 3C BD 89 71 19 27 3B F8 E4 A6 F4 EE C0 A6 
				50
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	A0
	06
	00
	00
	02
	01
	01
	02

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	A1
	6B
	80
	01
	1B
	81
	41
	04

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	72
	DA
	71
	97
	62
	34
	CE
	83

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	3A
	69
	07
	42
	58
	67
	B8
	2E

	
	B33
	B34
	B35
	B36
	B37
	B38
	B39
	B40

	
	07
	4D
	44
	EF
	90
	7D
	FB
	4B

	
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48

	
	3E
	21
	C1
	C2
	25
	6E
	BC
	D1

	
	B49
	B50
	B51
	B52
	B53
	B54
	B55
	B56

	
	5A
	7D
	ED
	52
	FC
	BB
	09
	7A

	
	B57
	B58
	B59
	B60
	B61
	B62
	B63
	B64

	
	4E
	D2
	50
	E0
	36
	C7
	B9
	C8

	
	B65
	B66
	B67
	B68
	B69
	B70
	B71
	B72

	
	C7
	00
	4C
	4E
	ED
	C4
	F0
	68

	
	B73
	B74
	B75
	B76
	B77
	B78
	B79
	B80

	
	CD
	7B
	F8
	D3
	F9
	00
	E3
	B4

	
	B81
	B82
	B83
	B84
	B85
	B86
	B87
	B88

	
	80
	01
	1E
	81
	20
	5A
	8D
	38

	
	B89
	B90
	B91
	B92
	B93
	B94
	B95
	B96

	
	86
	48
	20
	19
	7C
	33
	94
	B9

	
	B97
	B98
	B99
	B100
	B101
	B102
	B103
	B104

	
	26
	13
	B2
	0B
	91
	63
	3C
	BD

	
	B105
	B106
	B107
	B108
	B109
	B110
	B111
	B112

	
	89
	71
	19
	27
	3B
	F8
	E4
	A6

	
	B113
	B114
	B115
	B116
	B117

	
	F4
	EE
	C0
	A6
	50



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/083/000001
-	Access control:				unrestricted.
Ensure that the UE is using has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activation.
[bookmark: _Toc103688416][bookmark: _Toc143704186][…]
***** next change *****
5.3.2	SUCI calculation by ME using Profile B
[bookmark: _Toc143704190][…]
5.3.2.4	Method of test
[bookmark: _Toc143704191]5.3.2.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5, EFRouting_Indicator as defined in clause 4.6.7.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/083/000001.
-	Access control:				unrestricted.
The TT (NG-SS) shall be configured with Home Network Private Key as following:
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	F1
	AB
	10
	74
	47
	7E
	BC
	C7

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	5F
	54
	EA
	1C
	5F
	C3
	68
	B1

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	61
	67
	30
	15
	5E
	00
	41
	AC

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	44
	7D
	63
	01
	97
	5F
	EC
	DA



Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activation.The UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc103688417][bookmark: _Toc143704194][…]
***** next change *****
5.3.3	UE identification by SUCI during initial registration – SUCI calculation by USIM using profile B
[bookmark: _Toc143704198][…]
5.3.3.4	Method of test
[bookmark: _Toc143704199]5.3.3.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUST (USIM Service Table)
[bookmark: MCCQCTEMPBM_00000055]Logically:
	Service n°125:
	
	SUCI calculation by the USIM
	available


[bookmark: MCCQCTEMPBM_00000056]	Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xxx1 111x
	
	
	



5G-NR UICC is configured with:
Protection Scheme Identifier:				ECIES scheme profile B
Key Index:									1
[bookmark: MCCQCTEMPBM_00000142]Home Network Public Key Identifier:	27
Home Network Public Key:
	[bookmark: MCCQCTEMPBM_00000648]Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	04
	72
	DA
	71
	97
	62
	34
	CE

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	83
	3A
	69
	07
	42
	58
	67
	B8

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	2E
	07
	4D
	44
	EF
	90
	7D
	FB

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	4B
	3E
	21
	C1
	C2
	25
	6E
	BC

	
	B33
	B34
	B35
	B36
	B37
	B38
	B39
	B40

	
	D1
	5A
	7D
	ED
	52
	FC
	BB
	09

	
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48

	
	7A
	4E
	D2
	50
	E0
	36
	C7
	B9

	
	B49
	B50
	B51
	B52
	B53
	B54
	B55
	B56

	
	C8
	C7
	00
	4C
	4E
	ED
	C4
	F0

	
	B57
	B58
	B59
	B60
	B61
	B62
	B63
	B64

	
	68
	CD
	7B
	F8
	D3
	F9
	00
	E3

	
	B65

	
	B4



EFSUCI_Calc_Info:	Not available to the ME
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/083/000001.
-	Access control:				unrestricted.
The TT (NG-SS) shall be configured with Home Network Private Key for profile B:
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	F1
	AB
	10
	74
	47
	7E
	BC
	C7

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	5F
	54
	EA
	1C
	5F
	C3
	68
	B1

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	61
	67
	30
	15
	5E
	00
	41
	AC

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	44
	7D
	63
	01
	97
	5F
	EC
	DA



Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[…]
***** next change *****
[bookmark: _Toc103688418][bookmark: _Toc143704202]5.3.4	UE identification by SUCI in response to IDENTITY REQUEST message
[bookmark: _Toc103688421][bookmark: _Toc143704206][…]
5.3.4.4	Method of test
[bookmark: _Toc103688422][bookmark: _Toc143704207]5.3.4.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5, EFRouting_Indicator as defined in clause 4.6.7 and the following exception:
EF5GS3GPPLOCI (5GS 3GPP Location Information)
	Logically:
		5G-GUTI:						244 083 00010266436587
		TAI (MCC/MNC/TAC):		244/083/000001
		5GS update status:			5U2 NOT UPDATED
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	00
	0B
	F2
	42
	34
	80
	00
	01

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	02
	66
	43
	65
	87
	42
	34
	80

	
	B17
	B18
	B19
	B20

	
	00
	00
	01
	01



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	Cell A:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
	Cell B:
	-	TAI (MCC/MNC/TAC):		244/084/000001
	-	Access control:				unrestricted.
The Cell A on the TT (NG-SS) is activated and transmits on the BCCH.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc103688426][bookmark: _Toc143704210][…]
***** next change *****
5.3.5	UE identification by SUCI in response to IDENTITY REQUEST message with T3519 timer expiry
[bookmark: _Toc143704214][…]
5.3.5.4	Method of test
[bookmark: _Toc143704215]5.3.5.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5, EFRouting_Indicator as defined in clause 4.6.7 and the following exception:
EF5GS3GPPLOCI (5GS 3GPP Location Information)
	Logically:
		5G-GUTI:							244 083 00010266436587
		TAI (MCC/MNC/TAC):			244/083/000001
		5GS update status:				5U2 NOT UPDATED
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	00
	0B
	F2
	42
	34
	80
	00
	01

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	02
	66
	43
	65
	87
	42
	34
	80

	
	B17
	B18
	B19
	B20

	
	00
	00
	01
	01



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	Cell A:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	CellIdentity:					"000000001"
	-	Access control:				unrestricted.
	Cell B :
	-	TAI (MCC/MNC/TAC):		244/084/000001
	-	CellIdentity:					"000000002"
	-	Access control:				unrestricted.
The Cell A on the TT (NG-SS) is activated and transmits on the BCCH.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc103688427][bookmark: _Toc143704218][…]
***** next change *****
5.3.6	UE identification by SUCI in response to IDENTITY REQUEST message and AUTHENTICATION REJECT
[bookmark: _Toc143704222][…]
***** next change *****
5.3.6.4	Method of test
[bookmark: _Toc143704223]5.3.6.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EF5GS3GPPLOCI (5GS 3GPP Location Information)
	Logically:
		5G-GUTI:						244 083 00010266436587
		TAI (MCC/MNC/TAC):		244/083/000001
		5GS update status:			5U2 NOT UPDATED
	Coding:

	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	00
	0B
	F2
	42
	34
	80
	00
	01

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	02
	66
	43
	65
	87
	42
	34
	80

	
	B17
	B18
	B19
	B20

	
	00
	00
	01
	01



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	Cell A:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
	Cell B:
	-	TAI (MCC/MNC/TAC):		244/084/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc143704224]5.3.6.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	TT
	Bring up Cell A
	
	
	

	2
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to Cell A with 5GS registration type IE as "initial registration" and 5GS mobile identity information element type "5G‑GUTI" and starts the timer T3519
	
	

	3
	TT > UE
	Send IDENTITY REQUEST
	The IDENTITY REQUEST is indicating that the Identity type information element is "SUCI"
	
	

	4
	UE > TT
	Send IDENTITY RESPONSE
	The UE sends an IDENTITY RESPONSE containing the fresh generated SUCI and starts the timer T3519
	CR 1 CR 2 CR 3
	

	5
	TT > UE
	Send AUTHENTICATION REQUEST
	
	
	

	6
	UE > TT
	Send AUTHENTICATION RESPONSE
	
	
	

	7
	TT > UE
	Send AUTHENTICATION REJECT
	
	
	

	8
	UE
	Stop timer T3510
Stop timer T3519
Delete stored SUCI
Abort any 5GMM signalling procedure
	Enter state 5GMM-DEREGISTERED
	CR 4
	

	9
	TT
	Bring down Cell A
Bring up Cell B
	
	
	

	10
	UserUSER/TT
	Power offPower off/deactivate the UE, then and then power on UErun activation of the UE
	
	
	

	11
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to Cell B with 5GS registration type IE as "initial registration" and 5GS mobile identity information element type "SUCI" containing the fresh generated SUCI, starts the timers T3510 and T3519 and delete the stored SUCI
	
	

	12
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT message contains a 5G-GUTI
	
	

	13
	UE > TT
	Send REGISTRATION COMPLETE
	The UE i.a. acknowledges the received 5G-GUTI, stops the timers T3510 and T3519 if running and delete the stored SUCI
	
	

	NOTE:	a verification of timer states as indicated in steps 2), 4), 11) and 13) is not required. An explicit verification may be possible on MEs providing the related information.



[bookmark: _Toc103688428][bookmark: _Toc143704226][…]
***** next change *****
5.3.7	SUCI calculation by the ME using null scheme – missing parameters for subscription identifier privacy support by the USIM
[bookmark: _Toc143704230][…]
5.3.7.4	Method of test
[bookmark: _Toc143704231]5.3.7.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
The USIM does not have the Home Network Public Key configured for the highest priority protection scheme configured in the USIM that the ME supports.
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)
	Logically:
		null
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6

	Hex
	A0
	02
	01
	01
	A1
	00



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/083/000001,
-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc103688429][bookmark: _Toc143704234][…]
***** next change *****
5.3.8	UE identification by 5G-GUTI – Last Registered TAI stored on USIM
[bookmark: _Toc143704238][…]
5.3.8.4	Method of test
[bookmark: _Toc143704239]5.3.8.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EF5GS3GPPLOCI
	Logically:
		5G-GUTI:						244 083 00010266436587
		TAI (MCC/MNC/TAC):		244/083/000001
		5GS update status:			5U2 NOT UPDATED
	Coding:

	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	00
	0B
	F2
	42
	34
	80
	00
	01

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	02
	66
	43
	65
	87
	42
	34
	80

	
	B17
	B18
	B19
	B20

	
	00
	00
	01
	01



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		244/083/000002
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc143704240]5.3.8.4.2	Procedure

	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	TT
	Bring up the NG-SS
	
	
	

	2
	UE
	READ EFIMSI, EF5GS3GPPLOCI
	
	CR 1
	A.2/1 OR A.2/2

	3
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to the NG-SS with 5GS registration type IE as "initial registration" and 5GS mobile identity information element type "5G‑GUTI"
	
	

	4
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT message contains:
 - 5G-GUTI: "24408300010266555555"
 - 5GS TAI list with TAI  the 5G-GUTI (244 083 00010266555555) and the 5GS TAI list with:
   -  TAI:  (244/083/000002)
	
	

	5
	UE > TT
	Send REGISTRATION COMPLETE
	The UE i.a. acknowledges the received 5G-GUTI, sends the REGISTRATION COMPLETE message and stops timers T3510 (if running)
	
	

	6
	UserUSER/TT
	Power offPower off/deactivate the UE, then  and then power on UErun activation of the UE
	The UE updates the USIM with valid NAS security context
	
	

	7
	UE
	READ EFIMSI, EF5GS3GPPLOCI
	
	CR 1
	A.2/1 OR A.2/2

	8
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to the NG-SS with 5GS registration type IE as "initial registration" and 5GS mobile identity information element type "5G‑GUTI" and starts the timer T3510
	CR 2
	

	9
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT message contains a 5G-GUTI.
The UE i.a. acknowledge the received 5G-GUTI
	
	

	NOTE:	a verification of timer states as indicated in steps 5) and 8) is not required. An explicit verification may be possible on MEs providing the related information.



[bookmark: _Toc103688430][bookmark: _Toc143704242][…]
***** next change *****
5.3.9	UE identification by 5G-GUTI – Last Registered TAI stored by ME
[bookmark: _Toc143704246][…]
5.3.9.4	Method of test
[bookmark: _Toc143704247]5.3.9.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	Cell A:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
	Cell B:
	-	TAI (MCC/MNC/TAC):		244/084/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc143704248]5.3.9.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	TT
	Bring up the Cell A
	
	
	

	2
	UE
	READ EFIMSI
	
	CR 1
	A.2/1 OR A.2/2

	3
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to the NG-SS with 5GS registration type IE as "initial registration"
	
	

	4
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT message contains:
 - 5G-GUTI: "24408300010266436587"
 - 5GS TAI list with TAI with:
   - TAI: 244/083/000002 the 5G-GUTI (244 083 00010266436587) and the 5GS TAI list with TAI (244/083/000001)
	
	

	5
	UE > TT
	Send REGISTRATION COMPLETE
	
	
	

	6
	UserUSER/TT
	Power offPower off/deactivate the UEand then power on UE
	
	
	

	7
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to the NG-SS with 5GS registration type IE as "initial registration" and 5GS mobile identity information element type "5G‑GUTI" and starts the timer T3510
	CR 2
	

	8
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT message contains:
 - 5G-GUTI: "24408300010266434444"
 - 5GS TAI list with TAI with:
   - TAI: 244/083/000001 the 5G-GUTI (244 083 00010266434444) and the 5GS TAI list with TAI (244/083/000001)
	
	

	9
	UE > TT
	Send REGISTRATION COMPLETE
	The UE sends a REGISTRATION COMPLETE and stops the timer T3510
	
	

	10
	TT
	Bring down Cell A
Bring up Cell B
	
	
	

	11
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to the NG-SS with 5GS registration type IE as "mobility registration updating" or as "initial registration" and 5GS mobile identity information element type "5G‑GUTI" and starts the timer T3510
	CR 2
	

	NOTE:	a verification of timer states as indicated in steps 7), 9) and 11) is not required. An explicit verification may be possible on MEs providing the related information.



[bookmark: _Toc103688431][bookmark: _Toc143704250][…]
***** next change *****
5.3.10	UE identification after SUPI is changed
[bookmark: _Toc143704252][…]
5.3.10.2	Conformance requirement
CR 1	The following 5GMM parameters shall be stored on the USIM if the corresponding file is present:
-	5G-Globally Unique Temporary Identifier (5G-GUTI);
-	Last visited registered Tracking Area Identity in 5GS (TAI);
-	5GS update status;
-	5G NAS security context parameters from a full native 5G NAS security context.
NOTE:	The presence and format of corresponding files on the USIM is specified in 3GPP TS 31.102 [4].
Reference:
	-	TS 31.102 [19], clauses 4.4.11.2
CR 2	The presence and format of corresponding files on the USIM is specified in 3GPP TS 31.102 [4]. If the corresponding file is not present on the USIM, these 5GMM parameters are stored in a non-volatile memory in the ME together with the SUPI from the USIM. These 5GMM parameters can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory; else the UE shall delete the 5GMM parameters.
Reference:
	-	TS 24.501 [25], clauses 5.3.3, 5.5.1.2 and Annex C.
CR 3	The ME correctly performs the READ BINARY command on EFIMSI.
References:
	-	TS 31 101 [33], clause 11.1.3;
	-	ETSI TS 102 221 [8], clause 11.1.3 and 14.1.1.
[bookmark: _Toc143704253]5.3.10.3	Test purpose
The purpose of this test is to verify that: 
1) the READ EFIMSI commands are performed correctly by the ME;
2) the ME deletes the 5GMM parameters from non-volatile memory in case SUPI is changed.
[bookmark: _Toc143704254]5.3.10.4	Method of test
[bookmark: _Toc143704255]5.3.10.4.1	Initial conditions
The values of the E‑UTRAN UICC defined in clause 4.5.3 of the present document are used with EFIMSI as defined in clause 4.6.5.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc143704256]5.3.10.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	READ EFIMSI
	
	CR 3
	A.2/1 OR A.2/2

	2
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to the NG-SS with 5GS registration type IE as "initial registration"
	
	

	3
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT message contains:
 - 5G-GUTI: "24408300010266436587"
 - 5GS TAI list with TAI with:
   - TAI: 244/083/000001 the 5G-GUTI (244 083 00010266436587) and the 5GS TAI list with TAI (244/083/000001)
	
	

	4
	UE > TT
	Send REGISTRATION COMPLETE
	
	
	

	5
	UserUSER/TT
	Power offPower off/deactivate the UE
	
	
	

	6
	UE
	Change UICC configuration
	The IMSI is set to: "246081685533963"
	
	

	7
	UserUSER/TT
	Power on the UERun activation of the UE
	
	
	

	8
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to the NG-SS 
	CR 1 CR 2
	



[bookmark: _Toc103688432][bookmark: _Toc143704258][…]
***** next change *****
5.3.11	SUCI calculation by ME using Profile A
[bookmark: _Toc143704262][…]
5.3.11.4	Method of test
[bookmark: _Toc143704263]5.3.11.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)
Logically:	
Protection Scheme Identifier List data object:
Protection Scheme Identifier 1 – ECIES scheme profile A
Key Index 1:		1
Protection Scheme Identifier 2 – ECIES scheme profile B
Key Index 2:		2
Protection Scheme Identifier 3 – null-scheme
Key Index 3:		0
Home Network Public Key List data object
Home Network Public Key 1 Identifier:	30
Home Network Public Key 1:
-	5A 8D 38 86 48 20 19 7C 33 94 B9 26 13 B2 0B 91 63 3C BD 89 71 19 27 3B F8 E4 A6 F4 EE C0 A6 50
Home Network Public Key 2 Identifier:	27
Home Network Public Key 2:
-	04 72 DA 71 97 62 34 CE 83 3A 69 07 42 58 67 B8 2E 07 4D 44 EF 90 7D FB 4B 3E 21 C1 C2 25 6E BC D1 5A 7D ED 52 FC BB 09 7A 4E D2 50 E0 36 C7 B9 C8 C7 00 4C 4E ED C4 F0 68 CD 7B F8 D3 F9 00 E3 B4
The UICC/USIM configuration defined for this test case is installed in the UE.
The NG-SS shall be configured with Home Network Private Key as following (for Profile A):
	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	C5
	3C
	22
	20
	8B
	61
	86
	0B

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	06
	C6
	2E
	54
	06
	A7
	B3
	30

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	C2
	B5
	77
	AA
	55
	58
	98
	15

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	10
	D1
	28
	24
	7D
	38
	BD
	1D



The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc143704264]5.3.11.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	READ EFIMSI, EFUST, EFRouting_Indicator and EFSUCI_Calc_Info
	(Evaluation of service settings)
	CR 2
	A.2/1 OR A.2/2

	2
	ME
	Perform SUCI calculation 
	The ME performs a SUCI calculation using Profile A
	(CR 3)
	

	3
	UE > TT
	Send REGISTRATION REQUEST
	The UE sends a REGISTRATION REQUEST to the NG-SS with 5GS registration type IE as "initial registration" and 5GS mobile identity information element type "SUCI"
	CR 1 
	

	4
	TT > UE
	Send REGISTRATION ACCEPT
	
	
	

	5
	UE > TT
	Send REGISTRATION COMPLETE
	
	
	



[bookmark: _Toc103688433][bookmark: _Toc143704266][…]
***** next change *****
5.3.12	UE identification by SUCI during initial registration – SUCI calculation by USIM using profile A
[bookmark: _Toc36654850][bookmark: _Toc44961120][bookmark: _Toc50982761][bookmark: _Toc50984932][bookmark: _Toc57112198][bookmark: _Toc138676911][bookmark: _Toc143704270][…]
5.3.12.4	Method of test
[bookmark: _Toc36654851][bookmark: _Toc44961121][bookmark: _Toc50982762][bookmark: _Toc50984933][bookmark: _Toc57112199][bookmark: _Toc138676912][bookmark: _Toc143704271]5.3.12.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 with the following exceptions:
EFUST (USIM Service Table)
Logically:
	Service n°125:
	
	SUCI calculation by the USIM
	available


	Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xxx1 111x
	
	
	



5G-NR UICC is configured with:
Protection Scheme Identifier:				ECIES scheme profile A
Key Index:									1
Home Network Public Key Identifier:	30
Home Network Public Key:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	5A
	8D
	38
	86
	48
	20
	19
	7C

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	33
	94
	B9
	26
	13
	B2
	0B
	91

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	63
	3C
	BD
	89
	71
	19
	27
	3B

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	F8
	E4
	A6
	F4
	EE
	C0
	A6
	50



EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF):	Not available to the ME
The UICC/USIM configuration defined for this test case is installed in the UE.
The NG-SS shall be configured with Home Network Private Key for profile A:
	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	C5
	3C
	22
	20
	8B
	61
	86
	0B

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	06
	C6
	2E
	54
	06
	A7
	B3
	30

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	C2
	B5
	77
	AA
	55
	58
	98
	15

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	10
	D1
	28
	24
	7D
	38
	BD
	1D


[bookmark: _Toc36654852][bookmark: _Toc44961122][bookmark: _Toc50982763][bookmark: _Toc50984934][bookmark: _Toc57112200][bookmark: _Toc138676913]
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc103688434][bookmark: _Toc143704274][…]
***** next change *****
5.3.13	SUCI calculation by ME using null scheme– no Protection Scheme Identifier provisioned in the USIM
[bookmark: _Toc143704278][…]
5.3.13.4	Method of test
[bookmark: _Toc143704279]5.3.13.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 with the following exceptions:
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)
Logically:
null
Coding:
	Byte:
	B1
	B2

	Hex
	A0
	00



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc103688435][bookmark: _Toc143704282][…]
***** next change *****
5.3.14	SUCI calculation by ME using null scheme – no Home Network Public Key for supported protection scheme provisioned in the USIM
[bookmark: _Toc143704286][…]
5.3.14.4	Method of test
[bookmark: _Toc143704287]5.3.14.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 with the following exceptions:
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)
Logically:
Protection Scheme Identifier List data object
Protection Scheme Identifier	1 – ECIES scheme profile B
Key Index 1:						0
Coding:
	Byte:
	B1
	B2
	B3
	B4

	Hex
	A0
	02
	02
	00



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc103688436][bookmark: _Toc143704290][bookmark: _Hlk141372620][…]
***** next change *****
5.3.15	SUCI calculation by ME using null scheme with the E-UTRAN/EPC UICC
[…]
The purpose of this test is to verify that the ME performs the SUCI calculation procedure using null-scheme.
[bookmark: _Toc143704294]5.3.15.4	Method of test
[bookmark: _Toc143704295]5.3.15.4.1	Initial conditions
The values of the E‑UTRAN UICC defined in clause 4.5.4 of the present document are used with the following exceptions:
EFIMSI (International Mobile Subscriber Identity)
	Logically:
		246081357935793
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9

	Hex
	08
	29
	64
	80
	31
	75
	39
	75
	39



The UICC/USIM configuration defined for this test case is installed in the UE.
If activated, the TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/083/000001
-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1). The TT (NG-SS) activates Cell A.
[…]
***** next change *****
[bookmark: _Toc103688437][bookmark: _Toc143704298]5.3.16	SUCI calculation by ME using the lower priority protection scheme when the higher priority protection scheme is not supported by the ME
[bookmark: _Toc143704302][…]
5.3.16.4	Method of test
[bookmark: _Toc143704303]5.3.16.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 with the following exceptions:
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)
Logically:
Protection Scheme Identifier List data object
[bookmark: OLE_LINK8][bookmark: OLE_LINK9][bookmark: _GoBack]Protection Scheme Identifier	1 – any value of the reserved range (i.e 0x3 - 0xB) that is not standardized
Key Index 1:				1
Protection Scheme Identifier	2 – ECIES scheme profile A
Key Index 1:				2
Protection Scheme Identifier	3 – null-scheme
Key Index 3:						0
Home Network Public Key List data object
Home Network Public Key 1 Identifier:	16
Home Network Public Key 1:
· 2E 85 DA EC 6A C9 B5 2B 5D 2D 58 02 33 29 57 75 49 44 5A 39 3D 2A 68 E6 12 14 27 34 95 AD BE 65
Home Network Public Key 2 Identifier:	30
Home Network Public Key 2:
· 5A 8D 38 86 48 20 19 7C 33 94 B9 26 13 B2 0B 91 63 3C BD 89 71 19 27 3B F8 E4 A6 F4 EE C0 A6 50
Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	A0
	02
	02
	00
	01
	02
	00
	00

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	A1
	4A
	80
	01
	10
	81
	20
	2E

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	85
	DA
	EC
	6A
	C9
	B5
	2B
	5D

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	2D
	58
	02
	33
	29
	57
	75
	49

	
	B33
	B34
	B35
	B36
	B37
	B38
	B39
	B40

	
	44
	5A
	39
	3D
	2A
	68
	E6
	12

	
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48

	
	14
	27
	34
	95
	AD
	BE
	65
	80

	
	B49
	B50
	B51
	B52
	B53
	B54
	B55
	B56

	
	01
	1E
	81
	20
	5A
	8D
	38
	86

	
	B57
	B58
	B59
	B60
	B61
	B62
	B63
	B64

	
	48 
	20 
	19 
	7C 
	33 
	94 
	B9 
	26

	
	B65
	B66
	B67
	B68
	B69
	B70
	B71
	B72

	
	13 
	B2 
	0B
	91
	63
	3C
	BD
	89

	
	B73
	B74
	B75
	B76
	B77
	B78
	B79
	B80

	
	71 
	19 
	27 
	3B 
	F8 
	E4 
	A6
	F4

	
	B81
	B82
	B83
	B84

	
	EE
	C0
	A6
	50


NOTE:	Any value of the reserved range (i.e 0x3 - 0xB) that is not standardized (e.g. 0xB).
The UICC/USIM configuration defined for this test case is installed in the UE.
The NG-SS shall be configured with Home Network Private Key as following (for Profile A):
	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	C5
	3C
	22
	20
	8B
	61
	86
	0B

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	06
	C6
	2E
	54
	06
	A7
	B3
	30

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	C2
	B5
	77
	AA
	55
	58
	98
	15

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	10
	D1
	28
	24
	7D
	38
	BD
	1D



The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[bookmark: _Toc103688438][bookmark: _Toc143704306][…]
***** next change *****
5.3.17	SUCI calculation by ME using Profile B with compressed Home Network Public Key
[bookmark: _Toc143704310][…]
5.3.17.4	Method of test
[bookmark: _Toc143704311]5.3.17.4.1	Initial conditions
The values of the default 5G-NR UICC defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 with the following exceptions:
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)
Logically:
Protection Scheme Identifier List data object
Protection Scheme Identifier	1 – ECIES scheme profile B
Key Index 1:				1
Protection Scheme Identifier	2 – ECIES scheme profile A
Key Index 1:				2
Protection Scheme Identifier	3 – null-scheme
Key Index 3:						0
Home Network Public Key List data object
Home Network Public Key 1 Identifier:	27
Home Network Public Key 1 (see note):
-	02 72 DA 71 97 62 34 CE 83 3A 69 07 42 58 67 B8 2E 07 4D 44 EF 90 7D FB 4B 3E 21 C1 C2 25 6E BC D1
Home Network Public Key 2 Identifier:	30
Home Network Public Key 2:
· 5A 8D 38 86 48 20 19 7C 33 94 B9 26 13 B2 0B 91 63 3C BD 89 71 19 27 3B F8 E4 A6 F4 EE C0 A6 50
Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	A0
	02
	02
	00
	01
	02
	00
	00

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	A1
	4B
	80
	01
	1B
	81
	21
	02

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	72
	DA
	71
	97
	62
	34
	CE
	83

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	3A
	69
	07
	42
	58
	67
	B8
	2E

	
	B33
	B34
	B35
	B36
	B37
	B38
	B39
	B40

	
	07
	4D
	44
	EF
	90
	7D
	FB
	4B

	
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48

	
	3E
	21
	C1
	C2
	25
	6E
	BC
	D1

	
	B49
	B50
	B51
	B52
	B53
	B54
	B55
	B56

	
	80
	01
	1E
	81
	20
	5A
	8D
	38

	
	B57
	B58
	B59
	B60
	B61
	B62
	B63
	B64

	
	86
	48
	20
	19
	7C
	33
	94
	B9

	
	B65
	B66
	B67
	B68
	B69
	B70
	B71
	B72

	
	26
	13
	B2
	0B
	91
	63
	3C
	BD

	
	B73
	B74
	B75
	B76
	B77
	B78
	B79
	B80

	
	89
	71
	19
	27
	3B
	F8
	E4
	A6

	
	B81
	B82
	B83
	B84
	B85

	
	F4
	EE
	C0
	A6
	50


NOTE:	EFSUCI_Calc_Info contains the compressed form of the ECC public key for Profile B.
The UICC/USIM configuration defined for this test case is installed in the UE.
The NG-SS shall be configured with Home Network Private Key as following:
	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	F1
	AB
	10
	74
	47
	7E
	BC
	C7

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	F5
	54
	EA
	1C
	5F
	C3
	68
	B1

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	61
	67
	30
	15
	5E
	00
	41
	AC

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	44
	7D
	63
	01
	97
	5F
	EC
	DA



The TT (NG-SS) transmits on the BCCH, with the following network parameters:
	-	TAI (MCC/MNC/TAC):		244/083/000001
	-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE is prepared to runs an initial activation within step 1).
[…]
***** next change *****
[bookmark: _Toc103688439][bookmark: _Toc143704314]5.4	Unified Access Control information handling for 5G-NR
[bookmark: _Toc103688440][bookmark: _Toc143704315]5.4.1	Unified Access Control – Access identity 0, no access identities indicated by USIM
[bookmark: _Toc143704319][…]
5.4.1.4	Method of test
[bookmark: _Toc143704320]5.4.1.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as shown in table 5.4.1-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes:
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The UICC/USIM configuration defined for this test case is installed in the UE.
The NG-SS is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.1-1, TAC="000001".
-	CellIdentity:					"000000001"
For the table 5.4.1-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
If present in the REGISTRATION ACCEPT, the 5GS network feature support IE indicates Access identities 1 and 2 are not valid.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc143704324][…]
***** next change *****
5.4.1A	Unified Access Control – Access identity 0, no access identities indicated by USIM, Access Category 8
[bookmark: _Toc143704328][…]
5.4.1A.4	Method of test
[bookmark: _Toc143704329]5.4.1A.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as shown in table 5.4.1A‑1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes:
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.1A-1, TAC="000001".
-	CellIdentity:					"000000001"
For the table 5.4.1A-1:
No uac-BarringInfo in SIB1.
If present in the REGISTRATION ACCEPT, the 5GS network feature support IE indicates Access identities 1 and 2 are not valid.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.1A-1, TAC="000001".
-	CellIdentity:					"000000002"
For the table 5.4.1A-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
If present in the REGISTRATION ACCEPT, the 5GS network feature support IE indicates Access identities 1 and 2 are not valid.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc103688441][bookmark: _Toc143704333][…]
***** next change *****
5.4.2	Unified Access Control – Access Identity 1 – MPS indicated by USIM
[bookmark: _Toc125441508][bookmark: _Toc143704337][…]
5.4.2.4	Method of test
[bookmark: _Toc125441509][bookmark: _Toc143704338]5.4.2.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.2-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes: 
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.2-1, TAC="000001".
-	CellIdentity:					"000000001"
For the table 5.4.2-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc143704342][…]
***** next change *****
5.4.2A	Unified Access Control – Access Identity 1 – MPS indicated by USIM, Access Category 8
[bookmark: _Toc143704346][…]
5.4.2A.4	Method of test
[bookmark: _Toc143704347]5.4.2A.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.2A-2.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes:
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.2A-1, TAC="000001".
-	CellIdentity:					"000000001"
For the table 5.4.2A-1:
No uac-BarringInfo in SIB1.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.2A-1, TAC="000001".
-	CellIdentity:					"000000002"
For the table 5.4.2A-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc103688442][bookmark: _Toc143704351][…]
***** next change *****
5.4.3	Unified Access Control – Access Identity 1 – no MPS indication by USIM and SUPI not changed
[bookmark: _Toc125441516][bookmark: _Toc143704355][…]
5.4.3.4	Method of test
[bookmark: _Toc125441517][bookmark: _Toc143704356]5.4.3.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identity is configured in EFUAC_AIC and no Access Classes are configured in EFACC as given in table 5.4.3-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes:
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	




The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/000001.
-	CellIdentity:					"000000001"
For Table 5.4.3-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Cell B:
Transmits on the BCCH, with the following network parameters:
· TAI (MCC/MNC/TAC):	MCC, MNC: see table 5.4.3-1, TAC: "000002".
· CellIdentity:				"000000002"
For Table 5.4.3-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc103688443][bookmark: _Toc143704360][…]
***** next change *****
5.4.4	Unified Access Control – Access Identity 1 – no MPS indication by USIM and SUPI is changed
[bookmark: _Toc125441524][bookmark: _Toc143704364][bookmark: _Toc103688444][…]
5.4.4.4	Method of test
[bookmark: _Toc125441525][bookmark: _Toc143704365]5.4.4.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identity is configured in EFUAC_AIC and no Access Classes are configured in EFACC as given in table 5.4.4-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes: 
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/000001.
-	CellIdentity:					"000000001"
For Table 5.4.4-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC:	see table 5.4.4-1, TAC="000002".
-	CellIdentity:					"000000002"
For Table 5.4.4-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc143704369][…]
***** next change *****
5.4.5	Unified Access Control – Access Identity 2 – MCS indicated by USIM
[bookmark: _Toc125441532][bookmark: _Toc143704373][bookmark: _Hlk134693872][…]
5.4.5.4	Method of test
[bookmark: _Toc125441533][bookmark: _Toc143704374]5.4.5.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identity is configured in EFUAC_AIC and no Access Classes are configured in EFACC as given in table 5.4.5-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes:
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see tables 5.4.5-x, TAC="000001".
-	CellIdentity:					"000000001"
For Table 5.4.5-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc130990003][bookmark: _Toc143704378][…]
***** next change *****
5.4.5A	Unified Access Control – Access Identity 2 – MCS indicated by USIM
[bookmark: _Toc130990007][bookmark: _Toc143704382][…]
5.4.5A.4	Method of test
[bookmark: _Toc130990008][bookmark: _Toc143704383]5.4.5A.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.5A-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes: 
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.5A-1, TAC="000001".
-	CellIdentity:					"000000001"
For Table 5.4.5A-1:
No uac-BarringInfo in SIB1.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.5A-1, TAC="000001".
-	CellIdentity:					"000000002"
For Table 5.4.5A-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc103688445][bookmark: _Toc143704387][…]
***** next change *****
5.4.6	Unified Access Control – Access Identity 2 – no MCS indication by USIM and SUPI is not changed
[bookmark: _Toc36654924][bookmark: _Toc44961209][bookmark: _Toc50982850][bookmark: _Toc50985021][bookmark: _Toc57112287][bookmark: _Toc130990015][bookmark: _Toc143704391][…]
5.4.6.4	Method of test
[bookmark: _Toc36654925][bookmark: _Toc44961210][bookmark: _Toc50982851][bookmark: _Toc50985022][bookmark: _Toc57112288][bookmark: _Toc130990016][bookmark: _Toc143704392]5.4.6.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.6-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes: 
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	MCC, MNC:	246/081
-	TAC:	=		"000001".
-	CellIdentity:	"000000001"
For Table 5.4.6-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		MCC, MNC: see table 5.4.6-1, TAC="000002".
-	CellIdentity:					"000000002"
For Table 5.4.6-1:
uac-BarringInfo in SIB1 should be set as in the table:
Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc103688446][bookmark: _Toc143704396][…]
***** next change *****
5.4.7	Unified Access Control – Access Identity 2 – no MCS indication by USIM and SUPI is changed
[bookmark: _Toc44961217][bookmark: _Toc50982858][bookmark: _Toc50985029][bookmark: _Toc57112295][bookmark: _Toc130990023][bookmark: _Toc143704400][…]
5.4.7.4	Method of test
[bookmark: _Toc44961218][bookmark: _Toc50982859][bookmark: _Toc50985030][bookmark: _Toc57112296][bookmark: _Toc130990024][bookmark: _Toc143704401]5.4.7.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.7-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes:
	Service n°124
	
	Subscription identifier privacy support
	not available

	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011x
	
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		246/081/000001
-	CellIdentity:					"000000001"
For Table 5.4.7-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC): 	MCC, MNC: see table 5.4.7-1, TAC="000002".
-	CellIdentity:					"000000002"
For Table 5.4.7-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc103688447][bookmark: _Toc143704405][…]
***** next change *****
5.4.8	Unified Access Control – Access Identities 11 and 15 indicated by USIM
[bookmark: _Toc125441556][bookmark: _Toc143704409][…]
5.4.8.4	Method of test
[bookmark: _Toc125441557][bookmark: _Toc143704410]5.4.8.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.8-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.8 (5G-NR UICC) of the present document apply with the following changes:
	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011xx
	0000 0xxx
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see tables 5.4.8-x, TAC="000001".
-	CellIdentity:	"000000001"
For Table 5.4.8-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc130990035][bookmark: _Toc143704414][…]
***** next change *****
5.4.8A	Unified Access Control – Access Identities 11 and 15 indicated by USIM, Access Category 8
[bookmark: _Toc130990039][bookmark: _Toc143704418][…]
5.4.8A.4	Method of test
[bookmark: _Toc130990040][bookmark: _Toc143704419]5.4.8A.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.8A-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.8 (5G-NR UICC) of the present document apply with the following changes:
	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 11xxxx10 011x
	0000 0xxx
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see table 5.4.8A-1, TAC="000001".
-	CellIdentity:	"000000001"
For Table 5.4.8A-1:
No uac-BarringInfo in SIB1.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see table 5.4.8A-1, TAC="000001".
-	CellIdentity:	"000000002"
For Table 5.4.8A-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc103688448][bookmark: _Toc143704423][…]
***** next change *****
5.4.9	Unified Access Control – Access Identities 12, 13 and 14 indicated by USIM
[bookmark: _Toc29397967][bookmark: _Toc29399089][bookmark: _Toc36649099][bookmark: _Toc36654941][bookmark: _Toc44961233][bookmark: _Toc50982874][bookmark: _Toc50985045][bookmark: _Toc57112311][bookmark: _Toc130990047][bookmark: _Toc143704427][…]
5.4.9.4	Method of test
[bookmark: _Toc29397968][bookmark: _Toc29399090][bookmark: _Toc36649100][bookmark: _Toc36654942][bookmark: _Toc44961234][bookmark: _Toc50982875][bookmark: _Toc50985046][bookmark: _Toc57112312][bookmark: _Toc130990048][bookmark: _Toc143704428]5.4.9.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.9-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.8 (5G-NR UICC) of the present document apply with the following changes:
	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011xx
	0000 0xxx
	
	



The defined UICC/USIM data is installed on the UE.
The NG-SS is configured to transmit the following parameters on Cell A:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see table 5.4.9-1, TAC="000001".
-	CellIdentity :	"000000001"
For Table 5.4.9-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc130990051][bookmark: _Toc143704432][…]
***** next change *****
5.4.9A	Unified Access Control – Access Identities 12, 13 and 14 indicated by USIM, Access Category 8
[bookmark: _Toc130990055][bookmark: _Toc143704436][…]
5.4.9A.4	Method of test
[bookmark: _Toc130990056][bookmark: _Toc143704437]5.4.9A.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.9-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.8 (5G-NR UICC) of the present document apply with the following changes:
	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011xx
	0000 0xxx
	
	



The defined UICC/USIM data is installed on the UE.
The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see table 5.4.9A-1, TAC="000001".
-	CellIdentity:	"000000001"
For Table 5.4.9A-1:
No uac-BarringInfo in SIB1.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see table 5.4.9A-1, TAC="000001".
-	CellIdentity:	"000000002"
For Table 5.4.9A-1:
uac-BarringInfo in SIB1 should be set as in the table: 
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc103688449][bookmark: _Toc143704441][…]
***** next change *****
5.4.10	Unified Access Control – Operator-Defined Access Category
[bookmark: _Toc50982882][bookmark: _Toc50985053][bookmark: _Toc57112319][bookmark: _Toc130990063][bookmark: _Toc143704445][…]
5.4.10.4	Method of test
[bookmark: _Toc50982883][bookmark: _Toc50985054][bookmark: _Toc57112320][bookmark: _Toc130990064][bookmark: _Toc143704446]5.4.10.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
No Access Identities configured in EFUAC_AIC and no Access Classes configured in EFACC as also shown in table 5.4.10-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.8 (5G-NR UICC) of the present document apply with the following changes:
	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011xx
	0000 0xxx
	
	



The defined UICC/USIM data is installed on the UE.
ME shall be configured with following URSP rules:
Rule Precedence = 1
Traffic Descriptor:
DNN=TestGp.rs1
Route Selection Descriptor:
Precedence = 1
Network Slice Selection, S-NSSAI:	′01 01 01 01′ (ST: MBB, SD: ′010101′)
SSC Mode Selection:					SSC Mode 1
Access Type preference:				3GPP access
Rule Precedence = 2
Traffic Descriptor:
DNN = TestGp.rs2
Route Selection Descriptor:
Precedence = 1
Network Slice Selection, S-NSSAI:	′01 01 01 02′ (ST: MBB, SD: ′010102′)
SSC Mode Selection:					SSC Mode 1
Rule Precedence = 3
Traffic Descriptor:
DNN = TestGp.rs3
Route Selection Descriptor:
Precedence = 1
Network Slice Selection, S-NSSAI:	′01 01 01 02′ (ST: MBB, SD: ′010102′)
SSC Mode Selection:					SSC Mode 1

The TT (NG-SS) is configured to transmit the following parameters:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	MCC, MNC:	246/081
-	TAC:	"000001".
-	CellIdentity:	"000000001"
For Table 5.4.10-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc50982884][bookmark: _Toc50985055][bookmark: _Toc57112321]REGISTRATION ACCEPT IEIs.
-	Operator-Defined Access Category Definitions IEI is configured as defined in Table 5.4.10-1
-	Refer to Annex A tables A4-A5 for Methods ODAC_definitions1() and ODAC_definitions2().
-	For HPLMN Cells: Allowed S-NSSAI IEI is configured to include S-NSSAIs ′01 01 01 01′, ′01 01 01 02′ and ′01 01 01 03′.
For VPLMN Cells:
-	Allowed S-NSSAI IEI is configured to include S-NSSAIs ('01 01 01 01’, '01 01 01 01’), ('01 01 01 02’, '01 01 01 02’), and ('01 01 01 03’, '01 01 01 03’).
[bookmark: _Toc103688450][bookmark: _Toc143704450][…]
***** next change *****
5.4.11	Unified Access Control – Operator-Defined Access Categories, no change in SUPI
[bookmark: _Toc139880815][bookmark: _Toc143704454][bookmark: _Toc103688451][…]
***** next change *****
5.4.11.4	Method of test
[bookmark: _Toc139880816][bookmark: _Toc143704455]5.4.11.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUAC_AIC and EFACC
Access Identity is configured in EFUAC_AIC and no Access Classes are configured in EFACC as given in Table 5.4.11-1.
EFUST (USIM Service Table)
Logically:
Settings from clause 4.5.7 (5G-NR UICC) of the present document apply with the following changes:
	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011xx
	0000 0xxx
	
	



The UICC/USIM configuration defined for this test case is installed in the UE.
ME shall be configured with following URSP rules:
Rule Precedence =1
Traffic Descriptor:
DNN=TestGp.rs1
Route Selection Descriptor:
Precedence=1
Network Slice Selection, S-NSSAI: '01 01 01 01’ (ST: MBB, SD: '010101’)
SSC Mode Selection: SSC Mode 1
Access Type preference: 3GPP access
Rule Precedence = 2
Traffic Descriptor:
DNN=TestGp.rs2
Route Selection Descriptor:
Precedence =1
Network Slice Selection, S-NSSAI: 01 01 01 02 (ST: MBB, SD: 010102)
SSC Mode Selection: SSC Mode 1

The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	MCC, MNC:	246/081
-	TAC:	"000001"
-	CellIdentity:	"000000001"
For Table 5.4.11-1:
uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the tables A1-A3.
Cell B:
NOTE:	This cell is not required for the sequences in Table 5.4.11-1.
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see Table 5.4.11-1, TAC="000002".
-	CellIdentity:	"000000002"
For Table 5.4.11-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the tables A1-A3.
REGISTRATION ACCEPT IEIs.
-	Operator-Defined Access Category Definitions IEI is configured as defined in Table 5.4.11-1.
-	Refer to Annex A tables A4-A5 for Methods ODAC_definitions1() and ODAC_definitions2()
For HPLMN Cells:
-	Allowed S-NSSAI IEI is configured to include S-NSSAIs '01 01 01 01’, '01 01 01 02’and '01 01 01 03’.
For VPLMN Cells:
[bookmark: _Toc139880817]-	Allowed S-NSSAI IEI is configured to include S-NSSAIs ('01 01 01 01’, '01 01 01 01’), ('01 01 01 02’, '01 01 01 02’), and ('01 01 01 03’, '01 01 01 03’).
[bookmark: _Toc143704459][…]
***** next change *****
5.4.12	Unified Access Control – Operator-Defined Access Categories, SUPI change
[bookmark: _Toc139880823][bookmark: _Toc143704463][…]
***** next change *****
5.4.12.4	Method of test
[bookmark: _Toc139880824][bookmark: _Toc143704464]5.4.12.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with the following exceptions:
EFIMSI (International Mobile Subscriber Identity) for UICC 2
	Logically:
		246081357935799
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9

	Hex
	08
	29
	64
	80
	31
	75
	39
	75
	99



EFUAC_AIC and EFACC
Access Identity is configured in EFUAC_AIC and no Access Classes are configured in EFACC as given in Table 5.4.12-1.
EFUST (USIM Service Table)
Logically:
	Service n°126
	
	UAC Access Identities support
	available


Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xx10 011xx
	0000 0xxx
	
	



ME shall be configured with following URSP rules.
Rule Precedence =1
Traffic Descriptor:
DNN=TestGp.rs1
Route Selection Descriptor:
Precedence=1
Network Slice Selection, S-NSSAI: '01 01 01 01’ (ST: MBB, SD: '010101’)
SSC Mode Selection: SSC Mode 1
Access Type preference: 3GPP access
Rule Precedence = 2
Traffic Descriptor:
DNN=TestGp.rs2
Route Selection Descriptor:
Precedence =1
Network Slice Selection, S-NSSAI: '01 01 01 02’ (ST: MBB, SD: '010102’)
SSC Mode Selection: SSC Mode 1

The TT (NG-SS) is configured to transmit the following parameters on Cell A and B:
Cell A:
Transmits on the BCCH, with the following network parameters:
-	MCC, MNC:	246/081
-	TAC:	"000001"
-	CellIdentity:	"000000001"
For Table 5.4.12-1:
uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the tables A1-A3.
Cell B:
This cell is required for some sequences as in the Table 5.4.12-1.
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see Table 5.4.12-1, TAC="000002".
-	CellIdentity:	"000000002"
For Table 5.4.12-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the tables A1-A3.
REGISTRATION ACCEPT IEIs.
-	Operator-Defined Access Category Definitions IEI is configured as defined in Table 5.4.12-1.
-	Refer to Annex A tables A4-A5 for Methods ODAC_definitions1() and ODAC_definitions2().
For HPLMN Cells:
-	Allowed S-NSSAI IEI is configured to include S-NSSAIs '01 01 01 01’, '01 01 01 02’and '01 01 01 03’.
For VPLMN Cells:
-	Allowed S-NSSAI IEI is configured to include S-NSSAIs ('01 01 01 01’, '01 01 01 01’), ('01 01 01 02’, '01 01 01 02’), and ('01 01 01 03’, '01 01 01 03’).
[…]
[bookmark: _Toc143704468]5.5	Handling of operator controlled features
[bookmark: _Toc103688453][bookmark: _Toc143704469]***** next change *****
5.5.1	Display of registered 5G PLMN name from USIM
[bookmark: _Toc10734315][bookmark: _Toc29374480][bookmark: _Toc44961244][bookmark: _Toc50982907][bookmark: _Toc50985078][bookmark: _Toc57112339][bookmark: _Toc120281235][bookmark: _Toc143704473][…]
5.5.1.4	Method of tests
[bookmark: _Toc120281236][bookmark: _Toc143704474]5.5.1.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with the following exceptions:
EFUST (USIM Service Table)
	Logically:
	Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes:
	Service n°42:
	
	Operator controlled PLMN selector with Access Technology
	available

	Service n°45:
	
	PLMN Network Name
	available

	Service n°129:
	
	5GS Operator PLMN List
	available


Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xxx0 111x11xx
	xxxx xxx1
	
	



EFOPLMNwACT (Operator controlled PLMN selector with Access Technology)
	Logically:
		1st PLMN:		244 010 (MCC MNC),	1st ACT:	NG-RAN
		2nd PLMN:	244 020 (MCC MNC),	2nd ACT:	NG-RAN
		3rd PLMN:	244 030 (MCC MNC),	3rd ACT:	NG-RAN
		4th PLMN:	244 040 (MCC MNC),	4th ACT:	NG-RAN
		5th PLMN:	244 050 (MCC MNC),	5th ACT:	NG-RAN
		6th PLMN:	244 060 (MCC MNC),	6th ACT:	NG-RAN
		7th PLMN:	244 070 (MCC MNC),	7th ACT:	NG-RAN
		8th PLMN:	244 080 (MCC MNC),	8th ACT:	NG-RAN
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	42
	04
	10
	08
	00
	42
	04
	20

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	08
	00
	42
	04
	30
	08
	00
	42

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	04
	40
	08
	00
	42
	04
	50
	08

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	00
	42
	04
	60
	08
	00
	42
	04

	
	B33
	B34
	B35
	B36
	B37
	B38
	B39
	B40

	
	70
	08
	00
	42
	04
	80
	08
	00



EFOPL5G
	Record 1:
		Logically:
			MCC:						244,
			MNC:						010,
			TAC:						Entire range,
			PNN Record Identifier:	01
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	42
	04
	10
	00
	00
	00
	FF
	FF
	FE
	01



	Record 2:
		Logically:
			MCC:						244,
			MNC:						020,
			TAC:						000003 - 000006,
			PNN Record Identifier:	02
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	42
	04
	20
	00
	00
	03
	00
	00
	06
	02



	Record 3:
		Logically:
			MCC:						244,
			MNC:						030,
			TAC:						000003,
			PNN Record Identifier:	02
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	42
	04
	30
	00
	00
	03
	00
	00
	03
	02



EFPNN
	Record 1:
		Logically:
			Long name:		PLMN 5G
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	43
	08
	87
	50
	66
	D3
	09
	AA
	1D
	01

	
	B11
	B12
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20

	
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF



	Record 2:
		Logically:
			Long name:		ABCD
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	43
	05
	84
	41
	E1
	90
	08
	FF
	FF
	FF

	
	B11
	B12
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20

	
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF



	Record 3:
		Logically:
			Long name:		CCCDDD
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	43
	07
	86
	C3
	E1
	90
	48
	24
	02
	FF

	
	B11
	B12
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20

	
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF



The UICC/USIM configuration defined for this test case is installed in the UE.
The NG-SS transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/010/000001
-	Access control:				unrestricted
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE runs an initial activation.
[bookmark: _Toc120281237][bookmark: _Toc143704475]5.5.1.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE > TT
	Send REGISTRATION REQUEST
	In the registration type IE indicates:
 - "initial registration"
 - 5GS mobile identity information 
	element type "SUCI"
	
	

	2
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT is sent with a 5G-GUTI
	
	

	3
	UE > TT
	Send REGISTRATION COMPLETE
	
	
	

	4
	User
	Wait 30 seconds
	"PLMN 5G" is shown as Operator 5G PLMN name
	CR 1
CR 2
	

	5
	USER/TT
	Power offPower off/deactivate the UE
	
	
	

	6
	TT
	Stop RF output on the BCCH
	
	
	

	7
	TT
	Resume the RF output on the BCCH with:
 - TAI (MCC/MNC/TAC):	244/020/000004
 - Access control:			unrestricted
	
	
	

	8
	UE
	Runs activationPower on
	
	
	

	9
	UE > TT
	Send REGISTRATION REQUEST
	In the registration type IE indicates:
 - "initial registration"
 - 5GS mobile identity information 
	element type "5G-GUTI"
	
	

	10
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT is sent with a 5G-GUTI
	
	

	11
	UE > TT
	Send REGISTRATION COMPLETE
	
	
	

	12
	User
	Wait 30 seconds
	"ABCD" is shown as Operator 5G PLMN name
	CR 1
CR 2
	

	13
	USER/TT
	Power offPower off/deactivate the UE
	
	
	

	14
	TT
	Stop RF output on the BCCH
	
	
	

	15
	TT
	Resume the RF output on the BCCH with:
 - TAI (MCC/MNC/TAC):	244/030/000003
 - Access control:			unrestricted
	
	
	

	16
	USER/TT
	Run activation of the UEPower on
	
	
	

	17
	UE > TT
	Send REGISTRATION REQUEST
	In the registration type IE indicates:
 - "initial registration"
 - 5GS mobile identity information 
	element type "5G-GUTI"
	
	

	18
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT is sent with a 5G-GUTI
	
	

	19
	UE > TT
	Send REGISTRATION COMPLETE
	
	
	

	20
	User
	Wait 30 seconds
	"ABCD" is shown as Operator 5G PLMN name
	CR 1
CR 2
	

	21
	USER/TT
	Power offPower off/deactivate the UE, then run activation of the UE
	
	
	



[bookmark: _Toc103688454][bookmark: _Toc143704477][…]
***** next change *****
5.5.2	Display of registered 5G PLMN name from ME
[bookmark: _Toc143704481][…]
5.5.2.4	Method of tests
[bookmark: _Toc143704482]5.5.2.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with the following exceptions:
EFUST
	Logically:
	Settings from clause 4.5.9 (5G-NR UICC) of the present document apply with the following changes:
	Service n°42:
	
	Operator controlled PLMN selector with Access Technology
	available

	Service n°45:
	
	PLMN Network Name
	available

	Service n°129:
	
	5GS Operator PLMN List
	available


Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xxx0 111x11xx
	xxxx xxx1
	
	



EFOPLMNwACT (Operator controlled PLMN selector with Access Technology)
	Logically:
		1st PLMN:		244 010 (MCC MNC),	1st ACT:	NG-RAN
		2nd PLMN:	244 020 (MCC MNC),	2nd ACT:	NG-RAN
		3rd PLMN:	244 030 (MCC MNC),	3rd ACT:	NG-RAN
		4th PLMN:	244 040 (MCC MNC),	4th ACT:	NG-RAN
		5th PLMN:	244 050 (MCC MNC),	5th ACT:	NG-RAN
		6th PLMN:	244 060 (MCC MNC),	6th ACT:	NG-RAN
		7th PLMN:	244 070 (MCC MNC),	7th ACT:	NG-RAN
		8th PLMN:	244 080 (MCC MNC),	8th ACT:	NG-RAN
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	42
	04
	10
	08
	00
	42
	04
	20

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	08
	00
	42
	04
	30
	08
	00
	42

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	04
	40
	08
	00
	42
	04
	50
	08

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	00
	42
	04
	60
	08
	00
	42
	04

	
	B33
	B34
	B35
	B36
	B37
	B38
	B39
	B40

	
	70
	08
	00
	42
	04
	80
	08
	00



EFOPL5G (5GS Operator PLMN List)
	Record 1:
		Logically:
			MCC:						244,
			MNC:						010,
			TAC:						Entire range,
			PNN Record Identifier:	01
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	42
	04
	10
	00
	00
	00
	FF
	FF
	FE
	01



	Record 2:
		Logically:
			MCC:						244,
			MNC:						020,
			TAC:						000003 - 000006,
			PNN Record Identifier:	02
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	42
	04
	20
	00
	00
	03
	00
	00
	06
	02



	Record 3:
		Logically:
			MCC:						244,
			MNC:						030,
			TAC:						000005 - 000009,
			PNN Record Identifier:	00
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	42
	04
	30
	00
	00
	05
	00
	00
	09
	00



EFPNN (PLMN Network Name)
	Record 1:
		Logically:
			Long name:		PLMN 5G
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	43
	08
	87
	50
	66
	D3
	09
	AA
	1D
	01

	
	B11
	B12
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20

	
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF



	Record 2:
		Logically:
			Long name:		ABCD
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	43
	05
	84
	41
	E1
	90
	08
	FF
	FF
	FF

	
	B11
	B12
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20

	
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF



	Record 3:
		Logically:
			Long name:		CCCDDD
		Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10

	Hex
	43
	07
	86
	C3
	E1
	90
	48
	24
	02
	FF

	
	B11
	B12
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20

	
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF
	FF



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/020/000007
-	Access control:				unrestricted
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UE runs an initial activation.
[bookmark: _Toc143704483]5.5.2.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE > TT
	Send REGISTRATION REQUEST
	In the registration type IE indicates:
 - "initial registration"
 - 5GS mobile identity information 
	element type "SUCI"
	
	

	2
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT is sent with a 5G-GUTI
	
	

	3
	UE > TT
	Send REGISTRATION COMPLETE
	
	
	

	4
	USER
	Wait 30 seconds
	The ME shows:
 - MCC:	"244"
 - MNC:	"020"
	CR 1
CR 2
	

	5
	USER/TT
	Power offPower off/deactivate the UE
	
	
	

	6
	TT
	Stop RF output on the BCCH
	
	
	

	7
	TT
	Resume the RF output on the BCCH with:
 - TAI (MCC/MNC/TAC):	244/030/000006
 - Access control:			unrestricted
	
	
	

	8
	USER/TT
	Power onRun activation of the UE
	
	
	

	9
	UE > TT
	Send REGISTRATION REQUEST
	In the registration type IE indicates:
 - "initial registration"
 - 5GS mobile identity information 
	element type "5G-GUTI"
	
	

	10
	TT > UE
	Send REGISTRATION ACCEPT
	The REGISTRATION ACCEPT is sent with a 5G-GUTI
	
	

	11
	UE > TT
	Send REGISTRATION COMPLETE
	
	
	

	12
	USER
	Wait 30 seconds
	The ME shows:
 - MCC:	"244"
 - MNC:	"030"
	CR 1
CR 2
	

	13
	USER/TT
	Power offPower off/deactivate the UE
	
	
	



[…]
[bookmark: _Toc120281247][bookmark: _Hlk145688728]5.6	Handling subscription identifier privacy for 5G - SUPI type in NAI format
***** next change *****
[bookmark: _Toc120281248]5.6.1	SUCI calculation by ME using null scheme
[bookmark: _Toc99614630][bookmark: _Toc138677112][bookmark: _Toc143704486][bookmark: _Toc120281256][…]
5.6.1.2	Conformance requirement
CR 1	SUCI calculation procedure shall be performed by the ME if Service n°124 is available and Service n°125 is not available in EFUST
Reference:
	-	TS 31.102 [19], clause 5.3.47.
CR 2	SUPI is available in EFSUPI_NAI if Service n°130 is available in EFUST
Reference:
	-	TS 31.102 [19], clauses 4.4.11.10 and 5.3.33.
CR 3	A subscriber identifier is in the form of a SUPI in NAI format
References:
	-	TS 31.102 [19], clause 4.4.11.10.
CR 4	The SUPI may contain:
- a network-specific identifierNSI, used for private networks as defined in TS 22.261 [36] or
- a GLI and an operator identifier of the 5GC operator, used for supporting FN-BRGs, as further described in TS 23.316 [56] or
- a GCI and an operator identifier of the 5GC operator, used for supporting FN-CRGs and 5G-CRG, as further described in TS 23.316 [56].
References:
	-	TS 22.261 [36], clause 8.5;
	-	TS 23.316 [56], clause 4.7.3, 4.7.4, 4.7.8 and 4.7.9.
CR 5	As part of the SUCI calculation performed by the ME, the ME performs the reading procedure for EFSUCI_Calc_Info.
Reference:
	-	TS 31.102 [19], clauses 4.4.11.8 and 5.3.47.
CR 6	The ME shall calculate the SUCI using the null-scheme if highest priority of the protection schemes listed in the USIM is the null-scheme.
[bookmark: _Toc99614631][bookmark: _Toc138677113]Reference:
	-	TS 31.102 [19], clauses 5.3.47 and 5.3.51;
	-	TS 33.501 [24], clause Annex C.
[bookmark: _Toc99614632][bookmark: _Toc138677114][bookmark: _Toc143704488][…]
5.6.1.4	Method of test
[bookmark: _Toc99614633][bookmark: _Toc138677115][bookmark: _Toc143704489]5.6.1.4.1	Initial conditions
The values of the 5G-NR UICC – non-IMSI SUPI Type as defined in clause 4.5.10 of the present document are used with the following exception:
EFSUCI_Calc_Info (Subscription Concealed Identifier Calculation Information EF)
	Logically:
		Protection Scheme Identifier List data object:
			Protection Scheme Identifier 1 – null-scheme
			Key Index 1: 0
			Protection Scheme Identifier 2 – ECIES scheme profile B
			Key Index 2: 1
			Protection Scheme Identifier 3 – ECIES scheme profile A
			Key Index 3: 2
		Home Network Public Key List data object:
			Home Network Public Key 1 Identifier:27
			Home Network Public Key 1:
				04 72 DA 71 97 62 34 CE 83 3A 69 07 42 58 67 B8 2E 07 4D 44 EF 90 7D FB 4B 3E 21 C1 C2 25 6E 
				BC D1 5A 7D ED 52 FC BB 09 7A 4E D2 50 E0 36 C7 B9 C8 C7 00 4C 4E ED C4 F0 68 CD 7B F8 D3 
				F9 00 E3 B4
			Home Network Public Key 2 Identifier: 30
			Home Network Public Key 2:
				5A 8D 38 86 48 20 19 7C 33 94 B9 26 13 B2 0B 91 63 3C BD 89 71 19 27 3B F8 E4 A6 F4 EE C0 A6 
				50
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	A0
	06
	00
	00
	02
	01
	01
	02

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15
	B16

	
	A1
	6B
	80
	01
	1B
	81
	41
	04

	
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	72
	DA
	71
	97
	62
	34
	CE
	83

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32

	
	3A
	69
	07
	42
	58
	67
	B8
	2E

	
	B33
	B34
	B35
	B36
	B37
	B38
	B39
	B40

	
	07
	4D
	44
	EF
	90
	7D
	FB
	4B

	
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48

	
	3E
	21
	C1
	C2
	25
	6E
	BC
	D1

	
	B49
	B50
	B51
	B52
	B53
	B54
	B55
	B56

	
	5A
	7D
	ED
	52
	FC
	BB
	09
	7A

	
	B57
	B58
	B59
	B60
	B61
	B62
	B63
	B64

	
	4E
	D2
	50
	E0
	36
	C7
	B9
	C8

	
	B65
	B66
	B67
	B68
	B69
	B70
	B71
	B72

	
	C7
	00
	4C
	4E
	ED
	C4
	F0
	68

	
	B73
	B74
	B75
	B76
	B77
	B78
	B79
	B80

	
	CD
	7B
	F8
	D3
	F9
	00
	E3
	B4

	
	B81
	B82
	B83
	B84
	B85
	B86
	B87
	B88

	
	80
	01
	1E
	81
	20
	5A
	8D
	38

	
	B89
	B90
	B91
	B92
	B93
	B94
	B95
	B96

	
	86
	48
	20
	19
	7C
	33
	94
	B9

	
	B97
	B98
	B99
	B100
	B101
	B102
	B103
	B104

	
	26
	13
	B2
	0B
	91
	63
	3C
	BD

	
	B105
	B106
	B107
	B108
	B109
	B110
	B111
	B112

	
	89
	71
	19
	27
	3B
	F8
	E4
	A6

	
	B113
	B114
	B115
	B116
	B117

	
	F4
	EE
	C0
	A6
	50



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/083/000001
-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activation.
[…]
[bookmark: _Toc103688455][bookmark: _Toc143704495]6	Security related Tests
[bookmark: _Toc103688456][bookmark: _Toc143704496]6.1	PIN handling
[bookmark: _Toc103688457][bookmark: _Toc143704497][…]
***** next change *****
6.1.1	Entry of PIN
[bookmark: _Toc109133958][bookmark: _Toc143704501][…]
6.1.1.4	Method of test
[bookmark: _Toc109133959][bookmark: _Toc143704502]6.1.1.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.
The UICC/USIM configuration defined for this test case is installed in the UE.
[bookmark: _Toc109133960][bookmark: _Toc143704503]6.1.1.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	Run an initial activation
	
	
	

	2
	UE > USER
	Ask for the PIN to be entered
	The ME indicates to the User that a PIN needs to be entered
	CR 1
	

	3
	USER > UE
	Enter the sequence "0000#"
	The UE initiates the VERIFY PIN command on the UICC and gets a confirmation from the UICC.
	CR 2
	A.2/1 OR A.2/2

	4
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 3
	



[bookmark: _Toc103688458][bookmark: _Toc143704505][…]
***** next change *****
6.1.2	Change of PIN
[bookmark: _Toc109133966][bookmark: _Toc143704509][…]
6.1.2.4	Method of test
[bookmark: _Toc109133967][bookmark: _Toc143704510]6.1.2.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.
The UICC/USIM configuration defined for this test case is installed in the UE.
[bookmark: _Toc109133968][bookmark: _Toc143704511]6.1.2.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	Run an initial activation
	
	
	

	2
	USER > UE
	Enter the sequence "0000#" when the UE is in the "PIN check" mode
	
	
	

	3
	USER > UE 
	After USIM initialisation is completed, enter "**04*0000*01234567*01234567#" or initiate an equivalent MMI dependent procedure to change the PIN from '0000' to '01234567'
	The UE initiates the CHANGE PIN command on the UICC and gets a confirmation from the UICC.
	CR 1
	A.2/1 OR A.2/2

	4
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	
	CR 2
	

	5
	UE
	Deactivate and re-activate
	
	
	

	6
	USER > UE
	Enter the sequence "0000#" when the UE is in the "PIN check" mode
	The UE verifies the entered PIN command on the UICC 
	CR 1
	A.2/1 OR A.2/2

	7
	UE > UserUSER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 2
	

	8
	UE
	Deactivate and re-activate
	
	
	

	9
	USER > UE
	Enter the sequence "1234567#" when the UE is in the "PIN check" mode
	The UE verifies the entered PIN command on the UICC and gets a confirmation from the UICC
	CR 1
	A.2/1 OR A.2/2

	10
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	



[bookmark: _Toc103688459][bookmark: _Toc143704513][…]
***** next change *****
6.1.3	Unblock PIN
[bookmark: _Toc109133974][bookmark: _Toc143704517][…]
6.1.3.4	Method of test
[bookmark: _Toc109133975][bookmark: _Toc143704518]6.1.3.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The Default UICC is used.
The UICC/USIM configuration defined for this test case is installed in the UE.
[bookmark: _Toc103688460][bookmark: _Toc143704521][…]
***** next change *****
6.1.4	Entry of PIN2
[bookmark: _Toc109133982][bookmark: _Toc143704525][…]
6.1.4.4	Method of test
[bookmark: _Toc109133983][bookmark: _Toc143704526]6.1.4.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The Default UICC is used.
The UICC/USIM configuration defined for this test case is installed in the UE.
NOTE:	To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used.
[bookmark: _Toc103688461][bookmark: _Toc143704529][…]
***** next change *****
6.1.5	Change of PIN2
[bookmark: _Toc109133990][bookmark: _Toc143704533][…]
6.1.5.4	Method of test
[bookmark: _Toc109133991][bookmark: _Toc143704534]6.1.5.4.1	Initial conditions
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.The Default UICC as defined in clause 4.5.2 of the present document is used.

Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled and runs an initial activation with the correct PIN entered.
The UICC/USIM configuration defined for this test case is installed in the UE.
NOTE:	To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used.
The UE is powered-on, with the correct PIN entered.
[bookmark: _Toc103688462][bookmark: _Toc143704537][…]
***** next change *****
6.1.6 	Unblock PIN2
[bookmark: _Toc109133998][bookmark: _Toc143704541][…]
6.1.6.4	Method of test
[bookmark: _Toc109133999][bookmark: _Toc143704542]6.1.6.4.1	Initial conditions
Ensure that the UE has been operated with an USIM with PIN/PIN2 enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.The Default UICC as defined in clause 4.5.2 of the present document is used.

Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN/PIN2 enabled.
The UICC/USIM configuration defined for this test case is installed in the UE.
NOTE:	To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used.
[bookmark: _Toc109134000][bookmark: _Toc143704543]6.1.6.4.2	Procedure
Sequence A:
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	USER > UE
	Run an initial activation of the UE and eEnter the correct PIN
	
	
	

	2
	USER > UE
	After USIM initialisation enter "**052*22222222*1234*1234#" 
	The UE sends the UNBLOCK PIN command with parameter P2 = "81"
	CR 1
	A.2/1 OR A.2/2

	3
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	4
	UE
	Deactivate and re-activate the UE
	
	
	

	5
	USER > UE
	Access a PIN2 protected data field (e.g. UPDATE FDN)
	
	
	

	6
	USER > UE
	Enter the new PIN2: "1234#"
	The correct new PIN2 is entered and shall be verified
	CR 1
	A.2/1 OR A.2/2

	7
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2 CR 3 CR 4
	

	8
	UE
	Deactivate and re-activate the UE
	
	
	

	9
	USER
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	10
	USER > UE
	Enter a wrong PIN2 three times.
	
	
	

	
	UE > UICC
	VERIFY PIN 
	This is repeated three times, and is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4 
	

	9
	USER > UE
	Enter "**052*22222222*3579*3579#".
	
	
	

	
	UE > UICC
	UNBLOCK PIN 
	This is verifiable only if A.2/x is supported.
	CR 1
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	10
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	11
	
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	12
	USER > UE
	Enter the new PIN2: "3579#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4 
	




	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun an initial activation of the UE and enter the correct PIN is entered.
	
	
	

	2
	USER > UE 
	After USIM initialisation is completed, enter "**052*22222222*1234*1234#" 
	 
	
	

	
	UE > UICC 
	UNBLOCK PIN
	This is verifiable only if A2/x is supported.
	CR 1
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	3
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	4
	USER
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	5
	USER > UE
	Enter the new PIN2: "1234#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4 
	

	6
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	7
	
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	8
	USER > UE
	Enter a wrong PIN2 three times.
	
	
	

	
	UE > UICC
	VERIFY PIN 
	This is repeated 3x, and is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4 
	

	9
	USER > UE
	Enter "**052*22222222*3579*3579#".
	
	
	

	
	UE > UICC
	UNBLOCK PIN 
	This is verifiable only if A2/x is supported.
	CR 1
	A.2/1 OR A2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	10
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	11
	USER
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	12
	USER > UE
	Enter the new PIN2: "3579#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4 
	



Sequence B:
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation of the UE and enter the the correct PIN is entered.
	
	
	

	2
	USER > UE
	Enter a wrong PIN2 three times.
	
	
	

	3
	USER > UE
	The user shall initiate an MMI dependent procedure to unblock the PIN2 with unblock code '22222222' and a new PIN '3579'
	
	
	

	
	UE > UICC
	UNBLOCK PIN 
	This is verifiable only if A2/x is supported.
	CR 1
	A.2/1 OR A2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	4
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	5
	USER
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	6
	USER > UE
	Enter the new PIN2: "3579#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	



[bookmark: _Toc119341232][bookmark: _Toc143704545][bookmark: _Toc109134003][…]
***** next change *****
6.1.7	Replacement of PIN
[bookmark: _Toc109134006][bookmark: _Toc143704549][…]
6.1.7.4	Method of test
[bookmark: _Toc109134007][bookmark: _Toc143704550]6.1.7.4.1	Initial conditions
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.The Default UICC is used.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.The UICC/USIM configuration defined for this test case is installed in the UE.
[bookmark: _Toc109134008][bookmark: _Toc143704551]6.1.7.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	USER > UE 
	When the UE is in the "PIN check" mode, the sequence "2468#" shall be entered.
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	
	

	3
	USER > UE 
	The user shall initiate an MMI dependent procedure to replace the PIN by the Universal PIN. 
	 
	
	

	
	UE > UICC 
	DISABLE PIN
	This is verifiable only if A2/x is supported.
	CR 1
	 

	
	USIM > UE
	Check Status word
	
	
	

	4
	UE > USER
	The UE is powered off and on.
	
	
	

	5
	USER > UE
	When the UE is in the "PIN check" mode, the sequence "2468#" shall be entered.
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4
	

	6
	
	The correct Universal PIN is entered.
	
	
	

	
	UE > UICC 
	VERIFY PIN
	This is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	

	7
	
	Initiate an MMI dependent procedure to disable the replacement of the PIN by the Universal PIN
	
	
	

	
	UE > UICC 
	ENABLE PIN 
	This is verifiable only if A2/x is supported.
	CR 2
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	8
	UE > USER
	The UE is powered off and on.
	
	
	

	9
	USER > UE
	When the UE is in the "PIN check" mode, the sequence "2839#" shall be entered.
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4
	

	10
	USER > UE
	When the UE is in the "PIN check" mode correct PIN is entered.
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A2/x is supported.
	CR 3
	A.2/1 OR A2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	



[bookmark: _Toc103688464][bookmark: _Toc119341240][bookmark: _Toc143704553][bookmark: _Toc109134011][…]
***** next change *****
6.1.8	Change of Universal PIN
[bookmark: _Toc109134014][bookmark: _Toc143704557][…]
6.1.8.4	Method of test
[bookmark: _Toc109134015][bookmark: _Toc143704558]6.1.8.4.1	Initial conditions
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the following exception:
The Default UICC is used with the following exception:
-	The Universal PIN is used as a replacement of the PIN.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled and runs an initial activation The UICC/USIM configuration defined for this test case is installed in the UE.
The UE is powered-on, with the correct Universal PIN entered.
[bookmark: _Toc103688465][bookmark: _Toc119341248][bookmark: _Toc143704561][bookmark: _Toc109134019][…]
***** next change *****
6.1.9	Unblock Universal PIN
[bookmark: _Toc109134022][bookmark: _Toc143704565][…]
6.1.9.4	Method of test
[bookmark: _Toc109134023][bookmark: _Toc143704566]6.1.9.4.1	Initial conditions
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are usedDefault UICC is used.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
The UICC/USIM configuration defined for this test case is installed in the UE.
[bookmark: _Toc109134024][bookmark: _Toc143704567]6.1.9.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	Run initial activation of tThe UE is powered on and enter the correct PIN is entered.
	
	
	

	2
	USER > UE 
	The user shall initiate an MMI dependent procedure to unblock the Universal PIN and set the new Universal PIN value to "1234"
	 
	
	

	
	UE > UICC 
	UNBLOCK PIN
	This is verifiable only if A.2/x is supported.
	CR 1
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	3
	UE
	The UE is powered off and on.
	
	
	

	4
	USER > UE
	Enter the new PIN: "1234#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 2
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > UserUSER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 3 
	

	5
	UE
	The UE is powered off and on.
	
	
	

	6
	USER > UE
	Enter a wrong PIN three times.
	
	
	

	
	UE > UICC
	VERIFY PIN 
	This is repeated 3 times, and is verifiable only if A.2/x is supported.
	CR 2
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > UserUSER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 3
	

	7
	USER > UE
	The user shall initiate an MMI dependent procedure to unblock the Universal PIN and set the new Universal PIN value to "2839".
	
	
	

	
	UE > UICC
	UNBLOCK PIN 
	This is verifiable only if A2/x is supported.
	CR 1
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	8
	UE
	The UE is powered off and on.
	
	
	

	9
	USER > UE
	Enter the new PIN: "2839#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 2
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > UserUSER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 3
	



[bookmark: _Toc103688466][bookmark: _Toc143704569][…]
***** next change *****
6.1.10	Entry of PIN on multi-verification capable UICCs
[bookmark: _Toc109134029][bookmark: _Toc143704572][…]
6.1.10.4	Method of test
[bookmark: _Toc109134030][bookmark: _Toc143704573]6.1.10.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the following exceptions:
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The Default UICC is used with the following exceptions:
The UICC shall be configured to use "07" as the key reference of the PIN and "87" as key reference of the PIN2 with the following values:
PIN
Key reference:	07
Logically:
		8642
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF



Unblock PIN
Key reference:	07
Logically:
		64534231
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31



PIN2
Key reference:	87
Logically:
		9753
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF



Unblock PIN2
Key reference:	87
Logically:
		57687980
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30



Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
The UICC/USIM configuration defined for this test case is installed in the UE.
[bookmark: _Toc109134031][bookmark: _Toc143704574]6.1.10.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation. 
	
	
	

	2
	USER > UE 
	When the UE is in the "PIN check" mode, the sequence "8642#" shall be entered
	
	CR 1
	

	
	UE > UICC 
	VERIFY PIN
	This is verifiable only if A.2/x is supported.
	CR 2
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 3
	



[bookmark: _Toc103688467][bookmark: _Toc143704576][…]
***** next change *****
6.1.11	Change of PIN on multi-verification capable UICCs
[bookmark: _Toc109134037][bookmark: _Toc143704580][…]
6.1.11.4	Method of test
[bookmark: _Toc109134038][bookmark: _Toc143704581]6.1.11.4.1	Initial conditions
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are used The Default UICC is used with the following exceptions:
The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:
PIN
Key reference:	07
Logically:
		8642
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF



Unblock PIN
Key reference:	07
Logically:
		64534231
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31



PIN2
Key reference:	87
Logically:
		9753
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF



Unblock PIN2
Key reference:	87
Logically:
		57687980
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30



Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled and runs an initial activation The UICC/USIM configuration defined for this test case is installed in the UE.
The ME is powered-on, with the correct PIN entered.
[bookmark: _Toc103688468][bookmark: _Toc143704584][…]
***** next change *****
6.1.12	Unblock PIN on multi-verification capable UICCs
[bookmark: _Toc109134045][bookmark: _Toc143704588][…]
6.1.12.4	Method of test
[bookmark: _Toc109134046][bookmark: _Toc143704589]6.1.12.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The Default UICC is used with the following exceptions:
The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:
PIN
Key reference:	07
Logically:			8642
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF



Unblock PIN
Key reference:	07
Logically:			64534231
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31



PIN2
Key reference:	87
Logically:			9753
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF



Unblock PIN2
Key reference:	87
Logically:			57687980
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30



Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
The UICC/USIM configuration defined for this test case is installed in the UE.
[bookmark: _Toc103688469][bookmark: _Toc143704592][…]
***** next change *****
6.1.13	Entry of PIN2 on multi-verification capable UICCs
[bookmark: _Toc109134053][bookmark: _Toc143704596][…]
6.1.13.4	Method of test
[bookmark: _Toc109134054][bookmark: _Toc143704597]6.1.13.4.1	Initial conditions
Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The values of the Default UICC as defined in clause 4.5.2 of the present document are used The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the following exceptions:
The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:
PIN
Key reference:	07
Logically:			8642
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF



Unblock PIN
Key reference:	07
Logically:			64534231
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31



PIN2
Key reference:	87
Logically:			9753
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF



Unblock PIN2
Key reference:	87
Logically:
		57687980
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30



Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
The UICC/USIM configuration defined for this test case is installed in the UE.
NOTE:	To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used. In this case the exceptions mentioned above shall apply.
[bookmark: _Toc109134055][bookmark: _Toc143704598]6.1.13.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	USER > UE
	When the UE is in the "PIN check" mode, correct PIN shall be entered.
	
	
	

	3
	
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	4
	
	When the UE is in the "PIN2 check" mode, the sequence "9753#" shall be entered.
	
	
	

	
	UE
	VERIFY PIN
	This is verifiable only if A.2/x is supported
	CR 1
	A.2/1 OR A.2/2

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	



[bookmark: _Toc103688470][bookmark: _Toc143704600][…]
***** next change *****
6.1.14	Change of PIN2 on multi-verification capable UICCs
[bookmark: _Toc109134061][bookmark: _Toc143704604][…]
6.1.14.4	Method of test
[bookmark: _Toc109134062][bookmark: _Toc143704605]6.1.14.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used Ensure that the UE has been operated with an USIM with PIN2 enabled, and powered off. 
The Default UICC is used with the following exceptions:
The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:
PIN
Key reference:	07
Logically:
		8642
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF



Unblock PIN
Key reference:	07
Logically:
		64534231
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31



PIN2
Key reference:	87
Logically:
		9753
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF



Unblock PIN2
Key reference:	87
Logically:
		57687980
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30



Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled and runs an initial activation with the correct PIN entered.
The UICC/USIM configuration defined for this test case is installed in the UE.
NOTE:	To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used. In this case the above mentionedabove-mentioned exceptions shall apply.
The UE is powered-on, with the correct PIN entered.
[bookmark: _Toc103688471][bookmark: _Toc143704608][…]
***** next change *****
6.1.15	Unblock PIN2 on multi-verification capable UICCs
[bookmark: _Toc109134069][bookmark: _Toc143704612][…]
6.1.15.4	Method of test
[bookmark: _Toc109134070][bookmark: _Toc143704613]6.1.15.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The Default UICC is used with the following exceptions:
The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:
PIN
Key reference:	07
Logically:
		8642
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF



Unblock PIN
Key reference:	07
Logically:
		64534231
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31



PIN2
Key reference:	87
Logically:
		9753
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF



Unblock PIN2
Key reference:	87
Logically:
		57687980
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30



Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
The UICC/USIM configuration defined for this test case is installed in the UE.
NOTE:	To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used. In this case the above mentionedabove-mentioned exceptions shall apply.
[bookmark: _Toc109134071][bookmark: _Toc143704614]6.1.15.4.2	Procedure
Sequence A:
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	Run initial activation of theThe UE is powered on and enter the correct PIN is entered.
	
	
	

	2
	USER > UE 
	After USIM initialisation is completed, enter "**052*57687980*1234*1234#" 
	 
	
	

	
	UE > UICC 
	UNBLOCK PIN
	 This is verifiable only if A.2/x is supported.
	CR 1
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	3
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	4
	
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	5
	USER > UE
	Enter the new PIN2: "1234#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4 
	

	6
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	7
	
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	8
	USER > UE
	Enter a wrong PIN2 three times.
	
	
	

	
	UE > UICC
	VERIFY PIN 
	This is repeated 3 times, and is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4 
	

	9
	USER > UE
	Enter "**052*57687980*9753*9753#".
	
	
	

	
	UE > UICC
	UNBLOCK PIN 
	This is verifiable only if A.2/x is supported.
	CR 1
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	10
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	11
	
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	12
	USER > UE
	Enter the new PIN2: "9753#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4 
	



Sequence B:
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The Run initial acvtivation of the UE is powered on and enter the correct PIN is entered.
	
	
	

	2
	USER > UE
	Enter a wrong PIN2 three times.
	
	
	

	3
	USER > UE
	The user shall initiate an MMI dependent procedure to unblock the PIN2 with unblock code '57687980' and a new PIN "9753"
	
	
	

	
	UE > UICC
	UNBLOCK PIN 
	This is verifiable only if A.2/x is supported.
	CR 1
	A.2/1 OR A.2/2

	
	USIM> UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 2
	

	4
	UE
	The UE is powered off and on and the correct PIN is entered.
	
	
	

	5
	
	The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)
	
	
	

	6
	USER > UE
	Enter the new PIN2: "9753#"
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > UserUSER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	



[bookmark: _Toc119341303][bookmark: _Toc143704616][bookmark: _Toc109134074][…]
***** next change *****
6.1.16	Replacement of PIN with key reference "07"
[bookmark: _Toc109134077][bookmark: _Toc143704620][…]
6.1.16.4	Method of test
[bookmark: _Toc109134078][bookmark: _Toc143704621]6.1.16.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used Ensure that the UE has been operated with an USIM with PIN enabled, and powered off. 
The Default UICC is used with the following exceptions:
The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:
PIN
Key reference:	07
Logically:
		8642
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF



Unblock PIN
Key reference:	07
Logically:
		64534231
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31



PIN2
Key reference:	87
Logically:
		9753
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF



Unblock PIN2
Key reference:	87
Logically:
		57687980
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30


[bookmark: _Toc109134079]
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case with PIN enabled.
The UICC/USIM configuration defined for this test case is installed in the UE.
[bookmark: _Toc143704622]6.1.16.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	USER > UE 
	When the UE is in the "PIN check" mode, the sequence "8642#" shall be entered.
	 
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	
	

	3
	USER > UE 
	The user shall initiate an MMI dependent procedure to replace the PIN by the Universal PIN. 
	 
	
	

	
	UE > UICC 
	DISABLE PIN
	This is verifiable only if A.2/x is supported.
	CR 1
	 

	
	USIM > UE
	Check Status word
	
	
	

	4
	UE > USER
	The UE is powered off and on.
	
	
	

	5
	USER > UE
	When the UE is in the "PIN check" mode, the sequence "8642#" shall be entered.
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4
	

	6
	
	The correct Universal PIN is entered.
	
	
	

	
	UE > UICC 
	VERIFY PIN
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	

	7
	
	Initiate an MMI dependent procedure to disable the replacement of the PIN by the Universal PIN
	
	
	

	
	UE > UICC 
	ENABLE PIN 
	This is verifiable only if A.2/x is supported.
	CR 2
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	8
	UE > USER
	The UE is powered off and on.
	
	
	

	9
	USER > UE
	When the UE is in the "PIN check" mode, the sequence "2839#" shall be entered.
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be unsuccessful
	CR 4
	

	10
	USER > UE
	When the UE is in the "PIN check" mode correct PIN is entered.
	
	
	

	
	UE > UICC 
	VERIFY PIN 
	This is verifiable only if A.2/x is supported.
	CR 3
	A.2/1 OR A.2/2

	
	USIM > UE
	Check Status word
	
	
	

	
	UE > USER
	An indication is given to the user showing whether this procedure was successful
	This procedure shall be successful
	CR 4
	



[…]
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[bookmark: _Toc10738666][bookmark: _Toc20396518][bookmark: _Toc29398171][bookmark: _Toc29399293][bookmark: _Toc36649303][bookmark: _Toc36655145][bookmark: _Toc44961448][bookmark: _Toc50983111][bookmark: _Toc50985282][bookmark: _Toc57112543][bookmark: _Toc57208716][bookmark: _Toc103688483][bookmark: _Toc143704636]7.1	FPLMN handling
[bookmark: _Toc143704640][…]
***** next change *****
7.1.4	Adding FPLMN to the forbidden PLMN list when accessing E‑UTRAN
[bookmark: _Toc10738695][bookmark: _Toc20396547][bookmark: _Toc29398200][bookmark: _Toc29399322][bookmark: _Toc36649332][bookmark: _Toc36655174][bookmark: _Toc44961477][bookmark: _Toc143704644][…]
7.1.4.4	Method of test
[bookmark: _Toc10738696][bookmark: _Toc20396548][bookmark: _Toc29398201][bookmark: _Toc29399323][bookmark: _Toc36649333][bookmark: _Toc36655175][bookmark: _Toc44961478][bookmark: _Toc143704645]7.1.4.4.1	Initial conditions
The values of the FDN UICC as defined in clause 4.5.3 of the present document are used with EFIMSI as defined in clause 4.6.2.
The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE.
Ensure that the automatic PLMN selection mode is set and that the UE is using has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activation when executing the test procedure.
[bookmark: _Toc10738698][bookmark: _Toc20396550][bookmark: _Toc29398203][bookmark: _Toc29399325][bookmark: _Toc36649335][bookmark: _Toc36655177][bookmark: _Toc44961480][bookmark: _Toc143704647][…]
7.1.4.45	Acceptance criteria
CR 1 is met if the UE is not sending an ATTACH REQUEST in steps 1), 3), 5) and 7) but in step 9) and 19) as indicated by correctly interpreted EFFPLMN content. During test execution the TT shall provide status information related to the ATTACH REQUEST.
CR 2 shall be verified in step 13). Test environments not capable of evaluating the content of EFFPLMN while the common test procedure is executed, may verify the correct update of EFFPLMN by reading out the file at the end of the test execution. All entries generated during test execution shall be available and comply to the EF listings below, else the conformance requirement is not met.
CR 3 shall be verified in step 17). Test environments not capable of evaluating the content of EFEPSLOCI while the common test procedure is executed, may verify the correct update of EFEPSLOCI by reading out the file at the end of the test execution. All entries generated during test execution shall be available and comply to the EF listings below, else the conformance requirement is not met.
CR 4 is met if the GUTI derived from EFEPSLOCI matches the GUTI generated from the TT in step 13).
EFEPSLOCI (EPS Location Information)
	Logically:
		GUTI:								as generated from TT in step 13)
		Last visited registered TAI:		234/007/0001
		EPS update status:				updated

	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	0B
	F6
	xx
	xx
	xx
	xx
	xx
	xx
	xx
	xx
	xx
	xx

	
	B13
	B14
	B15
	B16
	B17
	B18

	
	32
	74
	00
	00
	01
	00



The EFs of the USIM read after finishing the common test procedure shall contain the following values:
EFFPLMN (Forbidden PLMNs)
	Logically:
		PLMN1:	234 002 (MCC MNC)
		PLMN2:	234 003
		PLMN3:	234 004
		PLMN4:	234 005
		PLMN5:	234 006
		PLMN6:	234 007
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	32
	24
	00
	32
	34
	00
	32
	44
	00
	32
	54
	00

	
	B13
	B14
	B15
	B16
	B17
	B18

	
	32
	64
	00
	32
	74
	00



EFEPSLOCI (EPS Location Information)
	Logically:
		GUTI:								as generated from TT in step 13)
		Last visited registered TAI:		234/008/0001
		EPS update status:				updated
	Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	0B
	F6
	xx
	xx
	xx
	xx
	xx
	xx
	xx
	xx
	xx
	xx

	
	B13
	B14
	B15
	B16
	B17
	B18

	
	32
	84
	00
	00
	01
	00


[bookmark: _Toc103688488][bookmark: _Toc143704648][…]
***** next change *****
7.1.5	UE updating forbidden PLMNs when accessing E-UTRAN
[bookmark: _Toc125441876][bookmark: _Toc143704652][…]
7.1.5.4	Method of test
[bookmark: _Toc125441877][bookmark: _Toc143704653]7.1.5.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with EFIMSI as defined in clause 4.6.2.
The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE.
Ensure that the automatic PLMN selection mode is set and that the UE is using has installed and is using the UICC/USIM configuration defined for this test case in TS 31.121 [2] and runs an initial activation when executing the test procedure. The UE is powered on.
[bookmark: _Toc103688489][bookmark: _Toc143704656][…]
***** next change *****
7.1.6	UE deleting forbidden PLMNs when accessing E-UTRAN
[…]
[bookmark: _Toc125441884][bookmark: _Toc143704660]7.1.6.4	Method of test
[bookmark: _Toc125441885][bookmark: _Toc143704661]7.1.6.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with EFIMSI as defined in clause 4.6.2.
The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE.
The TT (E-USS or NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	234/005/0001.
-	Access control:	unrestricted.
Ensure that the manual PLMN selection mode is set and that the UE is using has installed and is using the UICC/USIM configuration defined for this test case in 31.121 [2] and runs an initial activation when executing the test procedure. The UE is powered on.
[bookmark: _Toc103688490][bookmark: _Toc143704664][…]
***** next change *****
[bookmark: _Toc103688491][bookmark: _Toc143704665]7.1.8	Updating the Forbidden PLMN list after receiving non-integrity protected reject message – E-UTRAN
[bookmark: _Toc143704669][…]
7.1.8.4	Method of test
[bookmark: _Toc143704670]7.1.8.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with EFIMSI as defined in clause 4.6.2.
If option A.1/38 is supported by the UE set the implementation specific counter to small value to reduce the test execution time. Use the value set for th number of repetitions as indicated in step 7).
The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE.
The TT (E-USS or NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	234/002/0001.
-	Access control:	unrestricted.
Ensure that the automatic PLMN selection mode is set and that the UE is using has installed and is using the UICC/USIM configuration defined for this test case in 31.121 [2] and runs an initial activation when executing the test procedure. The UE is powered on.
[bookmark: _Toc103688492][bookmark: _Toc143704673][…]
7.2	User controlled PLMN selector handling
[…]
[bookmark: _Toc103688493][bookmark: _Toc143704674]***** next change *****
7.2.1	UE updating the User controlled PLMN selector list
[bookmark: _Toc10738736][bookmark: _Toc20396588][bookmark: _Toc29398241][bookmark: _Toc29399363][bookmark: _Toc36649373][bookmark: _Toc36655215][bookmark: _Toc44961518][bookmark: _Toc50983181][bookmark: _Toc50985352][bookmark: _Toc57112613][bookmark: _Toc138677425][bookmark: _Toc143704678][bookmark: _Toc103688494][…]
7.2.1.4	Method of test
[bookmark: _Toc10738737][bookmark: _Toc20396589][bookmark: _Toc29398242][bookmark: _Toc29399364][bookmark: _Toc36649374][bookmark: _Toc36655216][bookmark: _Toc44961519][bookmark: _Toc50983182][bookmark: _Toc50985353][bookmark: _Toc57112614][bookmark: _Toc138677426][bookmark: _Toc143704679]7.2.1.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used.
The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activationThe UICC is installed into the ME and the UE is powered on.
[bookmark: _Toc143704682][…]
***** next change *****
[bookmark: _Toc103688497][bookmark: _Toc143704685]7.2.5	UE updating the User controlled PLMN selector list for E-UTRAN
[bookmark: _Toc143704689][bookmark: _Toc103688498][…]
7.2.5.4	Method of test
[bookmark: _Toc143704690]7.2.5.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and runs an initial activation.
The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE.
The UICC is installed into the ME and the UE is powered on.
[bookmark: _Toc103688500][bookmark: _Toc143704695][…]
***** next change *****
7.2.8	UE recognising the priority order of the User controlled PLMN selector list with the same access technology – E-UTRAN in NB-S1 mode
[bookmark: _Toc138677473][bookmark: _Toc143704699][bookmark: _Toc103688501][…]
7.2.8.4	Method of test
[bookmark: _Toc138677474][bookmark: _Toc143704700]7.2.8.4.1	Initial conditions
The values of the E-UTRAN/EPC ISIM UICC as defined in clause 4.5.5 of the present document are used with the following exception:
EFPLMNwACT (User Controlled PLMN Selector with Access Technology)
Logically:
	1st PLMN:		244 083 (MCC MNC)
	1st ACT:		E-UTRAN in NB-S1mode
	2nd PLMN:	244 081
	2nd ACT:		E-UTRAN in NB-S1 mode
	3rd PLMN:	244 083
	3rd ACT:		E-UTRAN
	4th PLMN:	244 082
	4th ACT:		GSM
	5th PLMN:	244 003
	5th ACT:		E-UTRAN
	6th PLMN:	244 004
	6th ACT:		UTRAN
	7th PLMN:	244 005
	7th ACT:		UTRAN
	8th PLMN:	244 081
	8th ACT:		UTRAN
	9th PLMN:	244 007
	9th ACT:		UTRAN
	10th PLMN:	244 008
	10th ACT:		E-UTRAN
	11th PLMN:	244 009
	11th ACT:		UTRAN
	12th PLMN:	244 010
	12th ACT:		E-UTRAN
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	42
	34
	80
	50
	00
	42
	14
	80
	50
	00
	42
	34

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	80
	40
	00
	42
	24
	80
	00
	80
	42
	34
	00
	40

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	00
	42
	44
	00
	80
	00
	42
	54
	00
	80
	00
	42

	
	B37
	B38
	B39
	B40
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48

	
	14
	80
	80
	00
	42
	74
	00
	80
	00
	42
	84
	00

	
	B49
	B50
	B51
	B52
	B53
	B54
	B55
	B56
	B57
	B58
	B59
	B60

	
	40
	00
	42
	94
	00
	80
	00
	42
	04
	10
	40
	00



The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE. The UE is set to automatic PLMN selection mode.
The TT (NB-SS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):	244/081/0001.
-	Access control:	unrestricted.
Cell B:
-	TAI (MCC/MNC/TAC):	244/083/0001.
-	Access control:	unrestricted.
[bookmark: _Toc138677475][bookmark: _Toc143704701]7.2.8.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 244/083 gets a RRC CONNECTION SETUP-NB as response from the TT
	CR 1
	

	3
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT
	The ATTACH ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	244/083/ 0001
 - GUTI:	"24408300010266436587"
	(CR 1)
	

	6
	UE > TT
	Send ATTACH COMPLETE
	The TT sends RRC CONNECTION RELEASE‑NB
	
	

	7
	USER > UE
	UE is soft powered down
	
	
	

	8
	TT
	Verify the contents of EFEPSLOCI
	Reading EFEPSLOCI may also be performed before step 7)
	CR 2
	A.2/3



[…]
***** next change *****
[bookmark: _Toc143704703]7.2.9	UE recognising the priority order of the User controlled PLMN selector list using the ACT preference – E‑UTRAN in WB-S1/E‑UTRAN in NB-S1
[bookmark: _Toc138677481][bookmark: _Toc143704707][bookmark: _Toc103688502][…]
7.2.9.4	Method of test
[bookmark: _Toc143704709][…]
7.2.9.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 244/083 gets a RRC CONNECTION SETUP-NB as response from the TT
	CR 1
	

	3
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT
	The ATTACH ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	244/083/ 0001
 - GUTI:	"24408300010266436587"
	(CR 1)
	

	6
	UE > TT
	Send ATTACH COMPLETE
	The TT sends RRC CONNECTION RELEASE‑NB
	
	

	7
	USER > UE
	UE is soft powered down
	
	
	

	8
	TT
	Verify the contents of EFEPSLOCI
	Reading EFEPSLOCI may also be performed before step 7)
	CR 2
	A.2/3



[bookmark: _Toc143704711][…]
7.3	Operator controlled PLMN selector handling
[bookmark: _Toc103688505][bookmark: _Toc143704714][…]
***** next change *****
7.3.3	UE recognizing the priority order of the Operator controlled PLMN selector list when accessing E-UTRAN
[bookmark: _Toc10738802][bookmark: _Toc20396654][bookmark: _Toc29398307][bookmark: _Toc29399429][bookmark: _Toc36649439][bookmark: _Toc36655281][bookmark: _Toc44961584][bookmark: _Toc50983247][bookmark: _Toc50985418][bookmark: _Toc57112678][bookmark: _Toc138677506][bookmark: _Toc143704718][bookmark: _Toc103688506][…]
7.3.3.4	Method of test
[bookmark: _Toc10738803][bookmark: _Toc20396655][bookmark: _Toc29398308][bookmark: _Toc29399430][bookmark: _Toc36649440][bookmark: _Toc36655282][bookmark: _Toc44961585][bookmark: _Toc50983248][bookmark: _Toc50985419][bookmark: _Toc57112679][bookmark: _Toc138677507][bookmark: _Toc143704719]7.3.3.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with the following exception:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°42:
	
	Operator controlled PLMN selector with Access Technology
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15

	
	xxxx xxxx
	xxxx xxxx
	xx01 xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx



The coding of EFUST shall conform with the capabilities of the USIM used.
EFOPLMNwACT (OPLMN Selector)
Logically:
	1st PLMN:		254 012 (MCC MNC)
	1st ACT		E-UTRAN
	2nd PLMN:	254 011
	2nd ACT		E-UTRAN
	3rd PLMN:	254 002
	3rd ACT:		E-UTRAN
	4th PLMN:	254 012
	4th ACT:		GSM
	5th PLMN:	254 011
	5th ACT:		GSM
	6th PLMN:	254 005
	6th ACT:		UTRAN
	7th PLMN:	254 006
	7th ACT:		UTRAN
	8th PLMN:	254 007
	8th ACT:		UTRAN
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	52
	24
	10
	40
	00
	52
	14
	10
	40
	00
	52
	24

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	00
	40
	00
	52
	24
	10
	00
	80
	52
	14
	10
	00

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	80
	52
	54
	00
	80
	00
	52
	64
	00
	80
	00
	52

	
	B37
	B38
	B39
	B40

	
	74
	00
	80
	00



The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS or NB-SS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):	254/011/0001.
-	Access control:			unrestricted.
Cell B:
-	TAI (MCC/MNC/TAC):	254/012/0001.
-	Access control:			unrestricted.
[bookmark: _Toc10738804][bookmark: _Toc20396656][bookmark: _Toc29398309][bookmark: _Toc29399431][bookmark: _Toc36649441][bookmark: _Toc36655283][bookmark: _Toc44961586][bookmark: _Toc50983249][bookmark: _Toc50985420][bookmark: _Toc57112680][bookmark: _Toc138677508][bookmark: _Toc143704720]7.3.3.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST /
RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST /
RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 254/012 gets a RRC CONNECTION SETUP /
RRC CONNECTION SETUP-NB as response from the TT
	CR 1
	

	3
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT
	The ATTACH ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	254/012/0001
 - GUTI:	"25401200010266436587"
	(CR 1)
	

	6
	UE > TT
	Send ATTACH COMPLETE
	The TT sends RRC CONNECTION RELEASE / RRC CONNECTION RELEASE‑NB
	
	

	7
	USER > UE
	UE is soft powered down
	
	
	

	8
	TT
	Verify the contents of EFEPSLOCI
	Reading EFEPSLOCI may also be performed before step 7)
	CR 2
	A.2/3



[bookmark: _Toc143704722][…]
***** next change *****
7.3.4	UE recognizing the priority order of the User controlled PLMN selector over the Operator controlled PLMN selector list – E-UTRAN
[bookmark: _Toc143704726][…]
7.3.4.4	Method of test
[bookmark: _Toc143704727]7.3.4.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with the following exception:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°42:
	
	Operator controlled PLMN selector with Access Technology
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15

	
	xxxx xxxx
	xxxx xxxx
	xx01 xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx



The coding of EFUST shall conform with the capabilities of the USIM used.
The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS or NB-SS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):	254/011/0001.
-	Access control:			unrestricted.
Cell B:
-	TAI (MCC/MNC/TAC):	244/010/0001.
-	Access control:			unrestricted.
[bookmark: _Toc143704728]7.3.4.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST /
RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST /
RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 244/010 gets a RRC CONNECTION SETUP /
RRC CONNECTION SETUP-NB as response from the TT
	CR 1
	

	3
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT
	The ATTACH ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	244/010/0001
 - GUTI:	"24401000010266436587"
	(CR 1)
	

	6
	UE > TT
	Send ATTACH COMPLETE
	The TT sends RRC CONNECTION RELEASE / RRC CONNECTION RELEASE‑NB
	
	

	7
	USER > UE
	UE is soft powered down
	
	
	

	8
	TT
	Verify the contents of EFEPSLOCI
	Reading EFEPSLOCI may also be performed before step 7)
	CR 2
	A.2/3



[bookmark: _Toc143704730][…]
***** next change *****
7.3.5	UE recognising the priority order of the Operator controlled PLMN selector list when accessing E-UTRAN in NB-S1 mode
[bookmark: _Toc143704734][…]
7.3.5.4	Method of test
[bookmark: _Toc143704735]7.3.5.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with the following exception:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°42:
	
	Operator controlled PLMN selector with Access Technology
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15

	
	xxxx xxxx
	xxxx xxxx
	xx01 xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx



The coding of EFUST shall conform with the capabilities of the USIM used.
EFOPLMNwACT (OPLMN Selector)
Logically:
	1st PLMN:		254 012 (MCC MNC)
	1st ACT		E-UTRAN in NB-S1 mode
	2nd PLMN:	254 011
	2nd ACT		E-UTRAN in NB-S1 mode
	3rd PLMN:	254 002
	3rd ACT:		E-UTRAN
	4th PLMN:	254 012
	4th ACT:		GSM
	5th PLMN:	254 011
	5th ACT:		GSM
	6th PLMN:	254 005
	6th ACT:		UTRAN
	7th PLMN:	254 006
	7th ACT:		UTRAN
	8th PLMN:	254 007
	8th ACT:		UTRAN
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	52
	24
	10
	50
	00
	52
	14
	10
	50
	00
	52
	24

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	00
	40
	00
	52
	24
	10
	00
	80
	52
	14
	10
	00

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	80
	52
	54
	00
	80
	00
	52
	64
	00
	80
	00
	52

	
	B37
	B38
	B39
	B40

	
	74
	00
	80
	00



The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE. The UE is set to automatic PLMN selection mode.
The TT (NB-SS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):	254/011/0001.
-	Access control:			unrestricted.
Cell B:
-	TAI (MCC/MNC/TAC):	254/012/0001.
-	Access control:			unrestricted.
[bookmark: _Toc143704736]7.3.5.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 254/012 gets a RRC CONNECTION SETUP-NB as response from the TT
	CR 1
	

	3
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT
	The ATTACH ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	254/012/0001
 - GUTI:	"25401200010266436587"
	(CR 1)
	

	6
	UE > TT
	Send ATTACH COMPLETE
	The TT sends RRC CONNECTION RELEASE‑NB
	
	

	7
	USER > UE
	UE is soft powered down
	
	
	

	8
	TT
	Verify the contents of EFEPSLOCI
	Reading EFEPSLOCI may also be performed before step 7)
	CR 2
	A.2/3



[bookmark: _Toc143704738][…]
***** next change *****
7.3.6	UE recognising the priority order of the User controlled PLMN selector over the Operator controlled PLMN selector list – E-UTRAN in NB-S1 mode
[bookmark: _Toc143704742][…]
7.3.6.4	Method of test
[bookmark: _Toc143704743]7.3.6.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with the following exception:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°42:
	
	Operator controlled PLMN selector with Access Technology
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15

	
	xxxx xxxx
	xxxx xxxx
	xx01 xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx



The coding of EFUST shall conform with the capabilities of the USIM used.
EFPLMNwACT (User Controlled PLMN Selector with Access Technology)
Logically:
	1st PLMN:		244 081 (MCC MNC)
	1st ACT:		E-UTRAN
	2nd PLMN:	244 081
	2nd ACT:		GSM
	3rd PLMN:	244 083
	3rd ACT:		E-UTRAN
	4th PLMN:	244 082
	4th ACT:		GSM
	5th PLMN:	244 003
	5th ACT:		E-UTRAN
	6th PLMN:	244 004
	6th ACT:		UTRAN
	7th PLMN:	244 005
	7th ACT:		UTRAN
	8th PLMN:	244 081
	8th ACT:		UTRAN
	9th PLMN:	244 007
	9th ACT:		UTRAN
	10th PLMN:	244 008
	10th ACT:		E-UTRAN
	11th PLMN:	244 009
	11th ACT:		UTRAN
	12th PLMN:	244 010
	12th ACT:		E-UTRAN in NB-S1 mode
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	42
	14
	80
	40
	00
	42
	14
	80
	00
	80
	42
	34

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	80
	40
	00
	42
	24
	80
	00
	80
	42
	34
	00
	40

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	00
	42
	44
	00
	80
	00
	42
	54
	00
	80
	00
	42

	
	B37
	B38
	B39
	B40
	B41
	B42
	B43
	B44
	B45
	B46
	B47
	B48

	
	14
	80
	80
	00
	42
	74
	00
	80
	00
	42
	84
	00

	
	B49
	B50
	B51
	B52
	B53
	B54
	B55
	B56
	B57
	B58
	B59
	B60

	
	40
	00
	42
	94
	00
	80
	00
	42
	04
	10
	50
	00



EFOPLMNwACT (OPLMN Selector)
Logically:
	1st PLMN:		254 001 (MCC MNC)
	1st ACT		E-UTRAN in NB-S1 mode
	2nd PLMN:	254 001
	2nd ACT		GSM
	3rd PLMN:	254 002
	3rd ACT:		E-UTRAN
	4th PLMN:	254 003
	4th ACT:		E-UTRAN
	5th PLMN:	254 004
	5th ACT:		UTRAN
	6th PLMN:	254 005
	6th ACT:		UTRAN
	7th PLMN:	254 006
	7th ACT:		UTRAN
	8th PLMN:	254 007
	8th ACT:		UTRAN
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	52
	14
	00
	50
	00
	52
	14
	00
	00
	80
	52
	24

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	00
	40
	00
	52
	34
	00
	40
	00
	52
	44
	00
	80

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	00
	52
	54
	00
	80
	00
	52
	64
	00
	80
	00
	52

	
	B37
	B38
	B39
	B40

	
	74
	00
	80
	00



The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE. The UE is set to automatic PLMN selection mode.
The TT (NB-SS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):	254/001/0001.
-	Access control:			unrestricted.
Cell B:
-	TAI (MCC/MNC/TAC):	244/010/0001.
-	Access control:			unrestricted.
[bookmark: _Toc143704744]7.3.6.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 244/010 gets a RRC CONNECTION SETUP-NB as response from the TT
	CR 1
	

	3
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT
	The ATTACH ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	244/010/0001
 - GUTI:	"24401000010266436587"
	(CR 1)
	

	6
	UE > TT
	Send ATTACH COMPLETE
	The TT sends RRC CONNECTION RELEASE‑NB
	
	

	7
	USER > UE
	UE is soft powered down
	
	
	

	8
	TT
	Verify the contents of EFEPSLOCI
	Reading EFEPSLOCI may also be performed before step 7)
	CR 2
	A.2/3


[…]
***** next change *****
[bookmark: _Toc143704746]7.3.7	UE recognising the priority order of the Operator controlled PLMN selector list using the ACT preference - E-UTRAN in NB-S1/ E‑UTRAN in WB-S1 mode
[bookmark: _Toc143704750][…]
7.3.7.4	Method of test
[bookmark: _Toc143704751]7.3.7.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with the following exception:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°42:
	
	Operator controlled PLMN selector with Access Technology
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15

	
	xxxx xxxx
	xxxx xxxx
	xx01 xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx



The coding of EFUST shall conform with the capabilities of the USIM used.
EFOPLMNwACT (OPLMN Selector)
Logically:
	1st PLMN:		254 012 (MCC MNC)
	1st ACT		E-UTRAN in NB-S1 mode
	2nd PLMN:	254 012
	2nd ACT		E-UTRAN in WB-S1 mode
	3rd PLMN:	254 002
	3rd ACT:		E-UTRAN
	4th PLMN:	254 012
	4th ACT:		GSM
	5th PLMN:	254 011
	5th ACT:		GSM
	6th PLMN:	254 005
	6th ACT:		UTRAN
	7th PLMN:	254 006
	7th ACT:		UTRAN
	8th PLMN:	254 007
	8th ACT:		UTRAN
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	52
	24
	10
	50
	00
	52
	24
	10
	60
	00
	52
	24

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	00
	40
	00
	52
	24
	10
	00
	80
	52
	14
	10
	00

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	80
	52
	54
	00
	80
	00
	52
	64
	00
	80
	00
	52

	
	B37
	B38
	B39
	B40

	
	74
	00
	80
	00



The defined UICC/USIM configuration defined for this test case shall be used and made available on the UE. The UE is set to automatic PLMN selection mode.
The TT (NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	254/012/0001.
-	Access control:			unrestricted.
[bookmark: _Toc143704752]7.3.7.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 254/012 gets a RRC CONNECTION SETUP-NB as response from the TT
	CR 1
	

	3
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT
	The ATTACH ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	254/012/0001
 - GUTI:	"25401200010266436587"
	(CR 1)
	

	6
	UE > TT
	Send ATTACH COMPLETE
	The TT sends RRC CONNECTION RELEASE‑NB
	
	

	7
	USER > UE
	UE is soft powered down
	
	
	

	8
	TT
	Verify the contents of EFEPSLOCI
	Reading EFEPSLOCI may also be performed before step 7)
	CR 2
	A.2/3


[bookmark: _Toc143704754][…]
[bookmark: _Toc103688507][bookmark: _Toc143704756]7.4	Higher priority PLMN search handling
[bookmark: _Toc103688510][bookmark: _Toc143704759][…]
***** next change *****
7.4.3	UE recognizing the search period of the Higher priority PLMN – E‑UTRAN
[bookmark: _Toc143704762][bookmark: _Toc103688511][…]
7.4.3.3	Test purpose
The purpose of this test is to verify that:
1)  the Higher priority PLMN timer is read 
2) and the Higher priority PLMN takes precedence over the VPLMN in which the UE is currently registered in. Hereby the new coding for RAT E-UTRAN/NB-IoT has to be handled correctly by the UE.
[bookmark: _Toc143704763]7.4.3.4	Method of test
[bookmark: _Toc143704765][…]
7.4.3.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST /
RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST /
RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 244/008 gets a RRC CONNECTION SETUP /
RRC CONNECTION SETUP-NB as response from the TT
	
	

	3
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT
	The ATTACH ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	244/008/0001
 - GUTI:	"24400800010266436587"
	
	

	6
	UE > TT
	Send ATTACH COMPLETE
	The TT sends RRC CONNECTION RELEASE /
RRC CONNECTION RELEASE‑NB
	
	

	7
	TT
	Start transmitting on Cell B
	The E-USS/NB-SS starts to send on the second BCCH with the MCC/MNC 244/083.
An internal timer shall start to run.
	
	

	8
	UE > TT
	Send RRC CONNECTION REQUEST /
RRC CONNECTION REQUEST‑NB
	The RRC CONNECTION REQUEST /
RRC CONNECTION REQUEST‑NB sent to the BCCH transmitting MCC/MNC 244/083 gets a RRC CONNECTION SETUP /
RRC CONNECTION SETUP-NB as response from the TT
	CR 1
	

	9
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	10
	UE > TT
	Send TRACKING AREA UPDATE REQUEST
	During registration the TT performs an authentication and starts integrity by using the security procedure.
	
	

	11
	TT > UE
	Send TRACKING AREA UPDATE ACCEPT
	The TRACKING AREA UPDATE ACCPT is sent with:
 - TAI (MCC/MNC/TAC):	244/083/0001
 - GUTI:	"24408300010266436587"
	(CR 1)
	

	12
	UE > TT
	Send TRACKING AREA UPDATE COMPLETE
	The TT sends RRC CONNECTION RELEASE /
RRC CONNECTION RELEASE‑NB
	
	

	13
	USER > UE
	UE is soft powered down
	
	
	

	14
	TT
	Verify the contents of EFEPSLOCI
	Reading EFEPSLOCI may also be performed before step 7)
	
	A.2/3



[bookmark: _Toc143704767][…]
[bookmark: _Toc103688536][bookmark: _Toc143704793]9	USIM service handling
[bookmark: _Toc103688537][bookmark: _Toc143704794]9.1	Access Point Name Control List handling
[bookmark: _Toc103688541][bookmark: _Toc143704798][…]
***** next change *****
9.1.4	Access Point Name Control List handling for UEs supporting ACL connected to E-UTRAN/EPC
[bookmark: _Toc10739025][bookmark: _Toc20396877][bookmark: _Toc29398530][bookmark: _Toc29399652][bookmark: _Toc36649662][bookmark: _Toc36655504][bookmark: _Toc44961807][bookmark: _Toc50983470][bookmark: _Toc50985641][bookmark: _Toc57112901][bookmark: _Toc138677737][bookmark: _Toc143704802][bookmark: _Toc103688544][…]
9.1.4.4	Method of test
[bookmark: _Toc10739026][bookmark: _Toc20396878][bookmark: _Toc29398531][bookmark: _Toc29399653][bookmark: _Toc36649663][bookmark: _Toc36655505][bookmark: _Toc44961808][bookmark: _Toc50983471][bookmark: _Toc50985642][bookmark: _Toc57112902][bookmark: _Toc138677738][bookmark: _Toc143704803]9.1.4.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with the following exceptions:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°35:
	
	APN Control List (ACL)
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx x111
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12
	B13
	B14
	B15

	
	xxxx xxxx
	xxxx xxxx
	xx01 xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx



EFACL (Access Point Control List)
Logically:
	Number of available bytes:	64
	Number of APNs:			3
		1st APN:					test.test
		2nd APN:					3gpp.test
		3rd APN:					2gpp.test
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	03
	DD
	0A
	04
	74
	65
	73
	74
	04
	74
	65
	73

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	74
	DD
	0A
	04
	33
	67
	70
	70
	04
	74
	65
	73

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	74
	DD 
	0A
	04 
	32
	67
	70
	70
	04
	74
	65
	73

	
	B37
	B38
	…
	B64

	
	74
	FF
	…
	FF



The ME is configured to use the network provided APN for the initial attach procedure.
[bookmark: _Toc10739027][bookmark: _Toc20396879][bookmark: _Toc29398532][bookmark: _Toc29399654][bookmark: _Toc36649664][bookmark: _Toc36655506][bookmark: _Toc44961809][bookmark: _Toc50983472][bookmark: _Toc50985643][bookmark: _Toc57112903][bookmark: _Toc138677739]The TT (E-USS) transmits on the BCCH, with valid network parameters
[bookmark: _Toc143704804]9.1.4.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Attach to E‑UTRAN
	The ME shall have read the status of the ACL service in EFUST and EFEST.
The ME shall be in updated idle mode on the E-USS.
	
	

	3
	USER > UE
	Request PDN connectivity to "1gpp.test"
	The ME shall not request PDN connectivity.
	CR 1
	

	4
	USER > UE
	Request PDN connectivity to "3gpp.test"
	PDN connectivity shall be activated.
	CR 1
	

	5
	USER > UE
	Deactivate the PDN connectivity to "3gpp.test"
	PDN connectivity shall be deactivated.
	CR 1
	



	Steps to be executed if the user interface supports disableing the APN Control List service

	6
	USER > UE
	Disable the APN Control List service
	When prompted to enter PIN2, the user shall present the correct PIN2 value (most probably 9999#).
The APN Control List service shall have been set to disabled in EFEST.
	CR 1
	A.2/3

	7
	USER > UE
	Request PDN connectivity to "1gpp.test"
	PDN connectivity shall be activated.
	CR 1
	

	8
	USER > UE
	Deactivate the PDN connectivity to "1gpp.test"
	PDN connectivity shall be deactivated.
	CR 1
	

	9
	UE
	The UE is powered off and then on
	
	
	

	10
	USER > UE
	Enable the APN Control List service
	When prompted to enter PIN2, the user shall present the correct PIN2 value (most probably 9999#).
The APN Control List service shall have been set to enabled in EFEST.
	CR 1
	A.2/3

	11
	USER > UE
	Request PDN connectivity to "1ppp.test"
	The ME shall not request PDN connectivity.
	CR 1
	

	12
	UE
	The UE is powered off and then on
	
	
	

	13
	USER > UE
	Add the APN "1ppp.net" to the APN Control List
	When prompted to enter PIN2, the user shall present the correct PIN2 value (most probably 9999#).
APN "1ppp.net" shall have been added to the APN Control List in EFACL.
	CR 1
	A.2/3

	14
	USER > UE
	Request PDN connectivity to "1ppp.test"
	PDN connectivity shall be activated.
	CR 1
	

	15
	USER > UE
	Deactivate the PDN connectivity
	PDN connectivity shall be deactivated.
	CR 1
	



	Common test steps for all UEs

	16
	USER > UE
	UE is soft powered down
	
	
	



[bookmark: _Toc143704806][…]
[bookmark: _Toc103688545][bookmark: _Toc143704808]10	CSG list handling
[bookmark: _Toc103688546][bookmark: _Toc143704809]10.1	CSG list handling for E-UTRA
[bookmark: _Toc103688547][bookmark: _Toc143704810]10.1.1	Automatic CSG selection in E-UTRA with CSG list on USIM, success
[bookmark: _Toc132275769][bookmark: _Toc143704814][…]
10.1.1.4	Method of test
[bookmark: _Toc132275770][bookmark: _Toc143704815]10.1.1.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with EFIMSI as defined in clause 4.6.2.
The UICC/USIM configuration defined for this test case is installed in the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):		246/081/0001.
-	Access control:				unrestricted.
-	csg-Indication:				TRUE
-	csg-Identity:					05
Cell B:
-	TAI (MCC/MNC/TAC):		246/081/0002.
-	Access control:				unrestricted.
-	csg-Indication:				TRUE
-	csg-Identity:					04
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and set the UEto automatic PLMN selection mode.

[bookmark: _Toc132275771][bookmark: _Toc143704816]10.1.1.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE
	READ EFACSGL
	
	CR 1
	A.2/1 OR A.2/2

	3
	UE
	The UE shall not attempt an Attach procedure, this is checked for 2 mins.
	
	CR 2
	

	4
	TT
	TT stops all RF output for the first cell.
	
	

	5
	TT
	The network parameters in BCCH of first cell Cell A is reconfigured to indicate the following:
 - csg-Identity:	03
TT resumes RF output on the BCCH.
	
	
	

	6
	UE > TT
	Send RRC CONNECTION REQUEST on first Cell (TAI 246/081/0001)
	The TT responds with RRC CONNECTION SETUP
	
	

	7
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	CR 2
	

	8
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	9
	TT > UE
	Send ATTACH ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266436587"
	UE sends ATTACH COMPLETE, and further TT sends RRC CONNECTION RELEASE
	
	

	10
	TT > UE
	UE is soft powered down.
	
	
	



[bookmark: _Toc132275772][bookmark: _Toc143704817]10.1.1.5	Acceptance criteria
CR 1 shall be explicitly verified in step 2) by ensuring that UE has successfully read EFACSGL 
CR 2 shall be verified by ensuring that:-
1) UE has not attempted registration in step 3), 
2) UE has successfully registered to the permissible CSG cell that was pre-configured in EFACSGL at step 9). This may also be explicitly verified at step 9) by ensuring EFEPSLOCI contains the following data using any of the methods identified in clause 3.7.2 of the present document. 
EFEPSLOCI (EPS Location Information)
Logically:
	GUTI:								24608100010266436587
	Last visited registered TAI:		246/081/0001
	EPS update status:				updated
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	0B
	F6
	42
	16
	80
	00
	01
	02
	66
	34
	56
	78

	
	B13
	B14
	B15
	B16
	B17
	B18

	
	42
	16
	80
	00
	01
	00


[…]
***** next change *****
[bookmark: _Toc103688548]10.1.2	Automatic CSG selection in E-UTRA with CSG list on USIM, removal of CSG ID from the USIM
[bookmark: _Toc132275777][bookmark: _Toc143704821][…]
10.1.2.4	Method of test
[bookmark: _Toc132275778][bookmark: _Toc143704822]10.1.2.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with EFIMSI as defined in clause 4.6.2.
The UICC/USIM configuration defined for this test case is installed in the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):		246/081/0001.
-	Access control:				unrestricted.
-	csg-Indication:				TRUE
-	csg-Identity:					03
Cell B:
-	TAI (MCC/MNC/TAC):		246/081/0002.
-	Access control:				unrestricted.
-	csg-Indication:				TRUE
-	csg-Identity:					04
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and set the UE to automatic PLMN selection mode.
[bookmark: _Toc132275779][bookmark: _Toc143704823]10.1.2.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST on first Cell A (TAI 246/081/0001)
	The TT responds with RRC CONNECTION SETUP
	
	

	3
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH REJECT with cause #25 (Not authorized for this CSG) with integrity protection.
	TT sends RRC CONNECTION RELEASE
	
	

	6
	UE > USIM
	UPDATE EFACSGL
	This may be alternatively verified at step 8).
	CR 1
	A.2/2 

	7
	TT > UE
	UE is soft powered down.
	
	
	



	Optional step if CR 1 verification cannot be performed at step 6)

	8
	UE
	READ EFACSGL, EFEPSLOC
	
	CR 1
	A.2/3



[bookmark: _Toc103688549][bookmark: _Toc143704825][…]
***** next change *****
10.1.3	Manual CSG selection in E-UTRA with CSG list on USIM, success
[bookmark: _Toc132275785][bookmark: _Toc143704829][…]
10.1.3.4	Method of test
[bookmark: _Toc132275786][bookmark: _Toc143704830]10.1.3.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with EFIMSI as defined in clause 4.6.2.
The UICC/USIM configuration defined for this test case is installed in the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):		246/081/0001.
-	Access control:			unrestricted.
-	csg-Indication:			FALSE
-	csg-Identity:			not present
Cell B:
-	TAI (MCC/MNC/TAC):		246/081/0002.
-	Access control:			unrestricted.
-	csg-Indication:			TRUE
-	csg-Identity:			04
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and set the UEto automatic PLMN selection mode.
[bookmark: _Toc132275787][bookmark: _Toc143704831]10.1.3.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST on first Cell A (TAI 246/081/0001)
	The TT responds with RRC CONNECTION SETUP
	
	

	3
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	UE sends ATTACH COMPLETE, and further TT sends RRC CONNECTION RELEASE
	
	

	6
	TT > UE
	Use the MMI of the UE to perform manual CSG selection. 
	The UE shall indicate the availability of a cell with csg-Identity 04 for PLMN 246/081. The user shall select this cell by using the MMI.
	CR 1
	

	7
	UE > TT
	Send RRC CONNECTION REQUEST on first Cell A (TAI 246/081/0002)
	The TT responds with RRC CONNECTION SETUP
	
	

	8
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	9
	UE > TT
	Send TRACKING AREA UPDATE REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	10
	TT > UE
	Send TRACKING AREA UPDATE ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0002
 - GUTI:	"24608100010266436599"
	UE sends TRACKING AREA UPDATE COMPLETE, and further TT sends RRC CONNECTION RELEASE
	
	

	11
	UE > USIM
	UPDATE EFACSGL
	This may be alternatively verified at step 13). 
	CR 2
	A.2/2 

	12
	TT > UE
	UE is soft powered down.
	
	
	



	Optional step if CR 2 verification cannot be performed at step 11)

	13
	UE
	READ EFACSGL
	
	CR 2
	A.2/3



[…]
***** next change *****
[bookmark: _Toc103688550][bookmark: _Toc143704833]10.1.4	Manual CSG selection in E-UTRA with CSG list on USIM, rejected
[bookmark: _Toc132275793][bookmark: _Toc143704837][…]
10.1.4.4	Method of test
[bookmark: _Toc132275794][bookmark: _Toc143704838]10.1.4.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with EFIMSI as defined in clause 4.6.2.
The UICC/USIM configuration defined for this test case is installed in the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):		246/081/0001.
-	Access control:			unrestricted.
-	csg-Indication:			FALSE
-	csg-Identity:			not present
Cell B:
-	TAI (MCC/MNC/TAC):		246/081/0002.
-	Access control:			unrestricted.
-	csg-Indication:			TRUE
-	csg-Identity:					04
[bookmark: _Toc132275795][bookmark: _Toc143704839]Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and set the UEto automatic PLMN selection mode.
10.1.4.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST on first Cell A (TAI 246/081/0001)
	The TT responds with RRC CONNECTION SETUP
	
	

	3
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	UE sends ATTACH COMPLETE, and further TT sends RRC CONNECTION RELEASE
	
	

	6
	TT > UE
	Use the MMI of the UE to perform manual CSG selection
	The UE shall indicate the availability of a cell with csg-Identity 04 for PLMN 246/081. The user shall select this cell by using the MMI.
	
	

	7
	UE > TT
	Send RRC CONNECTION REQUEST on first Cell A (TAI 246/081/0002)
	The TT responds with RRC CONNECTION SETUP
	
	

	8
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	9
	UE > TT
	Send TRACKING AREA UPDATE REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	10
	TT > UE
	Send TRACKING AREA UPDATE REJECT with cause #25 (Not authorized for this CSG) with integrity protection.
	TT sends RRC CONNECTION RELEASE
	
	

	11
	UE > USIM
	Update EFACSGL
	This step shall not occur. 
	CR 1
	A.2/2

	12
	TT > UE
	UE is soft powered down.
	
	
	

	13
	UE
	Read EFACSGL
	
	CR 1
	A.2/3



[bookmark: _Toc103688551][bookmark: _Toc143704841][…]
***** next change *****
10.1.5	CSG selection in E-UTRA with no CSG list on USIM, no IMSI change
[bookmark: _Toc132275801][bookmark: _Toc143704845][…]
10.1.5.4	Method of test
[bookmark: _Toc132275802][bookmark: _Toc143704846]10.1.5.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with EFIMSI as defined in clause 4.6.2 and the following exceptions:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12

	
	xxxx xxxx
	xxxx xxxx
	xx01 xxxx
	0000 0xxx



The ME shall neither have stored csg-ID = 04 nor csg-ID=06 in the allowed CSG list in a non-volatile memory. The UICC/USIM configuration defined for this test case is installed in the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):		246/081/0001.
-	Access control:			unrestricted.
-	csg-Indication:			FALSE
-	csg-Identity:			not present
Cell B:
-	TAI (MCC/MNC/TAC):		246/081/0002.
-	Access control:			unrestricted.
-	csg-Indication:			TRUE
[bookmark: _Toc132275803]-	csg-Identity:					04
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and set the UEto automatic PLMN selection mode.
[bookmark: _Toc143704847]10.1.5.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST on first Cell A (TAI 246/081/0001)
	The TT responds with RRC CONNECTION SETUP
	
	

	3
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	UE sends ATTACH COMPLETE, and further TT sends RRC CONNECTION RELEASE
	
	

	6
	TT > UE
	Use the MMI of the UE to perform manual CSG selection
	The UE shall indicate the availability of a cell with csg-Identity 04 for PLMN 246/081. The user shall select this cell by using the MMI.
	
	

	7
	UE > TT
	Send RRC CONNECTION REQUEST on csg cell (Cell B) (TAI 246/081/0002)
	The TT responds with RRC CONNECTION SETUP
	
	

	8
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	9
	UE > TT
	Send TRACKING AREA UPDATE REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	10
	TT > UE
	Send TRACKING AREA UPDATE ACCEPT with the following parameters with integrity protection:
 - TAI (MCC/MNC/TAC):	246/081/0002
 - GUTI:	"24608100010266345699"
	UE sends TRACKING AREA UPDATE COMPLETE, and further TT sends RRC CONNECTION RELEASE.
	
	

	11
	UE > USIM
	UE is powered off and performs DETACH procedure
	
	

	12
	TT
	The network parameters in BCCH of first cell Cell A (246/081/0001) is reconfigured to indicate the following:
 - csg-Indication:	TRUE
 - csg-Identity: 		06
TT resumes RF output on the BCCH.
	
	
	

	13
	UE > USIM
	UE is powered on
	(with same default E-UTRAN UICC as defined in initial conditions)
	
	

	14
	UE > TT
	Send RRC CONNECTION REQUEST on csg cell (Cell B) (TAI 246/081/0002)
	The TT responds with RRC CONNECTION SETUP
	CR 1CR 2
	

	15
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	16
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	17
	TT > UE
	Send ATTACH REJECT with cause #25 (Not authorized for this CSG) with integrity protection.
	TT sends RRC CONNECTION RELEASE
	
	

	18
	UE > USIM
	UE is soft powered down
	
	
	

	19
	UE > USIM
	UE is powered on (with same default E-‑UTRAN UICC as defined in initial conditions)
	
	
	

	20
	USER > UE
	After 2 min, UE is powered down
	
	CR 3
	



[bookmark: _Toc103688552][bookmark: _Toc143704849][…]
***** next change *****
10.1.6	CSG selection in E-UTRA with no CSG list on USIM, with IMSI change
[bookmark: _Toc132275809][bookmark: _Toc143704853][…]
10.1.6.4	Method of test
[bookmark: _Toc132275810][bookmark: _Toc143704854]10.1.6.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with EFIMSI as defined in clause 4.6.2 and the following exceptions:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12

	
	xxxx xxxx
	xxxx xxxx
	xx01 xxxx
	0000 0xxx



The ME shall neither have stored csg-ID = 04 nor csg-ID=06 in the allowed CSG list in a non-volatile memory. The UICC/USIM configuration defined for this test case is installed in the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):		246/081/0001.
-	Access control:			unrestricted.
-	csg-Indication:			FALSE
-	csg-Identity:			not present
Cell B:
-	TAI (MCC/MNC/TAC):		246/081/0002.
-	Access control:			unrestricted.
-	csg-Indication:			TRUE
-	csg-Identity:			04
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and set the UEto automatic PLMN selection mode.

[bookmark: _Toc132275811][bookmark: _Toc143704855]10.1.6.4.2	Procedure
	[bookmark: _Toc132275812]Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > TT
	Send RRC CONNECTION REQUEST on the E-UTRAN cCell A 
(TAI 246/081/0001)
	The TT responds with RRC CONNECTION SETUP
	
	

	3
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	4
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	5
	TT > UE
	Send ATTACH ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	UE sends ATTACH COMPLETE, and further TT sends RRC CONNECTION RELEASE
	
	

	6
	TT > UE
	Use the MMI of the UE to perform manual CSG selection
	The UE shall indicate the availability of a cell with csg-Identity 04 for PLMN 246/081. The user shall select this cell by using the MMI.
	CR 1
	

	7
	UE > TT
	Send RRC CONNECTION REQUEST on csg cell (Cell B) (TAI 246/081/0002)
	The TT responds with RRC CONNECTION SETUP
	
	

	8
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	9
	UE > TT
	Send TRACKING AREA UPDATE REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	10
	TT > UE
	Send TRACKING AREA UPDATE ACCEPT with the following parameters with integrity protection:
 - TAI (MCC/MNC/TAC):	246/081/0002
 - GUTI:	"24608100010266345699"
	UE sends TRACKING AREA UPDATE COMPLETE, and further TT sends RRC CONNECTION RELEASE.
	
	

	11
	UE > USIM
	UE is powered off and performs DETACH procedure
	
	
	

	12
	UE > USIM
	UE is powered on (with default UICC, with the following exception. The IMSI is set to "246081222233333".)
	
	
	

	13
	TT
	The network parameters in BCCH of the cCell A (246/081/0001) is reconfigured to indicate the following:
 - csg-Indication: 	TRUE
 - csg-Identity: 	06
TT resumes RF output on the BCCH.
	
	
	

	14
	TT
	Check if UE tries to register to the cell.
	UE shall not try to register to the cCell A.
	CR 2
	

	15
	USER > UE
	After 2 min, UE is soft powered down
	
	
	



[bookmark: _Toc103688553][bookmark: _Toc143704857][…]
***** next change *****
10.1.7	Manual CSG selection without display restrictions in E-UTRA with ACSG list and OCSG list on USIM
[bookmark: _Toc132275817][bookmark: _Toc143704861][…]
10.1.7.4	Method of test
[bookmark: _Toc132275818][bookmark: _Toc143704862]10.1.7.4.1	Initial conditions
The values of the ACSGL/OCSGL UICC as defined in clause 4.5.6 of the present document are used with EFIMSI as defined in clause 4.6.2.
The UICC/USIM configuration defined for this test case is installed in the UE. The UE is set to automatic PLMN selection mode.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):		246/081/0001.
-	Access control:				unrestricted.
-	csg-Indication:				FALSE
-	csg-Identity:					not present
Cell B:
-	TAI (MCC/MNC/TAC):		246/081/0002.
-	Access control:				unrestricted.
-	csg-Indication:				TRUE
-	csg-Identity:					04
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and set the UEto automatic PLMN selection mode.
[bookmark: _Toc132275819][bookmark: _Toc143704863]10.1.7.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > USIM
	READ EFACSGL, EFOCSGL
	
	CR 1
	A.2/1 OR A.2/2

	3
	UE > TT
	Send RRC CONNECTION REQUEST on the E-UTRAN cellCell A (TAI 246/081/0001)
	The TT responds with RRC CONNECTION SETUP
	
	

	4
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	5
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	6
	TT > UE
	Send ATTACH ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	UE sends ATTACH COMPLETE, and further TT sends RRC CONNECTION RELEASE
	
	

	7
	TT > UE
	Use the MMI of the UE to perform manual CSG selection. 
	The UE shall indicate the availability of a cell with csg-Identity 04 for PLMN 246/081 (Cell B). The user shall select this cell by using the MMI.
	CR 3
	

	8
	UE > TT
	Send RRC CONNECTION REQUEST on csg cell (Cell B) (TAI 246/081/0002)
	The TT responds with RRC CONNECTION SETUP
	
	

	9
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	10
	UE > TT
	Send TRACKING AREA UPDATE REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	11
	TT > UE
	Send TRACKING AREA UPDATE ACCEPT with the following parameters with integrity protection:
 - TAI (MCC/MNC/TAC):	246/081/0002
 - GUTI:	"24608100010266345699"
	UE sends TRACKING AREA UPDATE COMPLETE, and further TT sends RRC CONNECTION RELEASE.
	
	

	12
	UE > USIM
	Update EFACSGL
	In case the verification of the contents of EFACSGL is not done during the UPDATE command step 14) needs to be executed.
	CR 2
	A.2/1 OR A.2/2

	13
	UE > USIM
	UE is soft powered down.
	
	
	

	14
	User > UE
	READ EFEPSLOCI, EFACSGL, EFOCSGL
	
	
	A.2/3



[bookmark: _Toc103688554][bookmark: _Toc143704865][…]
***** next change *****
10.1.8	Manual CSG selection with display restrictions in E-UTRA with ACSG list and OCSG list on USIM
[bookmark: _Toc132275826][bookmark: _Toc143704870][…]
10.1.8.4.1	Initial conditions
The values of the ACSGL/OCSGL UICC as defined in clause 4.5.6 of the present document are used with EFIMSI as defined in clause 4.6.2 and the following exceptions:
EFAD (Administrative Data)
Logically:
	UE operation mode:		Normal operation + specific facilities
	Additional information:	Ciphering indicator feature disabled
	MNC:						3 digit
For every PLMN not included in EF_OCSGL or any PLMN for which a CSG display indicator tag is not present, only the available CSGs found in the Operator CSG list shall be displayed (B3)
Coding:
	Byte
	B1
	B2
	B3
	B4

	Hex
	01
	00
	02
	03



The UICC/USIM configuration defined for this test case is installed in the UE. The UE is set to automatic PLMN selection and manual CSG selection mode.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
Cell A:
-	TAI (MCC/MNC/TAC):		246/081/0001.
-	Access control:				unrestricted.
-	csg-Indication:			FALSE
-	csg-Identity:			not present
Cell B:
-	TAI (MCC/MNC/TAC):		246/080/0002.
-	Access control:			unrestricted.
-	csg-Indication:			TRUE
-	csg-Identity:			04
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case and set the UEto automatic PLMN selection mode.


[bookmark: _Toc132275827][bookmark: _Toc143704871]10.1.8.4.2	Procedure
	[bookmark: _Toc132275828]Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE > USIM
	READ EFACSGL, EFOCSGL
	
	CR 1
	A.2/1 or A.2/2

	3
	UE > TT
	Send RRC CONNECTION REQUEST on the E-UTRAN cCell A 
(TAI 246/081/0001)
	The TT responds with RRC CONNECTION SETUP
	
	

	4
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	5
	UE > TT
	Send ATTACH REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	6
	TT > UE
	Send ATTACH ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	UE sends ATTACH COMPLETE, and further TT sends RRC CONNECTION RELEASE
	
	

	7
	TT > UE
	Use the MMI of the UE to perform manual CSG selection. 
	The UE shall not indicate the availability of a cell with csg-Identity 04 for PLMN 246/080, this shall be verified for 2 minutes.
	CR 3
	

	8
	TT
	The network stops all RF output for the first Ccell A (with TAI 246/081/0001).
	The BCCH of the cCell A is reconfigured to indicate the following:
 - TAI (MCC/MNC/TAC): 	246/081/0002
 - csg-Indication: 	TRUE
 - csg-Identity: 	04
TT resumes RF output on the BCCH.
	
	

	9
	TT > UE
	Use the MMI of the UE to perform manual CSG selection. 
	The UE shall indicate the availability of a cell with csg-Identity 04 for PLMN 246/081 (Cell B). The user shall select this cell by using the MMI.
	CR 3
	

	10
	UE > TT
	Send RRC CONNECTION REQUEST on csg cell (Cell B) (TAI 246/081/0002)
	The TT responds with RRC CONNECTION SETUP
	
	

	11
	TT > UE
	Send RRC CONNECTION SETUP COMPLETE
	
	
	

	12
	UE > TT
	Send TRACKING AREA UPDATE REQUEST
	The TT initiates authentication, starts integrity by using the security procedure.
	
	

	13
	TT > UE
	Send TRACKING AREA UPDATE ACCEPT with the following parameters with integrity protection:
 - TAI (MCC/MNC/TAC):
	246/081/ 0002
 - GUTI:	"24608100010266345699"
	UE sends TRACKING AREA UPDATE COMPLETE, and further TT sends RRC CONNECTION RELEASE.
	
	

	14
	UE > USIM
	UPDATE EFACSGL
	In case the verification of the contents of EFACSGL is not done during the UPDATE command step 14) needs to be executed.
	CR 2
	A.2/1 OR A.2/2

	15
	UE > USIM
	UE is soft powered down.
	
	
	

	16
	User USER > UE
	READ EFEPSLOCI, EFACSGL. EFOCSGL
	
	
	A.2/3



[bookmark: _Toc103688555][bookmark: _Toc143704873][…]
[bookmark: _Toc103688559][bookmark: _Toc143704877]11	NAS security context parameter handling
[bookmark: _Toc103688560][bookmark: _Toc143704878][…]
***** next change *****
11.1	NAS security context parameter handling when service "EMM Information" is available
[bookmark: _Toc132275859][bookmark: _Toc143704882][…]
11.1.4	Method of test
[bookmark: _Toc132275860][bookmark: _Toc143704883]11.1.4.1	Initial conditions
The values of the E-UTRAN/EPC-UICC as defined in clause 4.5.4 of the present document are used with EFIMSI as defined in clause 4.6.2.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS OR NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/0001.
-	Access control:			unrestricted.
[bookmark: _Toc143704884]Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
11.1.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	USER
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > USIM
	Read EFUST, Read record 1 EFEPSNSC
	
	CR 1
	A.2/1 OR A.2/2 

	3
	UE > TT
	RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	
	

	4
	UE > TT
	RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	5
	UE > TT
	ATTACH REQUEST
	eKSI:	'07'
	CR 1
	

	6
	TT > UE
	AUTHENTICATION REQUEST
	For EPS authentication and AKA procedure TT uses eKSI: '00'
	
	

	7
	UE > TT
	AUTHENTICATION RESPONSE
	
	
	

	8
	UE > TT
	SecurityModeCommand
	UE responds with a SECURITY MODE COMPLETE
	
	

	9
	TT > UE
	ATTACH ACCEPT
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI "24608100010266345678"
	
	
	

	10
	UE > TT
	ATTACH COMPLETE
	
	
	

	11
	TT > UE
	Send a RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB
	
	
	

	12
	UE > USIM
	READ RECORD 1 of EFEPSNSC
	
	CR 2
	A.2/1 OR A.2/2 

	13
	UE > TT
	The UE is soft powered down, and initiates DETACH procedure.
	
	
	

	14
	UE > USIM
	UPDATE EFEPSNSC
	
	CR 1CR 2
	A.2/1 OR A.2/2 OR A.2/3



[bookmark: _Toc103688561][bookmark: _Toc143704886][…]
***** next change *****
11.2	NAS security context parameter handling when service "EMM Information" is not available, no IMSI change
[bookmark: _Toc132275867][bookmark: _Toc143704890][…]
11.2.4	Method of test
[bookmark: _Toc132275868][bookmark: _Toc143704891]11.2.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the following exception:
EFUST (USIM Service Table)
Logically:
	Service n°85:
	
	EPS Mobility Management Information
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12

	
	xxxx xxxx
	xxxx xxxx
	xx10 xxxx
	0000 0xxx



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS OR NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/0001.
-	Access control:			unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc132275869][bookmark: _Toc143704892]11.2.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	USER
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > USIM
	READ EFUST 
	
	CR 1
	A.2/1 OR A.2/2 

	3
	UE > TT
	RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	
	

	4
	UE > TT
	RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	5
	UE > TT
	ATTACH REQUEST
	eKSI:	'07'
	
	

	6
	TT > UE
	AUTHENTICATION REQUEST
	For EPS authentication and AKA procedure TT uses eKSI: '00'
	
	

	7
	UE > TT
	AUTHENTICATION RESPONSE
	
	
	

	8
	UE > TT
	SecurityModeCommand
	TT responds with a SECURITY MODE COMPLETE
	
	

	9
	TT > UE
	ATTACH ACCEPT
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	
	
	

	10
	UE > TT
	ATTACH COMPLETE
	
	
	

	11
	TT > UE
	RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB
	
	
	

	12
	UE > TT
	The UE is powered off, and initiates Detach procedure.
	
	
	

	13
	USER
	The UE is powered onRun initial activation
	
	
	

	14
	UE > TT
	RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	
	

	15
	UE > TT
	RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	16
	UE > TT
	ATTACH REQUEST
	eKSI:	'00'
	CR 2
	

	17
	TT > UE
	SecurityModeCommand (TT uses the last known KASME)
	UE responds with a SECURITY MODE COMPLETE
	CR 2
	

	18
	TT > UE
	ATTACH ACCEPT
 - TAI (MCC/MNC/TAC):
	246/081/0001
 - GUTI:	"24608100010266345619"
	
	
	

	19
	UE > TT
	ATTACH COMPLETE
	
	
	

	20
	TT > UE
	RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB
	
	
	

	21
	USER
	The UE is powered down
	
	
	



[bookmark: _Toc103688562][bookmark: _Toc143704894][…]
***** next change *****
11.3	NAS security context parameter handling when service "EMM Information" is not available, IMSI Changed
[bookmark: _Toc132275875][bookmark: _Toc143704898][…]
11.3.4	Method of test
[bookmark: _Toc132275876][bookmark: _Toc143704899]11.3.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.2 of the present document are used with the following exception:
EFUST (USIM Service Table)
Logically:
	Service n°85:
	
	EPS Mobility Management Information
	not available



Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary
	xx1x xx11
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	B12

	
	xxxx xxxx
	xxxx xxxx
	xx10 xxxx
	0000 0xxx



The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS OR NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/0001.
-	Access control:			unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc132275877][bookmark: _Toc143704900]11.3.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	USER
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > USIM
	READ EFUST 
	
	CR 1
	A.2/1 OR A.2/2 

	3
	UE > TT
	RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	
	

	4
	UE > TT
	RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	5
	UE > TT
	ATTACH REQUEST
	eKSI:	'07'
	
	

	6
	TT > UE
	AUTHENTICATION REQUEST
	For EPS authentication and AKA procedure TT uses eKSI: '00'
	
	

	7
	UE > TT
	AUTHENTICATION RESPONSE
	
	
	

	8
	UE > TT
	SecurityModeCommand
	TT responds with a SECURITY MODE COMPLETE
	
	

	9
	TT > UE
	ATTACH ACCEPT
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	
	
	

	10
	UE > TT
	ATTACH COMPLETE
	
	
	

	11
	TT > UE
	RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB
	
	
	

	12
	UE > TT
	The UE is powered off, and initiates Detach DETACH procedure.
	
	
	

	13
	UserUE
	The UE is powered onRun initial activation with IMSI set to "246081222233333".
	
	
	

	14
	UE > TT
	RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	
	

	15
	UE > TT
	RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	16
	UE > TT
	ATTACH REQUEST
	eKSI:	'07'
	CR 2
	

	17
	TT > UE
	SecurityModeCommand (TT uses the last known KASME)
	UE responds with a SECURITY MODE REJECT
	CR 2
	

	20
	TT > UE
	RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB
	
	
	

	21
	USER
	The UE is powered down
	
	
	



[bookmark: _Toc103688563][bookmark: _Toc143704902][…]
***** next change *****
11.4	EPS NAS Security Context Storage
[bookmark: _Toc132275883][bookmark: _Toc143704906][…]
11.4.4	Method of test
[bookmark: _Toc132275884][bookmark: _Toc143704907]11.4.4.1	Initial conditions
The values of the Default UICC as defined in clause 4.5.4 of the present document are used 
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (E-USS OR NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/0001.
-	Access control:			unrestricted.
[bookmark: _Toc132275885][bookmark: _Toc143704908]Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
11.4.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	USER
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > USIM
	READ EFUST and EFEPSNSC
	
	CR 1
	A.2/1 OR A.2/2 

	3
	UE > TT
	RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	
	

	4
	UE > TT
	RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	
	

	5
	UE > TT
	ATTACH REQUEST
	eKSI:	'07'
	CR 2
	

	6
	TT > UE
	AUTHENTICATION REQUEST
	For EPS authentication and AKA procedure TT uses eKSI: '00'
	CR 3
	A.2/1 OR A.2/2 

	7
	UE > TT
	AUTHENTICATION RESPONSE
	
	CR 3
	A.2/1 OR A.2/2 

	8
	UE > TT
	SecurityModeCommand
	TT responds with a SECURITY MODE COPLETE
	CR 3
	A.2/1 OR A.2/2 

	9
	TT > UE
	ATTACH ACCEPT with:
 - TAI (MCC/MNC/TAC):
	246/081/ 0001
 - GUTI:	"24608100010266345678"
	
	CR 3
	A.2/1 OR A.2/2 

	10
	UE > TT
	ATTACH COMPLETE
	
	CR 3
	A.2/1 OR A.2/2 

	11
	TT > UE
	RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB
	
	CR 3
	A.2/1 OR A.2/2 

	12
	UE > TT
	PAGING / PAGING-NB using the S‑TMSI
	CN domain indicator set to ''PS''. 

	CR 3
	A.2/1 OR A.2/2 

	14
	UE > TT
	RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	CR 3
	A.2/1 OR A.2/2 

	15
	UE > TT
	RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	CR 3
	(A.2/1 OR A.2/2)

	16
	UE > TT
	EMM SERVICE REQUEST (for WB-S1)
CONTROL PLANE SERVICE REQUEST (for NB-IOT)
	For WB-S1: TT Activates AS security by the E-USS and the Dedicated EPS bearer is established.
For NB-IOT: TT responds with SERVICE ACCEPT and default bearer is established.
	CR 3
	A.2/1 OR A.2/2 

	17
	
	Wait 5 seconds
	
	
	

	18 
	TT > UE
	RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB
	
	CR 3
	A.2/1 OR A.2/2 



[bookmark: _Toc103688564][bookmark: _Toc143704910][…]
***** next change *****
[bookmark: _Toc103688577][bookmark: _Toc143704923]13	UICC interface during PSM
[bookmark: _Toc103688578][bookmark: _Toc143704924]13.1	UICC interface in PSM handling for E-UTRAN – No UICC deactivation in PSM
[bookmark: _Toc10739208][bookmark: _Toc20397060][bookmark: _Toc29398712][bookmark: _Toc29399834][bookmark: _Toc36649844][bookmark: _Toc36655686][bookmark: _Toc44961989][bookmark: _Toc50983652][bookmark: _Toc50985823][bookmark: _Toc57113053][bookmark: _Toc120282086][bookmark: _Toc143704928][…]
13.1.4	Method of test
[bookmark: _Toc10739209][bookmark: _Toc20397061][bookmark: _Toc29398713][bookmark: _Toc29399835][bookmark: _Toc36649845][bookmark: _Toc36655687][bookmark: _Toc44961990][bookmark: _Toc50983653][bookmark: _Toc50985824][bookmark: _Toc57113054][bookmark: _Toc120282087][bookmark: _Toc143704929]13.1.4.1	Initial conditions
The values of the E-UTRAN/EPC UICC as defined in clause 4.5.4 of the present document are used with the following exceptions:
The PIN of the USIM is enabled.
EFUMPC
Logically:
UICC maximum power consumption:	60 mA
Operator defined time out (T_OP):		5 seconds
Additional information:					UICC does not require increased idle current
												UICC does not support the UICC suspension procedure
Byte 4 and byte 5:						RFU
[bookmark: MCCQCTEMPBM_00000264]Coding:
	Byte
	B1
	B2
	B3
	B4
	B5

	Hex
	3C
	05
	00
	00
	00



The UICC/USIM configuration defined for this test case is installed in the UE.
The UE is configured to use Power Saving Mode.
The UE is configured to use the timer T3324 set to T3324_V.
The TT (E-USS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/0001.
-	Access control:	unrestricted.
The TT (NB-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/0001.
-	Access control:	unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc10739210][bookmark: _Toc20397062][bookmark: _Toc29398714][bookmark: _Toc29399836][bookmark: _Toc36649846][bookmark: _Toc36655688][bookmark: _Toc44961991][bookmark: _Toc50983654][bookmark: _Toc50985825][bookmark: _Toc57113055][bookmark: _Toc120282088][bookmark: _Toc143704930]13.1.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	USER > UE
	Enter PIN when in PIN check mode
	The PIN 0000 is used
	
	

	3
	UE > TT
	Send RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	TT responds with RRC CONNECTION SETUP / RRC CONNECTION SETUP‑NB
	
	

	3
	UE > TT
	The UE transmits an ATTACH REQUEST message including T3324 set to T3324_V
	The TT sends the ATTACH ACCEPT message contains T3324 set to T3324_V and T3412 set to T3412_V.
The ATTACH ACCEPT message shall not contain the eDRX parameters
	
	

	4
	UE > TT
	The UE transmits the ATTACH COMPLETE during registration from the UE
	The TT sends RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB.
	CR 1
	

	5
	UE
	The UE is waiting for the T3412 timer expiration
	
	CR 1
	

	6
	UE
	The UE sends TRACKING AREA UPDATE REQUEST
	The TT sends TRACKING AREA UPDATE ACCEPT
	CR 1
	

	7
	UE
	The UE is powered off.
	
	
	


[bookmark: _Toc10739211][bookmark: _Toc20397063][bookmark: _Toc29398715][bookmark: _Toc29399837][bookmark: _Toc36649847][bookmark: _Toc36655689][bookmark: _Toc44961992][bookmark: _Toc50983655][bookmark: _Toc50985826][bookmark: _Toc57113056][bookmark: _Toc120282089]
[bookmark: _Toc103688579][bookmark: _Toc143704932][…]
***** next change *****
13.2	UICC interface in PSM handling for E-UTRAN – PSM not accepted by E-USS/NB-SS
[bookmark: _Toc57113061][bookmark: _Toc50985831][bookmark: _Toc50983660][bookmark: _Toc44961997][bookmark: _Toc36655694][bookmark: _Toc36649852][bookmark: _Toc29399842][bookmark: _Toc29398720][bookmark: _Toc20397068][bookmark: _Toc10739216][bookmark: _Toc120282094][bookmark: _Toc143704936][…]
13.2.4	Method of test
[bookmark: _Toc120282096][bookmark: _Toc57113063][bookmark: _Toc50985833][bookmark: _Toc50983662][bookmark: _Toc44961999][bookmark: _Toc36655696][bookmark: _Toc36649854][bookmark: _Toc29399844][bookmark: _Toc29398722][bookmark: _Toc20397070][bookmark: _Toc10739218][bookmark: _Toc143704938][…]
13.2.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	The UE requests RRC Connection 
	The TT responds with RCC Connection setup
	
	

	3
	UE > TT
	The UE transmits an ATTACH REQUEST message including T3324 set to T3324_V.
	
	
	

	4
	TT > UE
	The TT sends the ATTACH ACCEPT message contains T3324 set to "deactivated".
	The ATTACH ACCEPT message shall not contain the eDRX parameters
	CR1
	

	5
	UE > TT
	The UE transmits the ATTACH COMPLETE during registration from the UE
	The TT sends RRC CONNECTION RELEASE/RRC CONNECTION RELEASE-NB.
	CR1
	

	6
	TT
	The TT is waiting for the T3324_V time period to pass
	
	CR1
	

	7
	TT > UE
	The TT transmits PAGING / PAGING-NB using the S-TMSI.
	
	CR1
	

	8
	UE > TT
	Send RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	The TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	CR1
	

	9
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	CR1
	

	10
	UE > TT
	The UE sends SERVICE REQUEST
	The TT sends SERVICE ACCEPT followed by RRC CONNECTION RELEASE/RRC CONNECTION RELEASE-NB
	CR1
	

	11
	UE
	The UE is powered off.
	
	
	



[bookmark: _Toc103688580][bookmark: _Toc143704940][…]
***** next change *****
[bookmark: _Toc103688581][bookmark: _Toc143704941]13.4	UICC interface in PSM for E-UTRAN – SUSPEND UICC
[bookmark: _Toc143704947][…]
***** next change *****
13.4.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	The UE requests RRC Connection 
	The TT responds with RCC Connection setup
	
	

	3
	UE > TT
	The UE transmits an ATTACH REQUEST message including T3324 set to T3324_V.
	
	
	

	4
	TT > UE
	The TT sends the ATTACH ACCEPT message contains T3324 set to T3324_V and T3412 set to T3412_V.
	The ATTACH ACCEPT message shall not contain the eDRX parameters
	CR1
	

	5
	UE > TT
	The UE transmits the ATTACH COMPLETE during registration from the UE
	The TT sends RRC CONNECTION RELEASE/RRC CONNECTION RELEASE-NB.
	CR1
	

	6
	ME > UICC
	The ME sends SUSPEND UICC command to the UICC indicating "Minimum duration of the suspension proposed by the terminal" and the "Maximum duration of the suspension proposed by the terminal"
	The UICC returns a maximum suspension duration in the range proposed by the ME, Resume token and SW 9000.
	
	

	7
	UE
	The UE is waiting for the T3412 timer expiration
	
	CR1
	

	8
	UE
	The UE sends TRACKING AREA UPDATE REQUEST
	The TT sends TRACKING AREA UPDATE ACCEPT
	CR1
	

	9
	UE
	The UE is powered off.
	
	
	



NOTE:	For testing purposes, and to not extend the test execution time the maximum suspension duration returned by the UICC shall be equal to the minimum duration of the suspension proposed by the terminal.
[bookmark: _Toc143704948]13.4.5	Acceptance criteria
CR 1 is met if the ME: 
1) reads EFUMPC after step 1) to verify that the SUSPEND UICC command is supported.
Note: RFU – agreed method to verify contents of EFUMPC
2)	deactivates the UICC after Step (6) as specified in 3GPP TS 31.101 [39].
3)	leaves the PSM and resumes the UICC after Step (8).
[bookmark: _Toc103688582][bookmark: _Toc143704949][…]
14	UICC interface during eDRX
[bookmark: _Toc103688583][bookmark: _Toc143704950]***** next change *****
14.1	UICC interface during eDRX for E-UTRAN – eDRX is not supported by the UICC
[bookmark: _Toc143704951][…]
[bookmark: _Toc143704956]14.1.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	The UE requests RRC Connection 
	The TT responds with RCC Connection setup
	
	

	3
	UE > TT
	The UE transmits an ATTACH REQUEST message including the eDRX parameters  
	
	
	

	4
	TT > UE
	The TT sends the ATTACH ACCEPT message containing the eDRX parameters.
	If ATTACH REQUEST in step 3) above also contains T3324, the ATTACH ACCEPT message shall contain T3324 set to "deactivated". If ATTACH REQUEST in step 3) does not contain T3324, the ATTACH ACCEPT message shall not contain T3324.
	
	

	5
	UE > TT
	The UE transmits the ATTACH COMPLETE during registration from the UE
	The TT sends RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB.
	CR1
	

	6
	TT > UE
	The TT transmits PAGING / PAGING-NB using the S-TMSI in a valid paging occasion within the PTW of the paging Hyperframes as per Idle eDRX.
	
	CR1
	

	7
	UE > TT
	Send RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	The TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	CR1
	

	8
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	CR1
	

	9
	UE > TT
	The UE sends ServiceRequest
	The TT sends ServiceAccept followed by RRC CONNECTION RELEASE / RRC CONNECTION RELEASE-NB
	CR1
	

	10
	UE
	The UE is powered off.
	
	
	



[bookmark: _Toc103688584][bookmark: _Toc143704958][…]
***** next change *****
14.2	UICC interface during eDRX for E-UTRAN – eDRX is not accepted by E-USS/NB-SS
[bookmark: _Toc143704964][…]
14.2.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	The UE requests RRC Connection 
	The TT responds with RCC Connection setup
	
	

	3
	UE > TT
	The UE transmits an ATTACH REQUEST message including the eDRX parameters  
	
	
	

	4
	TT > UE
	The TT sends the ATTACH ACCEPT message containing the eDRX parameters.
	If ATTACH REQUEST in step 3) above also contains T3324, the ATTACH ACCEPT message shall contain T3324 set to "deactivated". If ATTACH REQUEST in step 3) does not contain T3324, the ATTACH ACCEPT message shall not contain T3324.
	
	

	5
	UE > TT
	The UE transmits the ATTACH COMPLETE during registration from the UE
	The TT sends RRC CONNECTION RELEASE/RRC CONNECTION RELEASE-NB.
	CR1
	

	6
	TT > UE
	The TT transmits PAGING / PAGING-NB in a valid paging occasion as per normal DRX.
	
	CR1
	

	7
	UE > TT
	Send RRC CONNECTION REQUEST / RRC CONNECTION REQUEST-NB
	The TT responds with a RRC CONNECTION SETUP / RRC CONNECTION SETUP-NB
	CR1
	

	8
	UE > TT
	Send RRC CONNECTION SETUP COMPLETE / RRC CONNECTION SETUP COMPLETE-NB
	
	CR1
	

	9
	UE > TT
	The UE sends ServiceRequest
	The TT sends ServiceAccept followed by RRC CONNECTION RELEASE/RRC CONNECTION RELEASE-NB
	CR1
	

	10
	UE
	The UE is powered off.
	
	
	



[bookmark: _Toc103688585][bookmark: _Toc143704966][…]
[bookmark: _Toc103688587][bookmark: _Toc143704968]15	Authentication procedure and NAS security context handling for 5G
[bookmark: _Toc103688588][bookmark: _Toc143704969]15.1	Authentication procedure for EAP-AKA'
***** next change *****
[bookmark: _Toc103688589][bookmark: _Toc143704970]15.1.1	Authentication procedure for EAP-AKA' - Authentication is successful
[bookmark: _Toc103688592][bookmark: _Toc143704974][bookmark: _Toc517476896][bookmark: _Toc502364631][bookmark: _Toc44962051][bookmark: _Toc50983715][bookmark: _Toc50985886][bookmark: _Toc57113116][bookmark: _Toc57209389][bookmark: _Hlk722478][…]
15.1.1.4	Method of test
[bookmark: _Toc103688593][bookmark: _Toc143704975]15.1.1.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used.
The UICC/USIM configuration defined for this test case is installed in the UE.
The TT (NG-SS) is configured to transmit on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/083/000001
-	Access control:				unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc127364602][bookmark: _Toc143704976]15.1.1.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	TT
	Activate NG-SS Cell cell is powered up with SIB1 as defined in the initial conditions 
	The NG-SS cell on the TT is activated with SIB1 as defined in the initial conditions
	
	

	2
	UE
	The UE is powered onRun initial activation
	
	
	

	3
	UE <> TT
	UE camps on NG-SS Cell and establishes Establish RRC connection
	UE camps on NG-SS cell and establishes RRC connection
	
	

	4
	UE > TT
	UE sSends REGISTRATION REQUEST
	
	
	

	5
	TT > UE
	NG-SS sSends AUTHENTICATION REQUEST message with EAP message IE with EAP request/AKA' challenge message with:
 - ngKSI:
	- NAS key set identifier:	'000'
	- TSC:						'0'
 - EAP message:
	- EAP-request/AKA'‑challenge 
	The TT sends an AUTHENTICATION REQUEST message with EAP message IE with EAP request/AKA' challenge message with:
 - ngKSI:
	- NAS key set identifier:	'000'
	- TSC:						'0'
 - EAP message:
	- EAP-request/AKA'‑challenge
The NG-SS on the TT generates KAMF, KAUSF and KSEAF values, and initiates the EAP-AKA' authentication procedure
	
	

	6
	MUE > USIM
	UE pPasses the RAND and AUTN values to the USIM
	The ME provides the EAP request/AKA' challenge data received in the AUTHENTICATION REQUEST to the USIM
	CR 1
CR 2
	A.2/1 OR A.2/2

	7
	UE > TT
	UE sSends AUTHENTICATION RESPONSE message with EAP message IE with EAP response/AKA' challenge message:
-	Authentication response parameter:  4 – 16 octets RES value calculated according to TS 24.501 [25]
	The UE sends an AUTHENTICATION RESPONSE message with EAP message IE with EAP response/AKA' challenge message:
-	Authentication response parameter:  	4 – 16 octets RES value calculated 
	according to TS 24.501 [25]
The UE shall return RES equal to the XRES calculated at the NG-SS with the parameters provided/indicated in the AUTHENTICATION REQUEST at step 4
	CR 3
	

	8
	TT > UE
	NG-SS sSends SECURITY MODE COMMAND message with EAP-success
	The NG-SS sends a SECURITY MODE COMMAND message with EAP-success
	
	

	9
	UE > TT
	[bookmark: _Hlk789851]UE sSend SECURITY MODE COMPLETE 
	UE updates EF5GAUTHKEYS in parallel or after the NAS message
	CR6
	A.2/1 OR A.2/2 OR A.2/3

	10
	TT > UE
	NG-SS sSends REGISTRATION ACCEPT message with:
 - 5G-GUTI: 	24408300010266436587
 - TAI:			42 34 80 00 00 01
	NG-SS sends a REGISTRATION ACCEPT message with:
 - 5G-GUTI: 	24408300010266436587
 - TAI:			244/83/000001
	
	

	11
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	CR7
	

	12
	UE
	The UE is powered off and/or deactivated, performs the DEREGISTRATION procedure.
	UE enters the 5GMM-DEREGISTERED state and updates EF5GS3GPPNSC
	CR4
	A.2/1 OR A.2/2 OR A.2/3



	Optional step if CR 4, CR 5 and CR 6 verification cannot be performed at step 9) and 12)

	13
	TT
	READ EF5GS3GPPNSC and EF5GAUTHKEYS
	The TT or the test operator shall perform whatever action is needed to get read access to EF5GS3GPPNSC and EF5GAUTHKEYS
	CR 4 CR 5
CR 6
	A.2/3



[bookmark: _Toc127364603][bookmark: _Toc143704977]15.1.1.5	Acceptance criteria
CR 1 is verified if CR 2 is met, and the ME forwards the RAND and AUTN received in EAP-Request/AKA'-Challenge message to the USIM.
CR 3 requirements are met if the NG-SS receives an EAP message IE with EAP-response/AKA'-challenge in the AUTHENTICATION RESPONSE message sent in response to the AUTHENTICATION REQUEST in step 6).
CR 4 can be verified in step 12) or 13) after the state 5GMM-DEREGISTERED is entered and if an appropriate method to monitor the APDU for EF update or read the EF content is provided by the UE manufacturer.
CR 5 can be verified in step 12) or 13) if an appropriate method to monitor the APDU for EF update or read the EF content is provided by the UE manufacturer.
CR 6 can be verified in step 9) or 13) if an appropriate method to monitor the APDU for EF update or read the EF content is provided by the UE manufacturer.
CR 7 is verified if the UE is capable to register to the NG-SS at step 11).
The EF contents to be verified at step 9), 12) and/or 13) for CR 5 and 6 are listed as below:
EF5GAUTHKEYS (5G authentication keys)
Logically:
KAUSF:	32 bytes, value not checked
KSEAF:	32 bytes, value not checked
Coding:
	Byte
	B1
	B2
	B3
	Bx
	Bx+1
	Bx+2
	Bx+3
	...
	Bxx

	Hex
	80
	L1
	Xx
	..
	81
	L2
	xx
	…
	xx



EF5GS3GPPNSC (5GS 3GPP Access NAS Security Context)
Logically:
5GS NAS Security Context:
ngKSI:	00
KAMF:	32 bytes, value not checked
Uplink NAS count:	any value
Downlink NAS count:	any value
Identifiers of selected NAS integrity
and encryption algorithms:	any value
Identifiers of selected EPS NAS
integrity and encryption algorithms
for use after mobility to EPS:	any value
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	Bx

	Hex
	A0
	XX
	80
	01
	00
	81
	xx
	xx
	…
	xx



[bookmark: _Toc143704978]15.1.1.5	Acceptance criteria
CR 1 is verified if CR 2 is met, and the ME forwards the RAND and AUTN received in EAP-Request/AKA'-Challenge message to the USIM.
CR 3 requirements are met if the NG-SS receives an EAP message IE with EAP-response/AKA'-challenge in the AUTHENTICATION RESPONSE message sent in response to the AUTHENTICATION REQUEST in step 6).
CR 4 can be verified in step 12) after the state 5GMM-DEREGISTERED is entered and if an appropriate method to read the EF content is provided by the UE manufacturer.
CR 5 and CR 6 can be verified in step 13) if an appropriate method to read the EF content is provided by the UE manufacturer.
CR 7 is verified if the UE is capable to register to the NG-SS at step 11).
[bookmark: _Toc143704979][bookmark: _Toc103688596][…]
***** next change *****
[bookmark: _Toc143704980]15.1.2	Authentication procedure for EAP-AKA' – Authentication is successful - GSM UICC
[bookmark: _Toc44962062][bookmark: _Toc50983726][bookmark: _Toc50985897][bookmark: _Toc57113127][bookmark: _Toc130991012][bookmark: _Toc143704984][bookmark: _Toc103688597][…]
15.1.2.4	Method of test
[bookmark: _Toc44962063][bookmark: _Toc50983727][bookmark: _Toc50985898][bookmark: _Toc57113128][bookmark: _Toc130991013][bookmark: _Toc143704985]15.1.2.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used.
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	244/083/000001.
-	Access control:	unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
The default UICC is used and installed into the ME.
[bookmark: _Toc143704986]15.1.2.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	TT
	NG-SS Cell is powered up
	The NG-SS on the TT is activated
	
	

	
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	3
	UE > TT
	UE sends REGISTRATION REQUEST
	
	
	

	4
	TT > UE
	NG-SS sends REGISTRATION REJECT (cause: #13 Roaming not allowed in this tracking area) and release RRC connection
	UE shall delete 5G-GUTI, last visited registered TAI, TAI list and ngKSI.
	
	

	5
	UE
	The UE is powered off and then on again
	
	
	

	6
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	7
	UE > TT
	UE sends REGISTRATION REQUEST message with:
 - ngKSI:
   - NAS key set identifier:	'111'
	UE shall indicate in the REGISTRATION REQUEST that no key is available for the NAS key set identifier
	
	

	8
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with EAP message IE with EAP request/AKA' challenge message with:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
 - EAP message:
   - EAP-request/AKA'‑challenge 
	The NG-SS on the TT generates KAMF, KAUSF and KSEAF values, and initiates the EAP-AKA' authentication procedure
	
	

	9
	UE
	ME passes the RAND and AUTN values to the USIM
	The ME provides the EAP request/AKA' challenge data received in the AUTHENTICATION REQUEST to the USIM; the USIM calculates the response parameter KC (i.e. GPRS Kc) from CK and IK using conversion function c3
	
	

	10
	UE > TT
	UE sends AUTHENTICATION RESPONSE message with EAP message IE with EAP response/AKA' challenge message:
- Authentication response parameter: 16 octets RES value calculated according to TS 24.501 [25]
	ME does not store GPRS Kc on the USIM through step 10 to 15
	CR 1
	

	11
	TT > UE
	NG-SS sends SECURITY MODE COMMAND message with EAP-success
	
	
	

	12
	UE > TT
	UE send SECURITY MODE COMPLETE 
	
	
	

	13
	TT > UE
	NG-SS sends REGISTRATION ACCEPT message with:
 - 5G-GUTI: 24408300010266436587
 - TAI:	     42 34 80 00 00 01
	
	
	

	14
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	
	

	15
	UE
	The UE is powered off and/or deactivated, performs the DEREGISTRATION procedure 
	
	
	

	16
	UE
	The UE is powered onRun initial activation and/or activated
	
	
	

	17
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	18
	UE > TT
	UE sends REGISTRATION REQUEST message that is Security protected (indicated by Security header) with 
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
- 5GS mobile identity: 5G-GUTI type with value 24408300010266436587
	
	CR 1
CR 2
CR 3
	

	19
	TT > UE
	NG-SS sends REGISTRATION ACCEPT
	
	
	

	20
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	
	



[bookmark: _Toc143704988][…]
***** next change *****
15.1.3	Authentication procedure for EAP-AKA' – AUTN fails on the USIM
[bookmark: _Toc44962070][bookmark: _Toc50983734][bookmark: _Toc50985905][bookmark: _Toc57113135][bookmark: _Toc130991020][bookmark: _Toc143704992][bookmark: _Toc103688598][…]
15.1.3.4	Method of test
[bookmark: _Toc44962071][bookmark: _Toc50983735][bookmark: _Toc50985906][bookmark: _Toc57113136][bookmark: _Toc130991021][bookmark: _Toc143704993]15.1.3.4.1	Initial conditions
The NG-SS transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	244/083/000001.
-	Access control:	unrestricted.
The default 5G-NR UICC is used and installed into the ME and the UE is powered onruns an initial activation.
[bookmark: _Toc143704996][…]
***** next change *****
15.1.4	Authentication procedure for EAP-AKA' - after SUPI is changed
[bookmark: _Toc44962078][bookmark: _Toc50983742][bookmark: _Toc50985913][bookmark: _Toc57113143][bookmark: _Toc130991028][bookmark: _Toc143705000][bookmark: _Toc103688599][…]
15.1.4.4	Method of test
15.1.4.4.1	Initial conditions
The values of the 5G-NR UICC as defined in clause 4.5.9 of the present document are used with the following exception:
EFUST (USIM Service Table)
Services defined in Releases higher than Rel-15 might be available.
Logically:
	Service n°122:
	
	5GS Mobility Management Information
	not available

	Service n°123:
	
	5G Security Parameters
	not available



Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xxx0 100x
	xxxx xxxx
	
	




The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):		244/083/000001.
-	Access control:				unrestricted.
The default 5G-NR UICC is used with the following exception and installed into the ME.
EFUST (USIM Service Table)
Logically:	
Service n°122 (5GS Mobility Management Information) not available
Service n°123 (5G Security Parameters) not available
	[bookmark: MCCQCTEMPBM_00000680]Byte:
	B1
	…
	B16

	Binary:
	…
	
	xxxx x00x


Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc50983743][bookmark: _Toc50985914][bookmark: _Toc57113144][bookmark: _Toc130991029][bookmark: _Toc143705001]15.1.4.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	TT
	NG-SS Cell is powered up
	The NG-SS on the TT is activated
	
	

	
	UE
	The UE is powered onRun initial activation with IMSI set as 246081685533963
	
	
	

	2
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	3
	UE > TT
	UE sends REGISTRATION REQUEST
	
	
	

	4
	TT > UE
	NG-SS sends REGISTRATION REJECT (cause: #13 Roaming not allowed in this tracking area) and release RRC connection
	UE shall delete 5G-GUTI, last visited registered TAI, TAI list and ngKSI.
	
	

	5
	UE
	The UE is powered off
	
	
	

	
	TT
	NG-SS Cell is powered off
	
	
	

	6
	UE
	The UE is powered onRun an UE activation, with default IMSI
	
	
	

	
	TT
	NG-SS Cell is powered on
	
	
	

	7
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	8
	UE > TT
	UE sends REGISTRATION REQUEST message with:
 - ngKSI:
   - NAS key set identifier:	'111'
 - 5GS mobile identity: SUCI of the UE

	UE shall indicate in the REGISTRATION REQUEST that no key is available for the NAS key set identifier
	
	

	9
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with EAP message IE with EAP request/AKA' challenge message with:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
 - EAP message:
   - EAP-request/AKA'‑challenge 
	The NG-SS on the TT generates KAMF, KAUSF and KSEAF values, and initiates the EAP-AKA' authentication procedure
	
	

	10
	UE > TT
	UE sends AUTHENTICATION RESPONSE message with EAP message IE with EAP response/AKA' challenge message:
- Authentication response parameter: 16 octets RES value calculated according to TS 24.501 [25]
	The UE shall return RES equal to the XRES calculated at the NG-SS with the parameters provided/indicated in the AUTHENTICATION REQUEST at step 9
	
	

	11
	TT > UE
	NG-SS sends SECURITY MODE COMMAND message with EAP-success
	
	
	

	12
	UE > TT
	UE send SECURITY MODE COMPLETE 
	
	
	

	13
	TT > UE
	NG-SS sends REGISTRATION ACCEPT message with:
 - 5G-GUTI: 24408300010266436587
 - TAI:	     42 34 80 00 00 01
	
	
	

	14
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	CR 1
	

	15
	UE <> TT
	The UE is powered off and, performs the DEREGISTRATION procedure 
	
	
	

	16
	TT
	NG-SS Cell is powered off
	
	
	

	17
	UE
	The UE is powered onRun initial activation, with IMSI set as 246081685533963
	
	
	

	
	TT
	NG-SS Cell is powered on
	
	
	

	18
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	19
	UE > TT
	UE sends REGISTRATION REQUEST message with: 
 - ngKSI:
   - NAS key set identifier:	'111'
 - 5GS mobile identity: SUCI of the UE
	UE shall indicate within the REGISTRATION REQUEST for the NAS key set identifier that no key is available, and use SUCI as 5GS mobile identity IE
	CR 3
	

	20
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with EAP message IE with EAP request/AKA' challenge message with:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
 - EAP message:
   - EAP-request/AKA'‑challenge 
	
	
	

	21
	UE > TT
	UE sends AUTHENTICATION RESPONSE message with EAP message IE with EAP response/AKA' challenge message:
- Authentication response parameter: 16 octets RES value calculated according to TS 24.501 [25]
	The UE shall return RES equal to the XRES calculated at the NG-SS with the parameters provided/indicated in the AUTHENTICATION REQUEST at step 20
	
	

	22
	TT > UE
	NG-SS sends SECURITY MODE COMMAND with:
 - ngKSI:  The ngKSI of the partial native 5G security context assigned in the SECURITY MODE COMMAND message sent in step 11
	
	
	

	23
	UE > TT
	UE send SECURITY MODE REJECT with 
 - 5GMM cause: '0001 1000'
	Cause #24 - Security mode rejected, unspecified
	CR 2
	

	24
	UE
	The UE is powered off 
	
	
	



[bookmark: _Toc143705003][…]
15.2	Authentication procedure for 5G AKA
[bookmark: _Toc103688600][bookmark: _Toc143705004][…]
***** next change *****
15.2.1	Authentication procedure for 5G AKA - Authentication is successful
[bookmark: _Toc103688601][…]
15.2.1.2	Conformance requirement
CR  1	The UE shall support the 5G AKA based primary authentication and key agreement procedure.
CR  2	The ME shall forward the RAND and AUTN received in AUTHENTICATION REQUEST message to the USIM.
CR  3	The ME shall compute RES* from RES according to Annex A.4 TS 33.501[24] and return it in AUTHENTICATION RESPONSE message.
CR 4	If service n°122 is "available", when entering state 5GMM-DEREGISTERED, the ME shall store the KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values in EF5GS3GPPNSC on the USIM. 
CR 5	If service n°123 is "available", the ME shall store the KAUSF and KSEAF in EF5GAUTHKEYS on the USIM.
CR 6	The UE can successfully register to the network.
Reference:
-	TS 31.102 [19], clauses 4.4.11.3, 4.4.11.4 and 4.4.11.6;
-	TS 33.501 [24], clause 6.1.3.2;
-	TS 24.501 [25], clause 5.4.1.3 and Annex C.
15.2.1.3	Test purpose
The purpose of this test is to verify that:
[bookmark: _Hlk10556598][bookmark: _Hlk9872730]1)	To verify that the ME forwards the RAND and AUTN received in 5G authentication challenge data within AUTHENTICATION REQUEST message to the USIM.
2)	To verify that the ME sends AUTHENTICATION RESPONSE message contains the calculated RES* in response to AUTHENTICATION REQUEST message.
3)	To verify that the ME stores 5G NAS security context parameters when entering state 5GMM-DEREGISTERED, consisting of KAMF with the associated key set identifier in EF5GS3GPPNSC on the USIM if service n°122 is "available".
4)	To verify that the ME stores the KAUSF and KSEAF in EF5GAUTHKEYS on the USIM if service n°123 is "available".
[bookmark: _Toc130991031][bookmark: _Toc143705005]15.2.1.4	Method of test
[bookmark: _Toc130991032][bookmark: _Toc143705006]15.2.1.4.1	Initial conditions
The NG-SS transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	244/083/000001.
-	Access control:	unrestricted.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
The default 5G-NR UICC is and the UICC is installed into the ME.
15.2.1.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	TT
	NG-SS Cell is powered up with SIB1 as defined in the initial conditions
	The NG-SS on the TT is activated
	
	

	
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	3
	UE > TT
	UE sends REGISTRATION REQUEST
	
	
	

	4
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with 5G AKA-Challenge message:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
 - Authentication parameter RAND (5G authentication challenge): 128 bits value
 - Authentication parameter AUTN (5G Authentication challenge). 128 bits value
	The NG-SS on the TT generates KAMF, KAUSF and KSEAF values, and initiates the 5G AKA authentication procedure
	
	

	5
	UE
	ME passes the RAND and AUTN values to the USIM
	The ME provides the authentication challenge data received in the AUTHENTICATION REQUEST to the USIM
	CR 1 CR 2
	A.2/1 OR A.2/2

	6
	UE > TT
	UE sends AUTHENTICATION RESPONSE message with:
- Authentication response parameter: 16 octets RES* value calculated according to TS 24.501 [25]
	The UE shall return RES* equal to the XRES* calculated at the NG-SS with the parameters provided/indicated in the AUTHENTICATION REQUEST
	CR 3
	

	7
	TT > UE
	NG-SS sends SECURITY MODE COMMAND message including the ngKSI of the new 5G NAS security context (as provided in step 4)
	
	
	

	8
	UE > TT
	UE send SECURITY MODE COMPLETE integrity protected and ciphered with the new 5G NAS security context identified by the ngKSI received in the SECURITY MODE COMMAND message in step 7 
	UE updates EF5GAUTHKEYS in parallel or after the NAS message
	CR 5
	A.2/1 OR A.2/2 OR A.2/3

	9
	TT > UE
	NG-SS sends REGISTRATION ACCEPT message with:
 - 5G-GUTI: 24408300010266436587
 - TAI:	     42 34 80 00 00 01
	
	
	

	10
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	CR 6
	

	11
	UE <> TT
	The UE is powered off and/or deactivated, performs the DEREGISTRATION procedure
	UE enters the 5GMM-DEREGISTERED during this step, and updates EF5GS3GPPNSC
	CR 4
	A.2/1 OR A.2/2 OR A.2/3

	12
	TT
	Read EF5GS3GPPNSC and EF5GAUTHKEYS
	Optional step if CR4 and CR5 verification cannot be performed at step 8 and 11:
The TT or the test operator perform whatever action is needed to get read access to EF5GS3GPPNSC and EF5GAUTHKEYS
	CR 4CR 5
	A.2/3



[bookmark: _Toc143705009][…]
***** next change *****
15.2.2	Authentication procedure for 5G AKA – Authentication is successful - GSM UICC
[bookmark: _Toc143705013][bookmark: _Toc103688602][…]
15.2.2.4	Method of test
[bookmark: _Toc143705015][…]
15.2.2.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	TT
	NG-SS Cell is powered up
	The NG-SS on the TT is activated
	
	

	
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	3
	UE > TT
	UE sends REGISTRATION REQUEST
	
	
	

	4
	TT > UE
	NG-SS sends REGISTRATION REJECT (cause: #13 Roaming not allowed in this tracking area) and release RRC connection
	UE shall delete 5G-GUTI, last visited registered TAI, TAI list and ngKSI.
	
	

	5
	UE
	The UE is powered off and then on again
	
	
	

	6
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	7
	UE > TT
	UE sends REGISTRATION REQUEST message with:
 - ngKSI:
   - NAS key set identifier:	'111'
	UE shall indicate in the REGISTRATION REQUEST that no key is available for the NAS key set identifier
	
	

	8
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with 5G AKA-Challenge message:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
 - Authentication parameter RAND (5G authentication challenge): 128 bits value
 - Authentication parameter AUTN (5G Authentication challenge). 128 bits value
	The NG-SS on the TT generates KAMF, KAUSF and KSEAF values, and initiates the 5G AKA authentication procedure
	
	

	9
	UE
	ME passes the RAND and AUTN values to the USIM
	The ME provides the 5G AKA challenge data received in the AUTHENTICATION REQUEST to the USIM; the USIM calculates the response parameter KC (i.e. GPRS Kc) from CK and IK using conversion function c3
	
	

	10
	UE > TT
	UE sends AUTHENTICATION RESPONSE message with:
- Authentication response parameter: 16 octets RES* value calculated according to TS 24.501 [25]
	ME does not store GPRS Kc on the USIM through step 10 to 15
	CR 1
	O

	11
	TT > UE
	NG-SS sends SECURITY MODE COMMAND including the ngKSI of the new 5G NAS security context (as provided in step 8)
	
	
	

	12
	UE > TT
	UE send SECURITY MODE COMPLETE 
	
	
	

	13
	TT > UE
	NG-SS sends REGISTRATION ACCEPT message with:
 - 5G-GUTI: 24408300010266436587
 - TAI:	     42 34 80 00 00 01
	
	
	

	14
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	
	

	15
	UE <> TT
	The UE is powered off and/or deactivated, performs the DEREGISTRATION procedure 
	
	
	

	16
	UE
	The UE is powered onRun initial activation and/or activated
	
	
	

	17
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	18
	UE > TT
	UE sends REGISTRATION REQUEST message that is Security protected (indicated by Security header) with 
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
- 5GS mobile identity: 5G-GUTI type with value 24408300010266436587
	
	CR 1
CR 2
CR 3
	

	19
	TT > UE
	NG-SS sends REGISTRATION ACCEPT message with:
 - 5G-GUTI: 24408300010266436587
 - TAI:	     42 34 80 00 00 01
	
	
	

	20
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	
	



[bookmark: _Toc143705018][…]
***** next change *****
15.2.3	Authentication procedure 5G AKA – AUTN fails on the USIM
[bookmark: _Toc50983757][bookmark: _Toc50985928][bookmark: _Toc57113158][bookmark: _Toc130991045][bookmark: _Toc143705022][bookmark: _Toc103688603][…]
15.2.3.4	Method of test
[bookmark: _Toc50983759][bookmark: _Toc50985930][bookmark: _Toc57113160][bookmark: _Toc130991047][bookmark: _Toc143705024][…]
15.2.3.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	TT
	NG-SS Cell is powered up
	The NG-SS on the TT is activated
	
	

	
	UE
	The UE is powered onRun initial activation
	
	
	

	2
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	3
	UE > TT
	UE sends REGISTRATION REQUEST
	
	
	

	4
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with 5G AKA challenge message with:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
 - Authentication parameter AUTN:  '1111 1111 1111 1111'
- Authentication parameter RAND (5G authentication challenge): 128 bits value
 - Authentication parameter AUTN (5G Authentication challenge).	128 bits value
	AUTHENTICATION REQUEST with the AMF field in the IE "Authentication parameter AUTN" set to "AMFRESYNCH" value to trigger SQN re-synchronisation procedure in the USIM (see TS 34.108 [5], 8.1.2.2)
	
	

	5
	UE
	ME passes the RAND and AUTN values to the USIM
	The ME provides the 5G AKA challenge data received in the AUTHENTICATION REQUEST at step 4 to the USIM
	CR1
	A.2/1 OR A.2/2

	6
	UE
	The UICC returns AUTS parameter to the ME indicating that the verification of AUTN failed due to a synchronisation failure
	
	
	

	7
	UE > TT
	UE sends AUTHENTICATION FAILURE message with:
 - 5GMM cause: '0001 0101'
 - Authentication failure parameter:	 AUTS value calculated according to TS 34.108, 8.1.2.2 [5]
	AUTHENTICATION RESPONSE message including 5GMM cause "Synch failure", with AUTS from USIM
	CR2
	

	8
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with 5G AKA challenge message with:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
- Authentication parameter RAND (5G authentication challenge): 128 bits value
 - Authentication parameter AUTN (5G Authentication challenge).	128 bits value
	
	
	

	9
	UE
	ME passes the RAND and AUTN values to the USIM
	The ME provides the 5G AKA challenge data received in the AUTHENTICATION REQUEST at step 8 to the USIM
	CR1
	A.2/1 OR A.2/2

	10
	UE > TT
	UE sends AUTHENTICATION RESPONSE message with:
-	Authentication response parameter:  4 – 16 octets RES value calculated according to TS 24.501 [25]

	The UE shall return RES* equal to the XRES* calculated at the NG-SS with the parameters provided/indicated in the AUTHENTICATION REQUEST at step 8
	CR3
	

	11
	TT > UE
	NG-SS sends SECURITY MODE COMMAND message including the ngKSI of the new 5G NAS security context (as provided in step 8)
	
	
	

	12
	UE > TT
	UE send SECURITY MODE COMPLETE 
	
	
	

	13
	TT > UE
	NG-SS sends REGISTRATION ACCEPT message with:
 - 5G-GUTI: 24408300010266436587
 - TAI:	     42 34 80 00 00 01
	
	
	

	14
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	
	



[bookmark: _Toc143705026][…]
***** next change *****
15.2.4	Authentication procedure for 5G AKA - after SUPI is changed
[bookmark: _Toc50983765][bookmark: _Toc50985936][bookmark: _Toc57113166][bookmark: _Toc130991053][bookmark: _Toc143705030][…]
15.2.4.4	Method of test
[bookmark: _Toc50983767][bookmark: _Toc50985938][bookmark: _Toc57113168][bookmark: _Toc130991055][bookmark: _Toc143705032][…]
15.2.4.4.2	Procedure
	Step
	Direction
	Action
	Comment
	REQ
	SA

	1
	TT
	NG-SS Cell is powered up
	The NG-SS on the TT is activated
	
	

	
	UE
	The UE is powered onRun initial activation with IMSI set as 246081685533963
	
	
	

	2
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	3
	UE > TT
	UE sends REGISTRATION REQUEST
	
	
	

	4
	TT > UE
	NG-SS sends REGISTRATION REJECT (cause: #13 Roaming not allowed in this tracking area) and release RRC connection
	UE shall delete 5G-GUTI, last visited registered TAI, TAI list and ngKSI.
	
	

	5
	UE
	The UE is powered off
	
	
	

	
	TT
	NG-SS Cell is powered off
	
	
	

	6
	UE
	The UE is powered onRun initial activation, with default IMSI
	
	
	

	
	TT
	NG-SS Cell is powered on
	
	
	

	7
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	8
	UE > TT
	UE sends REGISTRATION REQUEST message with:
 - ngKSI:
   - NAS key set identifier:	'111'
 - 5GS mobile identity: SUCI of the UE
	UE shall indicate in the REGISTRATION REQUEST that no key is available for the NAS key set identifier
	
	

	9
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with 5G AKA challenge message with:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
- Authentication parameter RAND (5G authentication challenge): 128 bits value
 - Authentication parameter AUTN (5G Authentication challenge).	128 bits value
	The NG-SS on the TT generates KAMF, KAUSF and KSEAF values, and initiates 5G AKA authentication procedure
	
	

	10
	UE > TT
	UE sends AUTHENTICATION RESPONSE message with:
- Authentication response parameter: 16 octets RES* value calculated according to TS 24.501 [25]
	The UE shall return RES* equal to the XRES* calculated at the NG-SS with the parameters provided/indicated in the AUTHENTICATION REQUEST at step 9
	
	

	11
	TT > UE
	NG-SS sends SECURITY MODE COMMAND message including the ngKSI of the new 5G NAS security context (as provided in step 9)
	
	
	

	12
	UE > TT
	UE send SECURITY MODE COMPLETE 
	
	
	

	13
	TT > UE
	NG-SS sends REGISTRATION ACCEPT message with:
 - 5G-GUTI: 24408300010266436587
 - TAI:	     42 34 80 00 00 01
	
	
	

	14
	UE > TT
	UE sends REGISTRATION COMPLETE 
	
	CR1
	

	15
	UE <> TT
	The UE is powered off and, performs the DEREGISTRATION procedure 
	
	
	

	16
	TT
	NG-SS Cell is powered off
	
	
	

	17
	UE
	The UE is powered onRun initial activation, with IMSI set as 246081685533963
	
	
	

	
	TT
	NG-SS Cell is powered on
	
	
	

	18
	UE<>TT
	UE camps on NG-SS Cell and establishes RRC connection
	
	
	

	19
	UE > TT
	UE sends REGISTRATION REQUEST message with: 
 - ngKSI:
   - NAS key set identifier:	'111'
 - 5GS mobile identity: SUCI of the UE

	UE shall indicate within the REGISTRATION REQUEST for the NAS key set identifier that no key is available, and use SUCI as 5GS mobile identity IE
	CR3
	

	20
	TT > UE
	NG-SS sends AUTHENTICATION REQUEST with 5G AKA challenge message with:
 - ngKSI:
   - NAS key set identifier:	'000'
   - TSC:			'0'
- Authentication parameter RAND (5G authentication challenge): 128 bits value
 - Authentication parameter AUTN (5G Authentication challenge).	128 bits value
	
	
	

	21
	UE > TT
	UE sends AUTHENTICATION RESPONSE message with:
- Authentication response parameter: 16 octets RES* value calculated according to TS 24.501 [25]
	The UE shall return RES* equal to the XRES* calculated at the NG-SS with the parameters provided/indicated in the AUTHENTICATION REQUEST at step 20
	
	

	22
	TT > UE
	NG-SS sends SECURITY MODE COMMAND with:
 - ngKSI:  The ngKSI of the partial native 5G security context assigned in the SECURITY MODE COMMAND message sent in step 11
	
	
	

	23
	UE > TT
	UE send SECURITY MODE REJECT with 
 - 5GMM cause: '0001 1000'
	Cause #24 - Security mode rejected, unspecified
	CR2
	

	24
	UE
	The UE is powered off 
	
	
	



[bookmark: _Toc143705034][…]
16	UE Route Selection Policy (URSP) procedure
[bookmark: _Toc103688605][bookmark: _Toc143705035]16.1	Pre-configured URSP rules
[bookmark: _Toc103688606][bookmark: _Toc143705036]***** next change *****
16.1.1	Support for URSP by USIM
[bookmark: _Toc57113176][bookmark: _Toc120282210][bookmark: _Toc143705040][…]
16.1.1.4	Method of test
[bookmark: _Toc57113177][bookmark: _Toc120282211][bookmark: _Toc143705041]16.1.1.4.1	Initial conditions
The values of the 5G-NR UICC – support of Rel-16 features as defined in clause 4.5.11 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	available

	Service n°122
	
	5GS Mobility Management Information
	available

	Service n°123:
	
	5G Security Parameters
	available

	Service n°124:
	
	Subscription identifier privacy support
	available

	Service n°125:
	
	SUCI calculation by the USIM
	not available

	Service n°132:
	
	Support for URSP by USIM
	available



Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xxx0 111x
	0xxx 1xxx
	
	



EFURSP (UE Route Selection Policies)
Logically:
URSP rules for one PLMN only
-	PLMN:	246 081
Rule Precedence = 0
Traffic descriptor:
-	DNN = TestGp.rs
Route Selection Descriptor:
-	Precedence = 0
-	Network Slice Selection, S-NSSAI: '01 01 01 03' (ST: MBB, SD: 010103)
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	80
	22
	42
	16
	80
	1E
	00
	1C
	00
	00
	0C
	88

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	0A
	06
	54
	65
	73
	74
	47
	70
	02
	72
	73
	00

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	0B
	00
	09
	00
	00
	06
	02
	04
	01
	01
	01
	03



The UICC/USIM configuration defined for this test case is installed in the UE.
The ME is pre-configured with the following URSP rules:
USRP rules for one PLMN only
-	PLMN: 246 081
Rule Precedence =1
Traffic descriptor:
-	DNN=TestGp.rs
Route Selection Descriptor:
-	Precedence=1
-	Network Slice Selection, S-NSSAI: 01 01 01 02 (ST: MBB, SD: 010102)
-	SSC Mode Selection: SSC Mode 1
-	Access Type preference: 3GPP access
Rule Precedence = <lowest priority>
Traffic Descriptor: *
Route Selection Descriptor:
-	Precedence = 1
-	Network Slice Selection, S-NSSAI: 01 01 01 01 (ST: MBB, SD: 010101)
-	SSC Mode Selection: SSC Mode 1
-	DNN Selection: internet
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	Mobile Country Code (MCC) = 246;
-	Mobile Network Code (MNC) = 081;
-	Tracking Area Code (TAC) = 000001;
-	NG-SS Cell Id = 0001 (36 bits).
The Allowed S-NSSAI list is configured in NG-SS as '01 01 01 01', '01 01 01 02' and '01 01 01 03'.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc120282212][bookmark: _Toc143705042][bookmark: _Toc57113179]16.1.1.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	Authenticate at the TT
	The UE successful authenticates to PLMN 246 081.
The TT indicates Allowed S-NSSAI list as: 
 - '01 01 01 01'
 - '01 01 01 02'
 - '01 01 01 03'.
	CR 1
	

	3
	UE
	READ EFUST and EFURSP
	No URSP rules are provisioned by the PCF
	CR 2
(CR 1)
	A.2/1 OR A.2/2

	3
	UE > TT
	Initiate a connection to DNN=TestGp.rs
	
	
	

	4
	UE > TT
	Send a PDU SESSION ESTABLISHMENT REQUEST
	The UE sends the PDU SESSION ESTABLISHMENT REQUEST to the network via UL NAS TRANSPORT with:
 - DNN:		TestGp.rs
 - S-NSSAI:	'01 01 01 03'
	
	

	5
	TT > UE
	Send PDU SESSION ESTABLISHMENT ACCEPT message
	
	CR 3
(CR 1)
	

	6
	UE
	UE is soft powered down
	
	
	


[bookmark: _Toc120282213]
	Optional step if CR 2 verification cannot be performed at step 3)

	7
	UE
	READ EFUST and EFURSP
	
	CR 2
	A.2/3



[bookmark: _Toc120282214][bookmark: _Toc143705044][…]
***** next change *****
16.1.2	Support for URSP by ME
[bookmark: _Toc143705048][bookmark: _Toc68608818][bookmark: _Toc120282216][…]
16.1.2.4	Method of test
[bookmark: _Toc143705049]16.1.2.4.1	Initial conditions
The values of the 5G-NR UICC – support of Rel-16 features as defined in clause 4.5.11 of the present document are used with EFIMSI as defined in clause 4.6.5.
The UICC/USIM configuration defined for this test case is installed in the UE.
The ME is pre-configured with the following URSP rules:
USRP rules for one PLMN only
-	PLMN: 244 083
Rule Precedence = 1
Traffic descriptor:
-	DNN = TestGp.rs
Route Selection Descriptor:
-	Precedence = 1
-	Network Slice Selection, S-NSSAI: 01 01 01 02 (ST: MBB, SD: 010102)
-	SSC Mode Selection: SSC Mode 1
-	Access Type preference: 3GPP access
Rule Precedence = <lowest priority>
Traffic Descriptor: *
Route Selection Descriptor:
-	Precedence =1
-	Network Slice Selection, S-NSSAI: 01 01 01 01 (ST: MBB, SD: 010101)
-	SSC Mode Selection: SSC Mode 1
-	DNN Selection: internet
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	Mobile Country Code (MCC) = 244;
-	Mobile Network Code (MNC) = 083;
-	Tracking Area Code (TAC) = 000001;
-	NG-SS Cell Id = 0001 (36 bits).
The Allowed S-NSSAI list is configured in NG-SS to include S-NSSAIs ('01 01 01 01’, '01 01 01 01’), and ('01 01 01 02’, '01 01 01 02’).
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc143705050]16.1.2.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	Authenticate at the TT
	The UE successful authenticates to PLMN 244 083.
The TT indicates Allowed S-NSSAI list as: 
 - '01 01 01 01'
 - '01 01 01 02'.
	CR 1
	

	3
	UE
	READ EFUST
	No URSP rules are provisioned by the PCF
	CR 2
(CR 1)
	A.2/1 OR A.2/2

	3
	UE > TT
	Initiate a connection to DNN=TestGp.rs
	
	
	

	4
	UE > TT
	Send a PDU SESSION ESTABLISHMENT REQUEST
	The UE sends the PDU SESSION ESTABLISHMENT REQUEST to the network via UL NAS TRANSPORT with:
 - DNN:		TestGp.rs
 - S-NSSAI:	'01 01 01 02'
	
	

	5
	TT > UE
	Send PDU SESSION ESTABLISHMENT ACCEPT message
	
	CR 3
(CR 1)
	

	6
	UE
	UE is soft powered down
	
	
	



	Optional step if CR 2 verification cannot be performed at step 3)

	7
	UE
	READ EFUST
	
	CR 2
	A.2/3



[bookmark: _Toc120282222][bookmark: _Toc143705052][…]
***** next change *****
16.1.3	Support of Signalled URSP
[bookmark: _Toc120282226][bookmark: _Toc143705056][…]
16.1.3.4	Method of test
[bookmark: _Toc120282227][bookmark: _Toc143705057]16.1.3.4.1	Initial conditions
The values of the 5G-NR UICC – support of Rel-16 features as defined in clause 4.5.11 of the present document are used with EFIMSI as defined in clause 4.6.5 and the following exceptions:
EFUST (USIM Service Table)
Logically:
	Service n°1:
	
	Local Phone Book
	available

	Service n°2:
	
	Fixed Dialling Numbers (FDN)
	available

	Service n°6:
	
	Barred Dialling Numbers (BDN)
	available

	Service n°17:
	
	Group Identifier Level 1
	not available

	Service n°18:
	
	Group Identifier Level 2
	not available

	Service n°20:
	
	User controlled PLMN selector with Access Technology
	available

	Service n°27:
	
	GSM Access
	available

	Service n°33:
	
	shall be set to '1'
	available

	Service n°34:
	
	Enabled Services Table
	available

	Service n°85:
	
	EPS Mobility Management Information
	available

	Service n°86:
	
	Allowed CSG Lists and corresponding indications
	available

	Service n°122
	
	5GS Mobility Management Information
	available

	Service n°123:
	
	5G Security Parameters
	available

	Service n°124:
	
	Subscription identifier privacy support
	available

	Service n°125:
	
	SUCI calculation by the USIM
	not available

	Service n°132:
	
	Support for URSP by USIM
	available



Coding:
	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxx1 xx1x
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	…
	B16
	B17
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	...
	xxx0 111x
	0xxx 1xxx
	
	



EFURSP (UE Route Selection Policies)
Logically:
URSP rules for one PLMN only
-	PLMN:	246 081
Rule Precedence = 0
Traffic descriptor:
-	DNN = TestGp.rs
Route Selection Descriptor:
-	Precedence = 0
-	Network Slice Selection, S-NSSAI: '01 01 01 02' (ST: MBB, SD: 010102)
Coding:
	Byte
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9
	B10
	B11
	B12

	Hex
	80
	22
	42
	16
	80
	1E
	00
	1C
	00
	00
	0C
	88

	
	B13
	B14
	B15
	B16
	B17
	B18
	B19
	B20
	B21
	B22
	B23
	B24

	
	0A
	06
	54
	65
	73
	74
	47
	70
	02
	72
	73
	00

	
	B25
	B26
	B27
	B28
	B29
	B30
	B31
	B32
	B33
	B34
	B35
	B36

	
	0B
	00
	09
	00
	00
	06
	02
	04
	01
	01
	01
	02



The UICC/USIM configuration defined for this test case is installed in the UE.
The ME is pre-configured with the following URSP rules:
USRP rules for one PLMN only
-	PLMN: 246 081
Rule Precedence =1
	Traffic descriptor:
-	DNN=TestGp.rs
Route Selection Descriptor:
-	Precedence=1
-	Network Slice Selection, S-NSSAI: 01 01 01 01 (ST: MBB, SD: 010101)
-	SSC Mode Selection: SSC Mode 1
-	Access Type preference: 3GPP access
The TT (NG-SS) transmits on the BCCH, with the following network parameters:
-	Mobile Country Code (MCC) = 246;
-	Mobile Network Code (MNC) = 081;
-	Tracking Area Code (TAC) = 000001;
-	NG-SS Cell Id = 0001 (36 bits).
The Allowed S-NSSAI list is configured in NG-SS as '01 01 01 01', '01 01 01 02' and '01 01 01 03'.
Ensure that the UE has installed and is using the UICC/USIM configuration defined for this test case.
[bookmark: _Toc120282228][bookmark: _Toc143705058]16.1.3.4.2	Procedure
	Step
	Direction
	Action
	Information
	REQ
	SA

	1
	UE
	The UE is powered onRun initial activation.
	
	
	

	2
	UE > TT
	Authenticate at the TT
	The UE successful authenticates to PLMN 246 081.
The TT indicates Allowed S-NSSAI list as: 
 - '01 01 01 01'
 - '01 01 01 02'
 - '01 01 01 03'.
	CR 1
	

	3
	UE
	READ EFUST and EFURSP
	No URSP rules are provisioned by the PCF
	CR 2
(CR 1)
	A.2/1 OR A.2/2

	3
	UE > TT
	Initiate a connection to DNN=TestGp.rs
	
	
	

	4
	UE > TT
	Send a PDU SESSION ESTABLISHMENT REQUEST
	The UE sends the PDU SESSION ESTABLISHMENT REQUEST to the network via UL NAS TRANSPORT with:
 - DNN:		TestGp.rs
 - S-NSSAI:	'01 01 01 02
	
	

	5
	TT > UE
	Send PDU SESSION ESTABLISHMENT ACCEPT message
	
	(CR 1)
	

	6
	TT > UE
	Release the PDU Session
	
	
	

	7
	TT > UE
	Send MANAGE UE POLICY COMMAND
	The UE should update the URSP rule for DNN: "TestGp.rs"
Traffic Descriptor:
 - DNN: 		'TestGp.rs'
 - S-NSSAI:  '01 01 01 03'
	CR 1
	

	8
	UE > TT
	Initiate a connection to DNN=TestGp.rs
	
	
	

	9
	UE > TT
	Send a PDU SESSION ESTABLISHMENT REQUEST
	The UE sends the PDU SESSION ESTABLISHMENT REQUEST to the network via UL NAS TRANSPORT with:
 - DNN:		TestGp.rs
 - S-NSSAI:	'01 01 01 03
	
	

	10
	TT > UE
	Send PDU SESSION ESTABLISHMENT ACCEPT message
	
	(CR 1)
	



	Optional step if CR 2 verification cannot be performed at step 3)

	11
	UE
	READ EFUST and EFURSP
	
	CR 2
	A.2/3



*****end of changes *****
