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* * * First Change * * * *
[bookmark: _Toc477533288][bookmark: _Toc477533301]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.
· For a specific reference, subsequent revisions do not apply.
· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TS 51.011 Release 4: “Specification of the Subscriber Identity Module – Mobile Equipment (SIM-ME) interface”.
[2]	3GPP TS 31.101: “UICC-Terminal Interface; Physical and Logical Characteristics”.
[3]	3GPP TS 31.102: “Characteristics of the USIM Application”.
[4]	ETSI TS 102 226 V13.1.0: “Smart Cards; Remote APDU structure for UICC based applications”.
[5]	ISO/IEC 7816-4: “Information technology – Identification cards – Integrated circuit cards, Part 4: Organization, security and commands for interchange”.
[6]	3GPP TS 31.103: “Characteristics of the IP Multimedia Services Identity Module (ISIM) application”.
[7]	ETSI TS 102 483 V8.1.0: “Internet Protocol connectivity between UICC and terminal”
[xx]	3GPP TS 31.103: "Characteristics of the IP Multimedia Services Identity Module (ISIM) application". 
[yy]	3GPP TS 33.220: "Generic Authentication Architecture (GAA);Generic Bootstrapping Architecture (GBA)" 
[zz]	3GPP TS 31.130: “(U)SIM Application Programming Interface (API); (U)SIM API for Java Card”

* * * Next Change * * * *
6.1	SIM File System Access Domain Parameter
This parameter indicates the mechanism used to control the applet instance access to the SIM File System. It is a parameter of the INSTALL [for install] command described in ETSI TS 102 226 [4].
This parameter shall be used only if the “SIM File Access and Toolkit Application Specific Parameters” TLV object (Tag ‘CA’) is present.

	Value
	Name
	Support
	ADD length

	‘00’
	See TS 102 226 [4]
	-
	-

	‘01’
	SIM access mechanism
	Optional
	2

	‘02’ to ‘FF’
	See TS 102 226 [4]
	-
	-

	‘03’
	GBA_U API access authorization
	Optional
	X

	‘04’ to ‘FF’
	See TS 102 226 [4]
	-
	-



* * * Next Change * * * *
6.Y	GBA_U API Access Domain Parameter
This parameter indicates if the applet is allowed to use the GBA_U APIs and, if so, the associated NAF_ID values. This parameter shall be used only if the applet is authorized to use the GBA_U API, that consists of the package uicc.usim.gba_u. As defined in TS 31.130 [zz], this package defines services to allow an applet to perform cryptographic operations (i.e., encryption or signature) based on using Ks_int_NAF as defined in TS 33.220 [yy], which is derived in GBA_U procedure as defined in TS 31.102 [3] and TS 31.103 [xx] and remained on UICC.
	Value
	Name
	Support
	ADD length

	‘00’
	See TS 102 226 [4]
	-
	-

	‘01’
	SIM access mechanism
	Optional
	2

	‘02’
	See TS 102 226 [4]
	-
	-

	‘03’
	GBA_U API access authorization
	Optional
	X

	‘04’ to ‘FF’
	See TS 102 226 [4]
	-
	-



6.Y.1	Access Domain Data: for GBA_U API access authorization
This mechanism shall be used, if supported, by the framework if the Access Domain Parameter value is ‘03’. It shall use the Access Domain Data passed at applet instantiation to indicate that the applet is authorized to use the GBA_U APIs and the associated NAF_ID values. 
The GBA_U API access authorization data consists of a list of the NAF_ID values associated to the applet and it shall be coded as follows:
	Description
	Length

	Length of NAF_ID #1
	Note

	NAF_ID value #1
	Y1

	Length of NAF_ID #2
	Note

	NAF_ID value #2
	Y2

	…
	…

	…
	…

	Length of NAF_ID #n
	Note

	NAF_ID value #n
	Yn


Note: The length is coded according to ISO/IEC 8825-1. 

* * * End of Changes * * * *


