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1. Introduction
The aim on this document is introduce solution to solve the key issue 'Multiple NSSAA contexts' presented in clause 4.2.1.
2. Reason for Change
The UICC should be able to support at the same time multiple contexts for NSSAA. 
3. Proposal
It is proposed to agree the following changes to 3GPP TR 31.826 v0.1.0.
New section 4.x.1 is added to solve, from Solution 1 section, the key issue from clause 4.2.1.
* * * First Change * * * *
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
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* * * Next Change * * * *
4.2.3			EAP framework
The NSSAA is based on EAP procedure consisting in this document in:
· firstly to identify the supplicant counter-part of Authentication server in the UE
· secondly to transport the EAP messages between Authentication server and supplicant
The ME should be able to:
· retrieve from the UICC the elements (i.e. EAP ID and S-NSSAI) involved in the NSSAA procedure
· use the EAP framework implemented by the UICC to complete the NSSAA procedure
[bookmark: startOfAnnexes][bookmark: _Toc108443342]4.x.1			Multiple NSSAA contexts
AAA‑S belongs to 3rd party and authentication to the AAA‑S is isolated from network access authentication. 
In this solution, the isolation in the UICC between NSSAA authentication and USIM authentication is achieved with a new application: the ′NSSAA application′.
A NSSAA application supports the NSSAA procedure for a given list of S-NSSAI.
The NSSAA context enables the ME to associate a slice requiring a NSSAA with a given NSSAA application supporting the S-NSSAI of this slice.
The ME may access to more than one slice at the same time with different AAA‑S. This solution allows more than one NSSAA application(s) be active simultaneously in the UICC.
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* * * End of Changes * * * *

