

	
3GPP TSG-CT WG6 Meeting #112-e	C6-220442
E-Meeting, 23th – 26th August 2022

Source:	Thales
Title:	Pseudo-CR on Study on new UICC application for NSSAA
Spec:	3GPP TR 31.826 v0.1.0
Agenda item:	7.13.3
Document for:	Approval

1. Introduction
The aim on this document is to introduce the security features supported by the NSSAA application.
2. Reason for Change 
The NSSAA application should be able to:
· verify user identity using verify PIN mechanism
· restrict file access in respect of files access condition
3. Proposal
It is proposed to agree the following changes to 3GPP TR 31.826 v0.1.0.
New section 4.x.4 is added to introduce, from Solution 1 section, the security features supported by the NSSAA application with respect to user verification and file access conditions.
* * * First Change * * * *
	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[x]	3GPP TS 33.501: "Security Architecture and procedures for 5G system".
[y]	3GPP TS 31.101: "UICC-Terminal Interface, Physical and Logical Characteristics".
[z]	ISO/IEC 7816‑4: "Identification cards - Integrated circuit cards,Part 4: Organization, security and  commands for interchange".

* * * Next Change * * * *
[bookmark: _Toc108443361]4.x.4			Security features
The security aspects of NSSAA are specified in TS 33.501 [x]. This clause gives information related to security features supported by the NSSAA application with respect to user verification and file access conditions.
[bookmark: _Toc107498849][bookmark: _Toc108443362]4.x.4.1	User verification and file access conditions
The security architecture as defined in TS 31.101 [y] applies to the NSSAA application and UICC with the following definitions and additions:
-	The NSSAA application uses a global key reference as PIN1 as specified in TS 31.101 [y].
-	The only valid usage qualifier is '08' which means user authentication knowledge based (PIN) as defined in ISO/IEC 7816-4 [z].
[bookmark: _GoBack]
* * * End of Changes * * * *

