3GPP TSG-CT WG6 Meeting #109-e
C6-210390
E-meeting; 16th – 19th Nov 2021
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	31.102
	CR
	0931
	rev
	2
	Current version:
	16.8.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	X
	ME
	X
	Radio Access Network
	
	Core Network
	


	

	Title:

	Add 24.501 reference on how the ME shall update NAS Security Context in two records of EF-5GS3GPPNSC and EF-5GSN3GPPNSC

	
	

	Source to WG:
	Qualcomm Incorporated

	Source to TSG:
	CT6

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2021-11-08

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Lack of clarification in 3GPP TS 31.102 on how the ME shall update NAS Security Context in two records of EF-5GS3GPPNSC and EF-5GSN3GPPNSC.

	
	

	Summary of change:
	As per 24.501 cl 4.4.2.1:
     If the UE supports multiple records of NAS security context storage for multiple registration, the UE shall:

1)
replace the previously current 5G NAS security context stored in the first 5G security context of that access (see 3GPP TS 31.102 [22]) with the new 5G security context (taken into use through a security mode control procedure), when the UE activates the new 5G security context for the same PLMN and access; or

2)
store the previously current 5G NAS security context in the second 5G security context of that access (see 3GPP TS 31.102 [22]) and store the new 5G security context (taken into use through a security mode control procedure) in the first 5G security context, when the UE activates the new 5G security context for a different PLMN over that access but the previously current 5G NAS security context is associated with the 5G-GUTI of the other access;
As per 24.501 cl C.1 in Annex C:

     The UE may support multiple records of NAS security context storage for multiple registration (see 3GPP TS 31.102 [22]). If the UE supports multiple records of NAS security context storage for multiple registration, the first 5G security context of one access shall be stored in record 1 of the 5G NAS Security Context USIM file for that access and the second 5G security context of that access shall be stored in record 2 of the same file.

Reference to those clauses are required in 3GPP TS 31.102 clause 5.2.32. Hence references were added to explain how the ME shall update 2 records of EF-5GS3GPPNSC and EF-5GSN3GPPNSC.
Also, removing the Editor’s note for “How multiple registrations for the case that a previous NAS security context exists, has to be defined for the NAS COUNT values in TS 24.501 [104]” as relavent text were added in TS 24.501 through C1-214846 and C1-214914.

	
	

	Consequences if not approved:
	Lack of clarification in 3GPP TS 31.102 on how the ME shall update 2 records of EF-5GS3GPPNSC and EF-5GSN3GPPNSC. Also Editor’s notes will not be removed.
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***** Start of change *****
5.2.32
5GS NAS Security Context

Requirement:
Service n°122 "available".

Request:
The ME performs the reading procedure with EF5GS3GPPNSC and EF5GSN3GPPNSC.
If service n°136 is "available" in addition, the ME shall associate the NAS security context to the appropriate PLMN by parsing the two records and by retrieving the matching PLMN identifier of the second record.

5GS NAS Security Context in the first record shall be associated with 5G GUTI in the 5G LOCI file for the same access type (e.g. EF5GS3GPPNSC) and the 5GS NAS Security Context in the second record shall be associated with the 5G GUTI as indicated in the PLMN Identifier.


  Update:
The ME performs the updating procedure with EF5GS3GPPNSC and EF5GSN3GPPNSC as described in TS 24.501 clauses 4.4.2.1 and C.1 in Annex C.
***** End of change *****
