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	Reason for change:
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	Change 1: 
As per 3GPP 24.501 clause 8.3.1 Capability configuration parameters 1 & 2 are not required in PDU SESSION ESTABLISHMENT REQUEST message. The parameters are incorrectly included in the ‘Logically’ section of the ENVELOPE CALL CONTROL 1.6.1 while those are correctly not included in the ‘Coding’ section in the same envelop data.

Change 2:
There is a possibility device may not send some of the optional parameters but CALL CONTROL RESULT is mandating EXT 1, IPCP, CONF_REQ and rfc1877_primary_dns_server_IPv4_address. That may cause not matching ePCO length in the ENVELOP and in the CALL CONTROL RESULT. Hence proposing to remove the text “same as received in ENVELOPE” from Note 5 (Length of ePCO).

Change 3:
It is unnecessary to include optional parameters listed below in “Logically:” section of CALL CONTROL RESULT 1.6.1 while it is not included in the ENVELOPE CALL CONTROL 1.6.1 and Note 8 is included in the “Coding” section to include any additional protocol and container data as provided in the ENVELOPE
	rfc1877_sec_dns_server_IPv4_address:	0.0.0.0
	Protocol or Container:			DNS Server IPv4 Address Request
	Protocol or Container:			DNS Server IPv6 Address Request
	Protocol or Container:			P-CSCF IPv6 Address Request
	Protocol or Container:			P-CSCF IPv4 Address Request

Since those may not be included in the ENVELOP NOTE 8 (any additional protocol and container data as provided in ENVELOPE) in the coding section is sufficent. Hence removing those optional parameters from “Logically” section.

Note: The changes introduced in C6-210321 are also applicable to this Test Sequence.
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***** Start of change *****
Expected Sequence 1.6 (CALL CONTROL on PDU Session for NG-RAN, PDU Session Establishment triggered by user, allowed with modification of ePCO)
	Step
	Direction
	Message / Action
	Comments

	0
	USER  ME
	Set and configure DNN as "TestGp.rs" in the terminal configuration for Always-on if required


	[see initial conditions]

	1
	ME  UICC
	ENVELOPE CALL CONTROL 1.1.1

	[For Always-on PDU Session establishment] 


	2
	UICC  ME
	90 00


	

	3
	USER  ME
	Set and configure DNN as "Test12.rs" and the terminal is configured to include any ePCO containers in PDU Session Establishment if required and trigger ME to establish the PDU Session.


	[PDU Session triggered by the user]


	4
	ME  UICC
	ENVELOPE CALL CONTROL 1.6.1


	

	5
	UICC  ME
	CALL_CONTROL_RESULT 1.6.1


	[Call control result: "Allowed with modifications", include rfc1877_primary_dns_server IPv4 Address as 192.168.3.3 in IPCP container]

NOTE: 
DNN is also modified to Test34.rs


	6
	ME  NG-SS
	PDU SESSION ESTABLISHMENT REQUEST


	[The modified SM PDU DN request container and rest of the same PDU Session Establishment parameters within the CALL CONTROL ENVELOP in step 4 are used to establish the PDU Session.]


	 7
	NG-SS  ME
	PDU SESSION ESTABLISHMENT ACCEPT

	

	8
	ME  NG-SS
	The PDU Session is established successfully with modified ePCO as included in the CALL_CONTROL_RESULT 1.6.1).
	NOTE:
DNN should be same as the DNN in CALL CONTROL ENVELOP, Test12.rs.



ENVELOPE CALL CONTROL 1.6.1
Logically:
Device identities
	Source device:			ME
	Destination device:			UICC
PDU Session Establishment parameters
	DNN:					Test12.rs
	Extended Protocol Discriminator:	5GS Session Management messages (2E)
	PDU Session identity:			No PDU Session identity assigned (01)
	Procedure Transaction Identity:		1
	5GS Session message identity:		PDU session establishment request (C1)
	PDU Session Type:			IPv4v6 
Extended Protocol configuration options:
	Extended Protocol config. optional contents: content not checked 
Capability configuration parameters 1
	This parameter is optional. If present, the contents shall not be checked.
Location Information: 
	Mobile Country Codes (MCC):		001
	Mobile Network Codes (MNC):	01
	Tracking Area Code (TAC):		000001
	NG-RAN Cell Identifier (NCI):		0001 (36 bits)
Capability configuration parameters 2:
		This parameter is optional. If present, the contents shall not be checked.
Coding:
	BER-TLV:
	D4
	Note 1
	02
	02
	82
	81
	0C
	Note 2
	0A
	06
	54
	65

	
	73
	74
	31
	32
	02
	72
	73
	2E 
	01
	01
	C1
	Note 3

	
	Note 3
	93
	Note 4
	7B
	Note 5
	Note 5
	Note 6
	Note 4
	13
	0B
	00
	F1

	
	10
	00
	00
	01
	00
	00
	00
	00
	1F



NOTE 1: The length of the BER-TLV is present here 
NOTE 2: Length of PDU session establishment parameters, dependent on optional fields
NOTE 3: Integrity protection maximum data rate 
NOTE 4: Optional fields / extended protocol configuration options. (byte 27 to 27+n if available, second Note 4 is handled accordingly)
NOTE 5: Length of the ePCO (2 bytes)
NOTE 6: Data of extended protocol configuration fields

CALL CONTROL RESULT 1.6.1
Logically:
Call control result:					'02' = Allowed, with modification
PDU Session Establishment parameters:
	DNN:						Test34.rs
	Extended Protocol Discriminator:		5GS Session Management messages (2E)
	PDU Session identity:			No PDU Session identity assigned (01)
	Procedure Transaction Identity:			1
	5GS Session message identity:			PDU session establishment request (C1)
	PDU Session Type:			IPv4v6
Extended Protocol configuration options:
	Protocol or Container:			IPCP
	rfc1332_conf_req
	rfc1877_primary_dns_server_IPv4_address:	192.168.3.3
Additional protocol and container data as provided in ENVELOPE
	rfc1877_sec_dns_server_IPv4_address:	0.0.0.0
	Protocol or Container:			DNS Server IPv4 Address Request
	Protocol or Container:			DNS Server IPv6 Address Request
	Protocol or Container:			P-CSCF IPv6 Address Request
	Protocol or Container:			P-CSCF IPv4 Address Request
Coding:
	BER-TLV:
	02
	Note 1
	0C
	Note 2
	0A
	06
	54
	65
	73
	74
	33
	34

	
	02
	72
	73
	2E
	01
	01
	C1
	Note 3
	Note 3
	93
	Note 4
	7B

	
	Note 5
	Note 5
	80
	80
	21
	Note 6
	01
	00
	Note 7
	Note 7
	81
	06

	
	C0
	A8
	03
	03
	Note 8



NOTE 1: The length of the BER-TLV is present here
NOTE 2: Length of PDU session establishment parameters, dependent of optional fields
NOTE 3: Integrity protection maximum data rate (same as received in ENVELOPE)
NOTE 4: Optional fields / extended protocol configuration options (same as received in ENVELOPE)
NOTE 5: Length of the ePCO (2 bytes, same as received in ENVELOPE) 
NOTE 6: Length of the IPCP content
NOTE 7: Length of rfc1332_conf_req
NOTE 8: Additional protocol and container data as provided in ENVELOPE 

***** End of change *****


