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1.  Introduction

At CT#89-e, a CT WID on Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in 5GS was approved in CP-202254. The ME impact in the WID was set to “Don’t know” as during CT1#125-e, some companies expressed the view that there might be UE impact in CT1 specifications, and the UICC impact was set to “No”.
At CT1#126-e, a CR to TS 24.501 was agreed in C1-206731 to capture the UE impacts of AKMA in CT1 specification, consequently the WID was revised in C1-206648 to set the ME impact to “Yes”. 

The purpose of this document is to analyze the SA3 requirements on AKMA to determine if there is in fact any UICC impact in CT6 specifications.

2.  Impact analysis
The SA3 requirements and procedures for AKMA are documented in TS 33.535. The following table lists all the requirements pertaining to the UE included in that TS, with an assessment of whether they need to be reflected in CT6 specifications.

	Subclause of TS 33.535
	Requirement
	Impact to CT6 specifications?

	4.3.1
	The reference point Ua* carries the application protocol, which is secured using the key material agreed between UE and AAnF as a result of successful AKMA procedures.
	No: specification of the Ua* protocol is explicitly excluded from the scope of the CT WID, see the NOTE in section 3:
NOTE:
The Ua* reference point between the UE and the AKMA AF is application specific. Specifying Ua* protocol is not considered in current work item.

	4.4.1
	The Ua* reference point is application specific. The generic requirements for Ua* are:

-
(…) 

-
the UE and the AKMA AF shall be able to secure the reference point Ua* using the AKMA Application Key derived from the AKMA Anchor Key.

NOTE 1:
The exact method of securing the reference point Ua* depends on the application protocol used over reference point Ua*.
	No: since the exact method of securing the referent point Ua* depends on the application protocol used, which is application specific, this is out of scope of CT6 specifications.

	6.1
	There is no separate authentication of the UE to support AKMA functionality. Instead, it reuses the 5G primary authentication procedure executed e.g. during the UE Registration to authenticate the UE. A successful 5G primary authentication results in KAUSF being stored at the AUSF and the UE.


	No: no new authentication procedure is needed to support AKMA. The UE uses the KAUSF which results from existing 5G primary authentication procedure executed during existing procedures e.g. during UE registration.

	6.1
	The UE shall generate the AKMA Anchor Key (KAKMA) and the A-KID from the KAUSF before initiating communication with an AKMA Application Function. 


	No: how the UE generates KAKMA and the A-KID from the KAUSF is specified in TS 33.535 and in C1-206731. And does not have any UICC impact.

	6.2
	Before communication between the UE and the AKMA AF can start, the UE and the AKMA AF needs to know whether to use AKMA. This knowledge is implicit to the specific application on the UE and the AKMA AF.
	No: whether to use AKMA is implicit to the specific application and thus out of scope of CT6 specifications.

	6.2
	When the UE initiates communication with the AKMA AF, it shall include the derived A-KID in the Application Session Establishment request message
	No: the Application Session Establishment Request message is sent over the Ua* reference point, which is explicitly excluded from the scope of the CT WID.

	6.4.2
	If there has been a change of KAKMA (e.g., due to a successful run of primary authentication), the UE may re-try accessing the AF by using the A-KID derived from the new KAKMA.
	No: The A-KID derived from the new KAKMA is sent over the Ua* reference point, which is explicitly excluded from the scope of the CT WID.

	6.5
	In case when the UE does not know to use AKMA for a service, (…) the UE may start communication over reference point Ua* with the AF with or without any AKMA-related parameters.
	No: the Ua* reference point is explicitly excluded from the scope of the CT WID.



3.  Conclusion
Based on the analysis in the previous section, the SA3 requirements, procedures for AKMA and the CT1-agreed CR in C1-206731 do not have any UICC impact in CT6 specifications.

Consequently, the UICC impact on the CT WID should be kept as “No”.

