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***** Start of change *****
4.2.5
EFAD (Administrative Data)

This EF contains information concerning the mode of operation according to the type of ISIM, such as normal (to be used by IMS subscribers for IMS operations), type approval (to allow specific use of the Terminal during type approval procedures of e.g. the network equipment), manufacturer specific (to allow the Terminal manufacturer to perform specific proprietary auto‑test in its Terminal during e.g. maintenance phases).

It also provides an indication of whether some Terminal features should be activated during normal operation.

	Identifier: '6FAD'
	Structure: transparent
	Mandatory

	SFI: '03'
	

	File size: 3+X bytes
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	UE operation mode
	M
	1 byte

	2 to 3
	Additional information
	M
	2 bytes

	4 to 3+X
	RFU
	O
	X bytes


‑
UE operation mode:

Contents:

-
mode of operation for the UE

Coding:

-
Initial value

‑
'00' normal operation.

‑
'80' type approval operations.

‑
'01' normal operation + specific facilities.

‑
'81' type approval operations + specific facilities.

‑
'02' maintenance (off line).

‑
Additional information:

Coding:

-
specific facilities (if b1=1 in byte 1);

Bytes 2 and 3 (first byte of additional information):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101 [3])


***** Next change *****
4.2.9
EFGBABP (GBA Bootstrapping parameters)

If service n°2 is "available", this file shall be present.

This EF contains the AKA Random challenge (RAND) and Bootstrapping Transaction Identifier (B-TID) associated with a GBA bootstrapping procedure.

	Identifier: '6FD5' 
	Structure: transparent
	Optional

	File length: L+X+N+3 bytes
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Length of RAND (16)
	M
	1 byte

	2 to (X+1)
	RAND
	M
	X bytes

	X+2
	Length of B-TID (L)
	M
	1 byte

	(X+3) to (X+2+L)
	B-TID
	M
	L bytes

	X+L+3
	Length of key lifetime
	M
	1 byte

	(X+L+4) to (X+L+N+3)
	Key lifetime
	M
	N bytes


-
Length of RAND

Contents: number of bytes, not including this length byte, of RAND field

-
RAND

Contents: Random challenge used in the GBA_U bootstrapping procedure. 

Coding: as defined in TS 33.103 [5].

-
Length of B-TID

Contents: number of bytes, not including this length byte, of B-TID field

-
B-TID
Content: Bootstrapping Transaction Identifier the GBA_U bootstrapped keys

Coding: As defined in TS 33.220 [25]

-
Length of key lifetime

Contents: number of bytes, not including this length byte, of key lifetime field

-
Key lifetime
Content: Lifetime of the GBA_U bootstrapped keys

Coding: As defined in TS 33.220 [25]
***** Next change *****
5.3.3
UICC access to IMS

Requirement:
Service n°10 "available.

Request:
The terminal performs the reading procedure with EFUICCIARI.

The procedures and command for "UICC access to IMS" are defined in TS 31.111 [31]. An ME supporting UICC access to IMS shall perform the reading procedure with EFUICCIARI prior to sending a registration to the IMS.

***** Next change *****
7.1.2
Command parameters and data

This command can be used with an EVEN or an ODD instruction (INS) code. The EVEN instruction code can be used when the challenge data provided by the terminal is not TLV encapsulated data and the length of the challenge data provided by the terminal is less than 256 bytes.

The ODD instruction code shall be used with the security context specified in table 1, when challenge and response data is TLV encapsulated regardless of their length. Terminals and UICCs that do not support security context requiring TLV format (e.g. for Local Key Establishment), do not have to support AUTHENTICATE command with ODD instruction code.

EVEN INS code

	Code
	Value

	CLA
	As specified in TS 31.101 [3]

	INS
	'88'

	P1
	'00'

	P2
	See table below

	Lc
	See below

	Data
	See below

	Le
	'00', or maximum length of data expected in response


Parameter P2 specifies the authentication context as follows:

Coding of the reference control P2:

	Coding

b8-b1
	Meaning

	'1-------'
	Specific reference data (e.g. DF specific/application dependent key)

	'-XXXX---'
	'0000'

	'-----XXX'
	Authentication context:

000 Reserved

001 IMS AKA

010 HTTP Digest

100 GBA context 


All other codings are RFU.

ODD INS code

The authentication data and the authentication response data are encapsulated in BER-TLV objects structured using tag '73' for BER-TLV structured data and tag '53' otherwise.

How this command can chain successive blocks of authentication data, or authentication response data is described in TS 31 101 [3]. 

If P1 indicates "First block of authentication data" or "Next block of authentication data":

Input:

-
Authentication data encapsulated in a BER-TLV data object.

Output:

-
None.

	Code
	Value

	CLA
	As specified in TS 31.101 [3]

	INS
	'89'

	P1
	As specified in TS 31.101 [3]

	P2
	See table 1 below

	Lc
	Length of the subsequent data field

	Data
	Authentication related data

	Le
	Not present


If P1 indicates "First block of authentication response data" or "Next block of authentication response data":

Input:

-
None.

Output:

-
Authentication response data encapsulated in a BER-TLV data object.

	Code
	Value

	CLA
	As specified in TS 31.101 [3]

	INS
	'89'

	P1
	As specified in TS 31.101 [3]

	P2
	See table 1 below

	Lc
	Not present

	Data
	Not present

	Le
	Length of the response data


Parameter P1 is used to control the data exchange between the terminal and the UICC as defined in TS 31 101 [3].

Parameter P2 specifies the authentication context as follows:

Table 1: Coding of the reference control P2

	Coding

b8-b1
	Meaning

	'1-------'
	Specific reference data (e.g. DF specific/application dependent key)

	'----- XXX'
	Authentication context:

110 Local Key Establishment mode


All other codings are RFU.

Command parameters/data:
***** Next change *****
Annex A (informative):
EF changes via Data Download or USAT applications

This annex defines if changing the content of an EF by the network (e.g. by sending an SMS) or by a USAT Application is advisable. Updating of certain EFs "over the air" could result in unpredictable behaviour of the UE; these are marked "Caution" in the table below. Certain EFs are marked "No"; under no circumstances should "over the air" changes of these EFs be considered.

	File identification
	Description
	Change advised

	'6F02'
	IMS private user identity
	Caution (note 1)

	'6F03'
	Home Network Domain Name
	Caution (note 1)

	'6F04'
	IMS public user identity
	Caution (note 1)

	'6FAD'
	Administrative Data
	Caution

	'6F06'
	Access Rule Reference
	Caution

	'6F07'
	ISIM Service Table
	Caution

	'6F09'
	P-CSCF address
	Caution (note 1)

	'6FD5'
	GBA Bootstrapping parameters
	Caution

	'6FD7'
	GBA NAF List
	Caution

	'6FDD'
	NAF Key Centre Address
	Caution

	'6F3C'
	Short messages
	Yes

	'6F42'
	SMS parameters
	Yes

	'6F43'
	SMS status
	Yes

	'6F47'
	Short message status reports
	Yes

	'6FE5'
	Public Service Identity of the SM-SC
	Yes

	'6FE7'
	UICC IARI
	Caution (note 2)

	'6FF7'
	From Preferred
	Yes

	'6FF8'
	IMSConfigData
	Caution (note 1)

	'6FFC'
	XCAP Configuration Data
	Yes

	'6FFA'
	WebRTC URI
	Yes

	'6FFE'
	MuD and MiD configuration data
	Yes

	NOTE 1:
If EFIMPI, EFIMPU, EFDOMAIN, P-CSCF or IMSConfigData are changed, the UICC should issue a REFRESH command. 

NOTE 2:
If EFUICCIARI is changed, the UICC shall issue a REFRESH command as defined in TS 31.111 [31].  The ME shall read the updated list of IARIs associated with active applications installed on the UICC.


***** End of change *****
