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***** Start of change *****
4.6
AID coding

The AID coding for the Test Packages, Applet classes and Applets shall be as specified in ETSI TS 101 220 [1]. In addition, the following TAR and Application Provider specific data values are defined for use within the present document:


AID coding

	Byte 1
	
	Byte 12
	Byte 13
	Byte 14
	Byte 15
	Byte 16
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	Application Provider specific data
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	Specified in ETSI TS 101 220 [5]


TAR coding (3 bytes/ 24 bits):

	b1
	
	b4
	b5
	
	b8
	b9
	
	b12
	b13
	
	b16
	b17
	
	b24
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	Test Part Identifier


Applet instance number, Applet Class number, Package number:

For package AID, package number shall start from 0 and class and instance numbers shall be 0.

For class AID, package number is the number of the class package, class number shall start from 1 and instance shall be 0.

For instance AID, package and class number are the number of class and package of which instance belongs, and instance number shall start from 1.

Test part Identifier (bits b1-b4):

-
0000 reserved (as TAR= '00.00.00' is reserved for Issuer Security Domain)

-
0010 API uicc.usim.toolkit

-
0101 USAT Framework

-
1110 USIM ADF

-
1111 uicc.util

-
other values are RFU

Application Provider specific data (1 byte):

-
'00' for Package

-
'01' for Applet class

-
'02' for Applet Instance

EXAMPLE:
The AID of Package uicc.usim.util is 'A0 00 00 00   87 10 05 FF   FF FF FF 89   F0 00 00 00'.
***** Next change *****
5.2.2.3
Method getShortMessageLength

Test Area Reference: Api_2_Ueh_Gsml

5.2.2.3.1
Conformance requirement

The method with following header shall be compliant to its definition in the API.

public short getShortMessageLength()

                           throws uicc.toolkit.ToolkitException

5.2.2.3.1.1
Normal execution

-
CRRN1: The method shall return the length of the Short Message from the User Data part in the SMS TPDU (simple or concatenated) or Cell Broadcast Page Comprehension TLV contained in the USATEnvelopeHandler.

-
CRRN2: The length is from the first SMS TPDU TLV or Cell Broadcast Page Comprehension TLV.

-
CRRN3: The length should not include padding bytes.

-
CRRN4: The length should not include the UDH if any.

-
CRRN5: The method can be used if the event is EVENT_FORMATTED_SMS_PP_ENV or EVENT_UNFORMATTED_SMS_PP.

-
CRRN6: The method can be used if the event is EVENT_FORMATTED_SMS_PP_UPD or EVENT_UNFORMATTED_SMS_UPD.

-
CRRN7: The method can be used if the event is EVENT_FORMATTED_SMS_CB or EVENT_UNFORMATTED_SMS_CB.

-
CRRN8: If the method is successful and if the event is EVENT_FORMATTED_SMS_PP_ENV or EVENT_UNFORMATTED_SMS_PP, the selected TLV should be the SMS TPDU TLV.

-
CRRN9: If the method is successful and if the event is EVENT_FORMATTED_SMS_PP_UPD or EVENT_UNFORMATTED_SMS_UPD, the selected TLV should be the SMS TPDU TLV.

-
CRRN10: If the method is successful and if the event is EVENT_FORMATTED_SMS_CB or EVENT_UNFORMATTED_SMS_CB, the selected TLV should be the Cell Broadcast Page TLV.

-
CRRN11: If the Short Message Length is zero, no exception shall be thrown.

5.2.2.3.1.2
Parameter errors

No requirements.

5.2.2.3.1.3
Context errors

-
CRRC1: The method shall throw ToolkitException.UNAVAILABLE_ELEMENT in case of unavailable SMS TPDU TLV element or Cell Broadcast Page Comprehension TLV.

-
CRRC2: The method shall throw ToolkitException.UNAVAILABLE_ELEMENT in case of wrong data format.

5.2.2.3.2
Test area files

Specific triggering:

-
FORMATTED SMS CB.

-
UNFORMATTED SMS CB.

-
FORMATTED SMS PP UPD.

-
UNFORMATTED SMS PP UPD.

-
FORMATTED SMS PP ENV.

-
UNFORMATTED SMS PP ENV.

-
UNRECOGNIZED_ENVELOPE.

-
For Formatted triggering if CC/RC/DS is used, the security parameters are the one defined in section “5.3.8 Framework Security Management”.

Test Source: 
Test_Api_2_Ueh_Gsml.java

Test Applet: 
Api_2_Ueh_Gsml_1.java

Cap File: 
Api_2_Ueh_Gsml.cap

5.2.2.3.3
Test coverage

	CRR number
	Test case number

	N1
	1 to 46

	N2
	8, 18, 26, 34, 41, 45

	N3
	4, 14, 22

	N4
	1 to 27

	N5
	1 to 10 and 28 to 35

	N6
	11 to 20 and 36 to 43

	N7
	21 to 27 and 44 to 46

	N8
	9, 35

	N9
	19, 43

	N10
	27, 46

	N11
	6, 16, 24, 30, 38

	C1
	47

	C2
	Not applicable


5.2.2.3.4
Test procedure

	Id
	Description
	API/(U)SAT Framework Expectation
	APDU Expectation

	
	FORMATTED SMS PP ENV Triggering
	
	

	1
	Test with FORMATTED_SMS_PP_ENV and TP-OA length of 2 and secured data length of 0x2A with no padding byte (PCNTR = 0, no RC/CC/DS) 
	Returns 0x003A


	

	2
	Test with TP-OA length of 12 and secured data length of 0x2A with no padding byte (PCNTR = 0, no RC/CC/DS)
	Returns 0x003A
	

	3
	Test with PCNTR = 0, no RC/CC/DS and data length of 0x10
	Returns 0x0020
	

	4
	Test with PCNTR = 7, no RC/CC/DS and data length of 0x03 (ciphering shall be used)
	Returns 0x001A
	

	5
	Test with PCNTR = 0, with RC/CC/DS length of 8 and secured data length of 0x10
	Returns 0x0028
	

	6
	Test with PCNTR = 0, no RC/CC/DS and SecuredDataLength = 00
	Returns 0x0010 
	

	7
	Test with PCNTR = 0, no RC/CC/DS and UserDataLength = maximum length (0x8C) for a single SMS
	Returns 0x0089
	

	8
	Verify it is the first TPDU TLV: 

Send a SMS PP with 2 TPDU TLV with two different user data lengths: 0x18 and 0x23 (with PCNTR = 0, no RC/CC/DS)
	Returns 0x0015
	

	9
	Send envelope SMS-PP Formatted.

findTLV() with TAG_DEVICE_IDENTITIES. getShortMessageLength() and then getValueByte() with offset 0
	getValueByte() returns 0x40(TS 23.040 [11] first byte) 
	

	10
	Test with UserDataLength = maximum length (0x010D) with 2 concatenated SMS 
	Returns 0x010A
	

	
	FORMATTED SMS PP UPD Triggering
	
	

	11
	Test with FORMATTED_SMS_PP_UPD and TP-OA length of 2 and secured data length of 0x2A with no padding byte (PCNTR = 0)
	Returns 0x003A


	

	12
	Test with TP-OA length of 12 and secured data length of 0x2A with no padding byte (PCNTR = 0)
	Returns 0x003A
	

	13
	Test with PCNTR = 0, no RC/CC/DS and data length of 0x10
	Returns 0x0020
	

	14
	Test with PCNTR = 7, no RC/CC/DS and data length of 0x03 (ciphering shall be used)
	Returns 0x001A
	

	15
	Test with PCNTR = 0, with RC/CC/DS length of 8 and secured data length of 0x10
	Returns 0x0028
	

	16
	Test with PCNTR = 0, no RC/CC/DS and SecuredDataLength = 00
	Returns 0x0010 
	

	17
	Test with PCNTR = 0, no RC/CC/DS and UserDataLength = maximum length (0x8C) for a single SMS
	Returns 0x0089
	

	18
	Verify it is the first TPDU TLV: 

Send a SMS PP with 2 TPDU TLV with two different user data lengths: 0x18 and 0x23 (with PCNTR = 0, no RC/CC/DS)
	Returns 0x0015
	

	19
	Send envelope SMS-PP Formatted.

findTLV() with TAG_DEVICE_IDENTITIES. getShortMessageLength() and then getValueByte() with offset 0
	getValueByte() returns 0x40(TS 23.040 [11] first byte) 
	

	20
	Test with UserDataLength = maximum length (0x010D) with 2 concatenated SMS 
	Returns 0x0010A
	

	
	FORMATTED SMS CB Triggering
	
	

	21
	Test with PCNTR = 0, no RC/CC/DS and data length of 0x10
	Returns 0x0052
	

	22
	Test with PCNTR = 7, no RC/CC/DS and data length of 0x03 (ciphering shall be used)
	Returns 0x0052
	

	23
	Test with PCNTR = 0, with RC/CC/DS length of 8 and secured data length of 0x10
	Returns 0x0052
	

	24
	Test with PCNTR = 0, no RC/CC/DS and SecuredDataLength = 00
	Returns 0x0052
	

	25
	Test with PCNTR = 0, no RC/CC/DS and UserDataLength = maximum length (0x58) for a single SMS CB
	Returns 0x0052
	

	26
	Verify it is the first Cell Broadcast Page TLV: 

Send a SMS CB with 2 Cell Broadcast Page TLV with two different user data lengths: 0x18 and 0x23 (with PCNTR = 0, no RC/CC/DS)
	Returns 0x0052 and getValueShort(6) returns 0x0016 (UDL of first Page TLV)
	

	27
	Send envelope SMS-CB Formatted.

findTLV() with TAG_DEVICE_IDENTITIES. getShortMessageLength() and then getValueByte() with offset 0
	getValueByte() returns 0x00 (TS 23.041 [6] first byte) 
	

	
	UNFORMATTED SMS PP ENV Triggering
	
	

	28
	Test with UNFORMATTED_SMS_PP_ENV and TP-OA length of 2, and user data length of 0x3D
	Returns 0x003D


	

	29
	Test with TP-OA length of 12, and user data length of 0x3D
	Returns 0x003D
	

	30
	Test with UserDataLength = 0x00
	Returns 0x0000 with no exception
	

	31
	Test with UserDataLength = 0x7F
	Returns 0x007F
	

	32
	Test with UserDataLength = 0x80
	Returns 0x0080
	

	33
	Test with UserDataLength = maximum length: 0x8C for a single SMS
	Returns 0x008C
	

	34
	Verify it is the first TPDU TLV: 

Send a SMS PP with 2 TPDU TLV with two different user data lengths: 0x18 and 0x23
	Returns 0x0018
	

	35
	Send envelope SMS-PP Unformatted.

findTLV() with TAG_DEVICE_IDENTITIES. getShortMessageLength() and then getValueByte() with offset 0 (first user data = 0x55)
	getValueByte() returns 0x00

(TS 23.040 [11] first byte)
	

	
	UNFORMATTED SMS PP UPD Triggering
	
	

	36
	Test with UNFORMATTED_SMS_PP_UPD and TP-OA length of 2, and user data length of 0x3D
	Returns 0x003D


	

	37
	Test with TP-OA length of 12, and user data length of 0x3D
	Returns 0x003D
	

	38
	Test with UserDataLength = 0x00
	Returns 0x0000 with no exception
	

	39
	Test with UserDataLength = 0x7F
	Returns 0x007F
	

	40
	Test with UserDataLength = 0x80
	Returns 0x0080
	

	41
	Verify it is the first TPDU TLV: 

Send a SMS PP with 2 TPDU TLV with two different user data lengths: 0x18 and 0x23
	Returns 0x0018
	

	42
	Test with UserDataLength = maximum length: 0x8C for a single SMS
	Returns 0x008C
	

	43
	Send envelope SMS-PP Formatted.

findTLV() with TAG_DEVICE_IDENTITIES. getShortMessageLength() and then getValueByte() with offset 0
	getValueByte() returns 0x00 (TS 23.040 [11] first byte) 
	

	
	UNFORMATTED SMS CB Triggering
	
	

	44
	Test with UNFORMATTED_SMS_CB
	Returns 0x0052
	

	45
	Verify it is the first Cell Broadcast Page TLV: 

Send a SMS CB with 2 Cell Broadcast Page TLV with two different user data lengths: 0x58 and 0x23
	Returns 0x0052
	

	46
	Send envelope SMS-CB Formatted.

findTLV() with TAG_DEVICE_IDENTITIES. getShortMessageLength() and then getValueByte() with offset 0
	getValueByte() returns 0x00 (TS 23.041 [6] first byte) 
	

	
	Unrecognized Envelope Triggering
	
	

	47
	Send an Unrecognized Envelope with neither TPDU TLV nor Cell Broadcast Page TLV, then call the method.
	ToolkitException.UNAVAILABLE_ELEMENT
	


5.2.2.4
Method getShortMessageOffset

Test Area Reference: Api_2_Ueh_Gsmo

5.2.2.4.1
Conformance requirement

The method with following header shall be compliant to its definition in the API.

public short getShortMessageOffset()

                           throws uicc.toolkit.ToolkitException

5.2.2.4.1.1
Normal execution

-
CRRN1: The method shall return the offset of the Short Message first byte contained in the User Data part of the SMS TPDU TLV contained in the USATEnvelopeHandler.

-
CRRN2: The offset is from the first SMS TPDU TLV.

-
CRRN3: The method can be used if the event is EVENT_FORMATTED_SMS_PP_ENV or EVENT_UNFORMATTED_SMS_PP_ENV.

-
CRRN4: The method can be used if the event is EVENT_FORMATTED_SMS_PP_UPD or EVENT_UNFORMATTED_SMS_PP_UPD.

-
CRRN5: The method can be used if the event is EVENT_FORMATTED_SMS_CB or EVENT_UNFORMATTED_SMS_CB.

-
CRRN6: If the method is successful and if the event is EVENT_FORMATTED_SMS_PP_ENV or EVENT_UNFORMATTED_SMS_PP_ENV, the selected TLV should be the SMS TPDU TLV.

-
CRRN7: If the method is successful and if the event is EVENT_FORMATTED_SMS_PP_UPD or EVENT_UNFORMATTED_SMS_PP_UPD, the selected TLV should be the SMS TPDU TLV.

-
CRRN8: If the method is successful and if the event is EVENT_FORMATTED_SMS_CB or EVENT_UNFORMATTED_SMS_CB, the selected TLV should be the Cell Broadcast Page TLV.

-
CRRN9: The method returns the offset of the first byte after the UDH, if any.

5.2.2.4.1.2
Parameter errors

No requirements.

5.2.2.4.1.3
Context errors

-
CRRC1: The method shall throw ToolkitException.UNAVAILABLE_ELEMENT in case of unavailable SMS TPDU TLV or Cell Broadcast Page Comprehension TLV element.

-
CRRC2: The method shall throw ToolkitException.UNAVAILABLE_ELEMENT in case of wrong data format.

5.2.2.4.2
Test area files

Specific triggering:

-
FORMATTED SMS CB.

-
UNFORMATTED SMS CB.

-
FORMATTED SMS PP UPD.

-
UNFORMATTED SMS PP UPD.

-
FORMATED SMS PP ENV.

-
UNFORMATED SMS PP ENV.

-
UNRECOGNIZED_ENVELOPE.

-
For Formatted triggering if CC/RC/DS is used, the security parameters are the one defined in section “5.3.8 Framework Security Management”.

Test Source: 
Test_Api_2_Ueh_Gsmo.java

Test Applet: 
Api_2_Ueh_Gsmo_1.java

Cap File: 
Api_2_Ueh_Gsmo.cap

5.2.2.4.3
Test coverage

	CRR number
	Test case number

	N1
	1 to 30

	N2
	4, 11, 21, 26

	N3
	1 to 7 and 19 to 23

	N4
	8 to 14 and 24 to 28

	N5
	15 to 18, 29, 30 

	N6
	6, 22

	N7
	13, 27

	N8
	18, 30

	N9
	1 to 18, 23, 28

	C1
	31

	C2
	Not applicable


5.2.2.4.4
Test procedure

	Id
	Description
	API/(U)SAT Framework Expectation
	APDU Expectation

	
	FORMATTED SMS PP ENV triggering
	
	

	1
	Test with TP-OA length of 2 and RC/CC/DS length is 0
	Returns 0x11
	

	2
	Test with TP-OA length of 12 and RC/CC/DS length is 0
	Returns 0x16
	

	3
	Test with RC/CC/DS length of 8 and TP-OA length is 2
	Returns 0x11
	

	4
	Send a SMS PP with 2 TPDU TLV and inside two different secured data offsets
	Returns 0x14 (the first offset)
	

	5
	Same test as 1 but without any secured data
	Returns 0x11
	

	6
	Test with FORMATTED_SMS_PP ENV

Verify after call of the method the current TLV is the TPDU TLV:

findTLV() device identities, getSecuredDataOffset() and then getValueByte() to verify that the current TLV is the TPDU TLV
	Returns 0x40
	

	7
	Same test as 1, but with a concatenated SMS (2 Short Messages and maximum Secured Data Length = 0x00FA)
	Returns 0x15
	

	
	FORMATTED SMS PP UPD triggering
	
	

	8
	Same test as 1 but with FORMATTED_SMS_PP_UPD
	Returns 0x11
	

	9
	Same test as 2 but with FORMATTED_SMS_PP_UPD
	Returns 0x16
	

	10
	Same test as 3 but with FORMATTED_SMS_PP_UPD
	Returns 0x11
	

	11
	Same test as 4 but with FORMATTED_SMS_PP_UPD
	Returns0x14 (the first offset)
	

	12
	Same test as 5 but with FORMATTED_SMS_PP_UPD
	Returns 0x11
	

	13
	Test with FORMATTED_SMS_PP UPD

Verify after call of the method the current TLV is the TPDU TLV:

findTLV() device identities, getSecuredDataOffset() and then getValueByte() to verify that the current TLV is the TPDU TLV
	Returns 0x40
	

	14
	Same test as 10, but with a concatenated SMS (2 Short Messages and maximum Secured Data Length = 0x00FA)
	Returns 0x21
	

	
	FORMATTED SMS CB triggering
	
	

	15
	Same test as 1 but with FORMATTED_SMS_CB
	Returns 0x06
	

	16
	Same test as 3 but with FORMATTED_SMS_CB
	Returns 0x06
	

	17
	Same test as 5 but with FORMATTED_SMS_CB
	Returns 0x06
	

	18
	Test with FORMATTED_SMS_CB 

Verify after call of the method the current TLV is the Cell Broadcast Page TLV:

findTLV() device identities, getSecuredDataOffset() and then getValueByte() to verify that the current TLV is the Cell Broadcast Page TLV
	Returns 0x00
	

	
	UNFORMATTED SMS PP ENV triggering
	
	

	19
	Test with TP-OA length of 2
	Returns 0x0E
	

	20
	Test with TP-OA length of 12
	Returns 0x13
	

	21
	Send a SMS PP with 2 TPDU TLV and inside two different UDL offsets
	Returns 0x11 (the first offset)
	

	22
	Test with UNFORMATTED_SMS_PP ENV

Verify after call of the method the current TLV is the TPDU TLV:

findTLV() device identities, getShortMessageOffset() and then getValueByte() to verify that the current TLV is the TPDU TLV
	Returns 00
	

	23
	Same test as 19, but with a concatenated SMS (2 Short Messages and maximum User Data Length = 0x0102)
	Returns 0x0E or 0x0F (depending of UDHI implementation)
	

	
	UNFORMATTED SMS PP UPD triggering
	
	

	24
	Same test as 19 but with FORMATTED_SMS_PP_UPD
	Returns 0x0E
	

	25
	Same test as 20 but with FORMATTED_SMS_PP_UPD
	Returns 0x13
	

	26
	Same test as 21 but with FORMATTED_SMS_PP_UPD
	Returns 0x11 (the first offset)
	

	27
	Test with FORMATTED_SMS_UPD

Verify after call of the method the current TLV is the TPDU TLV:

findTLV() device identities, getShortMessageOffset() and then getValueByte() to verify that the current TLV is the TPDU TLV
	Returns  0x11
	

	28
	Same test as 25, but with a concatenated SMS (2 Short Messages and maximum Secured Data Length = 0x00FA)
	Returns 0x0E or 0x0F (depending of UDHI implementation)
	

	
	UNFORMATTED SMS CB Triggering
	
	

	29
	Test with UNFORMATTED_SMS_CB
	Returns 0x06
	

	30
	Send envelope SMS-CB Unformatted.

findTLV() with TAG_DEVICE_IDENTITIES. getShortMessageOffset() and then getValueByte() with offset 0
	getValueByte() returns 0x00 (TS 23.041 [6] first byte) 
	

	
	Unrecognized Envelope Triggering
	
	

	31
	Send an Unrecognized Envelope with neither TPDU TLV nor Cell Broadcast Page TLV, then call the method.
	ToolkitException.UNAVAILABLE_ELEMENT
	


***** Next change *****
5.3.11.1.1
Conformance requirements:

5.3.11.1.1.1
Normal execution

-
CRRN1: When a USSD Message is received as concatenated as defined in TS 31.115 [10], it is the responsibility of the (U)SAT Framework to link single USSD Messages together to re‑assemble the original message before any further processing.

-
CRRN2: The original USSD message shall be placed in one USSD String TLV included in the USATEnvelopeHandle.

-
CRRN3: The USSD String parameters (DCS, PFI, CCF) shall correspond to the ones in the last received USSD String (independently of the CCF Sequence number).

-
CRRN4: The (U)SAT Framework shall be able to process messages with the following properties as a minimum requirement:

-
the Information Element Identifier is equal to the 8-bit reference number

-
it contains uncompressed 8 bit data or uncompressed UCS2 data

***** End of change *****
