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	1st Modified Section


5 Sequence Diagrams

5.1 Terminal capabilities triggered example

The following example sequence diagram illustrates how the terminal capabilities can be retrieved and their changes monitored. 
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1:
The application retrieves the terminal capability of a terminal using the synchronous mechanism. The terminalCapabilitiesReportReq method can also be used here, and allows the application to set the scope of capabilities and allows retrieval of terminal capabilities for one or several users.
2:
The application creates an object to implement IpAppExtendedTerminalCapabilities. 

3:
The terminal capabilities changes are started to be monitored. 

4:
The terminal capabilities have changed and they are reported as requested. 

5:
The report is forwarded internally to the application. 

6:
The terminal capabilities have changed and they are reported as requested. 

7:
The report is forwarded internally to the application. 

8:
An error has happened in the monitoring and it is reported. 

9:
The error report is forwarded internally to the application. 

10:
The terminal capabilities have changed and they are reported as requested. 

11:
The report is forwarded internally to the application. 

12:
The terminal capability monitoring is stopped. 

5.2 Terminal capabilities interactive request

The following example sequence diagram illustrates how the terminal capabilities can be retrieved.
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1:
The application creates an object to implement IpAppExtendedTerminalCapabilities.

2:
 The terminal capabilities for one or several users are requested. The scope of capabilities can be set for the request.

3:
The terminal capabilities are reported. 

4:
The report is forwarded internally to the application.
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6 Class Diagrams

Terminal Capabilities Class Diagram: 
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Figure: Terminal Capabilities Class Diagram 
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8 Terminal Capabilities Interface Classes

The Terminal Capabilities SCF enables the application to retrieve the terminal capabilities of the specified terminal. Additionally it is possible for the application to request notifications when the capabilities of the terminal change in some way.  The Terminal Capabilities service provides SCF interfaces IpTerminalCapabilities and IpExtendedTerminalCapabilities. The application side interface for the reporting is called IpAppExtendedTerminalCapabilities. 
8.1 Interface Class IpTerminalCapabilities 

Inherits from: IpService.
The Terminal Capabilities SCF interface IpTerminalCapabilities contains the synchronous method getTerminalCapabilities. The application has to provide the terminaIdentity as input to this method. The result indicates whether or not the terminal capabilities are available in the network and, in case they are, it will return the terminal capabilities (see the data definition of TpTerminalCapabilities for more information).  The network may override some capabilities that have been indicated by  the terminal itself due to network policies or other restrictions or modifications in the supported capabilities.
























This interface, or IpExtendedTerminalCapabilities shall be implemented by a Terminal Capabilities SCF as a minimum requirement.  If this interface is implemented, the getTerminalCapabilities()method shall be implemented as a minimum requirement. 

	<<Interface>>

IpTerminalCapabilities

	

	getTerminalCapabilities (terminalIdentity : in TpString) : TpTerminalCapabilities




8.1.1 Method getTerminalCapabilities()

This method is used by an application to get the capabilities of a user's terminal. Direction: Application to Network.

Returns result : Specifies the latest available capabilities of the user's terminal.

This information, if available, could be returned as CC/PP headers as specified in W3C (see [6] in ES 204 915-1) and adopted in the WAP UAProf specification (see [9] in ES 204 915-1). It contains URLs; terminal attributes and values, in RDF format; or a combination of both.  

Parameters

terminalIdentity : in TpString

Identifies the terminal. It may be a logical address known by the WAP Gateway/PushProxy.
Returns

TpTerminalCapabilities

Raises

TpCommonExceptions, P_INVALID_TERMINAL_ID
8.2 Interface Class IpExtendedTerminalCapabilities 

Inherits from: IpTerminalCapabilities.
This interface can be used as an extended version of terminal capability monitoring.  The application programmer can use this interface to request terminal capability reports that are triggered by their changes. Note that the underlying mechanisms for this network feature are currently not fully standardised.












This interface, or IpTerminalCapabilities, shall be implemented by a Terminal Capabilities SCF as a minimum requirement.  The triggeredTerminalCapabilityStartReq() and triggeredTerminalCapabilityStop() methods shall be implemented as a minimum requirement. An implementation of IpExtendedTerminalCapabilities is not required to implement the minimum mandatory methods of IpTerminalCapabilities. 

	<<Interface>>

IpExtendedTerminalCapabilities

	

	<<new>> terminalCapabilitiesReportReq (appTerminalCapabilities : in IpAppExtendedTerminalCapabilitiesRef, terminals : in TpAddessSet, capabilityScope : in TpTerminalCapabilityScope) : TpAssignmentID
triggeredTerminalCapabilityStartReq (appTerminalCapabilities : in IpAppExtendedTerminalCapabilitiesRef, terminals : in TpAddressSet, capabilityScope : in TpTerminalCapabilityScope, criteria : in TpTerminalCapabilityChangeCriteria) : TpAssignmentID

triggeredTerminalCapabilityStop (assignmentID : in TpAssignmentID) : void




8.2.0a Method terminalCapabilitiesReportReq()

Request for terminal capabilities for one or several terminals. 

Returns: assignmentID.

Specifies the assignment ID of the terminal capabilities report request.  

Parameters

appTerminalCapabilities : in IpAppExtendedTerminalCapabilitiesRef

Specifies the application interface for callbacks.
terminals : in TpAddressSet

Specifies the terminal(s) for which the capabilities shall be reported. TpAddress fields have the following use:
·
Plan: Used to indicate the numbering plan.
·
AddrString: Used to indicate the subscriber address.
·
Name: Used to indicate the terminal identity. May be applied also together with AddrString to indicate subscriber's particular terminal. The precise format is not defined.
·
Presentation: No defined use.
·
Screening: No defined use.
·
SubAddressString: No defined use.
Hence it is possible to indicate the subscriber and/or the terminal identification. This terminal addressing is implementation specific e.g. subscriber identification may not always be sufficient information to get the capabilities of the terminal. 
capabilityScope : in TpTerminalCapabilityScope

Specifies the scope of the capabilities that the application is interested in. The contents are implementation specific. One possibility is to use the CC/PP definitions as in TpTerminalCapabilities.
Returns

TpAssignmentID

Raises

TpCommonExceptions, P_INFORMATION_NOT_AVAILABLE, P_INVALID_INTERFACE_TYPE, P_INVALID_CRITERIA, P_INVALID_TERMINAL_ID

8.2.1 Method triggeredTerminalCapabilityStartReq()

Request for terminal capability reports when the capabilities change or when the application obviously does not have the current terminal capability information when this method is invoked. 

Returns: assignmentID.

Specifies the assignment ID of the triggered terminal capability reporting request.  

Parameters

appTerminalCapabilities : in IpAppExtendedTerminalCapabilitiesRef

Specifies the application interface for callbacks.
terminals : in TpAddressSet

Specifies the terminal(s) for which the capabilities shall be reported. TpAddress fields have the following use:
·
Plan: Used to indicate the numbering plan.
·
AddrString: Used to indicate the subscriber address.
·
Name: Used to indicate the terminal identity. May be applied also together with AddrString to indicate subscriber's particular terminal. The precise format is not defined.
·
Presentation: No defined use.
·
Screening: No defined use.
·
SubAddressString: No defined use.
Hence it is possible to indicate the subscriber and/or the terminal identification. This terminal addressing is implementation specific e.g. subscriber identification may not always be sufficient information to get the capabilities of the terminal. 
capabilityScope : in TpTerminalCapabilityScope

Specifies the scope of the capabilities that the application is interested in. The contents are implementation specific. One possibility is to use the CC/PP definitions as in TpTerminalCapabilities.
criteria : in TpTerminalCapabilityChangeCriteria

Specifies the trigger conditions for the reports e.g. software or hardware update.
Returns

TpAssignmentID

Raises

TpCommonExceptions, P_INFORMATION_NOT_AVAILABLE, P_INVALID_INTERFACE_TYPE, P_INVALID_CRITERIA, P_INVALID_TERMINAL_ID
8.2.2 Method triggeredTerminalCapabilityStop()

Stop reporting for terminal capability changes that were started by triggeredTerminalCapabilityStartReq(). 

Parameters

assignmentID : in TpAssignmentID

Specifies the assignment ID for the task to be stopped.
Raises

TpCommonExceptions, P_INVALID_ASSIGNMENT_ID
8.3 Interface Class IpAppExtendedTerminalCapabilities 

Inherits from: IpInterface.
IpAppExtendedTerminalCapabilities interface is used to send triggered terminal capability reports. It is implemented by the client application developer.  

	<<Interface>>

IpAppExtendedTerminalCapabilities

	

	<<new>> terminalCapabilitiesReportErr(assignmentID : in TpAssignmentID, cause : in TpTerminalCapabilitiesError) : void

<<new>> terminalCapabilitiesReportRes(assignmentID : in TpAssignmentID, capabilities : in TpTerminalCapabilitiesReportSet) : void

triggeredTerminalCapabilityReport (assignmentID : in TpAssignmentID, terminals : in TpAddressSet, criteria : in TpTerminalCapabilityChangeCriteria, capabilities : in TpTerminalCapabilities) : void

triggeredTerminalCapabilityReportErr (assignmentId : in TpAssignmentID, terminals : in TpAddressSet, cause : in TpTerminalCapabilitiesError) : void




8.3.0a Method terminalCapabilitiesReportErr()

This method indicates that the terminal capabilities report request has failed. 

Parameters

assignmentId : in TpAssignmentID

Specifies the assignment ID.
cause : in TpTerminalCapabilitiesError

Specifies the error that led to the failure.

8.3.0b Method terminalCapabilitiesReportRes()

A report containing the capabilities for one or several terminals.  

Parameters

assignmentID : in TpAssignmentID

Specifies the assignment ID of the report.
capabilities : in TpTerminalCapabilitiesReportSet

Specifies the capabilities of one or several terminals. The network may override some capabilities that have been indicated by the terminal itself due to network policies or other restrictions or modifications in the supported capabilities.

8.3.1 Method triggeredTerminalCapabilityReport()

This terminal capability report is issued when the capabilities of the terminal have changed in the way specified by the criteria parameter in the previously invoked triggeredTerminalCapabilityStartReq () method.  

Parameters

assignmentID : in TpAssignmentID

Specifies the assignment ID of the report.
terminals : in TpAddressSet

Specifies the terminal(s) either by subscriber or terminal ID or both as described for the triggeredTerminalCapabilityStartReq () method.
criteria : in TpTerminalCapabilityChangeCriteria

Specifies the criteria that caused the report to be sent.
capabilities : in TpTerminalCapabilities

Specifies the capabilities of the terminal. The network may override some capabilities that have been indicated by  the terminal itself due to network policies or other restrictions or modifications in the supported capabilities. 
8.3.2 Method triggeredTerminalCapabilityReportErr()

This method indicates that the requested reporting has failed. Note that errors may concern the whole assignment or just some terminals. In the former case no terminals are specified. 

Parameters

assignmentId : in TpAssignmentID

Specifies the assignment ID.
terminals : in TpAddressSet

Specifies the terminal(s) either by subscriber or terminal ID or both as described for the triggeredTerminalCapabilityStartReq () method.
cause : in TpTerminalCapabilitiesError

Specifies the error that led to the failure.
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11 Terminal Capabilities Data Definitions

All data types referenced but not defined in this clause are common data definitions which may be found in 3GPP TS 29.198-2.

11.1 terminalIdentity

Identifies the terminal.

	Name
	Type
	Documentation

	terminalIdentity
	TpString
	Identifies the terminal. It may be a logical address known by the WAP Gateway/PushProxy.


11.2 TpTerminalCapabilities

This data type is a Sequence of Data Elements that describes the terminal capabilities. It is a structured type that consists of:

	Sequence Element

Name
	Sequence Element

Type
	Documentation

	TerminalCapabilities
	TpString
	Specifies the latest available capabilities of the user's terminal.
This information, if available, could be returned as CC/PP headers as specified in W3C [4] and adopted in the WAP UAProf specification [5]. It contains URLs; terminal attributes and values, in RDF format; or a combination of both.

	StatusCode
	TpBoolean
	Indicates whether or not the TerminalCapabilities are available.


11.3 TpTerminalCapabilitiesError

Defines an error that is reported by the Terminal Capabilities SCF.

	Name
	Value
	Description

	P_TERMCAP_ERROR_UNDEFINED
	0
	Undefined.

	P_TERMCAP_INVALID_TERMINALID
	1
	The request can not be handled because the terminal id specified is not valid.

	P_TERMCAP_SYSTEM_FAILURE
	2
	System failure.

The request cannot be handled because of a general problem in the terminal capabilities service or the underlying network.

	P_TERMCAP_INFO_UNAVAILABLE
	3
	The terminal capability information is not available.


11.3a TpTerminalCapabilitiesReport

Defines the Sequence of Data Elements that specify the identity and capabilities of a terminal.

	Sequence Element

Name
	Sequence Element

Type
	Description

	TerminalIdentity
	TpAddress
	The address of the terminal.

	TerminalCapabilities
	TpString
	Specifies the latest available capabilities of the user's terminal.
This information, if available, could be returned as CC/PP headers as specified in W3C [4] and adopted in the WAP UAProf specification [5]. It contains URLs; terminal attributes and values, in RDF format; or a combination of both.

	StatusCode
	TpBoolean
	Indicates whether or not the terminal capabilities are available.

	Cause
	TpTerminalCapabilitiesError
	Indicates the cause of the error if terminal capabilites are not available.


11.3b TpTerminalCapabilitiesReportSet

Defines a Numbered Set of Data Elements of TpTerminalCapabilitiesReport.
11.4 TpTerminalCapabilityChangeCriteria

Defines the type of the terminal capability changes to be reported. The values may be combined by a logical ‘OR’ function.

	Name
	Value
	Description

	P_TERMINAL_CAPABILITY_CHANGE_CRITERIA_UNDEFINED
	00h
	Undefined.

	P_TERMINAL_CAPABILITY_CHANGE_CRITERIA_GENERAL
	01h
	Any change in the terminal capabilities.

	P_TERMINAL_CAPABILITY_CHANGE_CRITERIA_HW_UPDATE
	02h
	The terminal device hardware has been modified or replaced completely.

	P_TERMINAL_CAPABILITY_CHANGE_CRITERIA_SW_UPDATE
	04h
	The software of the terminal has been updated in any way. Also changes in configuration or preferences may be concerned.

	P_TERMINAL_CAPABILITY_CHANGE_CRITERIA_INITIAL
	08h
	The initial device capabilities reported when monitoring has been started by an application. 


11.5 TpTerminalCapabilityScopeType

Defines a specific type of the terminal capability scope definition.

	Name
	Value
	Description

	P_TERMINAL_CAPABILITY_SCOPE_TYPE_UNDEFINED
	0
	Undefined.

	P_TERMINAL_CAPABILITY_SCOPE_TYPE_CCPP
	1
	Indicates that the terminal capability scope is expressed as CC/PP headers as specified in W3C [4] and adopted in the WAP UAProf specification [5]. It contains URLs; terminal attributes and values, in RDF format; or a combination of both.


11.6 TpTerminalCapabilityScope

Defines the Sequence of Data Elements that specify the scope of the terminal capabilities.
	Sequence Element

Name
	Sequence Element

Type

	ScopeType
	TpTerminalCapabilityScopeType

	Scope
	TpString
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