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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

3GPP acknowledges the contribution of the Parlay X Web Services specifications from The Parlay Group. The Parlay Group is pleased to see 3GPP acknowledge and publish the present document, and the Parlay Group looks forward to working with the 3GPP community to improve future versions of the present document.
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The present document is part 2x of a multi-part deliverable covering the 3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Open Service Access (OSA); Parlay X Web Services, as identified below:

Part 1:
"Common"
Part 2:
"Third party call"
Part 3:
"Call Notification"

Part 4:
"Short Messaging"

Part 5:
"Multimedia Messaging"

Part 6:
"Payment"
Part 7:
"Account management"
Part 8:
"Terminal Status"

Part 9:
"Terminal location"

Part 10:
"Call handling"
Part 11:
"Audio call"
Part 12:
"Multimedia conference"
Part 13:
"Address list management"
Part 14:
"Presence"

Part 15:
"Message Broadcast"

Part 16:
"Geocoding"

Part 17:
"Application driven Quality of Service (QoS)"

Part 18:
"Device capabilities and configuration"
Part 19:
"Multimedia streaming control"

Part 20:
"Multimedia multicast session management"
Part 21:

“Content Management”
Part 22:

“Policy”
1
Scope

The present document is Part 2x of the Stage 3 Parlay X Web Services specification for Open Service Access (OSA).
The OSA specifications define an architecture that enables application developers to make use of network functionality through an open standardized interface, i.e. the OSA APIs. The concepts and the functional architecture for the OSA are contained in 3GPP TS 23.198 [3]. The requirements for OSA are contained in 3GPP TS 22.127 [2].

The present document specifies the Multimedia multicast session management Web Service aspects of the interface. All aspects of the Multimedia multicast session management Web Service are defined here, these being:

· Name spaces.

· Sequence diagrams.

· Data definitions.

· Interface specification plus detailed method descriptions.

· Fault definitions.

· Service policies.

· WSDL description of the interfaces.

The present document has been defined jointly between 3GPP TSG CT WG5, ETSI TISPAN and The Parlay Group.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

[1] RFC 3460 - Policy Core Information Model (PCIM) Extensions 
[2] RFC 3198 - Terminology for Policy-Based Management
[3] 3GPP TS 29.199.01: "Open Service Access (OSA); Parlay X 2 Web Services; Part 1: Common". 

[4] Open Service Access (OSA); Application Programming Interface;Part 13:Policy Management ETSI ES 203 915-13 (Parlay 5)URL: http://www.parlay.org/en/specifications/index.asp or 3GPP Equivalent: 3GPP TS 29.198-13 (Release 6) URL: http://www.3gpp.org/ftp/Specs/latest/Rel-6/29_series/.

[5] OMA-AD-Policy_Evaluation_Enforcement_Management-V1_0-20060312-D http://www.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-AD-Policy_Evaluation_Enforcement_Management-V1_0_0-20060312-D.zip.

3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TS 29.199-1[1] apply.
· Policy : An ordered combination of policy rules that defines how to administer, manage, and control access to resources. Derived from [1] and [2].
· Policy Rule : A combination of conditions and actions to be performed if the condition is true.

· Policy Action : Action(e.g. invocation of a function, script, code, workflow, etc) that is associated to a policy condition in a policy rule and that is executed when its associated policy condition results in “true” from the policy evaluation step.

· Policy Condition : A condition is a Boolean predicate that yields true or false. 
· Policy Evaluation : The process of evaluating the policy conditions and executing the associated policy actions up to the point that the end of the policy is reached.
· Policy Management : The act of describing, creating, updating, deleting, provisioning, and viewing policies. A meta-model or representation scheme may be used in this activity.

· Resource : any component, function, or application that can receive and process requests.

· Role : a type of attribute that is used to select one or more policies for a set of entities and/or components from among a much larger set of available policies.
3.2
Symbols

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and in 3GPP TS 29.199-1 [6] apply. 
4
Detailed service description
The Policy Web Service is defined to offer provisioning and evaluation functions for policies. This Specification is separated into four interfaces. 
· PolicyProvisioning interface includes the operation to create, modify, view, and delete policies.
· PolicyEvaluation interface provides operations to request evaluation of policies.
· PolicyEventNotificationManagement interface provides functions for starting and ending subscription of the notification about events. 

· PolicyEventNotification interface is defined for delivering the notification to the application when the event occurs.

The Policy Web Service is defined to provide simple means for applications to make use policies to satisfy two purposes as follows:

· The first one is to provide the user defined policies for the 3rd party applications who want to personalize their services by using their own preference expressed as policies at a high level. At this level, policies could be defined and managed by 3rd party applications, and applied to any policy enabled service.

· The second one is to protect resources in network from unauthorized requests based on policies, therefore enables the network operators and service providers to control the access to their resources. Network resources can be accessed in a secure and controlled way and network operator could impose constraints on the usage of their services. 
The Policy Web Service is provided with the architecture as shown in figure 4-1. This Policy Web Service is focused on the easy and simplified way to manage and evaluate policy rules. It can interact with OSA/Parlay Policy Management SCF or directly access network resource if necessary.
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Figure 4-1 : Policy web service architecture
5
Namespaces
6
Sequence diagrams
6.1
Sequence Diagram1
6.2 
Sequence Diagram2
7
XML Schema data type definition

7.1 
Data Structure 1
7.2 Data Structure 2
8 Web Service interface definition
8.1 Interface: xyz
8.1.1 Operation: xyz
8.1.1.1
 Input message: xyz
	PartName
	PartType
	Optional
	Description

	
	
	
	


8.1.1.2
Output message: xyz
	PartName
	PartType
	Optional
	Description

	
	
	
	


8.1.1.3
Referenced Faults

8.2
Interface : XYZ
8.2.1
Operation : xyz
8.2.1.1
Input Message: xyz
	PartName
	PartType
	Optional?
	Description

	
	
	
	


8.2.1.2
Output Message : xyz
	PartName
	PartType
	Optional?
	Description

	
	
	
	


8.2.1.3
Referenced Faults

8.3
Interface : xyz
8.3.1
Operation : xyz
8.3.1.1
Input Message: xyz
	PartName
	PartType
	Optional?
	Description

	
	
	
	


8.3.1.2
Output Message: xyz
	PartName
	PartType
	Optional?
	Description

	
	
	
	


8.3.1.3
Referenced Faults
9.
Fault definitions

There are no service-specific fault definitions for this service.
10.


Service policies
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